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1. Discussion
Introduction:
　A contribution oneM2M-ARC-2013-0001-Device-Triggering-Overview described the necessity, the outline, and two Use Cases of Device Trigger. 
Another contribution oneM2M-ARC-2013-xxx2-M2M-Service-Bootstrapping-Overview which is described the necessity and outline of M2M Service Bootstrapping procedures.
This contribution arranges what is made in Device Trigger concretely defined by the 3GPP Rel-11, three more Use Cases of Device Trigger for establishing IP connection in another viewpoint from Bootstrapping, and enabling M2M communication.
Possible features by 3GPP Rel-11 Device Trigger:
　It is possible to send a Device Trigger request from IN-CSE to 3GPP MTC-IWF through the Mcn reference point (Tsp reference point in 3GPP) by 3GPP Rel-11 Device Trigger mechanism, as added to Annex B by the meeting last time.
The following information can be included in this request as shown in Annex B. 
· 3GPP External Identifier or MSISDN, 

· ASN-CSE Identifier, 
· trigger reference number, 
· validity period, 
· priority, 
· Application Port ID,
· trigger payload
 A Device Trigger request signal is transmitted to SMS-SC within 3GPP network, distributed to a target device via SM Router etc. as a Short Message signal.
Since a protocol identifier called Device Trigger Short Message is set into the Short Message signal at this time, in receiving sides, such as SM Router and the target SM entity, validity of the requesting entity and/or the signal itself, etc. can also be checked and refused ignited by reception of this indicator. 
Trigger payload can be set to a Device Trigger request signal as an option. Although reconfirmation is required to 3GPP expert, maximum of 200 octets could be set in the payload. (Refer to 3GPP TS 29.338 for SM-RP-UI)
That is, if trigger payload is used well, Small data transfer of the certain size is possible by 3GPP Rel-11. Furthermore, by setting up the access information (FQDN or IP address) to IN-CSE into the payload and to make the M2M device accesses to the IN-CSE, it is a method different from the M2M Service Bootstrap procedure, and is also possible to create an IP connection between M2M device and M2M System according to the Device Trigger request from M2M System.
　Therefore, M2M communication is attained not only by Small data but by Large data or data of the uploading direction from M2M device.
　Another advantage of the Device Trigger request using the 3GPP Tsp reference point is becoming a hub of M2M System focusing on MTC-IWF by the 3GPP side, and it is also mentioned that it can be surmised that future extension is easy.
2. Proposal
It proposes adding all (or discussing the part) the texts of “Possible features by 3GPP Rel-11 Device Trigger” in Discussion part mentioned above, and as Use Case of Device Trigger, the following three General Flows and the outline explanations into the Section 8.3 Mcn Reference Point. 

Use Case-1 Device Triggering with Small Data
 This Use Case is a case which includes Small Data in the Payload as an option of Device Triggering. 

The maximum sizes of the Payload is 200 octets (confirmation to 3GPP expert is necessary) per a Trigger.
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Step-1 It is a transmitting request of Small Data toward ASN/MN-CSE from AE to IN-CSE.
Step-2 Determination of the transmitting method of the data in IN-CSE, selection of NSE, etc. is carried out. ACK is returned to AE if needed.

Step-3 Small Data transmission by Device Trigger is requested.
Step-4 Device Trigger is enforced by NSE. 　(It is Out-of-scope on oneM2M.)

Step-5 Device Trigger is reported from NSE to IN-CSE.
Step-6 Data transmitting report is replied to AE from IN-CSE.
Note-1) Although the further discussion is required, it depends on service provider policy as one of options whether to specify the data transfer by Device Trigger explicitly from application, or to consider it as implicit enforcement.
Use Case-2 Device Triggering with Large Data
This Use Case is a case which includes Access information to IN-CSE (FQDN or IP address information) in the Payload as an option of Device Triggering.

ASN/MN-CSE which received this Device Trigger signal would access to the specified IN-CSE, and receive Large Data from IN-CSE after creation of an IP connection.
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Step-1 It is a transmitting request of Large Data toward ASN/MN-CSE from AE to IN-CSE.
Step-2 Determination of the transmitting method of the data in IN-CSE, selection of NSE, etc. is carried out. ACK is returned to AE if needed.

Step-3 Transmission of Access information to IN-CSE by Device Trigger is requested from IN-CSE to NSE. At this time, when IN-CSE received Large Data from AE at step-1, the data is kept on IN-CSE. 
Step-4 Device Trigger is enforced by NSE. 　(It is Out-of-scope on oneM2M.)

Step-5 Device Trigger is reported from NSE to IN-CSE.
Step-6 Access via an IP connection to IN-CSE from ASN/MN-CSE. Then, Large Data kept by Step-3 is transmitted to ASN/MN-CSE from IN-CSE via the IP connection.
Step-7 Data transmitting report is replied to AE from IN-CSE.
Step-8 ASN/MN-CSE is directly accessed from AE and Large Data is transmitted. 

(Option) (Note-2)
Note-1) Although the further discussion is required, it depends on service provider policy as one of options whether to specify the data transfer by Device Trigger explicitly from application, or to consider it as implicit enforcement.
Note-2) When Large Data is not transmitted to IN-CSE from AE by Step-1, as the IP address information of ASN/MN-CSE which IN-CSE could know by the IP connection from ASN/MN-CSE by Step-6 is kept, IN-CSE may include this as an information element of Step-7.

Use Case-3 Device Triggering with Server Access Request
This Use Case is a case which includes Access information to AE (FQDN or IP address information) in the Payload as an option of Device Triggering.

ASN/MN-CSE which received this Device Trigger signal would access to the specified AE, and send/receive Any Data to/from AE after creation of an IP connection according to the requests from AE.
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Step-1 It is a transmitting request of Access information to AE toward ASN/MN-CSE from AE to IN-CSE.
Step-2 Determination of the transmitting method of the data in IN-CSE, selection of NSE, etc. is carried out. ACK is returned to AE if needed.

Step-3 Transmission of Access information to AE by Device Trigger is requested from IN-CSE to NSE.
Step-4 Device Trigger is enforced by NSE. 　(It is Out-of-scope on oneM2M.)

Step-5 Device Trigger is reported from NSE to IN-CSE.
Step-6 Data transmitting report is replied to AE from IN-CSE.
Step-7 Access via an IP connection to AE from ASN/MN-CSE. Then, ASN/MN-CSE send/receive Any Data to/from AE via the IP connection by requested from AE.
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