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1
Rationale
This input contribution is about the detail procedure for <locationPolicy> resource. 
In TP#7, we agreed the concept that the actual location information shall be stored in the <container> resource and the common information how to obtain and manage a target M2M Node’s location shall be separately stored in the <locationPolicy> resource. 
This input contribution only focuses on the procedure for the <locationPolicy> resource but the associated procedures for the <container> resource are described in this contribution as well.

2    Proposal

<Start of the 1st Proposed Text>
2.1
Normative references

The following referenced documents are necessary for the application of the present document.

[i.1]
ETSI TS 123 271: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; Functional stage 2 description of Location Services (LCS) (3GPP TS 23.271)".
[i.2]
OMA-TS-MLP-V3_4-20130226-C: “Mobile Location Protocol”, Version 3.4 
[i.3]
OMA-TS-REST-NetAPI_TerminalLocation-V1_0-20130924-A: “RESTful Network API for Terminal Location”, Version 1.0
<End of the Proposed Text>
<Start of the 2nd Proposed Text>
10.3
Detailed Procedures

10.3.X
Location Management Procedures
10.3.X.1
Introduction

This section introduces the procedures for obtaining and managing a target M2M Node’s location information, which are associated with the <locationPolicy> resource that contains the method for obtaining and managing location information.
Since the actual location information of a target M2M Node’s location information shall be stored in the <instance> resource, a child of <container> resource following the configuration described in the <locationPolicy> resource, the related procedures regarding both <container> and <instance> resources after the CRUD operations of <locationPolicy> are described in this section.
Editor’s Note: Detail procedures regarding both <container> and <instance> resources when the <container> resource contains location information of a target M2M Node are described separately in <container> and <instance> resource type and FFS.
10.3.X.2
CREATE <locationPolicy>

This procedure shall be used for creating <locationPolicy> resource.

Originator: The Originator shall request to CREATE a <locationPolicy> resource including relevant attributes and address <baseURI> resource of a Hosting CSE. At least, the request shall provide mandatory attributes defined in the table 9.6.7-1. The originator is an AE.
Editor’s Note: Handling of various levels of the <locationPolicy> resources needs to be defined.

Receiver: For the CREATE procedure, the Receiver (Hosting CSE) shall:

· Check whether the Originator is authorized to request the procedure.

· Check whether the provided attributes of the <locationPolicy> resource represent a valid request.
· Upon successful validation of the above procedures, the Hosting CSE creates the <locationPolicy> resource and automatically creates <container> resource where the actual location information is/are stored and the resources shall contain the cross-reference between the both resources, locationContainerID attribute for <locationPolicy> resource and locationID attribute for <container> resource.
· Check the defined locationUpdatePeriod attribute. If any period value is set for the attribute, the Hosting CSE performs the positioning procedures following the configurations in the <locationPolicy> resource and stores the results (e.g., position fix, uncertainty) in the created <container> resource. However, if no value (e.g., null) is set, the positioning procedure is operated when the created <container> for location information is retrieved.

· Check the defined locationSource attribute, the positioning procedures mentioned above are different. The locationSource attribute is set based on the capabilities of a target M2M Node and the Underlying Network in which the Node resides.

· For Network-based case, the Hosting CSE will transform the request from the Originator into Location Server request following the attributes (e.g., locationTargetID, locationServer) defined in the <locationPolicy> resource. Additionally, the hosting CSE shall also provide default values for other parameters (e.g. required quality of position) in the Location Server request [i.1] according to local policies. Then the Location Server in the Underlying Network performs positioning procedures, and returns the results.
The specific mechanism used to communicate with the network Location Server depends on the capabilities of the Underlying Network and other factors. For example, it could be either the OMA Mobile Location Protocol [i.2] or OMA RESTful NetAPI for Terminal Location [i.3]. 
Note: The details of the mechanisms will be addressed in the Protocol Specification. 

· For Device-based case, this case is applicable if the Originator is ASN-AE and the ASN has location determination capabilities (e.g., GPS). .The Hosting CSE is capable of performing positioning procedure using the module or technologies.
· For Sharing-based case, this case is applicable if the Originator is ADN-AE and the Hosting CSE is MN-CSE and the ADN is resource constrained node, no GPS module and Network-based positioning capabilities. When the Hosting CSE receives the CREATE request and if the Hosting CSE can find the closest Node from the Originator in the M2M area network (e.g., based on the topology information defined in the <node> resource), the location information of the closest Node shall be stored as the location information of the Originator, or if the Hosting CSE cannot find any closest Node, the location information of the Node of the Hosting CSE (MN) shall be stored as the location information of the Originator. 
	Description

	Call Flow Type
	CREATE

	Pre-Conditions 
	None

	Information on Request message
	op: C

fr: identifier of an AE that initiates the Request
to: the URI of the <baseURI> resource
cn: The representation of the <locationPolicy> resource described in the section 9.6.7

	Local processing on Hosting CSE
	Detail procedure for the Hosting CSE of the CREATE request described above.

	Information on Response message
	The representation of the created <locationPolicy> resource.

	Post-Conditions 
	Detail steps for the Hosting CSE after the CREATE request are described above.

	Exceptions
	No change from the generic procedure. 


10.3.X.3
RETRIEVE <locationPolicy>

This procedure shall be used for retrieving an existing <locationPolicy> resource.

Originator: The Originator shall request <locationPolicy> resource information by using RETRIEVE operation. The Originator is either an AE or a CSE.
Receiver: The Receiver shall check if the Originator has RETRIEVE permission on the <locationPolicy> resource. Upon successful validation, the Hosting CSE shall respond to the Originator with the appropriate responses.

	Description

	Call Flow Type
	RETRIEVE

	Pre-Conditions 
	None.

	Information on Request message
	op: R

fr: identifier of an AE or a CSE that initiates the Request
to: the URI of the target <locationPolicy> resource.

	Local processing on Hosting CSE
	No change from the generic procedure.

	Information on Response message
	No change from the generic procedure.

	Post-Conditions 
	None

	Exceptions
	No change from the generic procedure. 


10.3.X.4
UPDATE <locationPolicy>

This procedure shall be used for updating an existing <locationPolicy> resource.

Originator: The Originator shall request to update attributes of an existing <locationPolicy> resource by using an UPDATE operation. The request shall address the specific <locationPolicy> resource of a CSE. The Originator may be either an AE or a CSE.

Receiver: The Receiver of an UPDATE request will check whether the Originator is authorized to request the operation. The receiver will further check whether the provided attributes of the <locationPolicy> resource represent a valid request for updating <locationPolicy> information. The updatable attributes are (excluding common attributes):

· locationUpdatePeriod: This value is updated to change the period for updating location information.
	Description

	Call Flow Type
	UPDATE

	Pre-Conditions 
	None.

	Information on Request message
	op: U

fr: identifier of an AE or a CSE that initiates the Request
to: the URI of the target <locationPolicy> resource.

	Local processing on Hosting CSE
	No change from the generic procedure.

	Information on Response message
	No change from the generic procedure.

	Post-Conditions 
	None

	Exceptions
	No change from the generic procedure. 


10.3.X.5
DELETE <locationPolicy>

This procedure shall be used for deleting an existing <locationPolicy> resource. 
Originator: The Originator shall request to delete an existing <locationPolicy> type resource by using the DELETE operation. The Originator may be either an AE or a CSE. 

Editor’s Note: If deleted by CSE is the AE that created it notified.
Receiver: The Receiver shall check if the Originator has DELETE permission on the <locationPolicy> resource. Upon successful validation, the CSE shall remove the resource from its repository and shall respond to the Originator with appropriate responses.

Once the <locationPolicy> resource is deleted, the Receiver shall delete the associated resources (e.g., <container>, <instance> resources). If the locationSource attribute and the locationUpdatePeriod attribute of the <locationPolicy> resource has been set with appropriate value, the Receiver shall tear down the session. The specific mechanism used to tear down the session depends on the support of the Underlying Network and other factors.
	Description

	Call Flow Type
	DELETE

	Pre-Conditions 
	When the locationSource of the created <locationPolicy> resource is ‘sharing-based’ and the AE disconnects from the registered MN-CSE

	Information on Request message
	op: D

fr: identifier of an AE or a CSE that initiates the Request
to: the URI of the target <locationPolicy> resource.

	Local processing on Hosting CSE
	No change from the generic procedure.

	Information on Response message
	No change from the generic procedure.

	Post-Conditions 
	None

	Exceptions
	No change from the generic procedure. 


<End of the Proposed Text>
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