	ARC-2014-0021R01-AE_re_targeting
	[image: image4.png]






	INPUT CONTRIBUTION

	Group Name:*
	ARC WG 

	Title:*
	AE re-targeting

	Source:*
	LG Electronics

	Contact:
	Seungmyeong Jeong, seungmyeong.jeong@lge.com

	Date:*
	2014-01-10

	Abstract:*
	Local CSE performs re-targeting of incoming requests targeted to AEs

	Agenda Item:*
	TBD

	Work item(s):
	WI 0002 - oneM2M Architecture

	Document(s) 

Impacted*
	oneM2M-TS-0001 Technical Specification - M2M Architecture

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 FORMCHECKBOX 
 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	Incorporate this text into the TS.


oneM2M IPR STATEMENT

Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by all provisions of IPR policy of the admitting Partner Type 1 and permission that all communications and statements, oral or written, or other information disclosed or presented, and any translation or derivative thereof, may without compensation, and to the extent such participant or attendee may legally and freely grant such copyright rights, be distributed, published, and posted on oneM2M’s web site, in whole or in part, on a non-exclusive basis by oneM2M or oneM2M Partners Type 1 or their licensees or assignees, or as oneM2M SC directs.
1. Introduction

The concept of AE re-targeting is to provide a mechanism that all request messages for AE shall be targeted a local CSE first and then the CSE re-targets the messages to the AE. With this, address of AE (i.e., point of access) is exposed only to the local CSE, and the local CSE forwards messages only from the Originators who has proper access rights to the <application> resource.
Resource type name <application> seems to be replaced by <ae>, this needs more discussion.
2. Proposal
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7.3.3

Notification Re-targeting

7.3.3.1
Application Entity Point of Access (AE-PoA)

A notification request to an AE by targeting <application> resource on a hosting CSE, if the hosting CSE verifies access rights of the Originator to the <application> resource, the hosting CSE shall re-target the request to the address specified as AE Point of Access (i.e., pointOfAccess attribute of <application> resource). The AE-PoA may be initially configured in <application> resource when the AE registers to the local CSE. If the <application> resource does not contain an AE-PoA, an active communication link can be used for the re-targeting. If neither of them is available, the request cannot be re-targeted to the AE.
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Figure 7.3.3-1: Re-targeting a notification request to an AE
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