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1.
Introduction

This contribution proposes to improve section 8.3 of the Functional Architecture for adding a section about the possible services that needs to be described on the Mcn reference point. More specifically this contribution will focus on “Device Triggering”, the purpose of the contribution is to define what is considered device triggering for oneM2M and when this service should be initiated, based on certain information that the IN-CSE has.

This contribution proposes to combine ideas of contributions:

· ARC-2014-0078R02
· ARC-2014-0095 

· ARC-2014-0122
And to address some of the points analysed in the discussion papers:

· ARC-2014-1073

· ARC-2014-125R02
2. Proposal

This contribution proposes to modify the normative text in section 8.3 for:

Some editorial changes in section 8.3.1 (1st change)

Adding new sections for providing a common general description of the possible services offered over the Mcn reference point (2nd change).

Adding a new sectiondescribing the general procedure for the device triggering (regardless of the underlying access network), by indicating the decision points for initiating the procedure and the step to be taken by the CSEs. (part also of the 2nd change)

************************ Start of 1st changes **********************
8.3.
Description and Flows on Mcn Reference Point

8.3.1 General Description

Communications between the CSEs and the NSEs (Network Service Entities) pass over the Mcn reference point, and include:

· the CSE(s) accessing network service functions provided by Underlying Networks and 
· optimizing network service processing for Underlying Networks. 
Such communications include more than just the general transport services. 

Communications which pass over the Mcn reference point to Underlying Networks include: 

· Messaging services that are widely deployed by applications and network operators using a number of existing mechanisms, 

· Network APIs defined by other SDOs (e.g., OMA, GSMA, etc.) are used by network operators for their services,

· Interworking for services and security aspects for MTC (Machine Type Communications) has been defined by 3GPP.

Examples of service requests from a CSE towards the Underlying Networks are: 

· Connection request with/without QoS requirement,

· Payments, messages, location, bearer information, call control and other network capabilities, (e.g. by using GSMA oneAPI, network APIs supporting protocols defined by other SDOs, or proprietary network APIs ), 

· Device triggering, 

· Device management, 

· Management information exchange such as charging/accounting records, monitoring and management data exchange. 


The following sections provide detailed description about the above mentioned example service requests that oneM2M supports. 

************************ End of 1st changes **********************
************************ Start of 2nd changes (Add new sections) ****
8.3.2 Service Requests
8.3.2.1 Connection Request

Editor’s Note:  Connection request is for FFS

8.3.2.2 Location Request

Editor’s Note:  Location request is for FFS

8.3.2.3 Device Management

See section 6.2.4 for a detailed description on the interaction with a Device Management 

Editor's Note:  The detailed content from section 6.2.4 might fit better in this section than in the high level CSF description.
8.3.2.3 Device Triggering
See section 8.x for detailed description on the Device triggering
************************ End of 2nd changes **********************
************** Start of 3rd changes  (Add new sections) ***************
8.x
Device Triggering

8.x.1 Definition and scope
Device Triggering is a means by which a node in the infrastructure domain (e.g. IN-CSE) sends information to a node in the field domain (e.g. ASN-CSE) to perform a specific task, e.g. to wake up the device, to establish communication from the field domain towards the infrastructure domain, or when IP address for the device is not available or reachable by the infrastructure domain. 

Underlying network functionality is used to perform device triggering for example, using alternate means of communication (e.g. SMS) with the Field Node. 
Note: Device Triggering is applicable for the entities which are registered with IN-CSE. 
Each Underlying Network type may provide different way of performing a device triggering, for example 3GPP has defined a dedicated interface for requesting device triggering. The normative references for applicable interfaces are as follows: 3GPP [TS 23.682], 3GPP2 [XXX]. Access specific mechanisms are covered in the Annexes. 
8.x.2 General Procedure for Device Triggering
This section covers different scenarios for device triggering.
8.x.2.1 Triggering procedure for targeting ASN/MN-CSE

This case describes the scenario where IN-CSE targets an ASN/MN-CSE (which is register with the IN-CSE) for the device triggering request. 
The figure 8.x.2 1-1 shows the general procedure for Device Triggering and, if required, for establishment of connectivity between IN-CSE and the Field Node 
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Figure 8.x.2 1-1: Device Triggering general procedure for CSE

NOTE: IN and ASN/MN are assumed to be connected through the same underlying network.
NOTE: The Device Triggering Handler is a functional entity that receives the device triggering request, it is dependent on the underlying network. The Device Triggering Handler is not part of the specification is left to implementors.
Pre-condition

The CSE which is the target of the device triggering has to be registered with the IN-CSE.

The CSE-PoA for the ASN/MN-CSE already contains either an IP address or none. 

[optional] Step-1: Request to targeted ASN/MN-CSE

The IN-AE requests to perform one of the CRUD operation on a resource residing on the ASN/MN-CSE, the request is sent via the Mca reference point to the IN-CSE.

Step-2: Underlying network selection

The IN-CSE selects the underlying network and the mechanism to deliver the triggering request to the underlying network according to the configuration for connected underlying networks. 

For example for 3GPP access network IN-CSE might be allowed to use Tsp, Tsms and GSMA OneAPI, but the preferred mechanism could be Tsp.
Step-3: Device Triggering request
IN-CSE issues the device triggering request to the selected underlying network. 

The underlying network dependent Device Triggering procedure is executed as described in Annexes.
Some information that needs to be provided to the selected underlying network for performing device triggering is:

· M2M-Ext-ID associated with the ASN/MN-CSE as the target of the triggering request (see 7.1.8).

· Trigger-Recipient-ID associated with the ASN/MN-CSE (see section XX). For example when 3GPP underlying network is used this identifier could map to Application-Port-ID.
Note: the above Trigger-Recipient-ID is sent at registration. 
Editor’s note: M2M-Ext-ID is set on registration, how the IN-CSE gets it is FFS.
Editor’s note: the above list with information to be sent over device triggering request on the underlying network is not complete and/or limiting. What is needed is for FFS.
Step-4: Underlying Network Specific Device Triggering procedure
Device Triggering processing procedure is performed between the underlying network and the target Node which hosts the ASN/MN-CSE.

Step-6: Device Triggering response

The IN-CSE receives a response for the Device Triggering request via Mcn reference point. 
The underlying network dependant Device Triggering response procedure is described in Annexes.
Step-5: ASN/MN-CSE Receives Device Trigger
[optional] Step-7 Connection establishment
In case that it is required by the device triggering request, connectivity is established between the ASN/MN-CSE and the IN-CSE and the renewal of the PoA might be needed.
************************ End of 3rd changes **********************
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