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1. Introduction

An accompanying discussion paper, which presents an overview of the triggering feature that is available in 3GPP and raises questions regarding open issues in the design of the associated Service Layer functionality, has been proposed (ARC-2014-0xyz).  This CR distils the issues and the reader should reference the discussion paper for further details. 

The salient issues that need consideration are:

· Does the NSSE CSF have the sole responsibility of issuing the device trigger, or may a subset of CSFs  initiate  a device trigger to be delivered via the NSSE;

· How do an MTC UE Application and SCS agree on a value that should populate the Application-Port-Identifier field;

· Which parameters should be included in the Mcn device trigger request in order to provide MTC-IWF with the necessary information elements for the DAR command;

· What functionality may be enabled through the information  included in the Mcn device trigger payload (e.g. if the purpose of the trigger is to renew the IP address or perform some other action);
· Which entities should be permitted to receive the triggers? Should proxying be permitted /enabled and for which scenarios.

Three changes are proposed in this CR:

· Modification of section 6.2.9 on registration to include additional information associated with triggering

· Modification of section 8.3 on triggering to include a mapping to 3GPP TS29.368 parameters and propose fields for the triggering payload

· Modification of section xxx to include a triggering flow

The CR text makes the following assumptions:

· That all of the following entities should be capable of receiving triggers: ADN-AE, ASN-CSE, MN-CSE, ASN-AE, MN-AE. 

· That the NSSE may initiate a trigger when the IP address of the target is unknown, or based on request from another CSF or AE.

Should oneM2M decisions change these assumptions, the CR can be easily amended.

2. Proposal(s)

Start of Change (1)
6.2.9
Registration

6.2.9.1
General Concepts

Registration (REG) CSF is responsible for handling an  AE or another CSE to register with  the REG CSF resident CSE in order to allow the registered entities to use the services offered by the registered-with CSE. The REG CSF handles registration of a Device also, so as to allow registration of Device's properties/attributes with the CSE.
6.2.9.2 Detailed Descriptions

Registration is the process of delivering AE or CSE information to another CSE for being able to use the M2M Services.
The CSE on an ASN or on a MN shall perform registration with the CSE in the IN in order to be able to use M2M services offered by the CSE-IN. An AE on an ASN or on a MN shall perform registration locally with the corresponding CSE in order to use M2M services offered by that CSE. The same holds true for the registration of an IN-AE. An AE on an IN shall perform registration locally with the associated IN-CSE. A registered AE shall be able to have interactions with its local CSE without the need to have the local CSE register with other CSEs. Such registrations are applicable to a single M2M Service Provider Domain.

A CSE on an ASN or on a  MN shall perform registration with the CSE on an IN and vice versa. As a result of successful CSE registration, the CSEs on ASN/MN and IN establish a peering relationship and shall be able to exchange context information.

A (physical) Device shall be able to register with its local CSE for registering its properties/attributes. Such registration enables correlation of Devices Identities such as M2M-Node-ID with the CSE-ID. 

Editor’s Note: The need for Device Registration and the relationship with CSE Registration are FFS.

Registration information shall be able to include:

· Identifier

· Underlying Network Device Identifier; (i.e. a 3GPP External ID or MSISDN).  When the Underlying Network Device Identifier is not present, it is assumed that the AE or CSE is not able to receive triggers.

·  Underlying Network Device Port Identifier; (i.e. an SMS Application Port ID).  When the Trigger Recipient Port Identifier is not present, it is assumed that the AE or CSE is not able to receive triggers.
· Reachability schedules; which are elements of a node’s policy, and specify when messaging may occur between nodes. Reachability schedules may be used in conjunction with other policy elements. When reachability schedules are not present in a node then that node is expected to be always reachable.

Editor’s note: Further Registration information is FFS.

End of Change  (1)
Start New Text (2)
8.3.2 Device Triggering

A device trigger is a request by the service layer to an Underlying Network to send a message to the device.  The device trigger request is sent to the Underlying Network on the Mcn reference point.  The Network Service Exposure, Service Execution and Triggering (NSSE) CSF may initiate a device trigger when the IP address of the target device is unknown to the NSSE CSF, or when requested by another CSF or ASN-AE.    

When the NSSE is connected to more than one Underlying Network, it is the job of the NSSE to select to which Underlying Network the device trigger message needs to be sent.  Selection of the Underlying Network should be based on which Underlying Network is associated with the target device, current status of the device, the device capabilities, NSSE CSF policies, etc.

The Underlying Network will attempt to deliver the trigger to the target device.  The delivery mechanism that is employed by the Underlying Network is hidden from the NSSE CSF, but may include SMS.

Depending on the deployment topology, the device trigger may be addressed to an ADN-AE, ASN-CSE, MN-CSE, ASN-AE, or an MN-AE.  The device trigger request on the Mcn reference point must include a device identifier and an “Underlying Network Application Port Identifier”.    Thus, when a trigger capable ADN-AE, ASN-CSE, MN-CSE, ASN-AE, or MN-AE registers with an IN-CSE it shall report its Underlying Network Device Identifier and the “Underlying Network Application Port Identifier” to the IN-CSE. 

The Mcn device trigger request includes the following fields, which map to the fields found in 3GPP TS29.368:

· Underlying Network Device Identifier; (i.e. a 3GPP External ID or MSISDN).  This is a mandatory field.

· Underlying Network Application Port Identifier; An Application Port ID that identifies the ADN-AE, ASN-CSE, MN-CSE, ASN-AE, or MN-AE that is to receive the trigger payload. This is a mandatory field.

· IN-CSE Identifier; A field that identifies the IN-CSE, or NSSE CSF, to the Underlying Network.  This identifier is pre-negotiated / provisioned with the Underlying Network.  Note:  When the Underlying Network is a 3GPP network, the IN-CSE Identifier is the SCS Identifier.

· Trigger Payload; An operation specific payload that carries a message or specifies what action should be taken by the ADN-AE, ASN-CSE, MN-CSE, ASN-AE, or an MN-AE. This is an optional field.

· Reference Number; A number that is selected by the NSSE CSF so that the trigger request can be correlated with the trigger report that will eventually be sent by the Underlying Network to the NSSE. This is an optional field.

· Priority Indication; A binary field that indicates if the trigger should take priority over other trigger request.  A 1 indicates that the request should have priority.  This is an optional field.

· Validity Time; The amount of time that the Underlying Network should keep the trigger request before indicating delivery failure.  A value of 0 indicates that the Underlying Network will make one attempt to deliver the trigger.  A value of 30 minutes indicates that the underlying network will make multiple attempts to deliver the trigger for 30 minutes or until delivery is successful. This is an optional field.

The trigger payload may enable additional functionality by including messages for the trigger recipient or specifying action to be taken by the recipient.  The trigger payload may enable other functionality by including information such as: 
· Trigger Initiator; The identity of the IN-CSE or IN-AE that initiated the request.

· Trigger Initiator Port Number; The port number that should be used when contacting the trigger sender.

· Protocol; The protocol that should be used when communicating with the trigger sender (i.e. HTTP or CoAP).

· Notification URI; A URI that points the trigger recipient to a resource (or container) that should be retrieved.  The resource (or container) may describe why the trigger was sent, may provide information, etc.
· Secondary Recipient; If the trigger recipient is supposed to dispatch the trigger contents to another recipient.  Then this field is used to identify the secondary recipient.  For example, an MN-CSE may be the original trigger recipient and it may be required to forward the trigger to an ASN-CSE or ADN-AE.
· CSE Payload; When the trigger recipient is a CSE, the CSE payload will carry a message or instructions for the CSE.
· AE Payload;  When the trigger recipient is an AE, the AE payload will carry a message or instructions for the AE.
· Temporary ID;  When the trigger request indicates that that the recipient should bootstrap with the IN-CSE, the temporary ID may be used by trigger recipient to identify itself to the IN-CSE until a security context is established.
Editor’s note: The use and criticality of the payload fields are FFS.
End New Text (2)


Start of Change (3) 
B.6.1.2  Serving IN-CSE initiated connectivity establishment procedure
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Figure B.6.1.2-1: IN-CSE initiated connectivity establishment

1. The Serving IN-CSE receives a Trigger Request from the Application Server with Terminated-CSE-ID which indicates the trigger destination.  The trigger destination may be an ADN-AE, ASN-CSE, MN-CSE, ASN-AE or MN-AE.  
· Note:  This step is optional.  The IN-CSE may determine the need to trigger a particular ADN-AE, ASN-CSE, MN-CSE, ASN-AE, or MN-AE without a request from an Application Server.

2. The Serving IN-CSE determines the need to trigger a particular destination CSE or AE. The Serving IN-CSE maps the  Underlying Network Device ID and “Underlying Network Application Port ID” to the  3GPP-External-ID, which enables it to deliver data to the destination in 3GPP Underlying Network via MTC functions.  

If the serving IN-CSE has no connectivity details for an 3GPP MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS query using the 3GPP External Identifier or using a locally configured MTC-IWF identifier.

Editor’s Note: Mechanisms other than DNS query could be used for determining the IP address(es)/port(s) of the MTC-IWF. These are FFS.

3. The Serving IN-CSE sends the Trigger Request (includes 3GPP External Identifier or MSISDN, IN-CSE Identifier, trigger reference number, validity period, priority, Application Port ID and trigger payload) message to the MTC-IWF. The IN-CSE includes a trigger payload that contains the information destined for the ASN-CSE (i.e., target device).

Once the 3GPP-MTC-IWF receives the Trigger Request, it obtains the particular  IMSI from  its one-to-one mapping to the given 3GPP External ID,  through a query to 3GPP-HSS.
4. The MTC-IWF selects T4 trigger delivery procedure according to the 3GPP TS23.682, based on the information received from HSS/HLR and local policy.

5. The MTC-IWF sends the Device Trigger Report (External Identifier or MSISDN and trigger reference number) message to the Serving IN-CSE with a cause value indicating whether the trigger delivery succeeded or failed and the reason for the failure.

6. The Trigger Recipient establishes IP connection with Underlying Network.
a. Note:  This step is optional.  The contents of the trigger payload may indicate that the trigger recipient is required to take some action and not necessarily required to establish an IP connection.

End of change (3)
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