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1. Introduction and Proposal
Following are some proposed corrections and enhancements for TS-0001 v0.3.2::

1) Clause 2.1 (Normative references) and clause 2.2 (Informative references) need to be combined and just called References clause. There is no need to have two separate clauses for references. References should not be classified as normative or informative. If a reference is used inside an informative clause then it is informative and if used inside a normative clause then it is normative. Moreover, all references listed in the reference clause must be called out somewhere in the spec. If they are not, then they should be removed.
2) Definitions clause 3 cleanup.

3) General comments for Rapporteur’s consideration. The proposed changes listed above, if agreeable, can be handled offline by the Rapporteur:
a. Both “section” and “clause” words are used in the Spec. It is recommended to use clause throughout the Spec. Change all occurrences of “section” to “clause” in the Spec.

b. The term “Common Services Entity” and “Common Service Entity” are both used in the Spec. Change all occurrences of “Common Service Entity” to “Common Services Entity” [in plural].
c. There is no need to repeat full names of CSE, AE, ADN, ASN, MN, etc. all over the Spec. After the first few usages of these terms only their acronmys should be used in the rest of the Spec. It is proposed that the entity nomenclature used in Figure 6-1 (Configurations supported by oneM2M Architecture) be used.
d. What is “Server Infrastructure” used in clause 6? This term should be defined/explained.
e. Clause 6 paragraph numbers need fixing.

f. In the DMR description clause 6.2.3.2, the term “AF” should be changed to “AE”.

4) Items requiring further explanation:
a. Enabler functions (EFs) in clause 6.3: The description of EFs is very unclear. Moreover, what is the difference between CSFs and EFs? Also, only one EF - Service Extension Enabler - is identied and its  listed functions could be handled by existing CSFs. Therefore, do we need to keep the concept of EFs in the Spec? We propose to delete clause 6.3.
b. Clause 6.5.1 - Inter M2M SP communication for oneM2M compliant nodes: This clause requires revisiting. For starters the first paragraph is unclear. Further work is recommended on this paragraph.
************************** Start change ***************************
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3
Definitions, symbols and abbreviations

3.1
Definitions

In this specification the following terms and definitions apply:

Application Layer:  This layer comprises oneM2M Applications and related business and operational logic.  

Common Services Layer:  This layer consists of oneM2M service functions that enable oneM2M Applications (via management, discovery and policy enforcement to name a few). 

Common Services Entity:  The Common Services Entity (CSE) is an instantiation of Common Services Functions (CSFs) and Enabler Functions (EFs). See clause 5.2 for further details.

Common Services Function: A Common Services Function (CSF) consists of a set of service capabilities that are common to the M2M environment and specified by oneM2M. A CSE contains one or more CSFs. See clause 6.2 for further details.

Execution Environment:  An Execution Environment is a logical entity that represents an environment capable of running some software modules

Hosting CSE: The CSE where the addressed original resource resides.

Local CSE: The CSE where an Application or a CSE has registered. It is the first CSE that receives Request from an Originator. For example:

· If an Application on an Infrastructure Node is the Originator, the Local CSE is the CSE on the Infrastructure Node;

· If an Application on a Middle Node is the Originator, the Local CSE is the CSE on the Middle Node;

· If an Application on an End Node is the Originator, the Local CSE is the CSE on the End Node.

Editor's Note: Need to provide definition of an End Note. This is FFS.

Editor's Note: The concept of a CSE registering at a Local CSE needs to be understood. This is FFS.

Editor's Note: Review/clarify "or a CSE" in the definition of Local CSE.  Should "or a CSE" be replaced with "or a Node"?  This is FFS.

Editor's Note: Need definition for "Application Entity". Need to define relationship between an Application Entity and an Application.
M2M Service Provider Domain: It is the part of the M2M System that is associated with a given M2M Service Provider.

Managed Entity: An entity within the M2M system that can be managed by the service provider is classified as a managed entity. A managed entity includes M2M Device, M2M Gateway, devices in the M2M Area Network, as well as M2M Applications and M2M service layer software components.


Node:  A functional entity containing one of the following:

· one or more M2M Applications,

· one CSE and zero or more M2M Applications.

Originator: The actor that initiates a Request. An Originator can either be an Application or a CSE.

Receiver: The actor that receives the Request. A Receiver can be a CSE or an Application.

Resource: A uniquely addressable entity in oneM2M System such as by the use of a Universal Resource Identifier (URI). A resource can be accessed and manipulated by using the specified procedures.

Editor’s Note: The above stated definition of Resource needs to be revisited. This is FFS.

Editor’s Note: It is expected that more definitions are needed. This is FFS.

Software Package:  An application program that can be deployed on the Execution Environment and used widely within the M2M system.  It can consist of entities such as software modules, configuration files, or other entities.
Structured Data: Data that either have a structure according to a specified Information Model or are otherwise organized in a defined manner.
Underlying Network Services Layer:  Provides transport, connectivity and underlying netowrk supported service functions.

3.2
Symbols

<symbol>
<Explanation>

<2nd symbol>
<2nd Explanation>

<3rd symbol>
<3rd Explanation>

3.3
Abbreviations

ADN
Application Dedicated Node

ADN-AE
AE which resides in the Application Dedicated Node

AE
Application Entity

ASN
Application Service Node

ASE-AE
Application Entity that is registered with the CSE in the Application Service Node

ASN-CSE
CSE which resides in the Application Service Node

CSE
Common Service Entity

CSF
Common Service Function


IN
Infrastructure Node

IN-AE
Application Entity that is registered with the CSE in the Infrastructure Node

IN-CSE
CSE which resides in the Infrastructure Node

JNI
Java Native Interface
MN
Middle Node

MN-CSE
CSE which resides in the Middle Node

NSE
Network Service Entity

The following Common Service Functions (CSFs) have been defined:

AID CSF
Addressing and Identification CSF

ASM
Application and Service Layer Management CSF

CMDH CSF
Communication Management and Delivery Handling CSF

DMR CSF
Data Management and Repository CSF

DMG CSF
Device Management CSF

DIS CSG
Discovery CSF

GMG CSF
Group Management CSF

LOC CSF
Location CSF

NSSE CSF
Network Service Exposure, Service Execution and Triggering CSF

REG CSF
Registration CSF

SEC CSF
Security CSF

SCA CSF
Service Charging and Accounting CSF

SSM CSF
Service Session Management CSF

SUB CSF
Subscription and Notification CSF

******************************** End Change ********************************
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