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1
Introduction

This contribution proposes additional text that describes related to when the DNS entries are created for Inter-M2M Service Provider Communications. 
* * * Start of 1st Change * * * 

6.5.3. DNS Provisioning for Inter-M2M SP Communication

As mentioned previously, any M2M SP supporting inter-M2M SP communication shall ensure that the public domain names for the CSEs whose functionality is available across domains are held in the M2M SP’s DNS and shall always point to the IP address associated with the Infrastructure domain CSE (being the entry point) for accessibility purposes.

This implies that the IN-CSE shall be responsible for creating the appropriate entry in the
 DNS for a successfully registered CSE in the IN-CSE, if the M2M SP policies do allow access to the CSE across multiple M2M domains. Similarly the IN-CSE shall be responsible for deleting the appropriate entry in the M2M SP’s DNS for a successfully de-registered CSE in the IN-CSE if the M2M SP policies do allow access to the CSE across multiple M2M domains
6.5.3.1 Inter-M2M SP Communication Access Control Policies

Additional M2M SP policies that further restrict access to CSEs to requests originating from configured M2M SPs only, can complement the DNS entries created by the IN-CSE.  These policies are out of scope 
* * * End of 1st Change * * * 

* * * Start of 2nd Change * * * 

10.2.2.1
Create <RemoteCSE>, aka CSE Registration

This flow is used for creating a <RemoteCSE> resource. It is part of the registration procedure for remote CSEs on the local CSE (which is also the hosting CSE), as described in section 10.1.1.2.1
Originator:  A CSE. 

Receiver : Once the Originator has been successfully authenticated and access to the Receiver has been granted (as described in section XXX), the Receiver shall grant the request after successful verification of the request.
If the IN-CSE is the receiver and if the M2M SP policies do allow access to the CSE across multiple M2M domains, then the IN-CSE shall create the appropriate entry in the M2M SP’s DNS for a successfully registered CSE.

Table 10.2.2.1-1 <remoteCSE> CREATE flow
	CREATE: Description

	Pre-Conditions 
	The Originating CSE is successfully authorized.

The Originating CSE has an assigned CSE-ID..

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable plus specifically:
fr: CSE-ID.
nm: the name of the <remoteCSE> resource is optional
cn: the resource content shall provide the information as defined in section 9.6.19. 
The following attributes from section 9.6.19 are mandatory for the request:
·  “resourceType” which shall be set to the appropriate tag that identify the <remoteCSE> resource as defined in 9.6.1
· “CSE-ID”: which contains the CSE-ID
· “CSEType” 
The following attributes from section 9.6.19 are optional for the request:
·  “expirationTime”
· “accessControlPolicyID”
· “labels”
· “pointOfAccess”

	Local processing on Hosting CSE
	No change from the basic CREATE procedure (section 10.1.1)
If the IN-CSE is the receiver and if the M2M SP policies do allow access to the CSE across multiple M2M domains, then the IN shall create the appropriate entry in the M2M SP’s DNS for a successfully registered CSE.

	Information on Response message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicated in the table with the specific details for:
cn: URI of the created <remoteCSE> resource, according to section 10.1.1

	Post-Conditions 
	Two new <remoteCSE> resources are created, one on the targeted CSE (Receiver) and one under the <CSEBase> of the Originator that correspond to the CSE of the Receiver. 


	Exceptions
	All exception described in the basic CREATE procedure (section 10.1.1) are applicable.


10.2.2.4
Delete <remoteCSE>, aka CSE De-Registration

This flow is used for de-registering and deleting the <remoteCSE> resource with all related information.

Originator: An AE or a CSE.

Receiver: Once the Originator has been successfully authenticated and access to the Receiver has been granted (as described in section XXX), the Receiver shall delete the <remoteCSE>.
If the IN-CSE is the receiver and it has created an entry in the DNS to allow access to the CSE across multiple M2M domains, then it shall delete the entry from the DNS.
Table 10.2.2.4-1 <remoteCSE> DELETE flow
	DELETE: Description

	Pre-Conditions 
	The targeted <remoteCSE> has been created (as part of the registration)

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable


	Local processing on Hosting CSE
	No change from the basic DELETE procedure (section 10.1.4).
If the IN-CSE is the receiver and it has previously created an entry in the DNS, then it shall delete the entry from the DNS.


	Information on Response message
	No change from the basic DELETE procedure (section 10.1.4)

 

	Post-Conditions 
	The targeted resource and all the children resources shall not exist anymore. Also all the related credential are deleted.
Editor’s note: if and how credentials are cleaned is FFS, in scope of WG4.

	Exceptions
	All exception described in the basic DELETE procedure (section 10.1.4) are applicable.


* * * End of 2nd Change * * * 

�Should be the public DNS not the private
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