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7
M2M Entities and Object Identification

7.1
M2M Identifiers

This clause provides a list of identifiers required for the purpose of interworking within the oneM2M architectural model.

An M2M identifier is a sequence of characters used to refer to a an entity (such as CSE, AE, …), a resource (such as defined in clause 9) or an object (such as an M2M Service Provider or an M2M Node)  defined in oneM2M. An M2M identifier has a consistent meaning when applied (i.e. it refers consistently to the same resource, entity or object for the duration of their lifetime, as defined in the clause 7.2) in a particular context.

An M2M identifier can be either:

· 
An absolute M2M identifier, in which case it is globally unique and shall be a Unified Resource Identifier (URI) as specified in the IETF RFC 3986 [i.12]. The URI scheme to use for this URI (clause 3.1 of RFC3986 [i.12]) shall be independent of any actual protocol bindings used and is defined in TS-0004 [i.2]. See table in clause 7.2 for details on the format of absolute identifiers.

· 
A relative M2M identifier, in which case it shall be understood in a particular context, as specified in the IETF clause 4.2 of RFC 3986 [i.12]. See table in clause in the clause 7.2 for details on the format of relative identifiers. 

One identifier shall not be assigned to two or more different entities.


Further to being absolute or relative, an M2M identifier can be either “hierarchical” or “non-hierarchical”:

· Hierarchical URI: a hierarchical URI has its path portion defining the entire relationship for the target resource within the resource structure. This is a structured representation of the resources within a CSE where the parent relationship chain is embedded in the resource address.
EXAMPLE 1:
<scheme>://IN-CSEID.m2m.myoperator.org/CSE123/myAppX/myContainerY.
· Non-Hierarchical URI: a non-hierarchical URI does not have its path portion reflecting the entire relationship for the target resource within the resource structure. The actual parent relationship chain is not known a priori from reading the path portion of the URI and the hosting CSE needs to resolve the logical location of the target resource in the chain of relationships within the resource structure following links. That path portion of the URL can be of any depth. 
EXAMPLE 2:
"<scheme>://IN-CSEID.m2m.myoperator.org/CSEBase/mCY" where the same container of the previous example is directly addressed.
EXAMPLE 3:
"<scheme>://IN-CSEID.m2m.myoperator.org/some/path/mCY" where the same container of the previous example is also directly addressed.
EXAMPLE 4:
"<scheme>://IN-CSEID.m2m.myoperator.org/sc07" where the same container of the previous example is also directly addressed.

7.1.1
M2M Service Provider Identifier (M2M-SP-ID)

An M2M Service Provider shall be uniquely identified by the M2M Service Provider Identifier (M2M-SP-ID). This is a static value assigned to the Service Provider.

7.1.2
Application Entity Identifier (AE-ID)

An Application Entity Identifier (AE-ID) uniquely identifies an AE resident on an M2M Node, or an AE that requests to interact with an M2M Node. An AE-ID shall identify an Application Entity for the purpose of all interactions within the M2M System.
The AE-ID is globally unique and when used internally within a specific M2M SP domain, it is sufficient to be unique within that M2M Service Provider domain. It is extended to become globally unique when used outside the M2M Service Provider boundaries. The IN-CSE shall perform this task of adding or removing identifier portions (identifying the M2M SP) according to clause 7.2.
Additionally the AE-ID, when used in the context of a specific CSE where the AE is registered, it is sufficient to be unique within the scope of that specific CSE. It is extended to become M2M Service Provider unique when used outside such specific CSE. 

The hosting CSE of the AE shall perform this task of adding or removing the identifier portions according to clause 7.2.

7.1.3
Application Identifier (App-ID)

This is equivalent to the application name and is not guaranteed to be globally unique on its own.

This identifier may be supported via a single or multiple registration authorities/entities. The definition and assignment of such an identifier is out of scope of this document.
NOTE:
Detailed format and structure of the App-ID is not specified in the present document.  
7.1.4
CSE Identifier (CSE-ID)

A CSE shall be identified by a globally unique identifier, the CSE-ID, when instantiated within an M2M Node in the M2M System.

The CSE-ID is globally unique. When used internally within a specific M2M SP domain it is sufficient to be unique within that M2M Service Provider domain. It is extended to become globally unique when used outside the M2M Service Provider boundaries. The IN-CSE shall perform this task of adding or removing the identifier portions according to clause 7.2.
The CSE-ID shall identify the CSE for the purpose of all interactions from/to the CSE within the M2M System.
7.1.5
M2M Node Identifier (M2M-Node-ID)

An M2M Node, hosting a CSE and/or Application(s) shall be identified by a globally unique identifier, the M2M‑Node‑ID.

The M2M System shall allow the M2M Service Provider to set the CSE-ID and the M2M-Node-ID to the same value.

The M2M-Node-ID enables the M2M Service Provider to bind a CSE-ID to a specific M2M Node.

Examples of allocating a globally unique M2M-Node-ID include the use of Object Identity (OID) and IMEI. For details on OID, see annex H.
7.1.6
M2M Service Subscription Identifier (M2M-Sub-ID)

The M2M-Sub-ID enables the M2M Service Provider to bind application(s), M2M Nodes, CSEs and services identified by service identifiers, as well as administrative information, such as billing address etc., to a particular M2M Service Subscription between an M2M subscriber and the M2M Service Provider. The M2M-Sub-ID is unique for every M2M subscriber.

The M2M Service Subscription Identifier has the following characteristics:

· belongs to the M2M Service Provider;

· identifies the subscription to an M2M Service Provider;

· enables communication with the M2M Service Provider;

· can differ from the M2M Underlying Network Subscription Identifier.

There can be multiple M2M Service Subscription Identifiers per M2M Underlying Network subscription.

The M2M-Sub-ID shall not be exposed over any interface.

7.1.7
M2M Request Identifier (M2M-Request-ID)
The M2M-Request-ID tracks a Request initiated by an AE over the Mca reference point, and by a CSE over the Mcc reference point, if applicable, end to end. It is also included in the Response to the Request over the Mca or Mcc reference points.

To enable an AE to track Requests and corresponding Responses over the Mca reference point, AEs shall include a distinct M2M Request Identifier per request over the Mca Reference point to the CSE for any initiated request.

The CSE shall make such M2M Request Identifier unique by appending the CSE-relative AE-ID (see clause 7.2) to it.
If the CSE creates an M2M Request Identifier, then the CSE shall maintain a binding between the M2M Request Identifier received from the AE and the M2M Request Identifier it created in its interactions towards other peer CSEs. The CSE shall include the M2M Request Identifier received from the AE in its Response to the AE. This binding shall be maintained by the CSE until the Request message sequence is completed. Note that the Request initiated by the CSE could be the result of an application Request, or a request initiated autonomously by the CSE to fulfil a service.
In case an IN-CSE needs to send a request to a receiving CSE that is not reachable over any of the underlying networks, the IN-CSE initiates the procedure for "waking up" the Node hosting the receiving CSE by using procedures such as device triggering over the Mcn reference point. For Device Triggering, the triggering reference number to co-relate device triggering response is independent of the M2M Request Identifier. An IN-CSE may use the same value of an M2M-Request-Identifier in an incoming request for the triggering reference number in its interaction with the underlying network.
A CSE receiving a Request from a peer CSE shall include the received M2M Request Identifier in all additional Requests unspanned (i.e. 1:1) it has to generate (including propagation of the incoming Request) and that are associated with the incoming Request, where applicable.


If a Receiver CSE receives a request from an Originator for which another request with the same Request Identifier is already pending, the request shall be rejected. Otherwise – even if the same Request Identifier was already used by the same Originaor some time in the past, the request shall be treated as a new request.

7.1.8
M2M External Identifier (M2M-Ext-ID)

The M2M-Ext-ID is used by an M2M Service Provider (M2M SP) when services targeted to a CSE, identified by a CSE-ID, are requested from the Underlying Network.

The M2M External Identifier allows the Underlying Network to identify the M2M Device (e.g., ASN, MN) associated with the CSE‑ID. To that effect, the Underlying Network maps the M2M-Ext-ID to the Underlying Network specific Identifier it allocated to the target M2M Device. In addition, the M2M SP shall maintain the association between the CSE-ID, the M2M-Ext-ID and the identity of the Underlying Network.

Both pre-provisioned and dynamic association between the CSE-ID with the M2M-Ext-ID are supported.

NOTE 1:
For each CSE-ID, there is only one M2M-Ext-ID for a specific UNetwork-ID. Hence an M2M SP interworking with multiple Underlying Networks has different M2M-Ext-IDs associated with the same CSE-ID, one per Underlying Network and selects the appropriate M2M-Ext-ID for any service request it initiates towards an Underlying Network.

NOTE 2:
The mapping by the Underlying Network of the M2M-Ext-ID to the M2M Device is Underlying Network specific.
NOTE 3:
The Underlying Network provider and the M2M Service Provider collaborate for the assignment of an M2M-Ext-ID to each CSE identified by CSE-ID. At the same time, the Underlying Network provider maintains association of the M2M-Ext-ID with the Underlying Network specific Identifier allocated to the M2M device that hosts such CSE.

For pre-provisioned M2M-Ext-IDs, the M2M-Ext-ID along with the associated CSE-ID shall be made available at the Infrastructure Node. The CSE at M2M device does not need to have knowledge of the M2M-Ext-ID assigned to it.

For dynamic M2M-Ext-IDs, the M2M-Ext-ID specific to the Underlying Network shall be made available at the M2M device in the Field Domain. Such M2M-Ext-ID shall be conveyed to the IN-CSE during CSE Registration.

7.1.9
Underlying Network Identifier (UNetwork-ID)

The UNetwork-ID is used for identifying an Underlying Network. UNetwork-ID is a static value and unique within a M2M Service Provider domain.

One or more Underlying Networks may be available at an M2M Node offering different sets of capabilities, availability schedules etc. Based on the "policy" information at the Node and the capabilities offered by the available Underlying Networks, appropriate Underlying Network can be chosen by using UNetwork-ID. For example, based on "policy", scheduling of traffic triggered by a certain event category in certain time periods may be allowed over Underlying Network "WLAN" but may not be allowed over Underlying Network "2G Cellular".

7.1.10
Trigger Recipient Identifier (Trigger-Recipient-ID)
The Trigger-Recipient-ID is used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. For example, when 3GPP device triggering is used, the Trigger-Recipient-ID maps to the Application-Port-Identifier (TS 123 682 [i.17]).

NOTE 1:
For pre-provisioned M2M-Ext-IDs, Trigger-Recipient-ID is provisioned at the Infrastructure Node along with the M2M-Ext-ID and the associated CSE-ID.

NOTE 2:
For dynamic M2M-Ext-IDs, Trigger-Recipient-ID specific to the Underlying Network is provisioned at each M2M device in the Field Domain. Such Trigger-Recipient-ID is conveyed to the IN-CSE during CSE Registration.

7.1.11
M2M Service Identifier (M2M-Serv-ID)

The M2M-Serv-ID is an identifier of a M2M Service offered by an M2M SP. It is an essential part of the M2M Service Subscription which stores a set of M2M-Serv-IDs pertaining to the set of subscribed services. Beyond the set of services depicted in this specification it shall be possible for an M2M Service Provider to offer other services. Those will be identified by means of M2M SP specific M2M-Serv-IDs.

7.1.12
Service Role identifier (SRole-ID)

In each M2M Service, one or multiple M2M Service Role(s) shall be defined by the M2M Service Provider. An M2M Service Role is defined as a set of privileges pertaining to resource types which are associated with M2M Service. See Annex G for examples of M2M Service Provider defined Service Roles.

7.1.13
M2M Service Profile Identifier (M2M-Service-Profile-ID)

An M2M Service Profile Identifier defines M2M Services and/or M2M Service Roles (see Annex G) and AEs applicable to M2M Nodes. Every M2M Service Profile is allocated an identifier so it can be retrieved for verification purposes.

The M2M-Service-Profile-ID enables the M2M Service Provider to bind AE(s) and M2M Service identifiers and/or M2M Service Roles identifiers to M2M nodes. 

An M2M-Service-Profile-ID shall be allocated to every M2M Node

The M2M Service Profile Identifier has the following characteristics:

· belongs to the M2M Service Provider;
· dentifies the M2M services and/or M2M Service Roles and AEs applicable to an M2M node
7.2
M2M-SP-ID, CSE-ID and AE-ID and resource Identifier formats

As a general rule, the identifiers of AEs, CSEs and resources are globally unique. In order to optimize their use, the identifiers shall be shortened when their scope can be derived from their context of use by the CSEs and the AEs.  Such shortened identifiers are defined as 'relative' formats of the identifiers.

TheM2M system shall use the identifiers M2M-SP-ID, CSE-ID and AE-ID and resource identifiers according to the formats and the rules specified in the following table (table 7.2-1).

Table 7.2-1: Identifiers formats and use
	Identifier
Name
	Absolut &
Format-Deignator 

or

Relative &
Format-Deignator & Context
	Format
	Rule of use

	
M2M-SP-ID 
	Absolute
M2M-SP-ID
	The M2M-SP-ID shall conform to the FQDN format s defined in the IETF RFC 1035 [i.YY] prefixed by ‘//’
The format then has the structure of 

//{FQDN}
Where {FQDN} is a placeholder for the Fully Qualified Domain 
Name of the M2M Spervice Provider Domain 

Examples:
·   //www.m2mprovider.com

·   //globalm2m.org

The following two M2M-SP-IDs could be used to separate two service segments:
 

//automotive.m2m.telematics-service-company.com

//building-management.m2m.telematics-service-company.com 

	Whenever The M2M-SP-ID is used, only an Absolute format of the M2M-SP-ID defined herein applies




	
CSE-ID 

	Relative

SP-relative-CSE-ID

Context: M2M-SP Domain hosting the CSE

	
The SP-relative-CSE-ID begins with a slash character ‘/’ and is followed by a sequence of characters that may include any of the unreserved characters defined in the clause 2.3 of the RFC3986 [i.12].
The SP-relative-CSE-ID is unique within the context of the M2M-SP Domain hosting the CSE. 
The M2M-SP is assigning the SP-Relative-CSE-ID and is responsible for guaranteeing  that the SP-Relative-CSE-ID is unique in the context of the hosting M2M-SP Domain.
Examples:
· /123A38ZZY
· /CSE090112

· /3ace4fd3

	
On the Mca and Mcc reference points: to refer to CSEs that are hosted by the same  M2M Service Provider domain.


	
	Absolute

Absolute-CSE-ID
	Concattenation according to the format


{M2M-SP-ID}{SP-relative-CSE-ID}

where {M2M-SP-ID} and {SP-relative-CSE-ID} are placeholders for the M2M-SP-ID and the SP-relative-CSE-ID format of the CSE-ID, respectively.
The Absolute-CSE-ID complies with what is specified in clause 3 of RFC3986 [i.12] under “hier-part”.
Examples:

· //www.m2mprovider.com /C3219
· //m2m.thingscompany.com/ab3f124a

	On Mca and Mcc reference points: to refer to CSEs that are hosted by different M2M Service Provider domains

and

on the Mcc’ reference point for all the CSEs

	
AE-ID 
	Relative 

AE-ID-Stem
Context:

· Registrar CSE of the AE 

or


· M2M-SP Domain hosting the AE
	The AE-ID-Stem is a sequence of characters that may include any of the unreserved characters defined in the clause 2.3 of the RFC3986 [i.12].

The first character of the AE-ID-Stem has a specific meaning and its value shall be as follows:
1. Fist character of AE-ID-Stem is ‘C’
The AE-ID-Stem is assigned by the Registrar CSE of the AE. In this case, the AE-ID-Stem shall be unique within the context of the Registrar CSE of the AE. The hosting CSE is responsible for guaranteeing  that the AE-ID-Stem is unique in the context of the hosting CSE.

Examples:


· C190XX7T

· Ca3e3f3ab



2. Fist character of AE-ID-Stem is ‘S’:
The AE-ID-Stem is assigned by the M2M-SP. In this case, the AE-ID-Stem shall be unique within the context of the M2M-SP Domain. The M2M-SP is responsible for guaranteeing  that the AE-ID-Stem is unique in the context of the M2M-SP Domain. 

Examples:


· S190XX7T

· Sa3e3f3ab
Use of other values for the first character of AE-ID-Stem is reserved

Which of the cases above shall apply will be determined during the AE registration procedure. The details of the process how an AE-ID-Stem unique within the M2M-SP Domain is assigned by the M2M-SP are described in the AE registration procedure description.
	On the Mca reference point:  To refer to AEs that registered to the CSE where the Originator is registered.



	
	Relative

SP-relative-AE-ID
Context: M2M-SP Domain hosting the AE
	1. In the case the AE-ID-Stem starts with the letter ‘C’, the SP-relative-AE-ID  is a concattenation according to the format

{SP-relative-CSE-ID}/{AE-ID-Stem}

where {SP-relative-CSE-ID} and {AE-ID-Stem} are placeholders for the SP-relative-CSE-ID of the Registrar CSE of the AE and the AE-ID-Stem format of the AE-ID, respectively.

Examples:

· /CSE090112/ C190XX7T

· /3ace4fd3/ Ca3e3f3ab

2. In the case the AE-ID-Stem starts with the letter ‘S’, the AE-ID-Stem is unique within the M2M-SP Domain. In that case the SP-relative-AE-ID  is a concattenation according to the format

/{AE-ID-Stem}

where {AE-ID-Stem} is a placeholders for the AE-ID-Stem format of the AE-ID.

Examples:


· /S190XX7T

· /Sa3e3f3ab
The SP-relative-AE-ID begins with a slash character ‘/’, and it complies with what is specified in clause 4.2 of RFC3986 [i.12] under “absolute-path reference”.

	On the Mca and Mcc reference points:  To refer to AEs that are registered with other CSEs than the one of the Originator of the request but hosted by the M2M Service Provider domain to which Originator is attached.

	
	Absolute

Absolute-AE-ID
	The Absolute-AE-ID format of the AE-ID ia a concattenation according to the format

{M2M-SP-ID}{SP-relative-AE-ID}

where {M2M-SP-ID} and {SP-relative-AE-ID} are placeholders for the M2M-SP-ID and the SP-relative-AE-ID format of the AE-ID, respectively.

The absolute AE-ID complies with what is specified in clause 3 of RFC3986 [i.12] under “hier-part”.
Examples:

· //m2m.prov.com /CSE3219/C9886
· //m2m.things.com/ab3f124a/Ca2efb3f4
· //m2m.things.com/S98821

	
On the Mca and Mcc reference points: to refer to AEs that are hosted by a different M2M Service Provider domain with respect to the one to which the Originator of a request is attached

and

on the Mcc’ reference point for all the AEs

	
Resource identifier 
	
Relative

Unstructured-CSE-relative –Resource-ID

Context: CSE hosting the Resource
	
The Unstructured-CSE-relative-Resource-ID  is a sequence of characters that may include any of the unreserved characters defined in the clause 2.3 of the RFC3986 [i.12].

The CSE-relative Resource Identifier is unique in the context of the CSE hosting the resource.
The hosting CSE of the resource is responsible for guaranteeing  that the  CSE-Relative Resource ID is unique in the context of the hosting CSE.
The Unstructured-CSE-relative-Resource-ID for resource types other than <AE> or <AEannc> must not start with any of the reserved characters stated in the AE-ID definition.
Examples:

· container123
·  
· a1b2c3d4b0b00f0fa66a123456789abc
· xxyz1234
 


	On the Mca reference point: To refer to resources that are hosted by the CSE receiving a request targeting a resource.



	
	
Relative

Structured-CSE-relative-Resource-ID

Context: CSE hosting the Resource
	
The Structured-CSE-relative-Resource-ID is a sequence of characters that may include any of the unreserved characters defined in the clause 2.3 of the RFC3986 [i.12], as well as the slash character. It shall not start with the slash character.

The Structured-CSE-relative Resource-ID is unique in the context of the CSE hosting the resource. The structure respresents parent-child-relationships using resource names of parents and their children for segments that are separated by the ‘/’ character.
The hosting CSE of the resource is responsible for guaranteeing  that the  CSE-Relative Resource ID is unique in the context of the hosting CSE.
Example:

· streetX/houseY/roomZ/temperature
· CA/San_Diego/Mira_Mesa/trafficFlow


	On the Mca reference point: To refer to resources that are hosted by the CSE receiving a request targeting a resource.



	
	Relative

SP-relative
Resource-ID

Context: M2M-SP Domain hosting the the Resource
	Concattenation according to the format


{SP-relative-CSE-ID}/{Unstructured-CSE-relative Resource ID}

{SP-relative-CSE-ID}/{Structured-CSE-relative Resource ID}


where {SP-relative-CSE-ID}, {Unstructured-CSE-relative Resource ID}, {Structured-CSE-relative Resource ID}  are placeholders for the SP-relative-CSE-ID format of the CSE-ID and the the Unstructured-CSE-relative-Resource-ID or the Structured-CSE-relative-Resource-ID  format of the Resource ID, respectively.

The SP-relative-Resource-ID begins with a slash character, and it complies with what is specified in clause 4.2 of RFC3986 [i.12] under “absolute-path reference”.

The SP-relative Resource ID is unique in the context of the Service Provider.

Examples:

· /CSE987776/a234361
· /af542a/ CA/San_Diego/Mira_Mesa 
· /abcCSE/ streetX/houseY/roomZ/temp


	
On the Mca and Mcc reference points: to refer to resources that are hosted by the same M2M Service Provider domain as the M2M SP domain hosting the CSE receiving a request for accessing the resource.


	
	Absolute

Absolute Resource ID
	Concattenation according to the format 
{M2M-SP-ID}{SP-relative Resource ID}


where {M2M-SP-ID} and {SP-relative Resource ID} are placeholders for the M2M-SP-ID and the SP-relative Resource ID format of the Resource ID, respectively.

The Absolute-CSE-ID complies with what is specified in clause 3 of RFC3986 [i.12] under “hier-part”.
Examples:

· //m2m.thing.com/xyzCSE/x3z5r43
· //m2m.iot.com/ab13/HouseA/RoomB/Temp

	On Mca and Mcc reference points: to refer to resources that are hosted by a different M2M Service Provider domain than the M2M SP domain hosting the CSE receiving a request for accessing the resource.
and

on the Mcc’ reference point for all resources


NOTE: This table still needs to be further fixed and be given more examples.
As a consequence, the hosting CSE shall convert a Registree AE’s absolute and relative identifier according to table 7.1.12-1 when a request is transmitted across the Mcc and Mca reference points.

As a consequence, the IN-CSE shall convert AE’s, CSE’s and resources’ absolute and relative identifiers according to table 7.1.12-1 when a request is transmitted across the Mcc’ reference point.

7.3
M2M Identifiers lifecycle and characteristics

Table 7.3-1: M2M Identifiers lifecycle and characteristics

	Identifier
	Assigned by
	Assigned to
	Assigned during
	Lifetime
	Uniqueness
	Used during
	Remarks

	M2M Service Provider Identifier
	Out of scope
	AE, CSE
	Out of scope
	Out of scope
	Global
	Provisioning
	

	Application Entity  Identifier
	AE or Registrar CSE
	AE
	AE start-up 


	Application Entity Registration
	Global
	- Application Entity  Registration

- Security Context Establishment

- All other operations initiated by the AE 
	Security requirements apply for Security Context Establishment

	Application Identifier
	Out of scope
	Out of scope
	Pre-provisioned
	Out of scope
	Specific to M2M service deployment


	- Application Entity registration
	

	CSE Identifier
	M2M SP
	CSE 
	Security Provisioning


	Life of the CSE
	Global
	- Information flows (clause 10)
- Security Context Establishment
	Security requirements apply for Security Context Establishment

	M2M Node Identifier
	Out of Scope
	All M2M Nodes
	Pre-provisioned
	Life of the M2M Node
	Global
	- Device Management

	Needs to be Read Only

	M2M Subscription Identifier


	M2M SP, Out of Scope 
	Application Entities, and one or more CSEs belonging to the same M2M subscriber 
	At service signup 
	Life of the M2M Service  Subscription with the M2M Service Provider
	Global
	- Charging and Information Recorded

-  Role based access control

 - Authentication
	Multiple CSEs can be allocated the same M2M Subscription Identifier

	M2M Service Profile Identifier


	M2M SP
	Every M2M Node 
	At service signup 
	Life of  M2M Service  Subscriptions with the M2M Service Provider
	Global for roaming cases otherwise local
	Information Flows (Clause 10)


	The ID has to be pre-provsioned after signup, but may need to be updated during the subscription lifetime due to changes in the subercibed services

	M2M-Request-ID
	Mcc:  CSE 
Mca: Application Entity
	A request initiated by an AE  or CSE
	Mcc: When a request is initiated by a CSE, or handling of a request received by a CSE.
Mca: When a request is initiated by an AE
	Equal to the lifetime of the Request and its corresponding Response
	Mcc: Global
Mca: Local or global
	Requests and corresponding responses
	

	External Identifier
	Jointly between the Underlying Network provider and M2M SP.
	M2M Node belonging to a CSE that wants to utilize services of the Underlying Network.
	Administrative Agreement.


	Life of the CSE.
	Local or global, decided by the specific Underlying Network provider
	Requests initiated by a CSE over the Mcn reference point, where applicable.
	Pre-Provisioned Mode:

Made available at the Infrastructure Node.

Dynamic Mode:

Made available at M2M device. Conveyed to IN-CSE during CSE Registration.

	Underlying Network Identifier
	M2M SP
	Underlying Networks
	Pre-provisioned
	Life of the agreement by the M2M SP with the Underlying Network
	Local to M2M SP domain
	UL Network selection
	

	Trigger Recipient Identifier


	Execution Environment
	ASN/MN-CSE 
	ASN/MN-CSE start-up or wake-up
	Life of the CSE
	Execution Environment-wide
	Device Triggering procedures, where applicable
	Pre-Provisioned Mode: 

Made available at Infrastructure Node along with M2M-Ext-ID.

Dynamic Mode: 

Made available at M2M device. Conveyed to IN-CSE during CSE Registration along with M2M-Ext-ID.

	M2M Service Identifier
	M2M Service Provider, Out of Scope
	A service defined by the M2M Service Provider which consists of a set of functions defined by this document.
	Out of Scope
	Out of Scope
	Local to the M2M Service Provider
	For M2M Service Subscription
	

	SRole-ID
	M2M Service Provider
	M2M Service Provider sets the set of service roles that a subscriber can choose from. M2M service subscription lists one or multiple subscribed to service roles.
	Out of Scope
	Out of scope
	M2M Service Provider
	Access Control Policy, M2M service subscription management
	


---end 1st change---------------------------
----------------------------------second change---------------------------

10.1.1.1
Non-registration related CREATE procedure

This procedure is valid for all resources which are not related to registration.

Originator requests to create a resource by using the CREATE method. See clause 8.1.2 for the parameters to be included in the Request message.

Registrar CSE, when the Originator is an AE, shall validate the create request based on the resource type (ty) against the M2M Service Subscription Profile of the AE (validation is done against serviceRoles attribute)
Hosting CSE If the request is allowed by the given privileges, the Receiver shall create the resource.
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Figure 10.1.1.1-1: Procedure for CREATEing a Resource

Step 001: The Originator shall send the following parameters in the CREATE Request message:

op: 
C (Create); 

to: 
URI of the target resource where the new resource should be created (parent resource);

fr: 
ID of the Originator (either the AE or CSE);

[10.1.1.1.b] Editor's Note: AE or CSE may not have the ID upon its registration request. Alternative information for fr is FFS.

ty:
Type of resource to be created;

nm:
optional name of the resource to be provided by the Originator, where permitted by the resource type as specified in clause 9.6.

NOTE:
Some of the resources defined in clause 9.6 have a predefined name. For these resources the parameter nm is not applicable.
cn: 
attributes of the resource to be provided by the Originator. Of particular importance for the CREATE Request message is the common attribute resourceType (clause 9.6.1) which identifies the type of the resource to be Created.
[10.1.1.1.c] Editor's Note: which parameters are deducted to be mandatory/optional in the request is for FFS. Clause 8.1 should provide a generic mechanism to identify mandatory params for a request by looking at how the resource is defined. E.g. If the attribute in the resource definition is identified as mandatory and it is of type RW, then it is also intended as mandatory in the request.

[10.1.1.1.d] Editor's Note: references to elements defined in sect 8 have been added here. They may be removed if we decide to move sect 8.1.2-4 to stage 3 doc. In this case, these references will be removed and sect 1 of this document would replace sect 8.1.2-4 in the TS-0001.

Step 002: The Receiver shall:

1) Check if the Originator has the appropriate privileges for performing the request. Privileges are part of the attribute accessControlPolicyIDs of the targeted resource. In case that such an attribute does not exist, the Receiver shall check the accessControlPolicyIDs of the parent resource.

[10.1.1.1.e] Editor's Note: how far should the Receiver go back to a parent to look for an accessControlPolicyIDs is FFS

2) Verify that the suggested nm, if provided by the Originator in the Create Request message, does not already exist  among child resources of the target resource. If nm is not provided by the Originator, assign nm.

3) Assign a resource identifier (see resourceID attribute in common attribute table 9.6.1-1) to the resource to be created. 

4) Assign/modify default values for certain mandatory attributes of the resource, where allowed by the resource itself and if not provided by the Originator itself.

5)  the Receiver shall assign a value to the following common attributes specified in clause 9.6.1: 

a)
parentID;

b)
creationTime;

c)
expirationTime: if not provided by the Originator, the Receiver shall assign the maximum value possible (within the restriction of the Receiver policies). If the value provided by the Originator cannot be supported, due to either policy or subscription restrictions, the Receiver will assign a new value.

d)
lastModifiedTime: which is equals to the creationTime;
e)
Any other RO (Read Only) attributes within the restriction of the Receiver policies.

6) On successful validation of the Create Request, the Receiver shall create the requested resource. 

Step 003: The Receiver shall respond with a Response message that shall contain the following parameters:

to:
Optional. ID of the Originator. In case this is a response carrying the result of an operation triggered by a non-blocking request , rd information can be used.

fr:
Optional. ID of the Receiver.

cn:
URI and optionally the content of the created resource. The Receiver shall provide the content if the created resource contains attributes which were modified by the Receiver in step 002.
See clauses 8.1.3 and 8.1.4 for the parameters to be included in the Response message.

General Exceptions:
7) The Originator does not have the privileges to create a resource on the Receiver. The Receiver responds with an error.

8) The resource with the specified name (if provided) already exists at the Receiver. The Receiver responds with an error.

9) The provided information in cn is not accepted by the Receiver (e.g. missing mandatory parameter). The Receiver responds with an error.

---end 2nd change---------------------------
�Very strange term. A node boots up but what does an M2M system mean her


�Nowhere do we say how this ID is used. We have in section 10.1.1.1. a verification against the profile. We need tobe more explicit on how the servicSRole-ID is checked in that section


�Do we assume that a single M2M SP that uses multiple sub-domains e.g. for hosting different IN-CSEs (e.g. for different isolated verticals) needs to make each of them a separate M2M-SP-ID even though it is the same M2M service provider?��Examples:�Would we prefer to use the following two M2M-SP-IDs to separate two verticals?�


onem2m://automotive.m2m.telematics-service-company.com��onem2m://building-management.m2m.telematics-service-company.com





Or would we like to be able to have the same FQDN setup for two different sub-systems with two different top-level CSE-IDs like





onem2m://m2m.telematics-service-company.com/automotive





onem2m://m2m.telematics-service-company.com/building-management





In the latter case: All CSE-ID in the automotive vertical would need to be different from the building-management vertical. In the former case, we do not have that restriction. If we want to be able to include the top-level IN-CSE into the M2M-SP-ID, we need to extend the format above  to





{scheme}://{FQDN}{/{IN-CSE-ID}}





Where {/{IN-CSE-ID}} is a placeholder for an optional concatenation of the CSE-ID of an  IN-CSE for the purpose of defining different M2M-SP IDs for different top-level IN-CSEs.


 


�As far as I know, a FQDN does NOT contain a scheme part. It is just the part after the // in the examples. So either we state that the format is really a concattenation of a <scheme> + "//" + <FQDN> or we use a specialized chopped of version of URI... but the examples shown are not just FQDNs


�Should we define it to be onem2m, in order to avoid any confusion? Would need to register it at IANA. Or we avoid it alltogether (it is anyway only appearing in to/from etc paramaters inside primitives ... when some protocol specific messages are constructed.. other URIs may be constructed out of those IDs)


�Are we not missing the rekative CSE-ID here


 


�It was already miisng in the SP-relative Resource ID
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