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[bookmark: _Toc398214956]6.6.1.1	Device Management
[bookmark: _Toc398214957]6.6.1.1.1	Supporting Rules
6.6.1.1.1.24	Action Enum
	InstallStatus
	Description

	Install
	The action that installs the software.

	Uninstall
	The action that un-installs the software.

	activate
	The action that activates software previously installed.

	deactivate
	The action that deactivates software.


Table 6.6.1.1.1.24-1 Enum: Action

6.6.1.1.1.25	Status Enum
	LogStatus 
	Description

	Successful
	The status is successful.

	Failure
	The status is failure.

	In-Process
	The status is in process.


Table 6.6.1.1.1.25-1 Enum: Status
6.6.1.1.1.26		ActionStatus Type
The ActionStatus is a complex type that describes the action and related status.
	Parameter
	Optional
	Description

	action
	NO
	The action being performed 
Enum Action, see 6.6.1.1.1.24.

	status
	NO
	Indicates the status of the operation is successful, failure or in process. Enum Status, see 6.6.1.1.1.25.


Table 6.6.1.1.1.26-1 Type: ActionStatus
6.6.1.1.1.27		SoftwareReport Type
The SoftwareReport is complex type that defines the current state of an application software management operation for a specific device. 
	Parameter
	Optional
	Description

	groupId
	YES
	The group identifier.

	deviceId
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	operation
	YES
	The application software management operation.(e.g. downloadSoftware, installSoftware,  activateSoftware, deactivateSoftware, removeSoftware)

	operationResult
	YES
	The application software management operation execution result. 

	installStatus
	YES
	Indicates the status of the install. 
Enum ActionStatus, see 6.6.1.1.1.26.

	activeStatus
	YES
	The status of active or deactivate action.
Enum ActionStatus, see 6.6.1.1.1.26.


Table 6.6.1.1.1.27-1 Type: SoftwareReport




[bookmark: _Toc377404843][bookmark: _Toc378676152][bookmark: _Toc379446839][bookmark: _Toc398214958]6.6.2	Service Capabilities
[bookmark: _Toc377404844][bookmark: _Toc378676153][bookmark: _Toc379446840][bookmark: _Toc398214959]6.6.2.23	getSoftwareInformation
This service capability provides the ability for AEs to get application software information.
[bookmark: _Toc398214960]6.6.2.23.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the sevice capability and device exist.
[bookmark: _Toc398214961]6.6.2.23.2	Signature - getSoftwareInformation
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Issuer does not have a Management Adapter for the requested operation

	version
	OUT
	YES
	The version of the software.

	name
	OUT
	YES
	The name of the software.

	URL
	OUT
	YES
	The URL from which the software package can be downloaded.

	installStatus
	OUT
	YES
	Indicates the status of the install. 
Enum ActionStatus, see 6.6.1.1.1.26.

	activeStatus
	OUT
	YES
	The status of active or deactivate action.
Enum ActionStatus, see 6.6.1.1.1.26.


Table 6.6.2.23.2-1 Device Management Service –getSoftwareInformation capability
[bookmark: _Toc398214962]6.6.2.23.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Issue the request to the Supporting Service to perform the operation



Figure 6.6.2.23.3-1 getSoftwareInformation Diagram

[bookmark: _Toc398214963]6.6.2.23.4	Post-Conditions
The Management Adapter has submitted a request to the Management Server to get application software information.
[bookmark: _Toc398214964]6.6.2.23.5	Exceptions
Not Applicable
[bookmark: _Toc398214965]6.6.2.23.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398214966]6.6.2.23.7	oneM2M Resource Interworking
This service capability is used to get application software information. The service capability aligns with the <software> resource and maps to the Retrieve procedure for the resource. 
[bookmark: _Toc398214967]
6.6.2.24	downloadSoftware
This service capability provides the ability for AEs to download application software.
[bookmark: _Toc398214968]6.6.2.24.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the sevice capability and device exist.
[bookmark: _Toc398214969]6.6.2.24.2	Signature –downloadSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	URL
	IN
	NO
	The URL from which the software package can be downloaded.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Issuer does not have a Management Adapter for the requested operation
· report policy does not supported by the Management Adapter

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table 6.6.2.24.2-1 Device Management Service –downloadSoftware capability
[bookmark: _Toc398214970]6.6.2.24.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Issue the request to the Supporting Service to perform the operation


Figure 6.6.2.24.3-1 downloadSoftware Diagram

[bookmark: _Toc398214971]6.6.2.24.4	Post-Conditions
The Management Adapter has submitted a request to the Management Server to download application software.
[bookmark: _Toc398214972]6.6.2.24.5	Exceptions
Not Applicable
[bookmark: _Toc398214973]6.6.2.24.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398214974]6.6.2.24.7	oneM2M Resource Interworking
This service capability is used to download application software. The service capability aligns with the <software> resource and maps to the UPDATE procedure for the attribute install of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.

[bookmark: _Toc398214975]6.6.2.25 	installSoftware
This service capability provides the ability for AEs to install application software.
[bookmark: _Toc398214976]6.6.2.25.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the sevice capability and device exist.
[bookmark: _Toc398214977]6.6.2.25.2	Signature –installSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Issuer does not have a Management Adapter for the requested operation
· report policy does not supported by the Management Adapter

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table 6.6.2.25.2-1 Device Management Service –installSoftware capability
[bookmark: _Toc398214978]6.6.2.25.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Issue the request to the Supporting Service to perform the operation


Figure 6.6.2.25.3-1 installSoftware Diagram

[bookmark: _Toc398214979]6.6.2.25.4	Post-Conditions
The Management Adapter has submitted a request to the Management Server to install application software.
[bookmark: _Toc398214980]6.6.2.25.5	Exceptions
Not Applicable
[bookmark: _Toc398214981]6.6.2.25.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398214982]6.6.2.25.7	oneM2M Resource Interworking
This service capability is used to install application software. The service capability aligns with the <software> resource and maps to the UPDATE procedure for the attribute install of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.


[bookmark: _Toc398214983]6.6.2.26	 activateSoftware
This service capability provides the ability for AEs to activate software previously installed.
[bookmark: _Toc398214984]6.6.2.26.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the sevice capability and device exist.
[bookmark: _Toc398214985]6.6.2.26.2	Signature –activateSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Issuer does not have a Management Adapter for the requested operation
· report policy does not supported by the Management Adapter

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table 6.6.2.26.2-1 Device Management Service –activateSoftware capability
[bookmark: _Toc398214986]6.6.2.26.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Issue the request to the Supporting Service to perform the operation


Figure 6.6.2.26.3-1 activateSoftware Diagram

[bookmark: _Toc398214987]6.6.2.26.4	Post-Conditions
The Management Adapter has submitted a request to the Management Server to activate software previously installed.
[bookmark: _Toc398214988]6.6.2.26.5	Exceptions
Not Applicable
[bookmark: _Toc398214989]6.6.2.26.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398214990]6.6.2.26.7	oneM2M Resource Interworking
This service capability is used to activate software previously installed. The service capability aligns with the <software> resource and maps to the UPDATE procedure for the attribute activate of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.


[bookmark: _Toc398214991]6.6.2.27 	deactivateSoftware
This service capability provides the ability for AEs to deactivates software.
[bookmark: _Toc398214992]6.6.2.27.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the sevice capability and the device exist.
[bookmark: _Toc398214993]6.6.2.27.2	Signature –deactivateSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Issuer does not have a Management Adapter for the requested operation
· report policy does not supported by the Management Adapter

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table 6.6.2.27.2-1 Device Management Service –deactivateSoftware capability
[bookmark: _Toc398214994]6.6.2.27.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Issue the request to the Supporting Service to perform the operation


Figure 6.6.2.27.3-1 deactivateSoftware Diagram

[bookmark: _Toc398214995]6.6.2.27.4	Post-Conditions
The Management Adapter has submitted a request to the Management Server to deactivates software.
[bookmark: _Toc398214996]6.6.2.27.5	Exceptions
Not Applicable
[bookmark: _Toc398214997]6.6.2.27.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398214998]6.6.2.27.7	oneM2M Resource Interworking
This service capability is used to deactivates software. The service capability aligns with the <software> resource and maps to the UPDATE procedure for the attribute deactivate of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.

[bookmark: _Toc398214999]6.6.2.28	removeSoftware
This service capability provides the ability for AEs to uninstall the software.
[bookmark: _Toc398215000]6.6.2.28.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the sevice capability and the device exist.
[bookmark: _Toc398215001]6.6.2.28.2	Signature - removeSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Issuer does not have a Management Adapter for the requested operation
· report policy does not supported by the Management Adapter

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table 6.6.2.28.2-1 Device Management Service –removeSoftware capability
[bookmark: _Toc398215002]6.6.2.28.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Issue the request to the Supporting Service to perform the operation


Figure 6.6.2.28.3-1 removeSoftware Diagram

[bookmark: _Toc398215003]6.6.2.28.4	Post-Conditions
The Management Adapter has submitted a set of requests to the Management Server to uninstall the software.
[bookmark: _Toc398215004]6.6.2.28.5	Exceptions
Not Applicable
[bookmark: _Toc398215005]6.6.2.28.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398215006]6.6.2.28.7	oneM2M Resource Interworking
This service capability is used to install application software. The service capability aligns with the <software> resource and maps to the UPDATE procedure for the attribute uninstall of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.



[bookmark: _Toc398215007]6.6.2.29	reportSoftwareStatus
This service capability provides the ability to report the application software management operation execution result or status information to the AE. 
[bookmark: _Toc398215008]6.6.2.29.1	Pre-conditions
A correlation between a Management Adapter, the sevice capability and previously submitted application software management request exist.
[bookmark: _Toc398215009]6.6.2.29.2	Signature –reportSoftwareStatus
	Parameter name
	Direction
		Optional
	Description

	isLastReport
	IN
	NO
	Boolean, whether it is the last report.

	sequenceNumber
	IN
	NO
	The report sequence number.

	softwareReportList
	IN
	NO
	Array of softwareReport.
Type SoftwareReport, see 6.6.1.1.1.27.

	aggregationPolicy
	IN
	YES
	The policy used to aggregate the result of  the management operation prior to the reports being sent. See clause 6.6.1.1.1.2.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· The target AE does not exist.
· Aggregation policy does not supported 


Table 6.6.2.29.2-1 Device Management Service –reportSoftwareStatus capability
[bookmark: _Toc398215010]6.6.2.29.3	Post-Conditions
The AE has received a report of application software management operation execution status or result.
[bookmark: _Toc398215011]6.6.2.29.4	Exceptions
Not Applicable
[bookmark: _Toc398215012]6.6.2.29.5	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398215013]6.6.2.29.6	oneM2M Resource Interworking
Not Applicable


[bookmark: _Toc398215014]6.7	Management Adapter
[bookmark: _Toc398215015]6.7.2	Service Capabilities
[bookmark: _Toc398215016]6.7.2.22	getSoftwareInformation
This service capability provides the ability to get application software information.
[bookmark: _Toc398215017]6.7.2.22.1	Pre-conditions
A correlation between a Management Server, the sevice capability and device exist.
[bookmark: _Toc398215018]6.7.2.22.2	Signature –getSoftwareInformation
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Exception: Request may not have been completed

	version
	OUT
	YES
	The version of the software.

	name
	OUT
	YES
	The name of the software.

	URL
	OUT
	YES
	The URL from which the software package can be downloaded.

	installStatus
	OUT
	YES
	Indicates the status of the install. 
Enum ActionStatus, see 6.6.1.1.1.26.

	activeStatus
	OUT
	YES
	The status of active or deactivate action.
Enum ActionStatus, see 6.6.1.1.1.26.


Table 6.7.2.22.2-1 Management Adapter –getSoftwareInformation capability
[bookmark: _Toc398215019]6.7.2.22.3	Post-Conditions
The Management Adapter has submitted a request to the Management Server to get application software information.
[bookmark: _Toc398215020]6.7.2.22.4	Exceptions
Not Applicable
[bookmark: _Toc398215021]6.7.2.22.5	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398215022]6.7.2.22.6	oneM2M Resource Interworking
This service capability is used to get application software information. The service capability aligns with the <software> resource and maps to the Retrieve procedure for the resource.

[bookmark: _Toc398215023]6.7.2.23	downloadSoftware
This service capability provides the ability to download application software.
[bookmark: _Toc398215024]6.7.2.23.1	Pre-conditions
A correlation between a Management Server, the sevice capability and device exist.
[bookmark: _Toc398215025]6.7.2.23.2	SIgnature –downloadSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	URL
	IN
	NO
	The URL from which the software package can be downloaded.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Exception: Request may not have been completed

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table 6.7.2.23.2-1 Management Adapter –downloadSoftware capability
[bookmark: _Toc398215026]6.7.2.23.3	Post-Conditions
The Management Adapter has submitted a request to the Management Server to download application software.
[bookmark: _Toc398215027]6.7.2.23.4	Exceptions
Not Applicable
[bookmark: _Toc398215028]6.7.2.23.5	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398215029]6.7.2.23.6	oneM2M Resource Interworking
This service capability is used to download application software. The service capability aligns with the <software> resource and maps to the UPDATE procedure for the attribute install of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.


[bookmark: _Toc398215030]6.7.2.24	installSoftware
This service capability provides the ability to install application software.
[bookmark: _Toc398215031]6.7.2.24.1	Pre-conditions
A correlation between a Management Server, the sevice capability and device exist.
[bookmark: _Toc398215032]6.7.2.24.2	SIgnature –installSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Exception: Request may not have been completed

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table 6.7.2.24.2-1 Management Adapter –installSoftware capability
[bookmark: _Toc398215033]6.7.2.24.3	Post-Conditions
The Management Adapter has submitted a request to the Management Server to install application software.
[bookmark: _Toc398215034]6.7.2.24.4	Exceptions
Not Applicable
[bookmark: _Toc398215035]6.7.2.24.5	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398215036]6.7.2.24.6	oneM2M Resource Interworking
This service capability is used to install application software. The service capability aligns with the <software> resource and maps to the UPDATE procedure for the attribute install of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.


[bookmark: _Toc398215037]6.7.2.25	activateSoftware
This service capability provides the ability to activate software previously installed.
[bookmark: _Toc398215038]6.7.2.25.1	Pre-conditions
A correlation between a Management Server, the sevice capability and device exist.
[bookmark: _Toc398215039]6.7.2.25.2	SIgnature –activateSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Exception: Request may not have been completed

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table 6.7.2.25.2-1 Management Adapter –activateSoftware capability
[bookmark: _Toc398215040]6.7.2.25.3	Post-Conditions
The Management Adapter has submitted a request to the Management Server to activate software previously installed.
[bookmark: _Toc398215041]6.7.2.25.4	Exceptions
Not Applicable
[bookmark: _Toc398215042]6.7.2.25.5	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398215043]6.7.2.25.6	oneM2M Resource Interworking
This service capability is used to activate software previously installed. The service capability aligns with the <software> resource and maps to the UPDATE procedure for the attribute activate of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.


[bookmark: _Toc398215044]6.7.2.26	deactivateSoftware
This service capability provides the ability for the Management Adapter to deactivates software.
[bookmark: _Toc398215045]6.7.2.26.1	Pre-conditions
A correlation between a Management Server, the sevice capability and device exist.
[bookmark: _Toc398215046]6.7.2.26.2	Signature –deactivateSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Exception: Request may not have been completed

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table 6.7.2.16.2-1 Management Adapter –deactivateSoftware capability
[bookmark: _Toc398215047]6.7.2.26.3	Post-Conditions
The Management Adapter has submitted a request to the Management Server to deactivates software.
[bookmark: _Toc398215048]6.7.2.26.4	Exceptions
Not Applicable
[bookmark: _Toc398215049]6.7.2.26.5	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398215050]6.7.2.26.6	oneM2M Resource Interworking
This service capability is used to deactivates software. The service capability aligns with the <software> resource and maps to the UPDATE procedure for the attribute deactivate of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.


[bookmark: _Toc398215051]6.7.2.27	removeSoftware
This service capability provides the ability for the Management Adapter to uninstall the software.
[bookmark: _Toc398215052]6.7.2.27.1	Pre-conditions
A correlation between a Management Server, the sevice capability and device exist.
[bookmark: _Toc398215053]6.7.2.27.2	Signature –removeSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· Exception: Request may not have been completed

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table 6.7.2.27.2-1 Management Adapter –removeSoftware capability
[bookmark: _Toc398215054]6.7.2.27.3	Post-Conditions
The Management Adapter has submitted a request to the Management Server to uninstall the software.
[bookmark: _Toc398215055]6.7.2.27.4	Exceptions
Not Applicable
[bookmark: _Toc398215056]6.7.2.27.5	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
[bookmark: _Toc398215057]6.7.2.27.6	oneM2M Resource Interworking
This service capability is used to install application software. The service capability aligns with the <software> resource and maps to the UPDATE procedure for the attribute uninstall of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.


[bookmark: _Toc390251927][bookmark: _Toc396808962][bookmark: _Toc398215058]6.7.2.28	reportSoftwareStatus
This service capability provides the ability for the Management Adapter to report the application software management operation execution result or status information. The Management Adapter can send one or multiple software reports according to the aggregation policy.
[bookmark: _Toc390251928][bookmark: _Toc398215059]6.7.2.28.1	Pre-conditions
A correlation between a Management Server, the service capability and previously submitted application software management requests exist.
[bookmark: _Toc390251929][bookmark: _Toc398215060]6.7.2.28.2	Signature –reportSoftwareStatus
	Parameter name
	Direction
		Optional
	Description

	to
	IN
	NO
	The identifier of the AE that is to receive the data(M2M-AppInst-ID)

	isLastReport
	IN
	NO
	Boolean, whether it is the last report.

	sequenceNumber
	IN
	NO
	The report sequence number.

	softwareReportList
	IN
	NO
	Array of softwareReport.
Type SoftwareReport, see 6.6.1.1.1.27.

	aggregationPolicy
	IN
	YES
	The policy used to aggregate the result of the management operation prior to the reports being sent. See clause 6.6.1.1.1.2.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.
· The target AE does not exist.
· Aggregation policy does not supported 


Table 6.7.2.28.2-1 Management Adapter –reportSoftwareStatus capability
[bookmark: _Toc390251930][bookmark: _Toc398215061]6.7.2.28.3	Service Interactions
The interactions of service capabilities required for this service capability:
1) Issue the request to the Supporting Service to perform the operation


Figure 6.7.2.28.3-1 reportSoftwareStatus Diagram

[bookmark: _Toc390251931][bookmark: _Toc398215062]6.7.2.28.4	Post-Conditions
Not Applicable
[bookmark: _Toc390251932][bookmark: _Toc398215063]6.7.2.28.5	Exceptions
Not Applicable
[bookmark: _Toc390251933][bookmark: _Toc398215064]6.7.2.28.6	Policies for Use
Message Exchange Patterns: Not Applicable
Transaction Pattern: Not Applicable
[bookmark: _Toc390251934][bookmark: _Toc398215065]6.7.2.28.7	oneM2M Resource Interworking
Not Applicable



[bookmark: _Toc377404851][bookmark: _Toc378676181][bookmark: _Toc379448214][bookmark: _Toc380831433][bookmark: _Toc398215066]Annex D (Informative): Device Management Services
[bookmark: _Toc377404853][bookmark: _Toc378676183][bookmark: _Toc379448216][bookmark: _Toc380831435][bookmark: _Toc398215067]D.2	Supporting Services
[bookmark: _Toc398215068]D.2.1	Message Exchange
[bookmark: _Toc398215069]D.2.1.1	Service Capabilities
[bookmark: _Toc398215070]D.2.1.1.23	getSoftwareInformation
This service capability provides the ability to execute a getSoftwareInformation request from an AE. 
[bookmark: _Toc379446874][bookmark: _Toc378676186]D.2.1.1.23.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
 A correlation between a Management Adapter, the sevice capability and device exist.
[bookmark: _Toc378676188]D.2.1.1.23.2	Signature –getSoftwareInformation
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.

	version
	OUT
	YES
	The version of the software.

	name
	OUT
	YES
	The name of the software.

	URL
	OUT
	YES
	The URL from which the software package can be downloaded.

	installStatus
	OUT
	YES
	Indicates the status of the install. 
Enum ActionStatus, see 6.6.1.1.1.26.

	activeStatus
	OUT
	YES
	The status of active or deactivate action.
Enum ActionStatus, see 6.6.1.1.1.26.


[bookmark: _Toc378676189]Table D.2.1.1.23.2-1 Device Management Service –getSoftwareInformation capability
[bookmark: _Toc378676190]D.2.1.1.23.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Perform the Common Request Services for requests across the Mca reference point
2) Retrieves the Management Adapter to be used for the device and Service Subscription
3) Issues the request to the Management Adapter to get application software information
4) Records the event

Figure D.2.1.1.23.3-1 getSoftwareInformation Interaction Diagram
D.2.1.1.23.4	Post-Conditions
The Management Adapter has submitted a request to the Management Server to get application software information.
The event has been recorded.
[bookmark: _Toc378676192]D.2.1.1.23.5	Exceptions
Not Applicable
[bookmark: _Toc378676193]D.2.1.1.23.6	Policies for Use
[bookmark: _Toc378676194]Message Exchange Patterns: In-Out
Transaction Pattern:  Participation allowed
Maximum Response: 300ms


[bookmark: _Toc398215071]D.2.1.1.24	downloadSoftware
This service capability provides the ability to execute a downloadSoftware request from an AE.
D.2.1.1.24.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
 A correlation between a Management Adapter, the sevice capability and device exist.
D.2.1.1.24.2	Signature –downloadSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	URL
	IN
	NO
	The URL from which the software package can be downloaded.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table D.2.1.1.24.2-1 Device Management Service –downloadSoftware capability
D.2.1.1.24.3	Service Interactions 
The interactions of  service capabilities required for this service capability:
1) Perform the Common Request Services for requests across the Mca reference point
2) Retrieves the Management Adapter to be used for the device and Service Subscription
3) Issues the request to the Management Adapter to download application software
4) Records the event

Figure D.2.1.1.24.3-1 downloadSoftware Interaction Diagram
D.2.1.1.24.4	Post-Conditions
The Management Adapter has submitted a request to the Management Server to download application software.
The event has been recorded.
D.2.1.1.24.5	Exceptions
No unique exceptions for this service capability.
Consumed services may throw exceptions which are forwarded by this service capability.
D.2.1.1.24.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
Maximum Response: 300ms


[bookmark: _Toc398215072]D.2.1.1.25	installSoftware
This service capability provides the ability to execute a installSoftware request from an AE.
D.2.1.1.25.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the sevice capability and device exist.
D.2.1.1.25.2	Signature –installSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table D.2.1.1.25.2-1 Device Management Service –installSoftware capability
D.2.1.1.25.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Perform the Common Request Services for requests across the Mca reference point
2) Retrieves the Management Adapter to be used for the device and Service Subscription
3) Issues the request to the Management Adapter to install application software
4) Records the event

Figure D.2.1.1.25.3-1 installSoftware Interaction Diagram
D.2.1.1.25.4	Post-Conditions
The Management Adapter has submitted a request to the Management Server to install application software.
The event is recorded
D.2.1.1.25.5	Exceptions
No unique exceptions for this service capability.
Consumed services may throw exceptions which are forwarded by this service capability.
D.2.1.1.25.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
Maximum Response: 300ms


[bookmark: _Toc398215073]D.2.1.1.26	activateSoftware
This service capability provides the ability to execute an activateSoftware request from an AE.
D.2.1.1.26.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the sevice capability and device exist.
D.2.1.1.26.2	Signature –activateSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table D.2.1.1.26.2-1 Device Management Service –activateSoftware capability
D.2.1.1.26.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Perform the Common Request Services for requests across the Mca reference point
2) Retrieves the Management Adapter to be used for the device and Service Subscription
3) Issues the request to the Management Adapter to activate software previously installed 
4) Records the event

Figure D.2.1.1.26.3-1 activateSoftware Interaction Diagram
D.2.1.1.26.4	Post-Conditions
The Management Adapter has submitted a request to the Management Server to activate software previously installed.
Record the event.
D.2.1.1.26.5	Exceptions
No unique exceptions for this service capability.
Consumed services may throw exceptions which are forwarded by this service capability.
D.2.1.1.26.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
Maximum Response: 300ms


[bookmark: _Toc398215074]D.2.1.1.27	deactivateSoftware
This service capability provides the ability to execute a deactivateSoftware request from an AE.
D.2.1.1.27.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the sevice capability and device exist.
D.2.1.1.27.2	Signature –deactivateSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table D.2.1.1.27.2-1 Device Management Service –deactivateSoftware capability
D.2.1.1.27.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Perform the Common Request Services for requests across the Mca reference point
2) Retrieves the Management Adapter to be used for the device and Service Subscription
3) Issues the request to the Management Adapter to deactivates software
4) Records the event


Figure D.2.1.1.27.3-1 deactivateSoftware Interaction Diagram
D.2.1.1.27.4	Post-Conditions
The Management Adapter has submitted a request to the Management Server to deactivates software.
The event is recorded.
D.2.1.1.27.5	Exceptions
No unique exceptions for this service capability.
Consumed services may throw exceptions which are forwarded by this service capability.
D.2.1.1.27.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
Maximum Response: 300ms


[bookmark: _Toc398215075]D.2.1.1.28	removeSoftware
This service capability provides the ability to execute a removeSoftware request from an AE.
D.2.1.1.28.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the sevice capability and device exist.
D.2.1.1.28.2	Signature –removeSoftware
	Parameter name
	Direction
		Optional
	Description

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types.

	softwareReport
	OUT
	YES
	The software management operation execution result or status. Type SoftwareReport, see 6.6.1.1.1.27.


Table D.2.1.1.28.2-1 Device Management Service –removeSoftware capability
D.2.1.1.28.3	Service Interactions
The interactions of  service capabilities required for this service capability:
1) Perform the Common Request Services for requests across the Mca reference point
2) Retrieves the Management Adapter to be used for the device and Service Subscription
3) Issues the request to the Management Adapter to uninstall the software
4) Records the event

Figure D.2.1.1.28.3-2 removeSoftware Interaction Diagram
D.2.1.1.28.4	Post-Conditions
The Management Adapter has submitted a set of requests to the Management Server to uninstall the software.
The event is recorded.
D.2.1.1.28.5	Exceptions
No unique exceptions for this service capability.
Consumed services may throw exceptions which are forwarded by this service capability.
D.2.1.1.28.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern: Participation allowed
Maximum Response: 300ms


[bookmark: _Toc398215076]D.2.1.1.29	reportSoftwareStatus
This service capability provides the ability to notify an AE about the status or result of an application software management operation for a previously submitted operation request.
D.2.1.1.29.1	Pre-conditions
The pre-conditions for MCA Received Requests are met.
A correlation between a Management Adapter, the service capability and previously submitted application software management requests exist.
D.2.1.1.29.2	Signature –reportSoftwareStatus Status
	Parameter name
	Direction
		Optional
	Description

	isLastReport
	IN
	NO
	Boolean, whether it is the last report.

	sequenceNumber
	IN
	NO
	The report sequence number.

	softwareReportList
	IN
	NO
	Array of softwareReport.
Type SoftwareReport, see 6.6.1.1.1.27.

	aggregationPolicy
	IN
	YES
	The policy used to aggregate the result of  the management operation prior to the reports being sent. See clause 6.6.1.1.1.2.

	responseType
	OUT
	YES
	Unique response types for this service.
Note: Consumed services also provide response types. 


Table D.2.1.1.29.2-1 Device Management Service –reportSoftwareStatus capability
D.2.2.1.29.3	Service Interactions
The interactions of service capabilities required for this service capability:
1) Perform the Common Request Services for requests across the Mca reference point
2) Record the event.

Figure D.2.1.1.29.3-1 reportSoftwareStatus Interaction Diagram
D.2.1.1.29.4	Post-Conditions
The AE has received a report of application software management operation execution status or result.
The event has been recorded.
D.2.1.1.29.5	Exceptions
No unique exceptions for this service capability.
Consumed services may throw exceptions which are forwarded by this service capability.
D.2.1.1.29.6	Policies for Use
Message Exchange Patterns: In-Out
Transaction Pattern:  Participation allowed
Maximum Response: 300ms
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