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Introduction
ARC and SEC met at SEC#12.2 to discuss the need for persistent identifiers for Application Entities. At that meeting it was generally agreed that persistent identifiers for Application Entities are required. This CR replaces the current AE-ID definition with three types of AE identifiers that will support the various uses of AE identifiers that are required in oneM2M.
Note that the new Application Entity Service-Provider-Issued Persistent-Identity (AE-SPI-PID) can be used in cases where the AE might change which CSE it is registered to. In order for messages to sent to the AE, the messages will need to include the CSE-ID of the CSE to which the AE is currently registered. We plan to submit another CR describing mechanisms allowing an CSE can find out the CSE-ID of the AE’s current Registrar CSE (in the cases where the AE has an AE-SPI-PID).
-----------------------Start of change 1-------------------------------------------
7.1.2
Application Entity Identifiers




7.1.2.1
Types of Application Entity Identifier

There are three types of Application Entity identifier:

· Application Entity Leased Identifier (AE-LID). This is a small CSE-relative identity “leased” to the Application Entity by the Registrar CSE upon registration and which is associated with the Application Entity for only as long as the Application Entity does not let the registration expire. Once the registration expires, then the AE-LID can be leased to another Application Entity. The AE-LID is provides a small identity for communication with the Registrar CSE and with other Application Entities registered to this Registrar CSE.

· Application Entity Service-Provider-Issued Persistent Identifier (AE-SPI-PID). This is a persistent M2M SP-relative identity issued by an IN-CSE (on behalf of the M2M SP) to an Application Entities that is hosted on Application Dedicated Node (ADN) only. The AE-SPI-PID can be used as a persistent identifier for the Application Entity, but does not identify the Registrar CSE of the Application Entity. The current Registrar CSE of the Application entity with an AE-SPI-PID can be obtained by querying the IN-CSE.

· Application Entity Registrar Issued Persistent Identifier (AE-RI-PID). This is a persistent CSE-relative identity issued by the Registrar CSE to Application Entities that are hosted on the same node as the Registrar CSE. The combination of the AE-RI-PID and the CSE-ID of the Registrar CSE can be used as a persistent identifier for the Application Entity that has the added bonus of identifier the Registrar CSE of the Application Entity.

7.1.2.2
Application Entity Leased Identifier (AE-LID)

An Application Entity Leased Identifier (AE-LID) is assigned by the CSE to an AE upon registration to the CSE. An AE-LID is assigned to at most one AE at any given time. An AE continues to be associated with an AE-LID for as long as the Application Entity does not let its registration (with the CSE) expire. If the registration expires, then the AE’s “lease” on the AE-LID ends, and the AE-LID can be assigned to another AE (that is, the AE-LID can be recycled). 

All AE are issued an AE-LID upon registration.

The AE-LID has the following properties

· Since an AE-LID can be recycled, a CSE needs only as many AE-LID as the number of AE that are expected to be registered simultaneously – and this allows the AE-LID to remain relatively small is size. 

· The combination of the AE-LID with the CSE-ID of the Registrar CSE provides an identity for an AE that is unique within the scope of the M2M SP, but which is not guaranteed to be persistent. Other entities cannot assume that the AE-LID will be associated with the AE after the expiry of the current registration.

An AE-LID, or combination of AE-LID and CSE-ID of the Registrar CSE, can be useful in scenarios where

· A small identifier is desirable, and

· The identifier is required only for the lifetime of the current registration.

An AE-LID, or combination of AE-LID and CSE-ID of the Registrar CSE, can be problematic in scenarios where the identifier is required only for the lifetime of the current registration (for example, in <accessControlPolicy>, <subscription> or <group> resources). In such scenarios, an AE-RI-PID or AE-SPI-PID should be used – see clauses 7.1.2.3 and 7.1.2.4.

7.1.2.3
Application Entity Registrar- Issued Persistent Identifier (AE-RI-PID)
An Application Entity Registrar-Issued Persistent Identifier (AE-RI-PID) is assigned by the Registrar CSE to an AE if requested by the AE. An AE-RI-PID is unique within the scope of that CSE and is persistent, that is, it can never be assigned to another AE.  

An AE issued an AE-RI-PID only if requested by the AE. Not all AE will have an associated AE-RI-PID.

The AE-RI-PID has the following properties

· While the AE is registered to this CSE CSE, then the combination of the AE-RI-PID with the CSE-ID of the Registrar CSE provides an identity for an AE that is 

· unique within the scope of the M2M SP and 

· Provides all information needed in the “to” parameter of a message intended for the AE.

· If the AE deregisters from the CSE that issued the AE-RI-PID and registers to another CSE, then 

· The combination of the AE-RI-PID (from the previous Registrar CSE) the CSE-ID of the previous Registrar CSE no longer provides the information needed in the “to” parameter of a message intended for the AE - so this combination is not persistent. 

· The combination of the AE-RI-PID (from the previous Registrar CSE) the CSE-ID of the new Registrar CSE is no longer guaranteed to be unique.

· Since an AE-RI-PID cannot be recycled, a CSE needs as many AE-RI-PID as the number of persistent AE that are expected to be registered over all time. 

An AE-RI-PID is useful in all scenarios for which an AE-LID is useful (either on its own, or in combination with the CSE-ID of the Registrar CSE).

The combination of AE-RI-PID and CSE-ID of the Registrar CSE, can be useful in scenarios where both of the following requirements are met.

· The AE is very unlikely to change its Registrar CSE. For example

· An AE hosted on the same device as the Registrar CSE, 

· An AE on an ADN which will always register to a single Registrar CSE.

· A persistent identifier is required.

For example, the combination of AE-RI-PID and CSE-ID of the Registrar CSE can be useful for

· Identifying an AE in <accessControlPolicy>, <subscription> and <group> resources.

· Identifying an AE in the “to” parameter of a message intended for the AE.

· Identifying an AE in the “from” parameter of a message from the AE.
The combination of AE-RI-PID and CSE-ID of the Registrar CSE can be problematic in scenarios requiring a persistent AE, but where the AE is likely to frequently changes its Registrar CSE (for example, AEs on ADNs that are mobile and frequently change which MN-CSE they are registered to). In such scenarios, an AE-SPI-PID should be used – see clause 7.1.2.4.

7.1.2.4
Application Entity Service-Provider-Issued Persistent Identifier (AE-SPI-PID)
An Application Entity Service-Provider-Issued Persistent Identifier (AE-SPI-PID) is a persistent M2M SP-relative identity issued by an IN-CSE (on behalf of the M2M SP) to an Application Entity. Once an AE has been issued a particular AE-SPI-PID, then no other AE is permitted to be identified with that AE-SPI-PID.  Once an AE is issued an AE-SPI-PID, then the AE-SPI-PID is provided to the Registrar CSE during registration.

The AE-SPI-PID is intended to be used in scenarios requiring a persistent identifier, but where an AE-RI-PID is not appropriate because the AE is likely to frequently change its Registrar CSE.

An AE is issued an AE-SPI-PID only if requested by the AE. Not all AE will request an AE-SPI-PID

The AE-SPI-PID (on its own) has the following properties

· Since an AE-SPI-PID cannot be recycled, an M2M SP needs to support as many AE-SPI-PID as the number of AE within the M2M SP system. This may a very large number. Consequently, the AE-SPI-PID may grow relatively large in size. 

· An AE-SPI-PID provides an identity for an AE that is unique within the scope of the M2M SP and that is guaranteed to be persistent, regardless of which CSE the AE registers with.

An AE-SPI-PID (on its own) is useful in all scenarios for which an AE-LID (on its own) is useful.

The AE-SPI-PID (on its own or in combination with the M2M-SP-ID) can be used in scenarios where an identifier might be required for more than the lifetime of the current registration and where an AE-RI-PID is not appropriate. For example, AE-SPI-PID can be useful for identifying an AE in:

· <accessControlPolicy>, <subscription> and <group> resources.

· Identifying an AE in the “from” parameter of a request from the AE, if the response is not expected back shortly after the request.

The combination of AE-SPI-PID with the CSE-ID of the AE’s current Registrar CSE has the following properties:

· The combination of AE-SPI-PID and the CSE-ID of the CSE to which the AE s currently registered provides all information needed in the “to” parameter of a message intended for the AE 

The combination of AE-SPI-PID with the CSE-ID of the AE’s current Registrar CSE is useful in all scenarios for which the combination of the AE-LID with the CSE-ID of the AE’s current Registrar CSE is useful.

The combination of the AE-SPI-PID with the CSE-ID of the AE’s current Registrar CSE can be useful in scenarios where an AE (possessing an AE-SPI-PID) and its current Registrar CSE needs to be identified. For example, the combination of the AE-SPI-PID with the CSE-ID of the AE’s current Registrar CSE can be useful for identifying an AE in:

· The “from” parameter of a message from the AE, if the response is expected back shortly time after the request.

· Identifying an AE in the “to” parameter of a message intended for the AE.
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-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2-------------------------------------------

7.2
M2M-SP-ID, CSE-ID and AE-ID and resource Identifier formats

As a general rule, the identifiers of AEs, CSEs and resources are globally unique. In order to optimize their use, the identifiers shall be shortened when their scope can be derived from their context of use by the CSEs and the AEs.  Such shortened identifiers are defined as 'relative' identifiers.

TheM2M system shall use the identifiers M2M-SP-ID, CSE-ID and AE-ID and resource identifiers according to the formats and the rules specified in the following table (table 7.2-1).

Table 7.2-1: Identifiers formats and use
	
	Format Name
	Format
	Rule of use

	M2M-SP-ID format
	
	Fully qualified domain name
Examples:

·   <scheme>://www.m2mprovider.com

·   <scheme>://globalm2m.org

Note: the <scheme> part, as stated in clause 7.1, is unique and protocol-independent
	When The M2M-SP-ID is used, the FQDN format applies

	AE-ID EQUIVALENT formats
	CSE-relative-AE-ID

(with respect to the context of the CSE hosting the AE)
	The CSE-relative AE Identifier is a sequence of characters that may include any of the unreserved characters defined in the clause 2.3 of the RFC3986 [i.x], as well as the slash character. It shall not start with the slash character.

The CSE-relative AE Identifier is unique within the context of the CSE. The CSE-relative AE Identifier may be an AE-LID, AE-RI-PID or AE-SPI-PID (see clause 7.1.2)
	In “to” and “from” parameters of messages on the Mca reference point:  to refer to AEs that are hosted by the directly attached (Registrar) CSE.

The hosting CSE is responsible for guaranteeing  that the  CSE-Relative-AE-ID is unique in the context of the hosting CSE.

	
	SP-relative -AE-ID
(with respect to the context of the SP hosting the AE)
	/[CSE-ID]/CSE-relative-AE-ID
It begins with a slash character, as specified in clause 4.2 of RFC3986 [i.12] under “absolute-path reference”.

	In “to” and “from” parameters of messages on the Mca and Mcc reference points:  to refer to AEs that are hosted by the M2M Service Provider domain to which AE is attached.

	
	Absolute AE-ID
	M2M-SP-ID/SP-relative-AE-ID
The absolute AE-ID shall conform to the URI format as defined in the IETF RFC 3986 [i.12].

	In “to” and “from” parameters of messages on the Mca and Mcc reference points: to refer to AEs that are hosted by a different M2M Service Provider domain with respect to the one to which the AE is attached

and

on the Mcc’ reference point for all the AEs

	
	Persistent Absolute AE-ID
	M2M-SP-ID/[CSE-ID]/[AE-RI-PID] or 

M2M-SP-ID/”persistentAeId”/[AE-SPI-PID]
	In <accessControlPolicy>, <subscription>, <group>, <m2mServiceSubscriptionProfile> : where persistent AE identifiers are needed.

	CSE-ID EQUIVALENT formats
	SP-relative-CSE-ID

(with respect to the context of the SP hosting the CSE)


	M2M-SP-ID/SP-relative-AE-ID
The absolute AE-ID shall conform to the URI format as defined in the IETF RFC 3986 [i.12].

	On the Mca and Mcc reference points: to refer to CSEs that are hosted by the same  M2M Service Provider domain



	
	Absolute CSE-ID
	M2M-SP-ID/SP-relative-CSE-ID

	On Mca and Mcc reference points: to refer to CSEs that are hosted by different M2M Service Provider domains

and

on the Mcc’ reference point for all the CSEs

	Resource identifier equivalent formats
	CSE-relative Resource ID
	The CSE-relative Resource Identifier is a sequence of characters that may include any of the unreserved characters defined in the clause 2.3 of the RFC3986 [i.12], as well as the slash character. It shall not start with the slash character.

The CSE-relative Resource Identifier is unique in the context of the CSE.
Examples:

·  container123

·  containers/c123

·  a1b2c3d4b0b00f0fa66a123456789abc

·  a1b2c3d4-b0b0-0f0f-a66a-123456789abc

cont/ b0b0-0f0f-a66a-123456789abc
	

	
	SP-relative Resource ID
(with respect to the context of the M2M Service Provider hosting the CSE)
	The SP-relative Resource identifier is an absolute-path relative reference (beginning with a single slash), as defined in clause 4.2 of RFC3986 [i.12].
The SP-relative Resource Identifier is unique in the context of the Service Provider.

	On the Mca and Mcc reference points: to refer to resources that are hosted by the  same M2M Service Provider domain



	
	Absolute Resource ID
	M2M-SP-ID/SP-relative-Resource-ID

	On Mca and Mcc reference points: to refer to resources that are hosted by a different M2M Service Provider domain 

and

on the Mcc’ reference point for all the resources


NOTE: This table still needs to be further fixed and be given more examples.
As a consequence, the hosting CSE shall convert the AEs global and relative identifier according to table 7.1.12-1 when a request is transmitted across the Mcc and Mca reference points.

As a consequence, the IN-CSE shall convert the AEs, CSEs and resource global and relative identifiers according to table 7.1.12-1when a request is transmitted across the Mcc’ reference point.

-----------------------End of change 2---------------------------------------------

-----------------------Start of change 3-------------------------------------------

7.3
M2M Identifiers lifecycle and characteristics

Table 7.3-1: M2M Identifiers lifecycle and characteristics

	Identifier
	Assigned by
	Assigned to
	Assigned during
	Lifetime
	Uniqueness
	Used during
	Remarks

	M2M Service Provider Identifier
	Out of scope
	AE, CSE
	Out of scope
	Out of scope
	Global
	Provisioning
	

	Application Entity  Lesed Identifier (AE-LID)
	Registrar CSE
	AE
	Registration 
if no current AE-LID is assigned
	Application Entity Registration
	- Registrar.

- Can be used by another AE if Registration expires
	- Application Entity Re- Registration


- All other operations initiated by the AE where a persistent AE identifier is not needed
	

	Application Entity  Registrar-Issued Persistent-Identifier (AE-RI-PID)
	Registrar CSE
	AE
	Initial Registration (may be deferred if desired)
	Persistent. 
	- Registrar

- Cannot ever be used by another AE
	- Application Entity  Re-Registration
- All other operations where a persistent AE identifier is needed

-access control, subscription and group operations

	Intended for cases where AE will not register to other CSEs See clause 7.1.2.3.

	Application Entity  Service-Provider-Issued Persistent-Identifier (AE-SPI-PID)
	IN-CSE (on behalf of M2M-SP)
	AE
	- Pre-assigned in coordination with Subscriber

- Following initial registration (may be deferred if desired) 
	Persistent
	M2M-SP

- Cannot ever be used by another AE
	
	Intended for cases where AE might register to other CSEs (e.g. nomadic). See clause 7.1.2.4.

	Application Entity Credential Identity
	Various. Out of scope
	ADN-AE  or all AE on a single ADN might share AE Credential in some cases
	Pre-provisioning or Security Provisioning
	Lifetime of the credential – typically close to the lifetime of the AE.
	Global
	Security Context Establishment
	- Security requirements apply for Security Context Establishment 

- Registrar associates w/ AE-LID, AE-SPI-PID.

	Application Identifier
	Out of scope
	Out of scope
	Pre-provisioned
	Out of scope
	Specific to M2M service deployment


	- Application Entity registration
	

	CSE Identifier
	M2M SP
	CSE 
	Security Provisioning


	Life of the CSE
	Global
	- Information flows (clause 10)
- Security Context Establishment
	Security requirements apply for Security Context Establishment

	M2M Node Identifier
	Out of Scope
	M2M Node hosting CSE
	Pre-provisioned
	Life of the M2M Node
	Global
	- Device Management
	Needs to be Read Only

	M2M Subscription Identifier


	M2M SP, Out of Scope 
	Application Entities, and one or more CSEs belonging to the same M2M subscriber 
	At service signup 
	Life of the M2M Service  Subscription with the M2M Service Provider
	Global
	- Charging and Information Recorded

-  Role based access control

 - Authentication
	Multiple CSEs can be allocated the same M2M Subscription Identifier

	M2M Service Profile Identifier


	M2M SP
	Every M2M Node 
	At service signup 
	Life of  M2M Service  Subscriptions with the M2M Service Provider
	Global for roaming cases otherwise local
	Information Flows (Clause 10)


	The ID has to be pre-provsioned after signup, but may need to be updated during the subscription lifetime due to changes in the subercibed services

	M2M-Request-ID
	Mcc:  CSE 
Mca: Application Entity
	A request initiated by an AE  or CSE
	Mcc: When a request is initiated by a CSE, or handling of a request received by a CSE.
Mca: When a request is initiated by an AE
	Equal to the lifetime of the Request and its corresponding Response
	Mcc: Global
Mca: Local or global
	Requests and corresponding responses
	

	External Identifier
	Jointly between the Underlying Network provider and M2M SP.
	M2M Node belonging to a CSE that wants to utilize services of the Underlying Network.
	Administrative Agreement.


	Life of the CSE.
	Local or global, decided by the specific Underlying Network provider
	Requests initiated by a CSE over the Mcn reference point, where applicable.
	Pre-Provisioned Mode:

Made available at the Infrastructure Node.

Dynamic Mode:

Made available at M2M device. Conveyed to IN-CSE during CSE Registration.

	Underlying Network Identifier
	M2M SP
	Underlying Networks
	Pre-provisioned
	Life of the Underlying Network
	Local to M2M SP domain
	UL Network selection
	

	Trigger Recipient Identifier


	Execution Environment
	ASN/MN-CSE 
	ASN/MN-CSE start-up or wake-up
	Life of the CSE
	Execution Environment-wide
	Device Triggering procedures, where applicable
	Pre-Provisioned Mode: 

Made available at Infrastructure Node along with M2M-Ext-ID.

Dynamic Mode: 

Made available at M2M device. Conveyed to IN-CSE during CSE Registration along with M2M-Ext-ID.

	M2M Service Identifier
	M2M Service Provider, Out of Scope
	A service defined by the M2M Service Provider which consists of a set of functions defined by this document.
	Out of Scope
	Out of Scope
	Local to the M2M Service Provider
	For M2M Service Subscription
	

	SRole-ID
	M2M Service Provider
	M2M Service Provider sets the set of service roles that a subscriber can choose from. M2M service subscription lists one or multiple subscribed to service roles.
	Out of Scope
	Out of scope
	M2M Service Provider
	Access Control Policy, M2M service subscription management
	


-----------------------End of change 3---------------------------------------------

-Start of changes to Definitions Symbols Abbreviations Acronyms ---- please add in the new definitions in the appropriate location in the text-

3
Definitions, symbols, abbreviations  and acronyms
3.1
Definitions

Application Entity Credential Identifier: Identifier for the credential being used to authenticate the Application Entity. An  Application Entity Credential Identity can have various formats, depending on the kind of credential. There may be some scenarios where all Application Entities on an Application Dedicated Node share a common credential (for example, if using the Generic Bootstrapping Architecture or a Device Certificate) 

Editor’s note: references needed.

Application Entity Leased Identifier: CSE-relative identity “leased” to the Application Entity by the Registrar CSE upon registration and which is associated with the Application Entity for only as long as the Application Entity does not let the registration expire
Application Entity Registrar-Issued Persistent-Identifier: persistent CSE-relative identity issued by the Registrar CSE to Application Entities that are hosted on the same node as the Registrar CSE.
Application Entity Service-Provider-Issued Persistent-Identifier: a persistent M2M SP-relative identity issued by an IN-CSE (on behalf of the M2M SP) to an Application Entities that is hosted on Application Dedicated Node (ADN) only.
3.2
Abbreviations and Acronyms

For the purposes of the present document, the following abbreviations and acronyms apply:
2G
Second Generation

3GPP
3rd Generation Partnership Project

3GPP2
3rd Generation Partnership Project 2

AAA
Authentication, Authorization, Accounting

AAAA
Authentication, Authorization, Accounting and Auditing

A/AAAA
IPv4/IPv6 DNS records that are used to map hostnames to an IP address

ACA
Accounting Answer

ACR
Accounting Request

ADN
Application Dedicated Node

ADN-AE
AE which resides in the Application Dedicated Node

AE
Application Entity

AE-LID
Application Entity Leased Identifier
AE-RI-PID
Application Entity Registrar-Issued Persistent-Identifier
AE-SPI-PID
Application Entity Service-Provider-Issued Persistent-Identifier
AID CSF
Addressing and Identification CSF

Annc
Announced

API
Application Program Interface

AS
Application Server

ASM CSF
Application and Service Layer Management CSF

ASN
Application Service Node

ASN-AE
Application Entity that is registered with the CSE at Application Service Node

ASN-CSE
CSE which resides in the Application Service Node

BBF
BroadBand Forum

CDR
Charging Data Record

CF
Configuration Function

CHF
Charging Function

CM
Conditional Mandatory

CMDH 
Communication Management and Delivery Handling

COSEM
Companion Specification for Energy Metering
CRUD
Create Retrieve Update Delete

CRUDN
Create Retrieve Update Delete Notify

CSE
Common Services Entity

CSE-ID
Common Service Entity Identifier

CSE-PoA
CSE Point of Access

CSF
Common Services Function

DCF
Device Configuration Function

DDMF
Device Diagnostics and Monitoring Function

DFMF
Device Firmware Management Function

DHCP
Dynamic Host Configuration Protocol

DIS CSF
Discovery CSF

DM
Device Management

DMF
Diagnostic and Monitoring Function

DMG CSF
Device Management CSF

DMR
Data Management and Repository

DNS
Domain Name Server

DTMF
Device Topology Management Function

EF
Enabler Function

FFS
For Further Study

FQDN
Fully Qualified Domain Name

GMG CSF
Group Management CSF

GPRS
General Packet Radio Service

GPS
Global Positioning System

GSMA
GSM Association (Global System for Mobile Communications Association)

HA/LMA
Home Agent/Local Mobility Agent

HAAA
Home AAA

HLR
Home Location Register

HPLMN
Home Public Land Mobile Network

HSS
Home Subscriber Server

HTTP
HyperText Transfer Protocol

IMEI
International Mobile Equipment Identity

IMS
IP Multimedia System

IMSI
International Mobile Subscriber Identity

IN
Infrastructure Node

IN-AE
Application Entity that is registered with the CSE in the Infrastructure Node

IN-CSE
CSE which resides in the Infrastructure Node

IN-DMG
Infrastructure Node Device ManaGement

IN-DMG-MA
Infrastructure Node Device ManaGement Management Adapter

IP
Internet Protocol

IPE
Interworking Proxy application Entity

ISO
International Organization for Standardization

ITU-T
ITU Telecommunication Standardization Sector

IWF
InterWorking Function

JNI
Java Native Interface

LOC
Location

LOC CSF
Location CSF

LWM2M
Lightweight M2M

M2M
Machine to Machine

M2M-IWF
M2M InterWorking Function

M2M-Sub-ID
M2M service Subscription Identifier

MA
Mandatory Announced

Mca
Reference Point for M2M Communication with AE

Mcc
Reference Point for M2M Communication with CSE

Mcc'
Reference Point for M2M Communication with CSE of different M2M Service Provider

Mch
Reference Point for M2M Communication with external charging server

Mcn
Reference Point for M2M Communication with NSE

MIP
Mobile IP

MN
Middle Node

MN-AE
Application Entity that is registered with the CSE in Middle Node

MN-CSE
CSE which resides in the Middle Node

MSISDN
Mobile Subscriber International Subscriber Directory NumberMTC
Machine Type Communications

NA
Not Announced

NAT
Network Address Translation

NSE
Network Service Entity

NSSE CSF
Network Service Exposure, Service Execution and Triggering CSF

OA
Optional Announced

OID
Object Identifier

OMA
Open Mobile Alliance

OMA-DM
Open Mobile Alliance Device Management

OSI
Open Service Initiative or Open Service Interconnection

PDSN
Packet Data Serving Node

PMIP
Proxy Mobile IP

PoA
Point of Access

PPP
Point to Point Protocol

RAM
Random Access Memory

REG
Registration

REG CSF
Registration CSF

RFC
Request for Comments

RO
Read Only

RPC
Remote Procedure Calls

RW
Read Write

SCA
Service Charging and Accounting

SCA CSF
Service Charging and Accounting CSF

SCS
Services Capability Server

SDO
Standards Developing Organization

SEC
Security

SEC CSF
Security CSF

SIP
Session Initiation Protocol

SLA
Service Level Agreement

SMF
Software Monitoring Function

SMS
Short Messaging Service

SP
Service Provider

SP-ID
Service Provider Identifier

SSM 
Service Session Management

SSM CSF
Service Session Management CSF

SUB CSF
Subscription and Notification CSF

TBD
To Be Determined

Tsms
Interface between Short Message Entity (SME) and Short Message Service Center (SMS SC)

Tsp
Interface between Service Capability Server (SCS) and Machine Type Communication (MTC) InterWorking Function

UE
User Equipment

UL
UpLink

URI
Uniform Resource Identifier

URL
Uniform Resource Locator

URN
Uniform Resource Name

WLAN
Wireless Local Area Network

WO
Write Once

---End of changes to Definitions, Symbols, Abbreviations, Acronyms ---

CHECK LIST

· Does this change request include an informative introduction containing the problem(s) being solved, and a summary list of proposals.?
· Does this CR contain changes related to only one particular issue/problem?
· Does this change request  make all the changes necessary to address the issue or problem?  E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable?
· Does this change request follow the drafting rules?
· Are all pictures editable?
·  Does this change request avoid conflict with the content of an already approved text, by modification, deletion or the addition of an editor’s note?
· Have you checked the spelling and grammar?
· Have you used change bars for all modifications?
· Does the change  include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change? (Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.)
· Are multiple changes in this CR clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.?
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