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Introduction
At TP#14, the AE Registration procedure was updated. 

This CR includes 
· changes aligning CSE Registration assumptions with the new AE Registration procedure: in particular: allowing the case where the Registree CSE does not know its CSE-ID prior to registration.
· Very small (but essential) correction to AE Registration figure.

WG4 SEC has reviewed and endorsed this contribution.

There are a range of related CRs against TS-0003, including SEC-2015-0003, SEC-2015-0004, SEC-2015-0447, SEC-2015-0448. 

For each change in this CR, there is a comment identifying one or more of the following reasons for the change:

· REGISTRATION ALIGNMENT: Changes to align CSE Registration and AE Registration and to subsequently align other text with the registration procedures.

· BUG: changes to correct technical information

· EDITORIAL: changes to improve readability. No technical changes.

We apologise that the changes are showing under multiple user names – we endeavour to fix this in future revisions.

R01: Corrected the cover page. Made sure the old version of the altered figures are shown as revisions in the document.

R02: removed clause 11 changes. Simplified changes approved by WG4.

-----------------------Start of change 1 (Clause 10.1.1.2.1)------------------------------
All the parameters of the request and steps that are not indicated do not deviate from clause 10.1.1.1.

Step 001: The Originator shall send the following information in the CREATE Request message:

fr:
CSE-ID (if known by the Originator) else empty.

cn: 
Attributes of the resource to be provided by the Originator. Of particular importance for the CREATE Request message is the common attribute resourceType from clause 9.6.1.3, which identifies the type of resource; and the attributes CSE-ID (if known by the Originator) and CSEBase (if known by the Originator). 
The CSEBase shall contain the absolute address of the <CSEBase> resource at the Receiver.

Step 002: The Receiver shall:

1) This step from 10.1.1.1 cannot be performed for the creation of <remoteCSE> resource. Instead, the following processing shall be applied.
If, the security procedures result in the Receiver knowing the CSE-ID that the M2M Service Provider assigned to the Originator (see TS-0003 [1]), then 

· The Receiver shall respond with an error if there is a CSE-ID in the From and Content parameters of the request, and this CSE-ID does not matches the pre-assigned CSE-ID.

· Otherwise, the Receiver shall set the Originator’s CSE-ID to this previously assigned CSE-ID.


All the other steps: 2-6, from step 002 from clause 10.1.1.1 are still applicable.

NOTE:
Optionally, if the M2M Service Provider supports inter-domain communication, the Receiver could perform this step if the attribute CSEBase (part of the cn parameter of the request) contains the public domain of the CSE. The Receiver could construct the domain as described in clause 6.4 and 6.5. The Receiver could add an AAA or AAAA record in DNS with the public domain name of the Originator CSE and the IP address of the IN-CSE associated with the Originator.

-----------------------End of change 1-------------------------------------------

-----------------------Start of change 2-------------------------------------------

10.1.1.2.2
Application Entity Registration procedure

The procedure for AE registration follows the message flow description depicted in Figure 10.1.1.2.2-1. It defines in which cases additional procedures need to be initiated by the Registrar CSE for creating or updating of <AEAnnc> resources hosted on the M2M SP’s IN-CSE in case an AE-ID-Stem starting with an ‘S’ character shall be used, see Table 7.2-1 for the definition of AE-ID-Stem.
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Figure 10.1.1.2.2-1: Procedure for Creating an <AE> Resource
-----------------------End of change 2-------------------------------------------

�Question from SEC to ARC: is it acceptable that CSE-ID is not known to Registree CSE?


�Question from SEC to ARC: What should these values be if they are not known? Does this need to be specified?


�REGISTRATION ALIGNMENT: CSE-ID might not be known to Registree (as in AE Registration)


�REGISTRATION ALIGNMENT


�Question to ARC – is text needed for the Receiver assigning the CSE-ID and BaseCSE in the cn.


�NEEDS UPDATING – image was not editable. In Step 1, delete “using CERT or PSK” since any security association establishment procedure can be used. .


There are no changes applied to the figure as shown
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