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### -----------------------Start of change 1-------------------------------------------

#### 9.6.2.1 *accessControlOriginators*

The *accessControlOriginators* is a mandatory parameter in an access-control-rule-tuple. It represents the set of Originators that shall be allowed to use this access control rule. The set of Originators is described as a list of parameters, where the types of the parameter can vary within the list. Table 9.6.2.1-1 describes the supported types of parameters in *accessControlOriginators*. The following Originator privilege types shall be considered for access control policy check by the CSE.

Table 9.6.2.1-1: Types of Parameters in *accessControlOriginators*

| Name | Description |
| --- | --- |
| *domain* | A SP domain or SP sub-domain |
| *originatorID* | CSE-ID or AE-ID which represent a Originator identity |
| *all* | Any Originators are allowed to access the resource within the *accessControlOriginators* constraints |
| *roleIDs* | An optional set of SRole-IDs  or the value all. When the attribute is not present, roles are not taken into account when evaluating the ACP. |

When the *originatorID* is an AE-ID and the AE-ID-Stem starts with 'S' (see table 7.2-1) and if the SP-relative format of the AE-ID is used for the *originatorID*, the access control policy applies irrespective of the Registrar CSE of the Originator.

### -----------------------End of change 1---------------------------------------------