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5
Introduction to transaction and re-useable service layer context 

Editor’sNote: The clause describes use cases and the key objectives and values of transaction and re-usable service layer context. Analyses what benefit could such technology bring to service providers.

5.1
Transaction

5.2
Re-usable service layer context

5.2.1 Overview
oneM2M service can support to re-use the context established between M2M service layer instances over multiple hops, for example, between M2M applications to a M2M service layer instance, or between service layer instances. oneM2M system has implemented sessionless hop-by-hop communication at service layer, but lacks corresponding mechanism to manage multi-hops communication that is regardless of underlying network connection.

Restful is stateless, and could not be constrained by context. However service session may include more than one operation, such as control the temperature in the room according to indication of thermometer. oneM2M service layer context can be stored for maintaining communication within the whole session. The context can consist of M2M service layer state, communication states, security information, underlying network information, QoS parameters etc. For some services that required higher quality of service, such as video surveillance, patient monitoring, and emergency services that are described in TR 0001, the context can be provide QoS parameters and more information of enhancing QoS and service layer analytics. What is more, the context is reusable for reducing extra overhead, especially on constrained devices.
5.2.2 Use Cases analysis
The collection use cases from TR-0001 have re-useable service layer context aspects:
· Secure remote patient care and monitoring (see TR-0001, section 7.3).
· Real Time Audio/Video Communication (see TR-0001, section 9.4).
Based on the given usecaes, re-usable context information should include but not be limited to:

· oneM2M entity(es) for which the context information applies

· oneM2M entity(es) which are participating in context information exchanges for re-usability

· network connectivity information pertaining to possinle communication interruptions, e.g. congestion information, available bandwidth 

· QoS information applicable for the communtication and which should be re-used

· As needed, additional information about the oneM2M entities for which the context information applies, e.g. availibility/schedule, location

· Possible routing information

· Historical and /or analytics information (as needed) such as” total number of requests, rate of requests, etc.

· URI of resources where additionl information containing context information is stored 

6
Analysis of existing technologies

Editor’s Note: the clause gives some examples of the existing technology.

7
Referencing architecture and major features

Editor’s Note: this clause describes the referencing architecture of transaction and re-usable service layer context. The major features of the two functions.

7.1
Transaction

7.2
Re-usable service layer context

7.2.1 Existing Requirements
In TS-0002 Requirement there are three requirements requiring service layer multi-hop communications and QoS are not yet fulfilled.

	NO
	Requirement
	Status

	OSR-003 
	The oneM2M System shall support the ability to maintain peer-to-peer M2M Session in coordination with application session for those M2M Applications that require it. 
	Partially implemented in Rel-1
(see note 21)
NOTE 21: No support for peer-to-peer service layer session.



	CRPR-005 
	The oneM2M System shall be able to maintain context associated with M2M sessions (e.g. security context or network connectivity context during the interruption of the session). 
	Partially implemented in Rel-1
(see note 1)
NOTE 1: Long lived security context and registration is covered, M2M Sessions are not covered. 


	OSR-042
	The oneM2M System shall be able to support different QoS-levels specifying parameters, such as guaranteed bitrate, delay, delay variation, loss ratio and error rate, etc.
	Not implemented in Rel-1


8
Potential Solutions in oneM2M

Editor’s Note: this clause propose the enhancements based on architecture defined by oneM2M. What mechanisms can be reused and what need to be newly defined.

8.1
Transaction
8.2
Re-usable service layer context 

8.2.1 Creating and maintaining service layer context 

The <context> resource supports attributes used by the service layer to control how it collects and maintains specified types of service layer context.  The <context> resource provides the capability to configure the type of context that the service layer is to collect as well as which <container> resource to store the context within.   The <context> resource also provides the capability to configure the applicable entities for which context is to be collected.   For example, collect context for requests originated from or targeted towards a particular application.  Some examples of service layer context that can be collected and maintained can include cumulative service layer request information such as the type, number, rate, or size of requests from one or more originating entities.   
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Figure 8.2.1-1 Resource <context>
This resource may contain the attributes detailed in Table 8.2.1-1.
Table 8.2.1-1 Attributes of <context> Resource
	Attributes of <reusableContext>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	resourceID
	1
	RO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	resourceName
	1
	WO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 of TS-0001 where this common attribute is described. If no accessControlPolicyIDs is given at the time of creation, the accessControlPolicyIDs of the parent resource is linked to this attribute.

	creationTime
	1
	RO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3 of TS-0001 where this common attribute is described

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	contextType 
	1
	RW
	The type of information to be collected and stored within this context resource (e.g. total number of transactions, rate of transactions, etc.). Each collected instance of context is stored with a <contentInstance> child resource of the container.  

	contextContainerID
	1
	RO
	ID of <container> resource where information for this context is stored.  

	contextContainerName
	0..1
	WO
	A name of the <container> resource where the actual context information is stored. If it is not assigned, the Hosting CSE automatically assigns a name of the resource.

NOTE:
The created <container> resource related to this context shall be stored only in the Hosting CSE.

	applicableEntities
	0..1
	RW
	List of entities that this context shall be collected for.  


8.2.2 Management and usage of service layer context 

The <contextPolicy> resource supports attributes used by the service layer for configuration, management, and sharing of the reusable contexts.  The <contextPolicy> resource may provide capabilities to determine which context to collect, how to interpret context, how to reuse the collected context information, etc. It may also include access and communication policies rated to communication establishment and tear-down, routing, security, use of store-and-forward or pre-fetch mechanisms, etc.
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Figure 8.2.2-1 Resource <contextPolicy>
This resource may contain the attributes detailed in Table 8.2.2-1.
Table 8.2.2-1 Attributes of <contextPolicy> Resource
	Attributes of <reusableContext>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	resourceID
	1
	RO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	resourceName
	1
	WO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 of TS-0001 where this common attribute is described. If no accessControlPolicyIDs is given at the time of creation, the accessControlPolicyIDs of the parent resource is linked to this attribute.

	creationTime
	1
	RO
	See clause 9.6.1.3 of TS-0001 here this common attribute is described.

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3 of TS-0001 where this common attribute is described

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 of TS-0001 where this common attribute is described.

	contextPolicyType 
	1
	RW
	The type of context policy for which the session policy definition applies.

	contextPolicy
	1
	RW
	Context policy definition 

	applicableEntities
	0..1
	RW
	List of entities that this context policy shall be collected for.  
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