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1
Scope

The present document is a study of interworking between oneM2M Architecture and 3GPP Rel-13 architecture for Service Capability Exposure as defined in the release 13 version of TS 23.682. The key objective and value is analyzed and described. The document also investigates the potential solution in oneM2M by evaluating the existing technical solutions.
2
References

The following text block applies. 

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references,only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

2.1
Normative references

As a Technical Report (TR) is entirely informative it shall not list normative references.
The following referenced documents are necessary for the application of the present document.
Not applicable.

2.2
Informative references
Clause 2.2 shall only contain informative references which are cited in the document itself.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules  (http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0.doc)
[i.2]
oneM2M TS-0002: " Requirements".
[i.3]
3GPP TS 22.101 Service aspects; Service principles (Release 13).

[i.4]
3GPP TS 22.115 Service aspects; Charging and billing (Release 13).
[i.5]
3GPP TS 23.682 Architecture enhancements to facilitate communications with packet data networks and applications (Release 13).

[i.6]
OMA API Inventory (http://technical.openmobilealliance.org/Technical/technical-information/oma-api-program)
[i.7]
OMA Service Exposure Framework (http://member.openmobilealliance.org/ftp/Public_documents/ARCH/ServiceExposure)
[i.8]
OMA Exposing Network Capabilities to M2M (http://member.openmobilealliance.org/ftp/Public_documents/ARCH/ENCap-M2M)
3
Definitions, symbols and abbreviations

Delete from the above heading the word(s) which is/are not applicable.
3.1
Definitions

Clause numbering depends on applicability.

· A definition shall not take the form of, or contain, a requirement. 

· The form of a definition shall be such that it can replace the term in context. Additional information shall be given only in the form of examples or notes (see below). 

· The terms and definitions shall be presented in alphabetical order. 
For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply:

Definition format

<defined term>: <definition>

If a definition is taken from an external source, use the format below where [N] identifies the external document which must be listed in Section 2 References.
<defined term>[N]: <definition>

example 1: text used to clarify abstract rules by applying them literally

NOTE:
This may contain additional information.

3.2
Symbols

Clause numbering depends on applicability.

For the purposes of the present document, the [following] symbols [given in ... and the following] apply:

Symbol format

<symbol>
<Explanation>

<2nd symbol>
<2nd Explanation>

<3rd symbol>
<3rd Explanation>

3.3
Abbreviations

Abbreviations should be ordered alphabetically.

Clause numbering depends on applicability.

For the purposes of the present document, the [following] abbreviations [given in ... and the following] apply:

Abbreviation format

<ABBREVIATION1>
<Explanation>

<ABBREVIATION2>
<Explanation>

<ABBREVIATION3>
<Explanation>

4
Conventions, 

The key words “Shall”, ”Shall not”, “May”, ”Need not”, “Should”, ”Should not” in this document are to be interpreted as described in the oneM2M Drafting Rules [i.1]
5
Introduction to 3GPP Service Capability Exposure
Editor’sNote: The clause describes 3GPP Service Capability Exposure architecture and related features, and oneM2M Underlying Network related requirements. 

5.1
oneM2M Underlying Network related requirements
Following requirements are defined in oneM2M TS-0002 [i.2], but not  implemented or partially implemented in release 1.
Most of these requirements except OSR-052 can be achieved through the 3GPP features addressed in the subsequent sections, with and without support by OMA API.
OSR-006

The oneM2M System shall be able to reuse the services offered by Underlying Networks to M2M Applications and/or M2M Services by means of open access models (e.g. OMA, GSMA OneAPI framework).Examples of available services are:



-
IP Multimedia communications.



-
Messaging.



-
Location.




-
Charging and billing services, including sponsoring data flows.




-
Device information and profiles, including configuring expected communication patterns.




-
Configuration and management of devices.




-
Triggering, monitoring of devices.



-
Small data transmission.



-
Group management and group messaging




-
Configuring QoS




-
Receiving Reports about the condition of the uderlying network

Partially implemented in Rel-1. (see note 10)
NOTE 10; Rel-1 covers: Location, Charging and billing services, Configuration and management of devices, Device information and profiles, Triggering.
OSR-045a

The oneM2M System shall be able to receive and utilize information provided by the Underlying Network about when an M2M Device can be reached.

Not implemented in Rel-1.

OSR-051

Depending on availability of suitable interfaces provided by the Underlying Network the oneM2M System shall be able to request the Underlying Network to broadcast / multicast data to a group of M2M Devices in a specified area.

Implemented in Rel-1.  -> Not implemented in Rel-1. ??

OSR-052

The oneM2M System shall be able to select an appropriate Underlying Network to broadcast or multicast data depending on the network’s broadcast/multicast support and the connectivity supported by the targeted group of M2M Devices/Gateways.

Not implemented in Rel-1.

OPR-004

When suitable interfaces are provided by the Underlying Network, the oneM2M System shall have the ability to schedule traffic via the Underlying Network based on instructions received from the Underlying Network.


Not implemented in Rel-1.

OPR-005

The oneM2M System shall be able to exchange information with M2M Applications related to usage and traffic characteristics of M2M Devices or M2M Gateways by the M2M Application. This should include support for the 3GPP feature called: “Time controlled” (see note 1).

Not implemented in Rel-1.



NOTE1:
“Time controlled” is equivalent to the MTC Features specified in clause 7.2 of 3GPP TS 22.368 [i.2].
OPR-006

Depending on availability of suitable interfaces provided by the Underlying Network the oneM2M System shall be able to provide information related to usage and traffic characteristics of M2M Devices or M2M Gateways to the Underlying Network.

Not implemented in Rel-1.
5.2
3GPP Release 13 MTC features
In 3GPP Release 13, requirements for “Service exposure with 3rd party service providers” features are specified in clause 29 of 3GPP TS 22.101 [i.3] and the “Charged party selection” feature is defined in sub-clause 5.1.3 of 3GPP TS 22.115 [i.4]. 

3GPP Release 13 architecture supports these features and they can be used to implement the oneM2M requirements as described in the previous clause.

These 3GPP features are not only intended for M2M communication, but also for human usable applications such as smartphone applications.

3GPP intends to expose these additional features through the 3GPP Service Capability Exposure Function (SCEF) as described in the following clause.
5.3
3GPP architecture for Service Capability Exposure
The 3GPP architecture for the Service Capability Exposure Function (SCEF) is defined in 3GPP TS 23.682 [i.5]. The specification includes two different architectures. One is for the “MTC Device triggering” feature and was specified in 3GPP release 11. The other one is for 3GPP Service exposure with 3rd party service providers features newly provided in Release 13 which is the focus of the present document. Refer to the following figure 5.3-1, taken from the release 13 version of 3GPP TS 23.682 [i.5].
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Figure 5.3-1  3GPP Architecture for Service Capability Exposure
While 3GPP release 13 specifies the Service Capability Exposure Function (SCEF) as a 3GPP entity, residing in the trust domain of the 3GPP operator, 3GPP does not specify the APIs exposing these functions. Specification of these APIs is expected by external SDOs, e.g. OMA.  As described in 3GPP TS 23.682 [i.5]. the SCEF covers services such as the the ability to configure device communication patterns, the QoS of a data flow, sponsor a data flow, scheduling data transfers, monitor a device’s state, optimizing a device’s communication patterns for high latency applications, receive reports about the condition of the mobile core network, trigger devices, and send group messages via MBMS.
5.4
OMA API Program
5.4.1  Overview
The OMA API Program provides standardized interfaces to the service infrastructure residing within communication networks and on devices. Focused primarily between the service access layer and generic network capabilities, OMA API Program specifications allow operators and other service providers to expose device capabilities and network resources in an open and programmable way—to any developer community independent of the development platform. By deploying OMA APIs, fundamental capabilities such as SMS, MMS, Location Services, Payment and other core network assets are now exposed in a standardized way. Additional OMA APIs may be found in OMA API Inventory [i.6].

5.4.2  OMA work to be considered by oneM2M for 3GPP IWK
5.4.2.1 OMA Service Exposure Framework (ServiceExposure)

OMA ARC WG is working to define the Service Exposure Framework specification [i.7] which covers non-functional capabilities that a network operator or a service provider should consider when it exposes the service capabilities through the Network APIs. Such non-functional capabilities implemented in the intermediation layer may include Authentication and Authorization, Infrastructural Policy, Business Policy, Assurance and Accounting.
OMA Service Exposure Framework can be considered as an OMA specified SCEF which can be used by oneM2M s platforms..

5.4.2.2 OMA Exposing Network Capabilities to M2M (ENCap-M)

Recently, OMA ARC WG is developing new APIs for exposing network capabilities to M2M applications and/or M2M service platforms.
The OMA work item “Exposing Network Capabilities to M2M” [i.8] lists requirements on standard APIs derived from use cases in which third parties, such as oneM2M or any other can leverage network capabilities to enrich the services or to streamline the operation. It also includes a gap analysis to identify any missing Network APIs to address above requirements and use cases. This enables utilisation of the latest evolution in cellular networks, e.g. 3GPP.
6
Reference architecture 

Editor’s Note: this clause describes the reference architecture of 3GPP interworking.
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Figure 6-1 Interworking architecture
This architecture supports the following interworking modes:

· The NSSE invokes services of the underlying network directly via the reference points of the applicable nodes within the underlying network. This model is applicable to the case where the oneM2M service provider and the underlying network provider is the same or there is trust relation between both service providers if they are different.

· The NSSE exclusively invokes services of a 3GPP underlying network using OMA API. 

· The NSSE invokes exclusively services of any underlying network using third party APIs.

· Any combination of the above, where some services are invoked using an API (OMA or third party depending on the underlying network) while other services are invoked directly with the underlying network using the applicable reference point.  

The functionality supported by the NSSE is different depending on the interworking mode.
7
Potential impact for interworking with oneM2M

Editor’s Note: this clause propose  the enhancements based on  architecture defined by oneM2M. What mechanisms can be reused and what need to be newly defined.
8         Potential solutions for interworking with oneM2M
8.1  Interworking Architecture with a 3GPP underlying network

The following three architectural models can be supported.
8.1.1 Exclusive Support through 3GPP Reference Points
Figure 8.1.1-1 depicts this architectural model.

In this case 3GPP services capabilities are exclusively invoked via the 3GPP reference points for the applicable 3GPP node.
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Figure 8.1.1-1: oneM2M interworking with a 3GPP underlying network via 3GPP Reference Points
8.1.2 Exclusive Support through OMA API
Figure 8.1.2-1 depicts this architectural model. In this case 3GPP services capabilities are exclusively invoked via the OMA API. Hence, the SCEF is fully implemented outside the oneM2M environment.
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Figure 8.1.2-1: oneM2M interworking with a 3GPP underlying network via OMA API
8.1.3 Hybrid Mode 
Figure 8.1.3-1 depicts this architectural model.

In this case 3GPP services capabilities are invoked on a per service basis which can include OMA API for some service, proprietary APIs for others and finally some services can be invoked directly using the 3GPP reference points.


[image: image6.emf]Mcn using 

(OMA APIs)

3GPP Reference Points

Mcn (Operator 

A’s API)

This SCEF is bound to oneM2M 

Mcn reference point and is 

bound to 3GPP defined 

interfaces (e.g. Rx, Tsp,etc.)

Northbound proprietary 

exposure interface API is 

bound to oneM2M Mcn 

reference point.

Proprietary exposure 

functions uses 3GPP 

reference points interfaces 

(e.g. Rx, Tsp, etc).

SCEF southbound interfaces is 

oneM2M Mcn reference point 

and is bound to 3GPP defined 

interfaces (e.g. Rx, Tsp, etc.).

SCEF northbound interface API 

(OMA APIs) is bound to 

oneM2M Mcn reference point.

Mcn

3GPP Network

oneM2M

IN-CSE

SCEF      NSSE

SCEF

Proprietary 

Exposure Function

Figure 8.1.3-1: oneM2M interworking with a 3GPP underlying network in a hybrid mode
8.i1  Selection of SCEF southbound interface
The NSSE-CSF selects a SCEF southbound interface depending on the requested SCEF feature and its target identifier received from internal or external AE.
In case the IN-CSE supports multiple underlying networks, the supported SCEF features and the SCEF southbound interfaces may be different for each of underlying network. 
These supported information of underlying network is determined by each underlying network operator’s policy in advance and stored in the IN-CSE per underlying network. These supported information of underlying network may be new resource(s)  for open and efficient CSE operation. (Ref. section 8.i3)
The NSSE-CSF selects an underlying network by using the target identifier of the requested  SCEF feature, then selects a SCEF southbound interface depending on the supported information for the requested SCEF feature of the selected underlying network stored in the IN-CSE. 
8.i2  Authentication and Authorization for SCEF features
The external AE should be authenticated to be connected to the CSE.
The SEC-CSF examines whether the requesting AE can be connected to the CSE. The SEC-CSF may hold a list of AE-IDs which are allowed to connect the CSE in advance of the examination. The SEC-CSF then checks if the AE-ID in the request message is found or not  in the list of AE-IDs. This process may be done at the Registration procedure of AE.
The internal or external AE may be authorized for the requesting SCEF feature and parameters.
The NSSE-CSF checks if the SCEF feature requested by the AE can be authorized by using the information of available SCEF features per an AE. 
The NSSE-CSF also checks if the option of the SCEF feature requested by the AE can be authorized by using the information of available optional items in a single feature per an AE. 
The NSSE-CSF also checks if the targeted identifier of the SCEF feature requested by the AE can be authorized by using the information of available targeted M2M devices for the AE.
These available SCEF feature information of AE may be determined in advance by the contract between the AE operator and the underlying network operator through the IN-CSE operator, and/or by the local policy of these operators.  
These available SCEF feature information of AE may be stored in the IN-CSE per AE in advance. They may be new resource(s) for open and efficient CSE operation. (Ref. section 8.i3 and other sections for individual SCEF features)
The NSSE-CSF checks these available SCEF feature information of AE at the each procedure of SCEF features.
8.i3  Proposal for principle of new resources for SCEF features
According to the discussions above, new resources may be needed as follows.
a) Underlying network oriented new resources

b) AE (internal / external) oriented new resources
Both of them may need to have information per SCEF feature.
Proposed new resources;
Note; All of following proposed new resources have common attributes and <subscription> child resource as same as another existing resources.
1. Resource Type <NSE>:
    <NSE> is a child resource of <CSEBase> for IN-CSE.

    <NSE> has an attribute UNetwork-ID.

    <NSE> has a child resource <serviceExposure>.
2. Resource Type <serviceExposure>:

    <serviceExposure> is a child resource of <NSE> or <AE> for IN-CSE.

    <serviceExposure> has an attribute supportedSCEF or availableSCEF which indicates following features.
· to configure device communication patterns,
· the QoS of a data flow, 
· sponsor a data flow, 
· scheduling data transfers, 
· monitor a device’s state, 
· optimizing a device’s communication patterns for high latency applications, 
· receive reports about the condition of the mobile core network, 
· trigger devices, 
· send group messages via MBMS
   <serviceExposure> has child resource(s) for supported or available SCEF feature(s). 
3. The principle of each new child resource for supported SCEF feature(s) of <NSE>:
    The new child resource for each SCEF feature is a child resource of <serviceExposure> in <NSE> for IN-CSE.

The new child resource for each SCEF feature has attributes and child resources at least for SCEF southbound interface information such as OMA APIs or 3GPP defined interfaces including the protocol indication and access point identification as well as link management information if needed.  
Therefore, the new child resource for each SCEF feature has at least a child resource <mcnInterface> for <serviceExposure> in <NSE> case.

The new child resource for each SCEF feature may have another useful information for that interface.  Ex) link status, requesting information, status, and result information are useful to be stored into the child resources. 
These child resources may be proposed by the individual section of each SCEF feature.
    Example-1): Refer to the  <dCharacteristics> and its sub resources in <NSE> case in section  8.i4.2.
4. Resource Type <mcnInterface>:
   <mcnInterface> is a child resource of the new child resource for each SCEF feature in <NSE> case.
 <mcnInterface> has an attribute protocolIndication which indicates as ;

· 3GPP S6t for Configure CP pattern sets

· 3GPP S6t for Monitoring Event

· 3GPP Rx

· 3GPP Nt

· 3GPP T6a

· 3GPP T6b

· 3GPP MB2

· 3GPP Tsp

· 3GPP ISC

· 3GPP Ns

· OMA APIxxx

<mcnInterface> has an attribute accessPoint Identification which indicates the access point of the protocol.
If the protocolIndication attribute is for a 3GPP defined Diameter application protocol, <mcnInterface> may have a child resource <linkManagement> which includes link status and another useful information for the link.
Editors note; Detail of the <linkManagement> resource is FFS.
5. The principle of each child resource for availableSCEF feature(s) of <AE>:

  The new child resource for each SCEF feature may exist as a child resource of <serviceExposure> in <AE> for IN-CSE. 
The new child resource for each SCEF feature has attributes and child resources for the SCEF feature for AE side  information such as available options and/or available target identifiers for the AE as well as another useful information for the SCEF feature for AE side.  Ex) requested information, status, and result information are useful to be stored into the child resources.
These child resources may be proposed by the individual section of each SCEF feature.
Example-2): Refer to the <dCharacteristics> and its sub resources in <AE> case in section 8.i4.2.
8.i4  Support for configure device communication patterns
8.i4.1  General procedure for configure device communication patterns

Figure 8.i4-1 below depicts a general procedure for configure device communication patterns between oneM2M and  3GPP.
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   Figure 8.i4-1  General procedure for configure device communication patterns between oneM2M and 3GPP
Pre-condition:

The IN-CSE has already authenticated the AE during AE Registration procedure.

The IN-CSE has already configured appropriate resources for authorization of the request (communication patterns) from the AE and for selection of the NSE.

Step-1: Configure device communication patterns Request
An internal or external AE issues a request to configure device communication patterns to the IN-CSE (NSSE-CSF).
The request includes an AE-ID, a M2M-Request-ID, a target identifier for examples an External Identifier or a MSISDN, and a CP parameter set  including mobility characteristic as stopping or mobility, average time of communication, average interval between communications, and schedule of communications.
The request may include multiple of CP parameter set(s) and validity time(s).
Step-2: Authorization of the request from the AE
The IN-CSE (NSSE-CSF) checks if the request from the AE can be authorized with the pre-configured information of available SCEF features for the AE. 

The IN-CSE (NSSE-CSF) also checks if the requesting option such as setting of mobility characteristic or schedule of communication of the SCEF feature from the AE can be authorized with the pre-configured information of available optional items in the feature for the AE. 
The IN-CSE (NSSE-CSF) also checks if the targeted identifier of the SCEF feature from the AE can be authorized with the pre-configured information of available targeted M2M devices for the AE.
The IN-CSE (NSSE-CSF) also checks if the other parameters received from the AE are valid.
If the IN-CSE (NSSE-CSF) found an error in above steps, it returns a response to the AE with appropriate an error cause.
Otherwise, it proceeds to the next step.

Step-3: Select a NSE
The IN-CSE (NSSE-CSF) selects an underlying network (a NSE) by using the target identifier of the requested  SCEF feature, then selects a SCEF southbound interface depending on the pre-configured supported information for the requested SCEF feature of the selected underlying network stored in the IN-CSE. 

Step-4-1: Configure device communication patterns Request to the selected NSE (Direct mode)
In case the IN-CSE (NSSE-CSF) selected the S6t reference point as the SCEF southbound interface defined by 3GPP TS 23.682 [ref. i.5] for sending the request directly to the 3GPP-HSS as the NSE, the IN-CSE checks the link management information including the link status for the protocol of the S6t reference point. 
If no link for the SCEF feature exists yet, the IN-CSE (NSSE-CSF) sends a Connection-link-request  to the access point specified in the SCEF southbound interface information to set-up a link between the IN-CSE and the 3GPP-HSS. 
If the link already connected in advance or after the link connected by above step, the IN-CSE (NSSE-CSF) prepares the sending information. 
The peparation includes the conversion of the received information such as; 
· the target identifier and CP parameter set(s) and validity time(s) into the format for the S6t reference point, 
· the creation of a SCEF Reference ID and a SCEF Address, 
· and the making an association between the created SCEF Reference ID and the received M2M-Request-ID in the Step-1.  
Note-1; The SCEF Reference ID is reffered for the deletion of the CP parameter set(s) from the IN-CSE (NSSE-CSF) to the 3GPP-HSS or for the result in the response from the 3GPP-HSS to the IN-CSE (NSSE-CSF) to discover the individual request for the Configure device communication patterns.  
Note-2; The SCEF Address indicates to the requesting IN-CSE (NSSE-CSF) itself. 
The IN-CSE includes these information into the sending information to the 3GPP-HSS with appropriate protocol format for the S6t reference point. Such sending information  includes External Identifier or MSISDN as the target identifier, SCEF Reference ID, SCEF Address, CP parameters set(s), and validity time(s). 
  Note-3; In case there are several CP parameter sets active for one UE, then the IN-CSE (NSSE-CSF) assures that the validity times for the different CP parameter sets are not overlapping, i.e. only one CP parameter set is active at one point in time. If the same AE or another AE provides new CP parameters for the same validity time, then those override any CP parameters previously provided.
The IN-CSE (NSSE-CSF) sends the converted request to the selected NSE to the 3GPP HSS directly.
Step-4-2: Configure device communication patterns Request to the selected NSE (Indirect mode)

Editors note; The detail of the indirect mode is FFS.

The IN-CSE (NSSE-CSF) sends the converted request to the selected NSE to the OMA (SCEF) which may send the request to the 3GPP HSS.
Step-5-1: Configure device communication patterns Response from the selected NSE (Direct mode)

The IN-CSE (NSSE-CSF) receives the response from the 3GPP HSS directly.
The IN-CSE (NSSE-CSF) checks the SCEF Reference ID and the Cause in the response message, discovers the requesting information for the S6t reference point in the IN-CSE by using the SCEF Reference ID, and stores the received result including the Cause into the result of the requesting information.

Then the IN-CSE (NSSE-CSF) discovers the requested information from the AE which originally issued the request by using the associated M2M-Request-ID, and prepares the response information to the AE with the appropriate protocol format to communicate with the AE.
If no more request exists in the queue to the same 3GPP-HSS for Configure device communication patterns request, the IN-CSE (NSSE-CSF) sends a Disconnect-link-request  to the access point specified in the SCEF southbound interface information to disconnect the link between the IN-CSE and the 3GPP-HSS.
Step-5-2: Configure device communication patterns Response from the selected NSE (Indirect mode)

The IN-CSE (NSSE-CSF) receives the response from the OMA (SCEF).

Editors note; The detail of the indirect mode is FFS.

Step-6: Configure device communication patterns Response
The IN-CSE (NSSE-CSF) sends the converted response to the requesting AE.
8.i4.2  Proposal of new resources for configure device communication patterns
Following new resources are proposed for configure device communication patterns.

Note; Refer to the section 8.i3 for principle of new resources for SCEF features common.
1. Resource Type <dCharacteristics>:
     <dCharacteristics> is a child resource of <serviceExposure> in <NSE> or <AE> for IN-CSE.
     <dCharacteristics> has at least a child resource <mcnInterface> for <serviceExposure> in <NSE> case.
     Note; Refer to the section 8.i3 for the <mcnInterface>.
     <dCharacteristics> may have child resources an <availableOptions> and/or an <availableTargets> for <serviceExposure> in <AE> case.
      <dCharacteristics> may have multiple child resources <deviceCharacteristic> for <serviceExposure> in <NSE> or <AE> cases.
2. Resource Type <availableOptions>:

<availableOptions> is a child resource of <dCharacteristics> or maybe another new resources for SCEF features.
<availableOptions> has an attribute dCharFlag which includes multiple bits indicatin of;

· dCharAny which indicates that the AE is allowed all options of Configure Device Communication Patterns.
· dCharMobility which indicates that the AE is allowed the mobility pattern setting.
· dCharCommTime which indicates that the AE is allowed the communication time (duration) pattern setting.
· dCharCommInterval which indicates that the AE is allowed the communication interval pattern setting.
· dCharCommSchedule which indicates that the AE is allowed the communication schedule pattern setting.
· dCharValidityTime which indicates that the AE is allowed the validity time setting.

· dCharMultipleCP which indicates that the AE is allowed the multiple CP patterns and Validity Times setting.
· dCharMaximumCP which indicates the maximum number of available multiple CP patterns setting for the AE.
3. Resource Type <availableTargets>:
<availableTargets> is a child resource of <dCharacteristics> or maybe another new resources for SCEF features.
<availableTargets> has multiple attributes of;
· anyTarget which indicates that the AE is allowed any target for the requesting SCEF feature.
· anyTagetOfTheDomain which indicates that the AE is allowed any target of the specific domain name in the attribute for the requesting SCEF feature. Note; This attribute may be set  multiple times with different domain name. Domain name is a part of UNetwork-ID or M2M-Ext-ID or other identifier which includes a domain name.
· anyTargetInTheMSISDNRange which indicates that the AE is allowed any target of the specific number range in the attribute for the requesting SCEF feature. Note; This attribute may be set multiple times with different MSISDN range.
· targetM2MExtID which indicates that the AE is allowed for the specified M2M-Ext-ID in the attribute for the requesting SCEF feature. Note; This attribute may be set multiple times with different M2M-Ext-ID.
· targetMSISDN which indicates that the AE is allowed for the specified MSISDN in the attribute for the requesting SCEF feature. Note; This attribute may be set multiple times with different MSISDN.
· targetGroupID which indicates that the AE is allowed for the specified group in the attribute for the requesting SCEF feature. Note; This attribute may be set multiple times with different group identifier. The group may be created in advance by using Group Management Procedures.
4. Resource Type <deviceCharacteristic>
      <deviceCharacteristic> is a child resource of <dCharacteristics>.
For AE:
      <deviceCharacteristic> under <AE> resource may be created when the IN-CSE (NSSE-CSF) received a request for configure device communication patterns from the AE. 
      <deviceCharacteristic> under <AE> resource has attributes for;
· m2mRequestID which is created by the requesting AE and stored when the IN-CSE (NSSE-CSF) received a request from the AE,,
· associatedSCEFReferenceID which is set when the IN-CSE (NSSE-CSF) sends related request to the NSE,
· targetIdentifier (External Identifier, External Group Identifier, or MSISDN),

· mobilityCharacterictis (stopping or low/high mobility),
· periodicIndicator (periodical or not),
· averageTimeCommunication (periodical duration time),

· averageIntervalCommunications (periodical interval time),
· scheduleCommunications (schedule of communications),
· validityTime (validity time for the CP parameter set),
· inclusionMultipleCP which indicates  number of multiple child resources  <extensionCP> for extension,
· statusRequest which indicates the progress (In preparation, Requesting, Responding, Done, Done with keep the resource),
· resultRequest which includes the Cause.
      <deviceCharacteristic> under <AE> resource may have multiple of child resources  <extensionCP>.
For NSE:
      <deviceCharacteristic> under <NSE> resource may be created when the IN-CSE (NSSE-CSF) sends a request for configure device communication patterns to the NSE.
      <deviceCharacteristic> under <NSE> resource has attributes for;
· scefReferenceID which is created and stored by the IN-CSE (NSSE-CSF) when it sends a request to the NSE,,
· associatedM2MReferenceID which is derived from the received request and set when the IN-CSE (NSSE-CSF) sends a related request to the NSE,
· targetIdentifier (External Identifier, or MSISDN),
· mobilityCharacterictis (stopping or low/high mobility),

· periodicIndicator (periodical or not),
· averageTimeCommunication (periodical duration time),

· averageIntervalCommunications (periodical interval time),

· scheduleCommunications (schedule of communications),

· validityTime (validity time for the CP parameter set),
· inclusionMultipleCP which indicates  number of multiple child resources  <extensionCP> for extension,
· statusRequest which indicates the progress (In preparation, Requesting, Responding, Done, Done with keep the resource),
· resultRequest which includes the Cause.
 <deviceCharacteristic> under <NSE> resource may have multiple of child resources  <extensionCP>.
5. Resource Type <extensionCP>:

<extensionCP> is a child resource of <deviceCharacteristic> under <AE> or <NSE> resources.
     <extensionCP>  may be created when the IN-CSE (NSSE-CSF) received a request with multiple CP parameter sets for configure device communication patterns from the AE.  
A single <extensionCP> is for a single CP parameter set with a validity time. 
Different <extensionCP> resources are associated to the same target identifier in the same <deviceCharacteristic> resource.
<extensionCP> has attributes for;
· mobilityCharacterictis (stopping or low/high mobility),
· periodicIndicator (periodical or not),
· averageTimeCommunication (periodical duration time),

· averageIntervalCommunications (periodical interval time),

· scheduleCommunications (schedule of communications),

· validityTime (validity time for the CP parameter set),
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