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Introduction
As described in the TR-0024 3GPP Rel13 IWK (WI-0037), an interworking feature for Configuration of Device Communication Patterns is proposed as summarized below contents. 

· Describe  general concept of the Configuration of Device Communication Patterns feature.
· Describe Communication Pattern parameters.

· Describe general procedure for Configuration of Device Communication Patterns.
There is no impact to the oneM2M Release1.
-----------------------Start of change 1-------------------------------------------
8.3
Procedures for interaction with Underlying Networks
8.3.1  Introduction
Procedures for interaction with Underlying Networks are used to provide information about the M2M service layer (e.g. communication patterns of oneM2M devices) to the Unterlying Network or receive information from the Unterlying Network (e.g. reports on issues of the Unterlying Network).

Such information enables the Unterlying Network to provide means for optimization of M2M traffic and also allows M2M service layer to optimize its services.
8.3.2 Description and Flows on Mcn Reference Point
Communications between the CSEs and the NSEs across the Mcn reference point include:

1) The CSE(s) accessing network service functions provided by Underlying Networks; and

2) Optimizing network service processing for Underlying Networks.

Such services normally are more than just the general transport services.

Communications which pass over the Mcn reference point to Underlying Networks include:

3) Messaging services that are widely deployed by Applications and network operators using a number of existing mechanisms.

4) Network APIs defined by other SDOs (e.g. OMA and GSMA) are used by network operators for their services.

5) Interworking for services and security aspects for MTC (Machine Type Communications) has been defined by 3GPP and 3GPP2.

Examples of service requests from a CSE towards the Underlying Networks are:

6) Connection requests with/without QoS requirements.

7) Payments, messages, location, bearer information, call control and other network capabilities (e.g. by using GSMA oneAPI, network APIs supporting protocols defined by other SDOs, or proprietary network APIs).

8) Device triggering.

9) Device management.

10) Management information exchange such as charging/accounting records, monitoring and management data exchange.

11) Location request.

8.3.3
Device Triggering

8.3.3.1
Definition and scope

Device Triggering is a means by which a node in the infrastructure domain (e.g. IN-CSE) sends information to a node in the field domain (e.g. ASN-CSE) to perform a specific task, e.g. to wake up the device, to establish communication from the field domain towards the infrastructure domain, or when IP address for the device is not available or reachable by the infrastructure domain.

Underlying Network functionality is used to perform device triggering for example, using alternate means of communication (e.g. SMS) with the Field Node.

NOTE:
Device Triggering is applicable for the entities which are registered with IN-CSE.
Each Underlying Network type may provide different way of performing a device triggering, for example 3GPP and 3GPP2 have defined dedicated interfaces for requesting device triggering. The normative references for applicable interfaces are as follows: 3GPP TS 23.682 [i.14] and 3GPP2 X.S0068 [i.17]. Access specific mechanisms are covered in the annexes B and C.

8.3.3.2
General Procedure for Device Triggering

This clause covers different scenarios for device triggering.

8.3.3.2.1
Triggering procedure for targeting ASN/MN-CSE

This case describes the scenario where IN-CSE targets an ASN/MN-CSE (which is registered with the IN-CSE) for the Device Triggering request.

Figure 8.3.3.2.1-1 shows the general procedure for Device Triggering and, if required, for establishment of connectivity between IN-CSE and the Field Node.
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NOTE 1:
The IN and ASN/MN are assumed to be connected through the same Underlying Network.

NOTE 2:
The Device Triggering Handler is a functional entity that receives the device triggering request, and it is dependent on the Underlying Network. The Device Triggering Handler is out of scope of the present document.
Figure 8.3.3.2.1-1: Device Triggering general procedure for CSE

Pre-condition

The CSE which is the target of the device triggering has to be registered with the IN-CSE.

The CSE-PoA for the ASN/MN-CSE already contains either an IP address or none.

[optional] Step-1: Request to targeted ASN/MN-CSE

The IN-AE requests to perform one of the CRUD operations on a resource residing on the ASN/MN-CSE, the request is sent via the Mca reference point to the IN-CSE.

Step-2: Underlying network selection

The IN-CSE selects the Underlying Network and the mechanism to deliver the triggering request to the Underlying Network according to the configuration for connected Underlying Networks.

For example for 3GPP access network IN-CSE can use Tsp, Tsms and GSMA OneAPI; and for 3GPP2 access networks IN-CSE can use Tsp and SMS.  However the preferred mechanism is Tsp.

Step-3: Device Triggering request

IN-CSE issues the device triggering request to the selected Underlying Network.

NOTE 1:
The Underlying Network dependent Device Triggering procedure for 3GPP and 3GPP2 systems are described in annexes B and Annex C respectively.

Some information provided to the selected Underlying Network for performing device triggering includes:

12) M2M-Ext-ID associated with the ASN/MN-CSE as the target of the triggering request (see clause 7.1.8).

13) Trigger-Recipient-ID associated with the ASN/MN-CSE (see clause 7.1.10). For example when 3GPP Underlying Network is used this identifier could map to Application-Port-ID.

14) IN-CSE ID which could be used by the Underlying Network to authorize the IN-CSE for device triggering.

NOTE 2:
The M2M-Ext-ID may be pre-provisioned at the IN-CSE  along with the associated CSE-ID,  or may be sent at registration (see clause 7.1.8).

NOTE 3:
The above Trigger-Recipient-ID is sent at registration.
Step-4: Underlying Network Specific Device Triggering procedure

Device Triggering processing procedure is performed between the Underlying Network and the target Node which hosts the ASN/MN-CSE.

Step-5: Device Triggering response

The IN-CSE receives a response for the Device Triggering request via the Mcn reference point.

Step-6: ASN/MN-CSE Receives Device Trigger

[optional] Step-7 Connection establishment

In case that it is required by the Device Triggering request, connectivity is established between the ASN/MN-CSE and the IN-CSE and the renewal of the CSE-PoA might be needed.

8.3.4
Location Request

8.3.4.1
Definition and Scope

Location Request is a means by which a CSE requests the geographical or physical location information of a target CSE or AE hosted in a M2M Node to the location server located in the Underlying Network over Mcn reference point. This clause describes only the case of location request when the attribute locationSource is set to Network Based.

8.3.4.2
General Procedure for Location Request

This procedure describes a scenario wherein an AE sends a request to obtain the location information of a target AE or CSE hosted in an M2M Node to the location server NSE, and the location server responses to the CSE with location information.

Figure 8.3.4.2-1 shows the general procedure for Location Request.
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Figure 8.3.4.2-1: General Procedure for Location Request

NOTE 1:
Detailed descriptions for Step-1 to the Step-3 are described in the clause 10.2.11.1.
Step-1: Create <locationPolicy>
The Originator requests to CREATE <locationPolicy> resource at the Registrar CSE. The locationSource attribute of the <locationPolicy> resource shall be set to 'Network-Based' and the value for locationTargetID and locationServer attributes shall be set properly set for the Location Request.

Step-2: Local Processing for creating <locationPolicy> resource

After verifying the privileges and the given attributes, the Registrar CSE shall create the <locationPolicy> resource. Linked <container> resource can be created after successful creation of <locationPolicy> resource.

Step-3: Response for creating <locationPolicy>
The Registrar CSE shall respond with a Response message.

Step-4: Location Request

The Registrar CSE issues Location Request to the selected Underlying Network. For doing this, the Registrar CSE shall transform the location configuration information received from the Originator into Location Request that is acceptable for the Underlying Network. For example, the Location Request can be one of existing location acquisition protocols such as OMA Mobile Location Protocol [i.5] or OMA RESTful NetAPI for Terminal Location [i.6]. Additionally, the Registrar CSE shall provide default values for other parameters (e.g. required quality of position) in the Location Request according to local policies.

NOTE 2:
The Location Request can be triggered by the given conditions, e.g.:
1)
when the locationUpdatePeriod attribute has expired, or if the locationUpdatePeriod attribute is not given from the Step-1;

2)
the <locationPolicy> is created or updated;

3)
the linked <container> has been retrieved.
4)      if the attribute locationUpdatePeriod has multiple value and the Hosting CSE of the resource is the target device, the Hosting CSE of the resource may update the location update period by choosing one of the value within the list according to the local context information of the device (velocity, battery level, current range) and its preprovisioned local policy which is out of scope of the specification. The Hosting CSE then issues Location Request with selected value as the update period. Then, if the value swiches to another value, step-4,5,6,7shall be repeated using the new period.
Step-5: Performing Location Procedure

The Underlying Network specific procedures are performed. This may involve getting location information from the target device or the network node. These procedures are outside the scope of oneM2M specifications.

Step-6: Location Response

The NSE responds to the Registrar CSE with location information if the Registrar CSE is authorized. If not, the NSE sends an error code back to the Registrar CSE.

Step-7: Local Processing after Location Response

The received response shall be contained in the <container> resource that is related the <locationPolicy> resource.

NOTE 3:
Please see the clause 10.2.11.2 for detail information.

NOTE 4:
For notification regarding the location response towards the Originator, the subscription mechanism is used.

8.3.5  Configuration of Node Traffic Patterns
8.3.5.1  Purpose of Configuration of Node Traffic Patterns
The purpose of the Configuration of Node traffic patterns feature is to provide a means to the oneM2M System  to inform the Underlying Network on parameters that can be used for optimizing the processing at the Underlying Network for a specific Field Domain Node. The feature includes following functionalities:
· An Application Entity (AE) or a Common Service Entity (CSE) shall be able to provide information on the communication behavior (i.e. Device Communication Patterns) of a Field Domain Node (ASN or MN).
· To that purpose the AE or CSE shall be able to set Node traffic patterns of a particular Field Domain Node via the Mca or Mcc reference point of a IN-CSE, 

· The Field Domain Node is addressed using the (NodeID, AE-IDs) of the Node

· The IN-CSE shall in turn use the Mcn interface towards the Underlying Network to provide information on Node traffic patterns of a the Field Domain Node.

· The IN-CSE uses the M2M-Ext-ID to identify the Node towards the Underlying Network.
8.3.5.2  Traffic pattern parameters
Traffic pattern (TP) parameters can be associated with one or multiple field domain nodes and are defined in the table below. 
A Field Domain Node can be associated with one or multiple sets of TP parameters. At any time only a single set of TP parameters can be associated with a Field Domain Node. 
The IN-CSE shall assure that different TP parameter sets for a Node are not overlapping at any point in time.
A combination of the following parameters can be set

Table 8.3.5.2-1: Traffic parameter set

	TP parameter set
	Description

	TP Periodic communication indicator
	Identifies whether the Node communicates periodically or not, e.g. only on demand.

	TP Communication duration time
	Duration interval time of periodic communication [may be used together with 1)]

Example: 5 minutes

	TP Time period
	Interval Time of periodic communication [may be used together with 1)]

Example: every hour

	TP Scheduled communication time
	Time zone and Day of the week when the Node is available for communication

Example: Time: 13:00-20:00, Day: Monday

	TP Stationary indication
	Identifies whether the Node is stationary or mobile

	TP Data size indication
	indicates the expected data size for the pattern

	TP Validity time
	The time after which aTP parameter becomes invalid once it had been set


8.3.5.3  General procedure for Configuration of Traffic patterns

Figure 8.3.5.3-1 below depicts a general procedure for configuration of Node traffic patterns.
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   Figure 8.3.5.3-1  General procedure for configuration of Node traffic patterns
Step-1: Provide information on the behavior of a field domain node
An AE (IN-AE or an AE of the Field Domain Node that reports its communication behaviour) provides the IN-CSE with information on the behavior of the Field Domain Node (i.e. TP parameter sets) and requests the IN-CSE to provide them to the Underlying Network over the appropriate Mcn protocol.
The AE may provide TP parameter sets for a group of field domain nodes .
The request includes 
· the originator AE-ID of the requesting AE, 
· a target identifier for example a NodeID or an AE-ID of the field domain node or a group identifier of multiple field domain nodes for which the communication behaviour is provided, and 
· a TP parameter set  as indicated in table 8.3.5.3-1.

The request may include multiple of TP parameter set(s) and validity time(s).
If the IN-CSE has received a request from an AE to provide Node traffic patterns to the Underlying Network, the IN-CSE checks if the request from the AE is valid, using pre-configured information which may be found in m2mServiceSubscriptionProfile (with serviceRoles attribute), serviceSubscribedNode, and serviceSubscribedAppRule (with allowed AEs attribute) resources. 
Step-2(Optional): Configuration of the CMDH policy for the Field Domain Node
If the communication behavior of the field domain node can be configured and the infrastructure domain node (IN-CSE or IN-AE) wants to modify the behavior of the filed domain node, the IN-CSE may issue a request for configuration of the CMDH policy of the field domain nodeNode.

Step-3: Select the server NSE to request for the configuration of the TP parameter sets
For the configuration of the TP parameter sets for a specific field domain node, the IN-CSE selects the NSE by using the identifier of the Field Domain Node (i.e. the M2M-Ext-ID) by which the Node can be identified in the NSE. 

Note: The correct server NSE can be found by following of a chain of links of multiple resources in the IN-CSE, e.g. the nodeLink in the AEAnnc resource of a target AE of field domain node linking to the nodeAnnc resource having the hostedCSELink linking to the remoteCSE resource having  the M2M-Ext-ID linking to the UNetwork-ID of the server NSE. (See sections 7.1.8 and 7.1.9) 
Step-4: Request for the configuration of the TP parameter sets

For each field domain node received in the AE request the IN-CSE sends a request to provide TP parameter sets for the field domain node to the NSE, using the appropriate Mcn protocol. The request includes an identifier of the filed domain node and one or more TP parameter set(s) as defined at section 8.3..1.

Note: For an example in 3GPP see Annex B
Step-5: Response for the configuration of the TP parameter sets
The IN-CSE receives the response for the configuration of the TP parameter sets from the NSE. The response includes the result of the request.

Note: For an example in 3GPP see Annex B
-----------------------End of change 1---------------------------------------------
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