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Introduction
The goal of this contribution is to lay a foundation in TS-0026 so that work on Non-IP data delivery and 3GPP Interworking in general can proceed quickly.

This proposal populates Clause 5  of TS-0026.

Section 5 is divided into 3 subsections.

· Section 5.1 introduces, at a high level, the interfaces that are offered by 3GPP for interworking.
· Section 5.2 shows, at a high level, how oneM2M functional entities tie into the interfaces that are exposed by 3GPP.

· Section 5.3 lists all of the CIoT features that are relevant to oneM2M.  It is intended that this TS will eventually have sections that correspond to each of the listed features.  The sections that describe each feature will detail how oneM2M can use the feature.




R01 shows initial consensus from online and offline discussions on section 5.
R02 retains initial consensus on section 5 Section 6 content will be submitted as contribution to TR-0024
R03 updates:

-
Updated so-sourcing

-
Removed « trust » in the text above the figure as we have removed it in the figure

-
Removed NoDN in the figure, remains in text
-
Renamed module to communication unit

-
Drew the Tsp line to MTC-IWF, added interface to operator domain 
-
Removed untitled dotted square in the middle

-
Added text about Mcc right at the end of 5.2
-     Miscelleanous editorial corrections
-----------------------Start of change 1-------------------------------------------

5
oneM2M Architecture for 3GPP cellular IoT interworking with oneM2M

5.1
 Introduction

This document introduces a baseline architecture for supporting 3GPP interworking and 3GPP CIoT features such as IP and non-IP data Control Plane Data Delivery. It describes how the oneM2M system may leverage the IoT related features and services that 3GPP added in releases 10 through 13.  Features and services may be accessed by an ADN-AE, MN-CSE, or an ASN-CSE that is hosted on a UE, an IN-CSE that is able to access services that are exposed by a mobile network operator. 

Figure 5.1-1 shows, at a high level, how 3GPP interfaces with external entities.  A more detailed picture can be found in 3GPP TS 23.682 [2].
The Service Capability Server (SCS) is a 3GPP term that refers to an entity which connects to the 3GPP network to communicate with UEs used for MTC and the MTC-IWF and/or SCEF.  The SCS offers services to MTC Applications that are hosted on the UE or in an Application Server (AS).

In addition to connecting to the 3GPP though the SGi (IP based data plane) interface, the SCS connects to the 3GPP network via the MTC Interworking Function (MTC-IWF) and/or the Service Capability Exposure Function (SCEF).  Both the MTC-IWF and SCEF are described 3GPP TS 23.682 [2].  
The MTC-IWF offers a single service to the SCS: device triggering via SMS.  This service is accessed via the Tsp Reference point which is a Diameter based interface.

The SCEF offers multiple services to the SCS.  These services are accessed via an API exposed by the SCEF.  The API is not defined by 3GPP.  The API maybe defined by other standardization bodies or it may be customized by the SCEF operator.  OMA has standardized APIs that may be used to access some of the exposed services, e.g. Communication Patterns [3]. 

The SCEF and MTC-IWF may be co-located.  In this type of deployment, the Tsp interface would not be exposed to the SCS; SMS device triggering functionality would be exposed to the SCS by the SCEF via API.  The SCEF API and the Tsp interface are also described in 3GPP TS 23.682 [2].
MTC Applications on the UE interact with the 3GPP network via 3 different interfaces.  MTC Applications may use the 3GPP network to send IP packets to and from the SCS and/or other MTC Applications.  SMS device triggers may be received by MTC Applications that are hosted in the UE.  Also, NAS messaging may be used to send and receive non-IP data, send and receive IP data, configure power savings mode, configure extended idle mode DRX, configure low priority indicators, etc.
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Figure 5.1-1: 3GPP IoT Related Interfaces




1. 
2. 

5.2
Functional mapping between 3GPP and oneM2M
Figure 5.2-1 is an updated version of Figure 5.1-1.  This figure has been updated to show, at a high level, how oneM2M functional entities may access the features and services that are exposed by 3GPP.  The oneM2M entities are shaded in grey.
The “MTC Applications” that are hosted on the UE correspond to oneM2M entities which may be ADN, ASN or MN, or the UE may host a noDN. The SCS may be an IN-CSE, and the “MTC-Applications” or ASs that are hosted in an external network may be an IN-AE.

The “3GPP Domain” box in Figures 5.1-1 and Figure 5.2-1 captures the functional entities that MUST be part of the 3GPP domain (the network). Although Figure 5.2-1 show that the IN-CSE and IN-AE are outside of the 3GPP Domain, it should be noted that the IN-CSE may be part of the operator domain. 
This figure also shows the oneM2M reference points Mcn and Mca. The Mcc reference point is not shown explicitly as it would have rendered the picture less legible, but as is defined in [1], clause 5, the Mcc reference point is per definition between the two CSEs on respectively the left-hand side and the right-hand side of the figure. It is transported over any available data path between the two CSEs.
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Figure 5.2-1: oneM2M Interfaces to the 3GPP Network
Several implementation options for the placement of the oneM2M (IN) CSE relative to the SCEF and the 3GPP network are envisioned. In all implementations, the SCEF always resides within 3GPP domain. 
In some options the IN-CSE and the SCEF are deployed by a mobile network provider and are both part of the operator domain.  
In other options the SCEF is part of the 3GPP domain and the IN-CSE is not part of the operator domain.  

In all options, services within the IN-CSE may access the network services that are exposed by the SCEF via the API.



5.3
Cellular IoT Features and Services
The SCEF exposes the following services to the IN-CSE.  This document describes how the IN-CSE may access each service.

1. Configuring Communication Patterns, see clause 6.6.

2. Configuring Session QoS, see clause 6.9.

3. Configuring Session Sponsorship, see clause 6.11.

4. Background Data Transfer, see clause 6.10. 

5. Monitoring, see clause 6.4. 

6. High Latency Communication – Extended S-GW and SCEF Buffering, see clause 6.3.

7. High Latency Communication – Configuring PSM and eDRX, see clause 6.3.

8. Mobile Core Network Issue Reports, see clause 6.8. 

9. SMS Based Device Triggering, see clause 6.5. 

10. Group Messaging (via MBMS), see clause 6.7.

11. Non-IP Data Delivery, see clause 6.1.1. 

A UE hosted ADN-AE, MN-CSE, or ASN-CSE may access the following features that may be exposed by the 3GPP modem.  This document describes how the UE hosted ADN-AE, MN-CSE, or ASN-CSE may access each service.

1. SMS Based Device Triggering, see clause 6.5. 

2. Group Messaging (via MBMS), see clause 6.7.

3. Non-IP Data Delivery, see clause 6.1.1. 

4. Configuring Low Access Priority Connections, see clause TBD.

5. High Latency Communication – Configuring PSM and eDRX, see clause 6.3.

6. User Plane CIoT Optimizations (Suspend / Resume), see clause TBD.
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----------------------Start of Changes to References Section -------------

2.1
Normative references

The following referenced documents are necessary for the application of the present document.
[1]
oneM2M TS-0001 Reference Architecture (v3)
[2] 3GPP 23.682 Architecture enhancements to facilitate communications with packet data networks and applications; (Release 14)
 [3] OMA-TS-REST-NetAPI-CommunicationPatterns-V1-0: '"RESTful Network API for Communication Patterns'", Version 1.0, Open Mobile Alliance.
2.2
Informative references
 [i.1]
oneM2M Drafting Rules (http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0.doc)
-----------------------End of Changes to References  -------------
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