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GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.
In case of a correction, and the change apply to previous releases, a separated “mirror CR” should be posted at the same time of this CR
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Introduction
ARC-2016-0440R02 provided TS-0001 text clarifying the details of the contents of the trigger payload for Release 3.  It has been agreed at ARC#25 to provide a Release 2 mirror, provided in this contribution.
-----------------------Start of change 1-------------------------------------------

8.3.3.2.1
Triggering procedure for targeting ASN/MN-CSE

This case describes the scenario where IN-CSE targets an ASN/MN-CSE (which is registered with the IN-CSE) for the Device Triggering request.

Figure 8.3.3.2.1-1 shows the general procedure for Device Triggering and, if required, for establishment of connectivity between IN-CSE and the Field Node.
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NOTE 1:
The IN and ASN/MN are assumed to be connected through the same Underlying Network.

NOTE 2:
The Device Triggering Handler is a functional entity that receives the device triggering request, and it is dependent on the Underlying Network. The Device Triggering Handler is out of scope of the present document.

Figure 8.3.3.2.1-1: Device Triggering general procedure for CSE

Pre-condition

The CSE which is the target of the device triggering has to be registered with the IN-CSE.

The CSE-PoA for the ASN/MN-CSE already contains either an IP address or none.

Step-1 (Optional): Request to targeted ASN/MN-CSE

The IN-AE requests to perform one of the CRUD operations on a resource residing on the ASN/MN-CSE, the request is sent via the Mca reference point to the IN-CSE.

Step-2: Underlying network selection

The IN-CSE selects the Underlying Network and the mechanism to deliver the triggering request to the Underlying Network according to the configuration for connected Underlying Networks.

For example for 3GPP access network IN-CSE can use Tsp, Tsms and GSMA OneAPI; and for 3GPP2 access networks IN-CSE can use Tsp and SMS. However the preferred mechanism is Tsp.

Step-3: Device Triggering request

IN-CSE issues the device triggering request to the selected Underlying Network.

NOTE 1:
The Underlying Network dependent Device Triggering procedure for 3GPP and 3GPP2 systems are described in annexes B and Annex C respectively.

Some information provided to the selected Underlying Network for performing device triggering includes:

· M2M-Ext-ID associated with the ASN/MN-CSE as the target of the triggering request (see clause 7.1.8).

· Trigger-Recipient-ID associated with the ASN/MN-CSE (see clause 7.1.10). For example when 3GPP Underlying Network is used this identifier could map to Application-Port-ID.

· IN-CSE ID which could be used by the Underlying Network to authorize the IN-CSE for device triggering.

· Optional Trigger Payload which includes a triggerPurpose field and a triggerInfo field. The triggerInfo field can take different values depending on the triggerPurpose.

· The triggerPurpose field can take the following value: 

· establishConnection – The ASN/MN-CSE shall interpret this as a request to refresh its PoA

· Depending on the triggerPurpose field, the triggerInfo may contain a Resource ID,  a URI, a resource representation, or be empty.

· When the triggerPurpose field is set to “establishConnection”, triggerInfo is the resource address of the remoteCSE where the PoA to be updated.  If triggerInfo is not provided, the ASN/MN-CSE assumes that the PoA on its registrar CSE does not need to be updated.

NOTE 2:
The M2M-Ext-ID may be pre-provisioned at the IN-CSE along with the associated CSE-ID, or may be sent at registration (see clause 7.1.8).

NOTE 3:
The above Trigger-Recipient-ID is sent at registration.

NOTE 4:
It is left to Stage 3 to develop the bit encoding for the payload fields.

Step-4: Underlying Network Specific Device Triggering procedure

Device Triggering processing procedure is performed between the Underlying Network and the target Node which hosts the ASN/MN-CSE.

Step-5: Device Triggering response

The IN-CSE receives a response for the Device Triggering request via the Mcn reference point.

Step-6: ASN/MN-CSE Receives Device Trigger
If the trigger had no optional trigger payload, the ASN/MN-CSE assumes that the purpose of the trigger is to cause the ASN/MN-CSE to establish connectivity with the IN-CSE.  In this case, the address of the IN-CSE must already be known to the ASN/MN-CSE.

If the trigger has an optional trigger payload, the ASN/MN-CSE uses the triggerPurpose to determine the appropriate action and perform the necessary steps.

Step-7 (Optional): Connection establishment

In case that it is required by the Device Triggering request, connectivity is established between the ASN/MN-CSE and the IN-CSE and the renewal of the CSE-PoA might be needed.

-----------------------End of change 1 ------------------------------------------
-----------------------Start of Change 2-------------------------------------------
B.6.1.2
IN-CSE initiated connectivity establishment procedure over Tsp

Connection Establishment between IN-CSE and ASN/MN-CSE

Whenever the IN-CSE requires to establish a connection towards another entity (e.g. ASN/MN-CSE), Device Triggering procedure over the Tsp interface as described in 3GPP TS 23.682 [i.14] shall be used.
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Figure B.6.1.2-1: IN-CSE initiated connectivity establishment

Pre-condition

The CSE which is the target of the device triggering has to be registered with the IN-CSE. The IN-CSE checks the state information of the target device. Some of this state information is the result of a previous connection establishment or triggering requests, such as the case of power-off, dormant and/or connected state. The IN-CSE decides its next action, e.g. if it needs to start device triggering or to report to IN-AE about the inability to perform the request.

The CSE-PoA for the ASN/MN-CSE either already contain an IP address which is not valid anymore or no IP address at all, or FQDN does not resolve to a valid IP address. This is a pre-requisite for performing the device triggering procedure.

Step 1 (Optional): Request targeted to ASN/MN-CSE

The IN-AE requests to perform one of the CRUD operation on a resource residing on the ASN/MN-CSE, the request is sent via the Mca reference point to the IN-CSE. The request from IN-AE includes the address of the target resource.

Step 2: DNS Query/Response

The IN-CSE determines the need to trigger the ASN/MN-CSE.

If the IN-CSE has no contact details for a contact MTC-IWF, it may determine the IP address(es)/port(s) of the MTC‑IWF by performing a DNS query using the M2M-Ext-ID (M2M External Identifier) assigned to the target ASN/MN-CSE, or using a locally configured MTC‑IWF identifier.

Step-3: Device Triggering Request

The IN-CSE buffers the original request information and sends the Device Trigger Request message that contains information as specified in 3GPP TS 23.682 [i.14]. Such information includes:

· M2M-Ext-ID or MSISDN;

· SCS-Identifier, (is set to the IN-CSE ID);

· Trigger reference number (used to correlate the request with the response);

· Validity period, (which indicates how long the request is valid);

· Priority (this field allows to set the priority on or off);

· Application Port ID, (is set to the ASN/MN-CSE Trigger-Recipient-ID since it is the triggering application addressed in the device from 3GPP point of view);

· Trigger payload, (optional information can be set to the payload).

NOTE 1:
In case that the Device Triggering request is for an M2M Service Connection setup request as in the present flow, it is assumed that when the target CSE (i.e. ASN/MN-CSE) is woken up on receiving the trigger it initiates connection establishment with the IN-CSE with whichit is registered. The information of the IN-CSE may be pre-stored in the target CSE (i.e. ASN/MN-CSE) or obtained from the payload. 
Acknowledge

Once, 3GPP-MTC-IWF receives the Trigger Request, it asks the HSS to determine if the IN-CSE is authorized to perform the triggering to the target CSE (i.e. ASN/MN-CSE) and the HSS resolves the M2M-Ext-ID to IMSI (or MSISDN). Then the 3GPP MTC-IWF acknowledges to the IN-CSE with the confirmation of receiving Device Triggering Request.

Step-4: Device Triggering delivery procedure

The MTC-IWF initiates the T4 trigger delivery procedure according to the 3GPP TS 23.682 [i.14], based on the information received from HSS and local policy.

NOTE 2:
3GPP Network Entities (e.g. SMS-SC) can select appropriate device triggering mechanism (e.g. SMS based or SIP based via IP-SM-GW) according to the device capabilities.

Step 5: ASN/MN-CSE receives the trigger


As a result of the triggering procedure, the payload is delivered to the ASN/MN-CSE trigger recipient. 

NOTE 3:
In case the Device Trigger contains the optional part of the trigger payload, it is assumed that such trigger payload is forwarded to the application inside the ASN/MN-CSE that is started as a result of device trigger.

Step 6: Device Triggering report 

Request:

The MTC-IWF sends the Device Trigger Report message (containing the M2M-Ext-ID or MSISDN and trigger reference number) to the IN-CSE with a cause value indicating whether the trigger delivery succeeded or failed and the reason for the failure.

Acknowledge:

IN-CSE acknowledges to the MTC-IWF with the conformation of the received Device Triggering Report.

Step 7 (Optional): Connection establishment procedure

The ASN/MN-CSE performs the Connection establishment procedure as described in clause B.6.1.1 and oneM2M TS‑0003 [2] for Secure Connection establishment.

As a result of this procedure the initial request over the reference point Mcc can be executed.

Step 8 (Optional): CSE-PoA/Reachability state updated

Once the connection over Mcc is established, the PoA of the ASN/MN-CSE shall be updated at the IN-CSE with the new established IP address and the IN-CSE holds the reachability state of the ASN/MN-CSE.

Step 9 (Optional): Re-sending of original request

As a result of step 7, the communication is established and now the initial request with the information stored in the buffer of the IN-CSE at Step 3 can be re-issued over the reference point Mcc.




· 
· 
· 
-----------------------End of Change 2---------------------------------------------
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