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Introduction

The 3GPP “Resource Management of Background Data Transfer” procedure is defined in 3GPP TS 23.682. When the IN-CSE knows that, at a future time, it will need to send a certain amount of data to a number of nodes, it can ask the 3GPP network for a background Data Transfer policy.  

The IN-CSE asks for a background data transfer policy by telling the 3GPP network (via the SCEF API) that it wants to send a certain amount of data, in a certain time window, to a number of nodes.  The SCEF will ask the PCRF for a background data transfer policy that meets the request from the IN-CSE (via the Nt Interface).  The SCEF will offer one or more policies (time windows for data transmission) to the IN-CSE for when the transfer can be performed.

For each individual UE that the IN-CSE wants to apply the policy to, the SCEF will provide the policy identifier to the PCRF (via the Rx Interface). 

Note: When the SCEF requests the policy from the PCRF, the IN-CSE does not indicate the specific UE’s for which the policy is to apply; it only indicates how many UEs the policy will apply to.

The advantages of this procedure are:
1. By requesting network resources in advance of a data transfer, the network and IN-CSE are less likely to experience a congestion situation.

2. The ReferenceID is provided to the IN-CSE and will be reflected in the 3GPP CDR’s. This information can be used for correlating CDR’s between the 3GPP and oneM2M systems.

3. The procedure allows the MNO to offer multiple policies, each with a different charging rate to the oneM2M system.  In other words, the MNO can tell the oneM2M system that the transfer will cost X at 5:00pm and Y at 6:00pm.

This contribution proposes that the oneM2M system be able to make use of this feature in two different scenarios:
1. When sending similar amount of data to a number of nodes.

2. When sending the same data to a group of nodes (via the <group> resource)

--------------------------------Start of Change 1--------------------------------------

6.10 Background Data Transfer
6.10.1.
Introduction
For the oneM2M system, Background Data Transfer allows the IN-AE/CSE to have some control over its cellular transmission to field domain nodes. Namely, as the IN-AE/CSE is provided with a list of potential policies (time windows, with associated maximum bit rate and charging cost) so that the IN-AE/CSE may select the time window that is more favorable in terms of cost and/or overall throughput.

For the cellular network, management of the background data traffic for UEs (such as M2M devices) may result in significant gains for the network. For example, it is expected that for some use cases, 3rd party entities will select the more underutilized time windows to take advantage of the more favorable charging rates. This effectively allows the cellular operator to spread the network utilization over time.
The purpose of this feature is to provide a means for the oneM2M System to inform the Underlying Network of parameters that can be used for optimizing the background data traffic over the Underlying Network for a set of Field Domain Nodes (UEs). Such parameters may include the expected amount of UEs in the set, a desired time window for the data transfer to these UEs, and network area information. In response, the Underlying Network may inform the oneM2M system about policies that may be used to meet the given background data transfer request.
Background Data Transfer takes place in 3 steps.

· Policy Request and Selection:
· An initiating entity (AE or CSE) will provide information on the requested background data transfer (e.g. expected data volume per UE) for a set of Field Domain Nodes (ADN/ASN /MN) to the IN-CSE.  The information will include a group or list of Field Domain Nodes that will use the policy. 
· The IN-CSE will use the Mcn interface to provide the SCEF of the selected underlying network with the background data transfer information and to ask for a Background Data Transfer Policy. 
· The SCEF may provide the IN-CSE with a set of possible transfer policies for background data transfer, which in turn are provided to the initiating Application Entity (AE) or a Common Service Entity (CSE).
· The initiating entity selects a policy from the provided policies and informs the IN-CSE which then indicates to the SCEF which policy was selected

· Policy Enablement: 
· The IN-CSE contacts the PCRF and enables the policy for each UE.

· Background Data Transfer: 
· During the policy time window, the initiating entity sends the data to the IN-CSE, which is then transferred to the UE through the cellular network, and based on the chosen policy.

6.10.2
oneM2M resources/attributes involved

The <backgroundDataTransfer> resource is used to enable background data transfer. It is a child of <CSEBase>, <AE>, or <remoteCSE> and is used by an initiating entity to provide the characteristics of the background data transfer (volume per node, number of nodes), a preferred time window, and the nodes that will be involved with the data transfer. It is also used to maintain a list of potential traffic polices offered by the underlying network (possibleTrafficPolicies), as well the policy selected by the initiating entity (selectedTrafficPolicyID). This resource type is used to share and negotiate information with other entities such as the underlying network entity (SCEF) which may optimize the background data transfer in the Underlying Network for the initiating entity.
The groupLink(s) or memberIDs attributes are used to identify the target nodes for the background data transfer request.  It is assumed that the memberIDs list only includes field nodes that are UE’s. If the IN-AE wishes to send the same message to a group of field domain nodes, it is assumed that the IN-AE has already created a <group> resource in the IN-CSE, with a memberIDs list that includes all field domain nodes that need to be reached through the background data transfer.  Note that the memberIDs must be known when the <backgroundDataTransfer> resource is created so that the IN-CSE can determine the proper underlying network to contact.
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Figure 6.10.2-1: Structure of <backgroundDataTransfer> resource

The <backgroundDataTransfer> resource contains the child resources specified in table 6.10.2-1.
Table 6.10.2-1: Child resources of <backgroundDataTransfer> resource

	Child Resources of  <backgroundDataTransfer>
	Child Resource Type
	Multiplicity
	Description
	<backgroundDataTransfer> Child Resource Types

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 of oneM2M TS-0001 [i.9].
	<subscription>


The <backgroundDataTransfer> resource contains the attributes specified in table 6.10.2-2.
Table 6.10.2-2: Attributes of <backgroundDataTransfer> resource

	Attributes of <deviceCharacteristics>
	Multiplicity
	RW/

RO/

WO
	Description
	<backgroundDataTransferAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	NA

	parentID
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	NA

	creationTime
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	MA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	MA

	announceTo
	0..1(L)
	RW
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	NA

	announcedAttribute
	0..1(L)
	RW
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	NA

	creator
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.9].
	OA

	requestReferenceID
	1
	WO
	A reference ID that is populated by the creator of the resource and passed to the SCEF in each request. The reference ID will be included in each response to associate it with the original request and it may be included in the SCEF’s CDR for charging correlation between the MNO and oneM2M System
	OA

	volumePerNode
	1
	WO
	Expected data volume for the background data transfer.
	OA

	numberOfNodes
	1
	WO
	Desired number of nodes for the background data transfer.
	OA

	desiredTimeWindow
	1
	WO
	Desired time window for the background data transfer.
	OA

	possibleTrafficPolicies
	1(L)
	RO
	List of possible applicable transfer policies as received from the underlying network

Each policy may include the following information:

· Transfer Policy identifier

· Start and End Time of Time Window

· Rating Group which includes the charging information for the time window

· Maximum aggregated authorized bandwidth for downlink transmission (in bps)

· Maximum aggregated authorized bandwidth for uplink transmission (in bps)


	OA

	referenceID
	1
	RO
	ID set by the PCRF and provided in the Background Data Transfer Answer to the SCEF as Reference-ID.  The SCEF will include this ID in its response to the IN-CSE and when enabling the policy via the Rx interface.  
	OA

	selectedTrafficPolicyID
	1
	WO
	The Transfer Policy Identifier of the selected Traffic Policy
	OA

	groupLink
	0..1(L)
	RW
	The resource identifier of a <group> resource that stores the entities that are part of the group for which the transfer applies. 

The resource may have a either a groupLink attribute or a list of memberIDs
	OA

	memberIDs
	0..1 (L)
	RW
	List of member resource IDs for which the transfer policy applies. Only valid resource IDs include <remoteCSE> resources and/or <AE> resources.

The resource may have a either a groupLink attribute or a list of memberIDs
	OA


6.10.3
Signaling Flows
6.10.3.1
Requesting and Selecting a Background Data Transfer Policy
Figure 6.10.3.1-1 depicts a general procedure for configuration of traffic policy for background data transfer initiated by an IN-AE's request.  The procedure may also be initiated by a request from an MN/ASN-CSE or from the IN-CSE itself. 
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Figure 6.10.3.1-1: General Procedure for configuration of Background Data Transfer 

Step-1 Request background data transfer configuration 

An IN-AE requests IN-CSE to negotiate with SCEF in the Underlying Network, to configure background data transfer by creating a <backgroundDataTransfer> resource.

The request includes:

· the originator AE-ID of the requesting AE,

· a target identifier: i.e. the <backgroundDataTransfer> child resource of <AE>, <CSEBase> or <remoteCSE> resource.
· a set of Background Data Transfer Parameters as indicated in table 6.10.2-2.
If the IN-CSE has received a request from an IN-AE or another Originator to create <backgroundDataTransfer> resource, it checks if the request is valid.
Step-2 Select SCEF and Request background data transfer

The IN-CSE sends a request, providing Background Data Transfer parameters, to the selected SCEF for negotiating background data transfer. The request includes an identifier of the IN-CSE, the volume of data expected to be transferred per node, the expected number of nodes, and the desired time window.  This request maps to the Background-Data-Transfer-Request (BTR) on the Nt reference point as defined in 3GPP TS 29.154 [i.16].
NOTE:
The IN-CSE selects the SCEF based on the nodes that were identified in the groupLink(s) or memberIDs list of the background data transfer request.

Step-3 Traffic policy decision for Background data transfer
The Underlying Network determines one or more applicable transfer policies based on requesting Background Data Transfer parameters.

Step-4 Response for transfer policies
The SCEF responds to the IN-CSE with one or more applicable transfer policies and a Reference-ID.  This request maps to the Background-Data-Transfer-Answer (BTA) on the Nt reference point as defined in 3GPP TS 29.154 [i.16].
Step-5 Response for transfer policies provided by the Underlying Network
The IN-CSE updates the <backgroundDataTransfer> resource based on SCEF response, and returns a response to the originator AE with the applicable transfer policies and the Reference-ID from the Underlying Network.

Step-6 (optional) Inform selected transfer policy for background data transfer

If more than one transfer policy was received from the Underlying Network, the Originator AE needs to select one of them. It then updates the <backgroundDataTransfer> resource with the selectedTrafficPolicyID.

Step-7 (optional) Response for the selected transfer policy

Once the IN-CSE receives the selected transfer policy, it returns a response to originator AE.

Step-8 Confirm the transfer policy

If more than one transfer policy was offered in step-4 and the originator AE selected one of them, the IN-CSE forwards the selected transfer policy identifier and the Reference-ID to the SCEF as a confirmation.  This request maps to the Background-Data-Transfer-Request (BTR) on the Nt reference point as defined in 3GPP TS 29.154 [i.16].
Step-9 Store the confirmed transfer policy

The Underlying Network stores the transfer policy and the Reference-ID based on the confirmation.
Step-10 Response to IN-CSE
Once the Underlying Network has stored the confirmed transfer policy, it returns a response to IN-CSE.  This request maps to the Background-Data-Transfer-Answer (BTA) on the Nt reference point as defined in 3GPP TS 29.154 [i.16].
6.10.3.2
Enabling a Background Data Transfer Policy

Figure 6.10.4-1 depicts a general procedure for informing the underlying network about the field domain nodes (UEs) that should follow the negotiated policy. This is necessary as the underlying network needs to configure its internal nodes so that these may monitor the traffic for these UEs against the negotiated policy. The procedure starts after the procedure of Section 6.10.3.1.  Note that this procedure may occur immediately after the procedure of Section 6.10.3.1 or during the time window of the selected policy.  
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Figure 6.10.3.2-1: General Procedure for Policy Enablement 

It is assumed that the IN-AE has already requested and selected the Background Data Transfer policy. The IN-AE has created the <backgroundDataTransfer> resource either with a list of memberIDs, or with a link to the <group> resource that includes a list of memberIDs. 

Step-1 IN-CSE determines the impacted UEs

The IN-CSE uses the member list to determine the UEs that are impacted by the traffic policy. It uses the PoA for the entities on the member list, to obtain the IP address of the field domain nodes.

Step-2 IN-CSE informs SCEF of UE background data transfer

For each UE involved in the Background Data Transfer, the IN-CSE provides the Reference-ID to the SCEF.  The IN-CSE identifies the target UE by the IP address of the UE.  

Note: The IP Addresses that are provided by the IN-CSE must be the non-NAT’d IP address of the nodes.

Step-3 SCEF informs PCRF of UE background data transfer

For each UE involved in the Background Data Transfer, the SCEF executes the Initial Provisioning of Session Information Procedure or the Modification of Session Information procedures as described in 3GPP TS 29.214 [i.17].  This message maps to the AA-Request (AAR) command on the Rx reference point as defined in 3GPP TS 29.214[i.17].  The SCEF sets the Reference-ID field of the AAR command to the referenceID attribute.  The SCEF identifies the target UE by setting the Framed-IP-Address AVP or the Framed-Ipv6-Prefix AVP of the AAR Command to the IP address of the UE.  

Note: The IP Addresses that are provided by the SCEF must be the non-NAT’d IP address of the nodes.

Step-4 PCRF is configured 
The underlying network is configured with traffic policy information. 

Note: The MNO will not enforce the maximum aggregated bitrate of a selected transfer policy. However, the operator may apply offline CDRs processing to determine whether the maximum aggregated bitrate was exceeded and charge the excess traffic.
Step-5 PCRF acknowledges UE enablement 

The PCRF informs the SCEF that the UE has been enabled for background data transfer. This message maps to the AA-Answer (AAA) command on the Rx reference point as defined in 3GPP TS 29.214[i.17].  
Step-6 SCEF acknowledges UE enablement 

The SCEF informs the IN-CSE that the UE has been enabled for background data transfer. If there is more than one UEs listed in memberIDs, the IN-CSE then moves onto the next UE to enable, and repeats steps 2-6.

6.10.3.3
Using Background Data Transfer Policy

One the transfer policy has been enabled and the time window has arrived, the initiating entity may: 

1) Use the fanout and group communication procedure to send the same request to each of the field domain nodes configured for background data transfer, or

2) Send individual (and potentially different) requests to each of the field domain nodes configured for background data transfer.

---------------------------------End Change 1--------------------------------------
--------------------   Start Change to References Section  -------------------------------

2.2
Informative references
References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules.

NOTE:
Available at http://www.onem2m.org/images/files/oneM2M-Drafting-Rules.pdf.

[i.2]
oneM2M TS-0002: "Requirements".

[i.3]
3GPP TS 22.101: "Service aspects; Service principles (Release 13)".

[i.4]
3GPP TS 22.115: "Service aspects; Charging and billing (Release 13)".

[i.5]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications (Release 13)".

[i.6]
OMA API Inventory.

NOTE:
Available at http://technical.openmobilealliance.org/Technical/technical-information/oma-api-program.
[i.7]
OMA Service Exposure Framework.
NOTE:
Available at http://member.openmobilealliance.org/ftp/Public_documents/ARCH/ServiceExposure.
[i.8]
OMA Exposing Network Capabilities to M2M.
NOTE:
Available at http://member.openmobilealliance.org/ftp/Public_documents/ARCH/ENCap-M2M.

[i.9]
oneM2M TS-0001: "Functional Architecture ".

[i.10]
3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications (Release 13)".
[i.11]
3GPP TS 23.203: "Policy and charging control architecture (Release 13)".

[i.12]
3GPP TS 22.368: "Service requirements for Machine-Type Communications (MTC); Stage 1".

[i.13]
3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".

[i.14]
3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE); Stage 2".

[i.15]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[i.16]



3GPP TS 29.154: "Service capability exposure functionality over Nt reference point".

[i.17]



3GPP TS 23.214: "Policy and charging control over Rx reference point".

-----------------------End Change to References Section-------------------------------
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