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Introduction
This document makes proposals on how to map TS-0001 text pertaining to 3GPP interworking to TS-0026. 
The table below shows the proposed text mapping for the TS-0001 3GPP-related annexes. The text move affects the existing TS-0026 section 6 (Interworking with CIoT network features exposed at the service layer), and it is proposed to add a new section focusing on connectivity establishment. 

The main goal is to make sure that there is no loss of content. Text shows as “existing” to reflect existing content in TS-0001 and to easily identify content changes, see comments for clarifications. Where merges are needed they were provided with different change markings for ease of reading.
This document is meant to be used first for discussion, although it is structured (approximately) as a CR. Once there is a group decision the next version of this document can become the TR-0026 CR, with all text moved from TS-0001 shown as new.  A corresponding TS-0001 CR with the corresponding deletions will be provided.
	TS-0001 Section 

	TS-0001 Section Title
	TS-0026 Section 
	TS-0026

Section Title
	Comments

	B
	oneM2M System and 3GPP MTC Underlying Network Interworking
	N/A
	N/A
	No content

	B.1
	3GPP MTC Underlying Network Introduction
	N/A 

(5)
	oneM2M Architecture for 3GPP cellular IoT interworking with oneM2M
	Proposed to be removed, content covered by TS-0026 clause 5

Alternatively, a merge with TS-0026 clause 5.1 may be considered

	B.2
	3GPP MTC Functionality
	N/A
	N/A
	No content

	B.2.1

	3GPP Release-11 MTC Functionality


	N/A 

(5)
	oneM2M Architecture for 3GPP cellular IoT interworking with oneM2M
	Proposed to be removed. Rel-13 content is covered in TS-0026 clause 5. 

Alternatively, figure B.2.1-2 and referring text to be merged to TR-0024 clause 5.3

	B.2.2



	3GPP Release-13 MTC Interworking
	N/A
	N/A
	No content

	B.2.2.1

	General overview of 3GPP Release-13 MTC Interworking
	N/A 

(5.3)
	Cellular IoT Features and Services
	Propose to delete B.2.2.1. Content is covered by TS-0026 sec 5.3 (except figure B2.2.1-1)

	B.2.2.2

	3GPP Release-13 MTC feature for Configuration of Device Communication Patterns


	7.6 (former 6.6)
	3GPP Release-13 MTC Procedure
	 Propose to include in TS-0026 Traffic Pattern section: former 6.6 (now 7.6)

	B.3


	ASN/MN-CSE initiated connectivity establishment
	New 6
	Connectivity Establishment 
	New title
	Proposing a new section 6 in TS-0026 called “Connectivity Establishment
”, as detailed in the body of this document

Includes B3-B6



	B.3.0

	Overview


	New 6.1
	Overview
	Merge B3.0, B4 and B5 text into 7.1
	

	B.3.1

	Use of DHCP and DNS
	New 6.2
	Use of DHCP and DNS
	Maintain as 7.2
	

	B.3.2

	Pre-configuration


	New 6.3
	Pre-configuration


	Maintain as 7.3
	

	B.4



	Serving IN-CSE initiated connectivity establishment
	New 6.1
	Overview
	Merge B3.0, B4 and B5 text into 7.1
	

	B.5

	Connectivity between oneM2M Service Layer and 3GPP Underlying Network
	New 6.1
	Overview
	Merge B3.0, B4 and B5 text into 7.1
	

	B.6
	Connectivity Establishment Procedures


	N/A
	N/A
	No content


	

	B.6.1



	General
	N/A
	N/A
	No content
	

	B.6.1.0
	Overview


	N/A
	N/A
	Propose to delete, only intro to B 6.1.1 and B 6.1.2
	

	B.6.1.1

	ASN/MN-CSE Initiated Connectivity Establishment Procedure


	New 6.4
	ASN/MN-CSE Initiated Connectivity Establishment Procedure
	Maintain as 7.4
	

	B.6.1.2

	IN-CSE initiated connectivity establishment procedure over Tsp


	New 6.5 and 7.5
	SMS Based Device Triggering
	Maintain heading as 6.5. and move to the Device triggering section 7.5
	


R01 accepted the new structure and a “pure” TS-0026 has been created. Changes 1-3 have been merged. Input received offline is kept in comments to be addressed during discussions. Some changes to the Communication Patern section, to reference TS-0001 clause 8.3.5.3 have also been provided in r01 with different revision marks. 
It is left for discussion how TS-0026 topics which closely relate to existing TS-0001 text (e.g. Device Triggering, Communication Patterns) should be covered in the two documents. Some choices:
A. Move most of the text to TS-0026, leaving in TS-0001 basic “stub” text referencing TS-0026. 

B. Leave text in TS-0001 as is, as it is meant to be Underlying Network agnostic. WG2 should then discuss what is the expectation about the TS-0026 coverage. Duplication should be avoided as much as possible.
-----------------------Start of Change 1 -------------------------------------------

6 Connectivity Establishment

6.1 Overview

ASN/MN-CSE and the serving IN-CSE communicate after completion of the Underlying Network bearer establishment and discovery of the serving IN-CSE. Data can then traverse between CSEs over the IP connection in the Underling Network over 3GPP Gi/SGi interface. In addition, the signalling connectivity between the two CSEs is also realized. Figure B.5-1 depicts the connectivity between the ASN/MN-CSE and the IN-CSE.
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Figure 6.1-1: Connectivity Establishment between ASN/MN-CSE and IN-CSE

For ASN/MN initiated connectivity establishment, it is assumed that there is no connectivity previously established, i.e. no association between the ASN/MN-CSE or ADN-AE and the serving IN-CSE exists. When the ASN/MN-CSE or ADN-AE needs to send data to the serving IN-CSE it first discovers the serving IN-CSE, which is located in a packet data network, and establishes connection. Two methods can be used, as follows:

1) Use of DHCP and DNS.
2) Pre-configuration.
For serving IN-CSE initiated connectivity establishment, it is assumed that there is no connectivity previously established between the ASN/MN-CSE and the serving IN-CSE. When the serving IN-CSE needs to contact the ASN/MN-CSE to send data or request data, connectivity between them is established. This connectivity is triggered by the serving IN-CSE.

 NOTE:
How the serving IN-CSE triggers a non-CSE capable M2M device (e.g. ADN) within the 3GPP Underlying Network is not specified in this release of the document.


6.2.

Use of DHCP and DNS

The ASN/MN-CSE or ADN-AE requests the DNS server address from the DHCP server followed by requesting the serving IN-CSE IP address from the DNS server.
6.3.
ASN/MN-CSE Pre-configuration


The ASN/MN-CSE or ADN-AE is preconfigured with the fully qualified domain name (FQDN) of the serving IN-CSE or the IP address of the serving IN-CSE. If the FQDN is known, DNS resolution is used to obtain the IP address.
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6.4 ASN/MN-CSE or ADN-AE Initiated Connectivity Establishment Procedure
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Figure 6.4-1: ASN/MN-CSE or ADN-AE initiated connectivity establishment

Step-0: Trigger

Subsequent procedures are triggered either when the ASN/MN-CSE or ADN-AE powers on or resulting from Device Triggering mentioned in clause B.6.1.2.

Step-1: Bearer Setup Procedure

Establish a 3GPP bearer(s) if not already available by using the procedures available in the 3GPP  network.

Step-2: DHCP Query & Response

The ASN/MN-CSE or ADN-AE sends a query to a DHCP server to find a particular DNS server IP address. The DHCP server responds with the IP address of a corresponding DNS server. Additionally, it is also possible to include one or a list of domain names, i.e. FQDNs of target IN-CSEs.

Step-3: DNS Query & Response

The ASN/MN-CSE or ADN-AE performs a DNS query to retrieve the IN-CSE(s) IP addresses from which one is selected. If the response does not contain the IP addresses, an additional DNS query is needed to resolve a Fully Qualified Domain Name (FQDN) of the serving IN-CSE to an IP address.

Step-4: Connection Establishment

After reception of domain name and IP address of an IN-CSE, the ASN/MN-CSE or ADN-AE can initiate communication towards the IN-CSE via the IP connection. The IN-CSE at this time shall be informed which Trigger Recipient ID of the ASN/MN-CSE or ADN-AE or the AE-PoA of the ADN-AE to use for establishing communication.

Step-5: CSE-PoA Update

Once the M2M Service Connection (Mcc) is established, in the IN-CSE the CSE-PoA of the ASN-CSE/MN-CSE or the AE-PoA of the ADN-AE shall be updated with the new established IP address.

The IN-CSE holds the state information and needs to be informed when the connection is closed.

6.5 IN-CSE initiated connectivity establishment p
rocedure over Tsp

See clause 7.5. SMS Based Device Triggering.
7
Interworking with CIoT network features exposed to service layer

Editor’s Note: the signalling flows and resources specified in the following clauses should focus on the Mca and Mcn interfaces: CIoT features synergy with oneM2M service layer. At the time when this skeleton is drafted, the subclauses of clause 6 intend to capture all the 3GPP service capabilities exposure function categories. Once the subset of functions is fixed in subclause 5.3, some 3GPP service capabilities exposure functions may be removed in this TS.

7.1
Cellular IoT IP and non-IP data delivery
7.2
UE context information storage
7.3
High latency communications 
7.4
Monitoring events
7.5
SMS Based Device triggering
Connection Establishment between IN-CSE and ASN/MN-CSE or ADN-AE
Whenever the IN-CSE requires to establish a connection towards another entity (e.g. ASN/MN-CSE or ADN-AE, ADN-AE), Device Triggering procedure over the Tsp interface as described in 3GPP TS 23.682 [i.14] shall be used.

This procedure assumes the ASN/MN-CSE or ADN-AE is directly connected to 3GPP access network.
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Figure 7.5.1-1: IN-CSE initiated connectivity establishment

Pre-condition

The IN-CSE checks the state information of the target device. Some of this state information is the result of provisioning or a previous connection establishment or triggering requests, such as the case of power-off, dormant and/or connected state. The IN-CSE decides its next action, e.g. if it needs to start device triggering or to report to IN-AE about the inability to perform the request.

The CSE-PoA for the ASN/MN-CSE or AE-PoA of the ADN-AE either already contains an IP address which is not valid anymore or no IP address at all, or FQDN does not resolve to a valid IP address. This is a pre-requisite for performing the device triggering procedure.

Step 1 (Optional): Request targeted to ASN/MN-CSE or ADN-AE
The IN-AE requests to perform one of the CRUD operation on a resource residing on the ASN/MN-CSE or ADN-AE, the request is sent via the Mca reference point to the IN-CSE. The request from IN-AE includes the address of the target resource.

Step 2: DNS Query/Response

The IN-CSE determines the need to trigger the ASN/MN-CSE or ADN-AE.

If the IN-CSE has no contact details for a contact MTC-IWF, it may determine the IP address(es)/port(s) of the MTC‑IWF by performing a DNS query using the M2M-Ext-ID (M2M External Identifier) assigned to the target ASN/MN-CSE or ADN-AE, or using a locally configured MTC‑IWF identifier.

Step-3: Device Triggering Request

The IN-CSE buffers the original request information and sends the Device Trigger Request message that contains information as specified in 3GPP TS 23.682 [i.14]. Such information includes:

· M2M-Ext-ID or MSISDN;

· SCS-Identifier, (is set to the IN-CSE ID);

· Trigger reference number (used to correlate the request with the response);

· Validity period, (which indicates how long the request is valid);

· Priority (this field allows to set the priority on or off);

· Application Port ID, (is set to the ASN/MN-CSE or ADN-AE Trigger-Recipient-ID since it is the triggering application addressed in the device from 3GPP point of view);

· Trigger payload, (optional information can be set to the payload).

NOTE 1:
In case that the Device Triggering request is for an M2M Service Connection setup request as in the present flow, it is assumed that when the target (i.e. ASN/MN-CSE or or ADN-AE) is woken up on receiving the trigger it initiates connection establishment with the IN-CSE with which it is registered. The information of the IN-CSE may be pre-stored in the target (i.e. ASN/MN-CSE or ADN-AE) or obtained from the payload.
Acknowledge

Once, 3GPP-MTC-IWF receives the Trigger Request, it asks the HSS to determine if the IN-CSE is authorized to perform the triggering to the target (i.e. ASN/MN-CSE or ADN-AE) and the HSS resolves the M2M-Ext-ID to IMSI (or MSISDN). Then the 3GPP MTC-IWF acknowledges to the IN-CSE with the confirmation of receiving Device Triggering Request.

Step-4: Device Triggering delivery procedure

The MTC-IWF initiates the T4 trigger delivery procedure according to the 3GPP TS 23.682 [i.14], based on the information received from HSS and local policy.

NOTE 2:
3GPP Network Entities (e.g. SMS-SC) can select appropriate device triggering mechanism (e.g. SMS based or SIP based via IP-SM-GW) according to the device capabilities.

Step 5: ASN/MN-CSE receives the trigger

As a result of the triggering procedure, the payload is delivered to the ASN/MN-CSE or ADN-AE trigger recipient. 
NOTE 3:
In case the Device Trigger contains the optional part of the trigger payload, it is assumed that such trigger payload is forwarded to the application inside the ASN/MN-CSE or ADN-AE that is started as a result of device trigger.

Step 6: Device Triggering report 

Request:

The MTC-IWF sends the Device Trigger Report message (containing the M2M-Ext-ID or MSISDN and trigger reference number) to the IN-CSE with a cause value indicating whether the trigger delivery succeeded or failed and the reason for the failure.

Acknowledge:

IN-CSE acknowledges to the MTC-IWF with the conformation of the received Device Triggering Report.

Step 7 (Optional): Connection establishment procedure

The ASN/MN-CSE or ADN-AE performs the Connection establishment procedure as described in clause 6.4 and oneM2M TS‑0003 [2] for Secure Connection establishment.

As a result of this procedure the initial request over the reference point Mcc can be executed.

Step 8 (Optional): CSE-PoA/Reachability state updated

Once the connection over Mcc is established, the PoA of the ASN/MN-CSE or ADN-AE shall be updated at the IN-CSE with the new established IP address and the IN-CSE holds the reachability state of the ASN/MN-CSE or ADN-AE.

Step 9 (Optional): Re-sending of original request

As a result of step 7, the communication is established and now the initial request with the information stored in the buffer of the IN-CSE at Step 3 can be re-issued over the reference point Mcc.

7.6
Configuration of Traffic Patterns

oneM2M uses the 3GPP MTC feature for Configuration of Device Communication Patterns to configure Node Traffic Patterns in the Underlying Network (see TS-0001 section 8.3.5 Configuration of Node Traffic Patterns). 
To that purpose the IN-CSE translates the oneM2M Node Traffic Pattern (TP) into a 3GPP Device Communication Pattern. The generic oneM2M procedure for configuration of Node traffic Patterns is shown in Figure 7.6-1
 SHAPE  \* MERGEFORMAT 



Figure 7.6.1-1: General procedure for configuration of Traffic Patterns
The 3GPP Underling Network signalling sequence for provisioning of CP parameters is described in 3GPP TS 23.682 [i.14]. Figure 7.6-2 provides the signalling sequence derived from the 3GPP specification. 
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Figure 7.6-1: Signalling sequence for provisioning of CP Parameters



3GPP TS 23.682 [i.14] defines the request message of step 1 as below:
1. The SCS/AS sends an Update Request (External Identifier or MSISDN, SCS/AS Identifier, SCS/AS Reference ID(s), CP parameter set(s), validity time(s), SCS/AS Reference ID(s) for Deletion) message to the SCEF.


NOTE 1:
The SCS/AS uses this procedure to add, change or delete some or all of the CP parameter sets of the UE, e.g. if the AS is aware that the UE has started or stopped moving for a significant time period, especially if the AS is instructing the UE to do so, then the SCS/AS provides the corresponding CP parameter set(s) and its validity time to the SCEF. The interface between SCEF and SCS/AS is outside the scope of 3GPP and the messages in the Figure are exemplary.
3GPP TS 23.682 [i.14] defines the request message of step 3 as below:

2. The SCEF sends Update CP Parameter Request (External Identifier or MSISDN, SCEF Reference ID(s), SCEF Address, CP parameter set(s), validity time(s), SCEF Reference ID(s) for Deletion) messages to the HSS for delivering the selected CP parameter set(s) per UE. There may be multiple CP parameter sets included in this message where each CP parameter set for addition or modification has been determined to be non-overlapping with other CP parameter sets either included in the message or already provisioned for a given UE. The SCEF derives the SCEF Reference (IDs) for CP parameter sets to be sent to the HSS based on the SCS/AS Reference ID(s) from the SCS/AS.

NOTE 2:
A request for deletion of a CP parameter set from the SCS/AS may result in a request for modification of the non-overlapping CP parameter set by the SCEF.

EXAMPLE 1:
In the case that the selected server NSE is a 3GPP HSS, the protocol of the S6t reference point defined by 3GPP is used for the request. The S6t uses one of Diameter Application protocols defined by 3GPP. The request on the S6t reference point for the configuration of the CP parameter sets (a CIR command) must include a User-Identifier AVP (either an External Identifeir or a MSISDN of the UE), may include one or more AESE-Communication-Pattern AVP. An AESE‑Communication-Pattern AVP must include a SCEF-ID AVP (represent the ID of the IN‑CSE or M2M-SP-ID), may include a SCEF-Reference-ID AVP (assigned by the IN-CSE or M2M-SP to identify the configuration of CP parameter sets uniquely) , may include one or more Communication-Pattern-Set AVP. A Communication-Pattern-Set AVP may include AVPs for Periodic-Communication-Indicator, Communication-Duration-Time, Periodic-Time, one or more Scheduled-Communication-Time, Stationary-Indication, and Validity-Time. Refer to the 3GPP TS 29.336 [i.31] for the detailed protocol description.
3GPP TS 23.682 [i.14] defines the response message of step 5 as below:

3. The HSS sends Update CP Parameter Response (SCEF Reference ID, Cause) message to the SCEF. The cause value indicates successful subscription update or the reason of failed subscription update.
4. The actual parameters for the request and response messages in above steps 3 and 5 are defined by 3GPP TS 29.336 [i.31], clauses 7 and 8 for S6t reference point.
EXAMPLE 2:
In the case that the selected server NSE is a 3GPP HSS, the protocol of the S6t reference point defined by 3GPP is used for the response. The response on the S6t reference point for the configuration of the CP parameter sets (a CIA command) must include either Result-Code AVP or Experimental-Result AVP, may include a User-Identifier AVP if successful case, may include one or more AESE-Communication-Pattern-Config-Status AVP. An AESE-Communication-Pattern-Config-Status AVP must include the SCEF-Reference-ID AVP (same value in the request), may include the SCEF-ID (same value in the request) and an AESE-Error-Report AVP. Refer to the 3GPP TS29.336 for the detailed protocol description.
3GPP TS 23.682 [i.14] defines the response message of step 6 as below:

5. The SCEF sends the Update Response (SCS/AS Reference ID, Cause) message to inform the SCS/AS whether the provision of the CP parameter set(s) was successful.

7.7
Group message delivery
7.8
Informing about Potential Network Issues

7.9
Setting up an AS session with required QoS procedure
7.10
Resource management of background data transfer

7.11
Change the chargeable party at session set-up or during the session procedure

8
Cellular IoT device management

8.1
Device management 
-----------------------End of Change 1 ---------------------------------------------
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�I agree a new section 6 in TS-0026, but I dont understand the "connectivity Establishment", in B.3-B.6, the connection between ADN/ASN/MN to IN-CSE is very confusing. In my understanding, connection is used the physical link, such as between IN-CSE and SCEF/PGW, between ADN/ASN/MN and eNodeB. In oneM2M, there is no procedure called " connection procedure".


It should be registration procedure from ADN/ASN/MN to IN-CSE. 


Device Triggering is the means by which a IN-CSE sends information to the ADN/ASN/MN via the 3GPP network to trigger the ADN/ASN/MN to perform application specific actions that include initiating communication with the IN-CSE. 


Anyway, this is my personal understanding, wait for others’ comment.


�This figure conflicts with the figure in Section 6.3. This figure is not right. I suggest to delete it.


�This is no longer applicable


�I suggest to delete this part. It's only used for device triggering feature, and is not common usage.


�Should 6.2 and 6.3 be applied only to the ASM/MN-CSE or AND-AE initiated connectivity?


�These two sections could be merged to 6.1.


�1 Should we think about the SCEF or change the title for Gi/SGi only?


2 Between CSE and AND GGSN/PGW shoud be Mcn(over Gi/SGi) on the right; and delete the Mcc(over Gi/SGi) in the middle


3 new figure number is missing


�Delete the (Mcc) on the dotted line


�As it moved to Device Triggerring section, propose to delete 6.5


Initial text from Annex B2.2.2�. with revision marks: taxt based on 8.3.5


�These step descriptions are copied from 3GPP TS. When 3GPP update them, oneM2M should keep the same with 3GPP TS.


So I suggest to delete this part to reduce maintenance work.


�II agree, I just thisnk it would be easier to change this than start with a blnk page. Besides, we need to base ourselves on SOME 3GPP flow, so this figure/procedure will need to be replaces by whatever 3GPP release we support





My proposal: the rest of this text explains:


 How steps 1 and 6 here are steps 3 and 4 in the oenM2M flow


Parameter mappings
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