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Introduction
A proposal to move TS-0001 text pertaining to 3GPP interworking to TS-0026 has been made in a TS-0026 CR. The table below shows the proposed text mapping. This CR proposes the corresponding Annex B deletion in TS-0001.
	TS-0001 Section 

	TS-0001 Section Title
	TS-0026 Section 
	TS-0026

Section Title
	Comments

	B
	oneM2M System and 3GPP MTC Underlying Network Interworking
	N/A
	N/A
	No content

	B.1
	3GPP MTC Underlying Network Introduction
	N/A 

(5)
	oneM2M Architecture for 3GPP cellular IoT interworking with oneM2M
	Proposed to be removed, content covered by TS-0026 clause 5

Alternatively, a merge with TS-0026 clause 5.1 may be considered

	B.2
	3GPP MTC Functionality
	N/A
	N/A
	No content

	B.2.1

	3GPP Release-11 MTC Functionality


	N/A 

(5)
	oneM2M Architecture for 3GPP cellular IoT interworking with oneM2M
	Proposed to be removed. Rel-13 content is covered in TS-0026 clause 5. 

Alternatively, figure B.2.1-2 and referring text to be merged to TR-0024 clause 5.3

	B.2.2



	3GPP Release-13 MTC Interworking
	N/A
	N/A
	No content

	B.2.2.1

	General overview of 3GPP Release-13 MTC Interworking
	N/A 

(5.3)
	Cellular IoT Features and Services
	Propose to delete B.2.2.1. Content is covered by TS-0026 sec 5.3 (except figure B2.2.1-1)

	B.2.2.2

	3GPP Release-13 MTC feature for Configuration of Device Communication Patterns


	7.6 (former 6.6)
	3GPP Release-13 MTC Procedure
	 Propose to include in TS-0026 Traffic Pattern section: former 6.6 (now 7.6)

	B.3


	ASN/MN-CSE initiated connectivity establishment
	New 6
	Connectivity Establishment 
	New title
	Proposing a new section 6 in TS-0026 called “Connectivity Establishment”, as detailed in the body of this document

Includes B3-B6



	B.3.0

	Overview


	New 6.1
	Overview
	Merge B3.0, B4 and B5 text into 7.1
	

	B.3.1

	Use of DHCP and DNS
	New 6.2
	Use of DHCP and DNS
	Maintain as 7.2
	

	B.3.2

	Pre-configuration


	New 6.3
	Pre-configuration


	Maintain as 7.3
	

	B.4



	Serving IN-CSE initiated connectivity establishment
	New 6.1
	Overview
	Merge B3.0, B4 and B5 text into 7.1
	

	B.5

	Connectivity between oneM2M Service Layer and 3GPP Underlying Network
	New 6.1
	Overview
	Merge B3.0, B4 and B5 text into 7.1
	

	B.6
	Connectivity Establishment Procedures


	N/A
	N/A
	No content


	

	B.6.1



	General
	N/A
	N/A
	No content
	

	B.6.1.0
	Overview


	N/A
	N/A
	Propose to delete, only intro to B 6.1.1 and B 6.1.2
	

	B.6.1.1

	ASN/MN-CSE Initiated Connectivity Establishment Procedure


	New 6.4
	ASN/MN-CSE Initiated Connectivity Establishment Procedure
	Maintain as 7.4
	

	B.6.1.2

	IN-CSE initiated connectivity establishment procedure over Tsp


	New 6.5 and 7.5
	SMS Based Device Triggering
	Maintain heading as 6.5. and move to the Device triggering section 7.5
	


R01-03 addresses comments from ARC28 ,editorials
-----------------------Start of Change 1 -------------------------------------------

Annex B :

Void.



























































































































































-----------------------End of Change 1 ---------------------------------------------
-----------------------Start of Change 2 ---------------------------------------------

8.3.3
Device Triggering

8.3.3.1
Definition and scope

Device Triggering is a means by which a node in the infrastructure domain (e.g. IN-CSE) sends information to a node in the field domain (e.g. ASN-CSE or ADN-AE) to perform a specific task, e.g. to wake up the device, to establish communication from the field domain towards the infrastructure domain, or when IP address for the device is not available or reachable by the infrastructure domain.

Underlying Network functionality is used to perform device triggering for example, using alternate means of communication (e.g. SMS) with the Field Node.

NOTE:
Device Triggering is applicable for the entities which are registered with IN-CSE.

Each Underlying Network type may provide different way of performing a device triggering, for example 3GPP and 3GPP2 have defined dedicated interfaces for requesting device triggering. The normative references for applicable interfaces are as follows: 3GPP TS 23.682 [i.14] and 3GPP2 X.S0068 [i.17]. Access specific mechanisms are covered in [i.33] and Annex C.

-----------------------End of Change 2 ---------------------------------------------

-----------------------Start of Change 3 ---------------------------------------------

8.3.3.2.1
Triggering procedure 
This case describes the scenario where IN-CSE targets an ASN/MN-CSE or ADN-AE for the Device Triggering request.

Figure 8.3.3.2.1-1 shows the general procedure for Device Triggering and, if required, for establishment of connectivity between IN-CSE and the Field Node.
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NOTE 1:
The IN and M2M Device are assumed to be connected through the same Underlying Network.

NOTE 2:
The Device Triggering Handler is a functional entity that receives the device triggering request, and it is dependent on the Underlying Network. The Device Triggering Handler is out of scope of the present document.

Figure 8.3.3.2.1-1: Device Triggering general procedure for CSE

Pre-condition

The ASN/MN-CSE or ADN-AE which is the target of the device triggering has to be registered with the IN-CSE, or the IN-CSE is provisioned to know the information necessary to send a trigger to the ASN/MN-CSE or ADN-AE.
For the ASN/MN-CSE, after registration the CSE-PoA contains either an IP address or none. For the ADN-AE, after registration the AE-PoA contains either an IP address or none.

Step-1 (Optional): Request to the targeted ASN/MN-CSE or ADN-AE
The IN-AE requests to perform one of the CRUD operations targeting the ASN/MN-CSE or ADN-AE, the request is sent via the Mca reference point to the IN-CSE.

Step-2: Underlying network selection

The IN-CSE selects the Underlying Network and the mechanism to deliver the triggering request to the Underlying Network according to the configuration for connected Underlying Networks.

For example for 3GPP access network IN-CSE can use Tsp, Tsms and GSMA OneAPI; and for 3GPP2 access networks IN-CSE can use Tsp and SMS. However the preferred mechanism is Tsp.

Step-3: Device Triggering request

IN-CSE issues the device triggering request to the selected Underlying Network.

NOTE 1:
The Underlying Network dependent Device Triggering procedure for 3GPP and 3GPP2 systems are described in [i.33] and Annex C respectively.

Some information provided to the selected Underlying Network for performing device triggering includes:

1. M2M-Ext-ID associated with the target ASN/MN-CSE or ADN-AE of the triggering request (see clause 7.1.8).

2. Trigger-Recipient-ID associated with the target ASN/MN-CSE or ADN-AE (see clause 7.1.10). For example when 3GPP Underlying Network is used this identifier could map to Application-Port-ID. If there are multiple ADN-AE’s on the node, then they shall use different Trigger-Recipient-ID’s.

3. IN-CSE ID which could be used by the Underlying Network to authorize the IN-CSE for device triggering.

4. Optional Trigger Payload which includes a triggerPurpose, and   additional payload fields.

· The triggerPurpose field can take the following values 

· establishConnection – The ASN/MN-CSE or ADN-AE shall interpret this as a request to establish a connection and, if the address of the <remoteCSE> (triggerInfo Address) is present in the payload, refresh its PoA

· registrationRequest – The ASN/MN-CSE or ADN-AE shall interpret this as a request to register with a MN/IN-CSE.

· executeCRUD – The ASN/MN-CSE or ADN-AE shall interpret this as a request to execute a particular CRUD operation. When the trigger recipient is an ASN/MN-CSE, the payload shall indicate which Registree AE of the ASN/MN-CSE is being asked to perform the CRUD operation.  The MN/ASN-CSE checks the <AE> resource corresponding to the AE-ID of the ASN/MN-AE that was provided in the trigger payload.  It checks if there is a <subscription> to the <AE> resource.  It then checks if the eventType attribute of the <subscription> resource indicated that the subscription is for a trigger.  If yes, then the MN/ASN-CSE creates the notification and includes the trigger payload in the content of the notification.  The notification is sent to the AE and the AE creates a new CRUD request to the IN-CSE as a result of the trigger.  It is assumed that an AE, who is targeted with this type of trigger has subscribed to its <AE> resource and is provisioned to know how to interpret the payload content. The CRUD operation shall be performed by the Registree AE as governed by rules and constrains detailed in Note 5.
· Depending on the triggerPurpose field, the rest of the trigger payload may contain: 

· When the triggerPurpose field is set to “establishConnection”, the payload contains the resource address of the <remoteCSE> or <AE> where the PoA needs to be updated (triggerInfoAddress).  If triggerInfoAddress is not provided, the ASN/MN-CSE or ADN-AE assumes that the PoA on its Registrar CSE does not need to be updated.

· When the triggerPurpose field is set to “registrationRequest”, the payload contains the resource address (triggerInfoAddress) of the <cseBase> that the ASN/MN-CSE or ADN-AE should register to, the supported protocol bindings that may be used when contacting the <cseBase> and the port number that should be used for each binding.

· When the triggerPurpose field is set to “executeCRUD”, the payload provides: the type of CRUDN operation (triggerInfoOperation), the address of the resource that the operation should be performed on (triggerInfoAdress) and the resource type (targetedResourceType). If the trigger recipient is an ASN/MN-CSE, the trigger payload also provides the identity of the ASN/MN-AE that is to perform the CRUD operation (triggerInfoAeId).

NOTE 2:
The M2M-Ext-ID may be pre-provisioned at the IN-CSE along with the associated CSE-ID or AE-ID, or may be sent at registration (see clause 7.1.8).

NOTE 3:
The above Trigger-Recipient-ID is sent at registration.
NOTE 4:
It is left to Stage 3 to develop the bit encoding for the triggerPurpose and the rest of the payload fields.
NOTE 5: The following defaults shall be used by the trigger recipient to construct the operation requested via executeCRUD: 

· All triggered CRUD operations are non-blocking, with nonBlockingRequestSynch responses.
· Operation, To, Resource type (if mandatory): set as directed by the triggerInfoOperation, triggerInfoAddress, and targetedResourceTypes fields in the trigger payload.
· Event Category – set to “immediate”

· Delivery Aggregation – set to “aggregation off”

· From, Request Identifier, Originating timestamp Request Expiration, Result Expiration, Operational Execution Time, Result Persistence – set as per existing local policies.
· All other parameters are Not Present (NP)
Step-4: Underlying Network Specific Device Triggering procedure

Device Triggering processing procedure is performed between the Underlying Network and the target Node.

Step-5: Device Triggering response

The IN-CSE receives a response for the Device Triggering request via the Mcn reference point.

Step-6: ASN/MN-CSE Receives Device Trigger
If the trigger had no optional trigger payload, the ASN/MN-CSE assumes that the purpose of the trigger is to cause the ASN/MN-CSE to establish connectivity with the IN-CSE.  In this case, the address of the IN-CSE must already be known to the ASN/MN-CSE.

If the trigger has an optional trigger payload, the ASN/MN-CSE uses the triggerPurpose to determine the appropriate action and perform the necessary steps.
Step-7 (Optional): Connection establishment

In case that it is required by the Device Triggering request, connectivity is established between the ASN/MN-CSE or the ADN-AE and the IN-CSE and the renewal of the corresponding CSE-PoA or AE-PoA might be needed.
-----------------------End of Change 3 ---------------------------------------------

-----------------------Start of Change 4 ---------------------------------------------

8.3.5.3
General procedure for Configuration of Traffic Patterns
Figure 8.3.5.3-1 depicts a general procedure for configuration of Traffic Patterns.
 SHAPE  \* MERGEFORMAT 



Figure 8.3.5.3-1: General procedure for configuration of Traffic Patterns
Step-0 (optional): An AE provides information on the communication behaviour of the AE

An AE may provide information on the communication behaviour of the AE by creating / updating / deleting <trafficPattern> child resources of the <AE> resource. 

NOTE 1:
The <trafficPattern> resources of AEs can be used in the following steps to create consolidated traffic patterns of the Node of the entity (ASD, ADN, MN) where these AEs reside.
Step-1: An AE provide information on the communication behaviour of a Field Domain Node to a CSE that hosts the <node> resource of the Field Domain Node.

If the CSE hosts the <node> resource of the Field Domain Node and supports a Mcn interface to an Underlying Network capable of transmitting traffic patterns then an AE (e.g. IN-AE or an AE of the Field Domain Node that reports the Node’s communication behaviour) may provide that hosting CSE with information on the communication behaviour of the Node. This is done by creating, updating or deleting the Node’s traffic patterns, each having a set of traffic pattern (TP) parameters, a schedule when the pattern applies and a validity time.
NOTE 2:
If the Underlying Network is a 3GPP network then the IN-CSE may support a Mcn interface capable of transmitting traffic patterns
Traffic patterns are contained in the <trafficPattern> child-resources of the Node's <node> resource. Their targetNetwork attribute indicates for which Underlying Network they are applicable.
The AE can provide traffic patterns for a group of Field Domain Nodes using appropriate group mechanisms.

The request shall include:

5. the originator AE-ID of the requesting AE;

6. a target identifier: i.e. the <node> resource of the Field Domain Node; 
7. a target Network (e.g. 3GPP) for which the traffic patterns of the Node are applicable

8. a set of TP parameters as indicated in table 8.3.5.2-1.
The request may include multiple traffic patterns with their TP parameter set(s), schedules and validity time(s).
If the hosting CSE has received a request from an AE to create, update or delete Traffic Patterns for a Field Domain Node or a group of Field Domain Nodes, it shall check if the request from the AE is valid.
NOTE 3:
Apart from checking access rights of the AE the validation of the request from the AE could include:
-
Consistency with traffic patterns of AEs residing on the entity (ASD, ADN, MN) of that Node.

-
Consistency with other network related schedules of this Node (e.g. contained in the <schedule> resource pointed at by the mgmtLink attribute of a <cmdhNwAccessRule> resource of the Node).
-
If several traffic patterns exist for one Field Domain Node for a particular target network, then ensure that the schedules of the different TP parameter sets are not overlapping.
Step-2: Select the NSE for handling the TP parameter sets
If the CSE receives a request to Create / Update / Delete traffic patterns the CSE selects the NSE by using the network identifier of the Field Domain Node (i.e. the M2M-Ext-ID) by which the Node can be identified in the NSE.
NOTE 4:
In the case of a 3GPP network the correct NSE can be found by following of a chain of links of multiple resources in the IN‑CSE, e.g. the <node> resource having the hostedCSELink linking to the <remoteCSE> resource having the M2M‑Ext‑ID linking to the UNetwork-ID of the NSE (see clauses 7.1.8 and 7.1.9).

Step-3: Request for the handling of the TP parameter sets
For each Field Domain Node the CSE sends a request for handling (i.e. provide or remove) TP parameter sets for the Field Domain Node to the NSE, using the appropriate Mcn protocol. The Mcn can correspond to one of standard interfaces specified by an external organization, for example, OMA RESTful Network API for Communication Patterns V1.0 [i.32]. The request shall include a corresponding network identifier of the Filed Domain Node and one or more TP parameter set(s) as defined at clause 8.3.5.2.
NOTE 5:
If the Underlying Network is 3GPP-compliant, see [i.33] for more details.
Step-4: Response for the handling of the TP parameter sets
The CSE receives the response for the configuration of the TP parameter sets from the NSE. 
NOTE 6:
If the Underlying Network is 3GPP-compliant, see [i.33] for more details.
Step-5: Set providedToNSE attribute of traffic pattern

If traffic patterns are provided to the NSE, (i.e. if the response to a request to provide TP parameter sets to the NSE indicated successful handling at the NSE) the CSE shall set the providedToNSE attribute of the related <trafficPattern> resource(s) to TRUE. Upon receipt of an unsuccessful response to that request the CSE shall UPDATE the providedToNSE attribute of the <trafficPattern> resource with the value FALSE.
-----------------------End of Change 4 ---------------------------------------------
-----------------------Start of Change 5 ---------------------------------------------
9.3.2.2.3
Usage of CSE-PoA by the M2M System

9.3.2.2.3.0
Overview
The CSE-PoA holds the information used by the M2M System to locate routing information for a CSE. This information shall be provided by the CSE at registration time. However, the routing information related to a CSE (and ultimately to the target AE) in an M2M System depends on the characteristics of the Underlying Network. This impacts the criteria for updating the CSE-PoA by the registered CSE, in addition to the regular CSE registration updates. The information to be conveyed as CSE-PoA needs to support Underlying Network specifics.

CSE-PoA is considered equivalent to the routable addresses of the targeted CSE.

In general the addressing and routing information related to a CSE can be achieved when a static public IP address is assigned to and M2M Node and direct DNS address translation or dynamic DNS address translation is used.

In those circumstances, the CSE-PoA for a registered CSE shall have a URI conforming to IETF RFC 3986 [i.10] as follows:

9. URI = scheme:/fullyqualifieddomainname/path/; or

10. URI = scheme://ip-address/path/.

The following clauses specify the information to be conveyed in the CSE-PoA by a registered CSE for various types of Underlying Networks, as well as the criteria for updating the CSE-PoA for the registered CSEs, in addition to the normal CSE registration refresh.

9.3.2.2.3.1
CSE-PoA related to CSEs associated with a Fixed Network

In this case the CSE-PoA for a registered CSE shall have a URI as described above. If the IP address is private, then the address is usually built based on the address of the related PPP protocol which is a public IP address. This in turn is mapped to the corresponding private address.

9.3.2.2.3.2
CSE-PoA related to CSEs associated with Mobile Networks

If the IP address for the registered CSE cannot be reliably used, and cannot be included in the CSE-PoA, then the CSE-PoA for the registered CSE shall include appropriate information as required by the respective Underlying Networks and supported by oneM2M.

Each Underlying Network shall need to specify the means for allowing an M2M SP to fetch the IP address associated with a CSE attaching to that Underlying Network and consequently the information to be included in the CSE-PoA for the registered CSE.

In the event that the M2M SP has connections to multiple Underlying Networks, there is a need to establish a binding between the registered CSE and the associated Underlying Network. That binding may be established through CSEs explicitly identifying the Underlying Network at registration/update time. Otherwise the M2M SP may derive the identity of the Underlying Network, e.g. by using the link, over which the registration arrived, store it and bind it to the registration information.

In the scenarios an M2M Node in mobile networks is not reachable by the previously known IP address and it supports SMS, the originating CSE can make use of SMS for device triggering mechanism to wake up the M2M Node to renew the IP addresses or perform specific functionalities.

To support this option, the CSE-PoA shall, on Mcn interface to the Underlying Networks supporting such an SMS for device triggering mechanism, include identification information of the CSE (such as the external identifier as defined by 3GPP TS 23.682 [i.14] in the case of Tsp-based triggering, or MSISDN or any identifier used by triggering network APIs), and send the request to the Underlying Network via the mechanisms supported, such as Tsp, Tsms, Network APIs.
 The 3GPP defined interfaces for machine type communication interfaces and example device triggering flows are shown in [i.33].

-------------------------- End of Change 5 -------------------------------------------------

-----------------  Start of Change to References -----------------------------------------
2.1
Normative references

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the reference document (including any amendments) applies.

The following referenced documents are necessary for the application of the present document.

[1]
oneM2M TS-0011: "Common Terminology".

[2]
oneM2M TS-0003: " Security Solutions".
[3]
oneM2M TS-0004: "Service Layer Core Protocol Specification".
[4]
W3C RDF 1.1 Concepts and Abstract Syntax.
[5]
W3C SPARQL 1.1 Query Language.
[6]
oneM2M TS-0012: "oneM2M Base Ontology".
[7]
oneM2M TS-0021: "oneM2M and AllJoyn Interworking".

[8]
oneM2M TS-0023: "Home Appliances Information Model and Mapping".
[9]
oneM2M TS-0016: “Secure Environment Abstraction”
2.2
Informative references

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the reference document (including any amendments) applies.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M TS-0002: "Requirements".

[i.2]
Broadband Forum TR-069: "CPE WAN Management Protocol Issue": 1 Amendment 5, November 2013.

[i.3]
OMA-DM: "OMA Device Management Protocol", Version 1.3, Open Mobile Alliance.
[i.4]
LWM2M: "OMA LightweightM2M", Version 1.0, Open Mobile Alliance.
[i.5]
OMA-TS-MLP-V3-4-20130226-C: "Mobile Location Protocol", Version 3.4.

[i.6]
OMA-TS-REST-NetAPI_TerminalLocation-V1_0-20130924-A: "RESTful Network API for Terminal Location", Version 1.0.
[i.7]
IETF RFC 1035: "Domain names - Implementation and specification".

[i.8]
IETF RFC 3588: "Diameter Base Protocol".

[i.9]
IETF RFC 3596: "DNS Extensions to Support IP Version 6".

[i.10]
IETF RFC 3986: "Uniform Resource Identifier (URI): General Syntax".

[i.11]
IETF RFC 4006: "Diameter Credit-Control Application".

[i.12]
IETF RFC 6895: "Domain Name System (DNS) IANA Considerations".

[i.13]
GSMA-IR.67: "DNS/ENU Guidelines for Service Providers & GRX/IPX Providers".

[i.14]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications (Release 13)".

[i.15]
ETSI TS 132 240: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; Telecommunication management; Charging management; Charging architecture and principles (3GPP TS 32.240)".

[i.16]
ETSI TS 132 299: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; Telecommunication management; Charging management; Diameter charging applications (3GPP TS 32.299)".

[i.17]
3GPP2 .S0068: "Network Enhancements for Machine to Machine (M2M)".

[i.18]
JNI 6.0 API Specification: "Java Native Interface 6.0 Specification". .

[i.19]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[i.20]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[i.21]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[i.22]
3GPP TS 22.368: "Service requirements for Machine Type Communications (MTC); Stage 1".

[i.23]
3GPP TS 23.003: "Numbering, addressing and identification".

[i.24]
Recommendation ITU-T X.660 | ISO/IEC 9834-1: "Information technology - Procedures for the operation of object identifier registration authorities: General procedures and top arcs of the international object identifier tree".

[i.25]
oneM2M TR-0008: "Analysis of Security Solutions for oneM2M System".

[i.26]
IETF RFC 4122: "A Universally Unique IDentifier (UUID) URN Namespace".

[i.27]
oneM2M Drafting Rules.
NOTE:
Available at http://www.onem2m.org/images/files/oneM2M-Drafting-Rules.pdf 

[i.28]
            oneM2M TR-0007: "Study of Abstraction and Semantics Enablement".
[i.29]
3GPP TS 22.101: Service aspects; Service principles (Release 13).
[i.30]
3GPP TS 22.115: Service aspects; Charging and billing (Release 13).
[i.31]
3GPP TS 29.336: Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications (Release 13).
[i.32]
OMA-TS-REST-NetAPI-CommunicationPatterns-V1-0: '"RESTful Network API for Communication Patterns'", Version 1.0, Open Mobile Alliance.
[i.33]
oneM2M TS-0026: “3GPP Interworking”
-------------- End of Change to Normative References ---------------------------------
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· Does this change request make all the changes necessary to address the issue or problem?  E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable?
· Does this change request follow the drafting rules?
· Are all pictures editable?
· Have you checked the spelling and grammar?
· Have you used change bars for all modifications?
· Does the change include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change? (Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.)
· Are multiple changes in this CR clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause?
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