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Context and Background
This section contains a few excerpts from current specifications for ease of referencing existing functionality. All text in blue represents quotes, sources are indicated in the headings
TS-0001 v 3.5.0 clause 9.6.7: 
9.6.7
Resource Type contentInstance
The <contentInstance> resource represents a data instance in the <container> resource. The content of the contentInstance can be encrypted.

Unlike other resources, the <contentInstance> resource shall not be modified once created. An AE shall be able to delete a contentInstance resource explicitly or it may be deleted by the platform based on policies. If the platform has policies for contentInstance retention, these shall be represented by the attributes maxByteSize, maxNrOfInstances and/or maxInstanceAge attributes in the <container> resource. If multiple policies are in effect, the strictest policy shall apply.

Table 9.6.7-2: Attributes of <contentInstance> resource

	Attributes of <contentInstance>
	Multiplicity
	RW/

RO/

WO
	Description
	<contentInstanceAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	labels
	0..1 (L)
	WO
	See clause 9.6.1.3.
	MA

	expirationTime
	1
	WO
	See clause 9.6.1.3.
	NA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	stateTag
	1
	RO
	See clause 9.6.1.3.

The stateTag attribute of the parent resource should be incremented first and copied into this stateTag attribute when a new instance is added to the parent resource.
	OA

	announceTo
	0..1 (L)
	WO
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	WO
	See clause 9.6.1.3.
	NA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	OA

	creator
	0..1
	RO
	See clause 9.6.1.3.
	NA

	contentInfo
	0..1
	WO
	Information on the content that is needed to understand the content. This attribute is a composite attribute. It is composed first of an Internet Media Type (as defined in the IETF RFC 6838) describing the type of the data, and second of an encoding information that specifies how to first decode the received content. Both elements of information are separated by a separator defined in oneM2M TS‑0004 [3].
	OA

	contentSize
	1
	RO
	Size in bytes of the content attribute.
	OA

	contentRef
	0..1
	RW
	This attribute contains a list of name-value pairs. Each entry expresses and associative reference to a <contentInstance> resource. The name of the entry indicates the relationship and the value of the entry the indicates reference (URI) to the resource.
	OA

	ontologyRef
	0..1
	WO
	A reference (URI) of the ontology used to represent the information that is stored in the contentInstances resources of the <container> resource. If this attribute is not present, the contentInstance resource inherits the ontologyRef from the parent <container> resource if present (see note).
	OA

	content
	1
	WO
	Actual content of a contentInstance. This content may be opaque data for understandable with the help of the contentInfo. This may, for example, be an image taken by a security camera, or a temperature measurement taken by a temperature sensor.
	OA

	NOTE:
Access to this URI is out of scope of oneM2M.


TS-0001 v.3.5.0. clause 9.5.0:
The access modes for attributes can assume the following values:

· Read/Write (RW): the value of the attribute is set when the resource is Created or Updated based on information from the Originator (i.e. Content parameter). Such attributes are allowed for Create/Update/Retrieve operations. Note that such an attribute can be deleted by Update operation.

· Read Only (RO): the value of the attribute is set or can be updated by the Hosting CSE internally. Such an attribute is allowed for Retrieve operation only.

· Write Once (WO): the value of the attribute is set when the resource is Created based on information from the Originator (i.e. Content parameter). Such an attribute is allowed for Retrieve operation after the creation. Such attribute can thereafter only be updated by hosting CSE internally.
TS-0001 v.3.5.0. clause 10.2.4.9

10.2.4.9
Update <contentInstance> 
The Update operation shall not apply to <contentInstance> resource.

TS-0004 v.3.1.0. clause 6.2.1.1
6.2.1.1   m2m:contentRef
A complex type that represents the content reference with an associated reference name and URI of the referenced resource.

Table 6.3.5.36‑1: Type Definition of m2m:contentRef
	Element Path
	Element Data Type 
	Multiplicity
	Note

	URIReference
	(anonymous)
	1..n
	

	URIReference/name
	xs:NCName
	1
	When the URIReference element occurs with multiplicity > 1, the value of each URIReference/name element shall be unique

	URIReference/URI
	xs:anyURI
	1
	hierarchical or non-hierarchical resourceID of a <contentInstance> resource


Issues 
A small issue in the content provided as background should be addressed for clarity and consistency: In TS-0001 v.3.5.0. clause 9.5.0 the RW example should be changed from “Content” parameter, as it is WO. Release 2 corrections might also be needed.
Some issues are posed by two contentInstance attributes that have RW designations: dynamicAuthorizationConsultationIDs and contentRef.  These designations are incompatible with the fact that contentInstance is immutable and no updates are allowed.

In the case of contentRef there are further issues based on the fact that its content includes URI references (and potentially names) of other contentInstance resources. This is a problem if the referenced resource does not exist or is not known/mapped at creation time of the referencing resource.
Other attributes which are WO such as labels lose much of their usefulness since they cannot be updated.

Finally, we note that based the definition of RW, RO and WO the effect of having an “immutable” resource such as contentInstance can be accomplished by using RO or WO attributes.
Recommendation

In addition to the corrections pointed out, we recommend that contentInstance is no longer designated as immutable. This will require changes in the TS-0001 clause 9.6.7 explanations. It also requires that the text in TS-0001 clause 10.2.4.9 is changed such that the update operation is allowed. An accompanying Cr will be provided

We recommend also a discussion reviewing all the attributes of contentInstance to ensure that the RW/RO/RO designations are correctly applied. For example, labels are more meaningful or useful if allowed to be RW. 
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