Doc# ARC-2017-0203-TR-0044_Introduction_to_heterogeneous_identification_service


	Input Contribution

	Meeting ID*
	ARC#29

	Title:*
	TR-0044 Introduction to heterogeneous identification service

	Source:*
	Yuan Tao, CNICG, taoyuan@cnicg.cn; Ye Tian, CNIC, tianye@cnic.cn; Bo Yuan, CNIC, yuanbo@cnic.cn; Yang Liu, CAICT, liuyang1@ritt.cn. 

	Date:*
	2017-05-22

	Input related to*
	TR-0044

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 FORMCHECKBOX 
 Discussion

 FORMCHECKBOX 
 Information

 FORMCHECKBOX 
 Other <specify>

	Impacted other TS/TR(s)
	TR-0044 v0.0.1

	Decision requested or recommendation:*
	To agree on the new text in TR-0044.

	Template Version: January 2017 (Do not modify)


oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

5
Introduction to Heterogeneous Identification Service

5.1
Concept of IoT identifier

5.1.1
Overview

IoT identifier is used for uniquely identifying a physical entity or logical entity in a given context. The underlying networks or applications can control and manage an entity, as well as retrieve, transmit and exchange the relevant information by the identifier.

According to the different identified objects, scenarios, and technology characteristics, the identifier can be classified into three categories: object identifier, communication identifier, and application identifier.  

5.1.2
Object identifier

Object identifier is used for uniquely identifying the physical entity (e.g. cup, human being, device, room and so on). The object identifier is generally bearing in a carrier, and the carrier is attached to the physical entity, so as that the object identifier can be captured by other entities. The carrier types include barcodes (e.g. 1D barcode, 2D barcode), RFID and others (e.g. Network card, cellphone).

The common scenario of the usage of the object identifier is to retrieve the physical entity related information, and the object identifier is not used for communicating or addressing.

5.1.3
Communication identifier

Communication identifier is used for uniquely identifying the network nodes with the communication capability (terminal, RFID reader, sensor, network device). The forms include E.164 number, IP address and so on. The communication identifier can be a relative or absolute address that it is used for communicating or addressing, so as to establish the connections to the identified object.

5.1.4
Application identifier

Application identifier is used for identifying the services in the application layer or service layer, logical entities and objects, for examples, service access code, domain name, and the forms can be URI, URL and so on. 

5.2
Concept of identification service

5.2.1
Introduction

IoT identification service mainly implements the management, maintenance, discovery of the mapping between the identifiers, and the retrieval of the identifier related information.
5.2.2
Identification registration service

Identification registration service represents the procedures of establishment of mapping between different identifiers, as well as the identifier and its related information. 

5.2.3
Identification resolution service

Identification resolution service represents the procedures of inquiring the associated identifier or information according to the mapping between the different identifiers (e.g. object identifier, communication identifier and application identifier), as well as the identifier and its related information, for example, the lookups are implemented by DNS, ONS, handle system and so on. 

5.2.4
Identification discovery service

Identification discovery service represents the procedures of discovering all the related identifiers or information in large and complex resources, according to the mapping between the different identifiers, as well as the identifier and its related information. Commonly, more than one result will be retrieved.
5.2.4
Identification maintenance service
Identification maintenance service represents the procedures of deletion and update of mapping between the different identifiers, as well as the identifier and its related information.

5.3
Requirements of Heterogeneous Identification Service
The IoT identifier is not globally unified due to political, commercial and some other reasons, and different kinds of IoT ID standards are derived. Currently, the mainstream IoT identifier standards include “Electronic Product Code (EPC)”, “Object Identifier (OID)”, “Handle Identifier”, “ubiquitous code (ucode)”, “Mobile RFID Code (mCode)” and so on. The application areas probably adopt different IoT standards, and deploy different IoT identification technologies. The main issue under this circumstance is the incompatibility of different IoT identification technologies, and it further exacerbates the information silos for the various IoT applications. 

The heterogeneous identification service is in demand to address the aforementioned issue by supporting various identification systems, and allowing them co-existing and interworking in the IoT environment, and then providing the identification service.
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