Doc# ARC-2017-0204-TR-0044_Existing_technologies

	Input Contribution

	Meeting ID*
	ARC#29

	Title:*
	TR-0044 Existing technologies

	Source:*
	Yuan Tao, CNICG, taoyuan@cnicg.cn; Ye Tian, CNIC, tianye@cnic.cn; Bo Yuan, CNIC, yuanbo@cnic.cn; Yang Liu, CAICT, liuyang1@ritt.cn. 

	Date:*
	2017-05-22

	Input related to*
	TR-0044

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 FORMCHECKBOX 
 Discussion

 FORMCHECKBOX 
 Information

 FORMCHECKBOX 
 Other <specify>

	Impacted other TS/TR(s)
	TR-0044 v0.0.1

	Decision requested or recommendation:*
	To agree on the new text in TR-0044.

	Template Version: January 2017 (Do not modify)


oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

6
Introduction on Existing Technologies
6.1
Overview

There are many existing mechanisms for identification, naming by assigning unique identifiers to various physical/virtual entities (e.g., devices, users, processes, data, services, applications, etc.). The identification system also includes the resolution mechanisms to resolve its corresponding identification type, and some of resolution mechanisms are not implemented based on DNS infrastructure.

 6.1.1
Electronic Product Code (EPC)
EPC has its origins at Auto-ID Center of the Massachusetts Institute of Technology (MIT) since 1998. In 2003, the Auto-ID Center became EPCglobal, and all relevant studies, business, and management about EPC were transferred to GS1 US®. GS1 US® is Founded in 1973, and it is a not-for-profit information standards organization. Currently, GS1 US® has more than 300,000 members, and GS1 Standards are the most widely-used supply chain standards in the world. 

A fundamental principle of the EPCglobal Network Architecture is the assignment of a unique identifier for physical objects, loads, locations, assets, and other entities whose use is to be tracked. The EPC has a series of code fields, it uses an 8-bits “Header Value” field to identify specific encoding scheme, such as SSCC, SGTIN, SGLN, GRAI, etc. Taking the “SGTIN” code as an example, the overall structure is shown in Figure 6.1.1-1. A company applies its own “CompanyPrefix” from GS1, and then it assigns the “Item Reference &Indicator Digit” and “Serial Number” fields for each item-level product. In information systems, an EPC is a Uniform Resource Identifier (URI) that is in text format. EPC is not restricted to data carriers. 
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Figure 6.1.1-1 The overall structure of an EPC
EPCglobal network architecture is comprised of ONS (Object Name Service), EPCIS (EPC information service). ONS is designed for resolving information associated with a EPC identifier, which means other identification types can not be recognized and resolved by the system. ONS uses the Domain Name System (DNS) infrastructure and implementation, thus the item’s EPC identifier must be converted into a format that DNS can understand, which is the typical, “dot” delimited, left-to-right form of all domain names, so as to accomplish the identification resolution, and then retrieving the information about the item. The resolution procedure is shown in Figure 6.1.1-2, and the detailed illustrations are as follows:
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Figure 6.1.1-2 ONS resolution procedures
A EPC identifier is read from a barcode or an RFID tag using an appropriate reader. 
The reader sends that sequence of data to an ONS application.
The ONS application extracts the desired GS1 Identification Key type and the GS1 Identification
Key itself from the data. For example, a contained GTIN is 50614141322607.
The ONS application sends the GS1 Identification Key type, the GS1 Identification Key itself,
and the optional codes that are the client language code and client country code to the ONS client. For
example, it is configured to operate in English in Canada: en|ca|gtin|50614141322607.
The ONS client converts the GS1 Identification Key type and the GS1 Identification Key into an
appropriate FQDN as a DNS query, implementing“dot”delimited and left-to-right form, for example: 5.0.6.2.2.3.1.4.1.4.1.6.0.gtin.gs1.id.onsepc.com.
The DNS infrastructure responds that contains service types and associated data, for example, the URLs point to one or more EPCIS. 
The ONS client extracts the service type and the service data and sends it to the ONS application.
The application interprets the data and communicates the EPCIS server according to the resolved URL. 
6.1.2
Handle Identifier

The Handle System was originally developed at CNRI (The corporation for National Research Initiatives). Each handle identifier is globally unique within the context of the Handle System. It consists of two parts: naming authority (prefix) and local name (suffix), and the structure is as followed:
<Handle> ::= <Handle Naming Authority> "/" <Handle Local Name> 

The naming authority and local name are separated by the ASCII character "/". The naming authorities are defined in a hierarchical tree structure, the root and nodes of the tree are separated by the ASCII character ".". 

For example, "10.1045/january99-bearman" is a handle identifier for an article. Its naming authority is "10.1045", thereinto “10”  is the root naming authority, and “1045” is the subordinate naming authority. Its local name is "january99-bearman".

The Handle System defines a hierarchical service model. The Global Handle Registry (GHR) is at the top level, which can be used to manage any handle namespace, and the Local Handle Services (LHS) is at the lower level, which can be used to manage any handle namespace.

A typical handle resolution procedure is shown in Figure 6.1.2, and the detailed illustrations are as follows:
The client sends a query to Global Handle Registry to resolve the handle “10.123/456”.

The Global Handle Registry returns the service information of the Local Handle Service A that is responsible for 
the handles under the naming authority “10.123”.

The client sends a query to the Local Handle Service A to resolve the handle “10.123/456”.

The Local Handle Service A resolves the handle, and then responses the result.
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Figure 6.1.2 Handle system resolution procedures
6.1.3
Ubiquitous Code (ucode)
ucode is supported by the uID center, which is a non-profit organisation based in Japan. A ucode is an identifier based on an encoding strategy to uniquely identify individual “objects”, “places” and “concepts” in the real world. "Objects" include tangible objects (e.g. industrial products, agricultural crops) and intangible objects (e.g. Internet content, programs). “Places” include the real world features such as roads and buildings. “Concepts” include the relationships between "objects" and "places" and the information which can be the real world context. 

The ucode consists of five fields: Version, Top Level Domain Code, Class Code, Second Level Domain Code, and Identification Code. The basic ucode width is 128 bits, and it can extend the width in 128-bit units. The structure is shown in the Table 6.1.2.

Table 6.1.2: the structure of ucode
	
	version
	TLD Code
	Class Code
	SDL Code
	Identification Code

	ucode-128
	4bits
	16bits
	4bits
	20-40bits
	24-4bits


The version indicates a ucode version number. The Class Code indicates the boundary between the Second Level Domain Code (SLDc) and the Identification Code (ic). The TLD is a domain allocated to organizations authorized by Ubiquitous ID Center. The SLD is a domain allocated to organizations authorized by the TLD management organizations. 

The ucode server architecture is in the multilevel hierarchical structure. In the architecture, the ubiquitous communicator (UC) retrieves the ucode and then gets the information server address by ucodeRP (ucode resolution protocol), and accesses the information associated with the identified “objects/places” . 

A typical ucodeRP resolution procedure is shown in Figure 6.1.2, and the detailed illustrations are as follows:
UC captures a ucode from a tag.

UC sends a request that containing the ucode to the ucode resolution server, and gets the location information 

(e.g. 192.168.1.1) of the ucode resolution server for managing a CC field.

UC sends a request that containing the ucode to the ucode resolution server for managing a CC field and gets the 
location information (e.g. 192.168.2.1) of the ucode resolution server for managing an SLD.

UC sends a request that containing the ucode to the ucode resolution server for managing an SLD and gets the 
location information (e.g. http://www.uidcenter.org/getinfo.cgi) of the information server.

UC sends the ucode to the information server and gets content. 
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Figure 6.1.3 ucodeRP resolution procedures
6.1.4
Object Identifier (OID)
OID is jointly developed by both ISO/IEC and ITU-T, it is an encoding strategy and used to unambiguous identify an object (physical/virtual objects) uniquely in the global context. It ensures that the object can be addressed and managed absolutely. 

OID uses a hierarchical tree structure. An OID consists of several segments called arcs which provide placeholders for identification and description in the hierarchical tree. In the OID tree, the first arc represents the organization code and is used to manage and allocate its corresponding lower arc.The first arc (nodes under the root) can be the value “itu-t (0)”, “iso (1)” and “joint-iso-itu-t (2)”, and the arcs from each node can be infinite. The OID structure is shown in the  Figure. OID resolution system (ORS) is a DNS-based protocol.
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Figure 6.1.4 the structure of OID
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