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7
Use cases analysis
7.1
Overview

Heterogeneous identification service is a common technology and widely used in the various IoT industries, for example, supply chain management and logistics, product traceability, energy management and so on. The TR-0001 collects the use case “Intelligence agricultural product traceability” in the section 12.20. And another use case “Heterogeneous identification service” has been discussed and approved. 

There are three requirements related to the heterogeneous identification service that are not yet implemented by the 
specification.

	Requirement ID
	Description
	Release

	OSR-111

See REQ-2017-0018R01 
	The oneM2M system shall be able to support heterogeneous identification services, the recognition of external identification systems and converting an object identifier to a compatible identifier recognized by the oneM2M system.
	

	
	The oneM2M system shall be able to support the traceability linking service which provides a mapping that relates a product identifier to product related traceability information.

Traceability information consists of:

· Logs 

· Information on ID service nodes, such as:

i. servers that provide access to traceability information,  and 

ii. devices (sensors and gateways) that gather traceability information
	

	
	The oneM2M system shall be able to enable applications to retrieve the  traceability information related to product identifiers.
	


7.2      Use case on heterogeneous identification service 
7.2.1 Description

In an industrial internet environment, a physical entity (raw material, component, intermediate product and finished product ...) is given a unique identifier (object identifier) by various labelling technologies (e.g. RFID tag, barcode). The object identifiers can aid the device in identification, monitoring, and management of the physical entities. 
In the product life-cycle, there are companies from many different industries. Vendor’s devices create with some information related to the physical entities, such as production date, technology type, and more. Upon implementation of the device into the processing factories, many sensors or devices are used to monitor the conditions within the factory, information such as temperature, humidity, location, duration, running state, maintenance log, etc. are recorded. 

All the participant parties (vendors and providers alike) may have permission to acquire the related information. For example, the vendor wants to monitor the processing condition to ensure the processing procedure meets the requirements, as well as to obtain the running state and maintenance log. Therefore, the vendor could detect the problem in a timely manner and provide the best solution based on this information. All the information is mapped to the object identifier, and any participant party may be able to discovery the information of the physical entity by its object identifier.
The object identifier will be applied by the vendor based on various identification standards(e.g. EPC, OID, ucode). To support the applications from different providers or the third party entities, all information related to the physical entity and the M2M service platform should be compatible with the various identification systems. The M2M service platform serves as a public service platform to provide the identification service. When it receives a request with the object identifier, it needs to identify the standards which the object identifier is adopting, and provide the corresponding identification resolver to convert the object identifier to the compatible identifier with the specific format (e.g. URI), and then send it to the corresponding resolution server. Furthermore, the resolution server will resolve the physical addresses (e.g. IP address, FQDN) of devices that record the related information of the physical entity.

7.2.2  Actors 

· M2M service platform

-the entity that serves as a public service platform to provide identification service.
· Discovery application
-the discovery request initiator, it can be from a participant party of product life-cycle (e.g. vendor, processor, operator and so on), or the third party.
· Device

- the entity to record the information of the physical entity. It can be a sensor, actuator, RFID reader, and application server.
· Resolution server 

The resolution server (e.g. ONS, Handle system) is an entity to resolve the compatible identifier (e.g. URI) to the physical address (e.g. IP address, FQDN). The resolution protocol can be applicable for one specific identification standard or multiple identification standards. 

· Physical entity

The physical entity does not have capability to communicate with other entities. It is tagged with object identifier, and the device can identify it and record its information by the object identifier.
7.2.3  Pre-conditions 



The application registers in the M2M service platform.
7.2.4  Triggers 



The application captures an object identifier, and initiates a request to discovery the related information.
7.2.5  Normal Flow 
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1. The discovery application initiates a request to discovery the related information or addresses.

2. The M2M service platform receive the request from application/originator, identifies that the standards which the object identifier adopting, converting the object identifier to the compatible identifier with the specific format.

3. The M2M service platform sends the compatible identifier to the corresponding resolution server.
4. The resolution servers resolve the compatible identifier to the physical addresses.
5. The resolution servers respond the physical addresses to the M2M service platform.
6. The M2M service platform forwards the physical addresses to the discovery application.

7. The discovery application sends the requests with the object identifier to the devices according to the physical addresses.

8. The devices find out the related information according to the object identifier.

9. The devices respond the information to the discovery application.

7.2.6  Alternative flow 
None
7.2.7  Post-conditions 
None.
7.2.8  High Level Illustration
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7.2.9  Potential requirements 
1. The oneM2M system shall be able to support heterogeneous identification services, the recognition of external identification systems and converting an object identifier to a compatible identifier recognized by  the oneM2M system.
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