	
	


[bookmark: _Toc355763072]6	Gap analysis of existing relevant technolgoiestechnologies
Editor’s Note: The chapter lists all the requirements related to management in oneM2M and analyzes how the technologies can fulfil the requirements and identifies potential gaps. The chapter also gives reference to the specification of the analyzed technologies. 
[bookmark: _Toc355787511][bookmark: _Toc355763073]6.1	Management related requirements gap analysis reference
Editor’s Note: The table below gives cross reference to the requirements and the technologies. The matrix represents whether or not the technology can fulfil the requirement. At the same time, in the following chapters, detailed description of the depth of how well the technology can fulfil the requirement should be shown.
Some MGR requirements (e.g., MGR-004) target functionality outside the scope of the existing technology (e.g., TR-069, OMA-DM). In those cases the analysis of the technology against the requirement determines if the the functionality that is outside the scope of the technology is allowed. 
The definitions for the values in below table are:
· FULL: the requirement can be fulfilled by the technology alone
· PARTIAL: the requirement can be partially fulfilled by the technology
· ALLOWED: Adopting this technology will allow this requirement to be implemented 
· NOT ALLOWED: This technology does not fulfill the requirement AND adopting this technology would not allow the requirement to be implemented
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Table 6.1 Requirements fulfilment reference
[bookmark: _Toc355787512]6.2	MGR-001
Editor’s Note: This chapter gives descriptions in depth how the technologies can fulfil each management related requirements defined in oneM2M as well as the gaps related to the requirements.
6.2.1	Requirement Description
Editor’s note: This section is a copy paste of the requirement text in the requirement TS. Revision number of the requirement TS should be explicitly referenced.
M2M System shall support management and configuration of resource constrained devices.
6.2.2	OMA DM 1.3
[bookmark: _Toc355787514]6.2.3	BBF TR069
TR-069  provides PARTIAL support for this requirement.

The TR-069 provides support for resource constrained devices that are CWMP enabled through the use of its standard CWMP protocols. For resource constrained devices that are not CWMP enabled (e.g., ZigBee devices, IP devices without CWMP stack), TR-069 provides mechanisms to access the constrained devices through a CWMP enabled device called a CWMP Proxy. Section 5.2.1.1 TR-069 Proxy Management describes this architecture. A technology constraint exists in that the CWMP Proxy must have connectivity, typically LAN, with the non-CWMP enabled device. As such, the TR-69 Proxy Management functions generally residesfunctions generally reside on a M2M Gateway within the customer premises.
Resource constrained devices that are CWMP enabled requires, at a minimiumminimum, the support for the:
· Protocol stack as defined in Section 5.1.4.1 ACS to CPE Protocol
· Implementation of the TR-181i2 Baseline:3 profile [reference TR-181 Device Data Model for TR-069 Issue: 02 Amendment 6 November 2012]
Resources required to implement a CWMP stack have been advertised as low as 150 Kilobytes storage and 30 Kilobytes DRAM (heap and stack) on an Android operating system.
Many resource constrained devices require monitoring of the device’s environment (e.g., processor, memory, battery, temperature), the TR-181i2 data model provides support for many of these objects (processor, memory, temperature) where these objects may be monitored and aarmedalarmed using the FaultMgmt objects of the data model or using the Active/Passive notification mechanism described in Section 3.7.1.5 of TR-069 [i.13]. While TR-181i2 provides support for many objects within a resource constrained device, the current data model does not provide support for a Battery resource. This type of resource may be implemented using Vendor specific extensions or submitted to the Broadband Forum for inclusion in a revision of the TR-181i2 data model. 
6.2.4	OMA DM LWM2M
[bookmark: _Toc355787515]6.3	MGR-002
6.3.1	Requirement Description
The M2M System shall provide the capability to discover the M2M Local Area Networks including information about devices on those networks and the parameters (e.g. topology, protocol) of those networks.[i.23]
[bookmark: _Toc355787516]6.3.2	OMA DM 1.3
6.3.3	BBF TR069
TR-069  provides FULL support for this requirement.

The TR-069 provides support for discovery of  devices in the associated Local Area Networks for CWMP enabled devices.
TR-069 proxy management has mechanisms where a CPE Proxier discovers devices using device discovery mechanisms as described in Appendix I of TR-069 [i.13]. These mechanisms rely on the discovery of the device using the device’s native protocol (e.g., UPnP, ZigBee, Z-wave).  
The discovery of the topology of the area network in which the device exists is constrained by the device’s native protocol support for topology discovery. For example – UPnP doesn’t provide any support for discovery of topologies while ZigBee topologies can be inferred by evaluating the routing tables of the ZigBee nodes. The TR-181 data model exposes these elements (e.g., ZigBee routing tables) but rely on the management systems to develop the topologies.
The TR-181i2 data model [reference TR-181 Device Data Model for TR-069 Issue: 02 Amendment 6 November 2012] provides support for the following LAN topologies:
· Ethernet
· WiFi
· USB
· HPNA
· MoCA
· G.hn
· HomePlug
· UniversialUniversal Powerline Association (UPA)
· UPnP
In addition the ZigBee Pro topology support is expected to be included in the next release of TR-181i2.

6.3.4	OMA DM LWM2M
6.4	MGR-003
6.4.1	Requirement Description
The M2M System shall provide the capability to maintain and describe the management information model of devices and parameters (e.g. topology, protocol) of M2M Local Area Networks. [i.23]
6.4.2	OMA DM 1.3
6.4.3	BBF TR069
TR-069  provides FULL support for this requirement.

TR-069 provides capabilities to describe and maintain the management information model of CWMP and non-CWMP enabled devices as through the Supported Data Model and  Software/Firmware Management features of the protocol. Within TR-069 all devices and services that are of interest to the problem space are modeledmodelled using the TR-069 XML meta-model. These models are a description of the device and services that are under management. These models can be either configured within the device or CWMP Proxy (if the device is not CWMP enabled) or the device can report its Supported Data Model to the ACS.
6.4.4	OMA DM LWM2M
6.5	MGR-004
6.5.1	Requirement Description
The M2M System shall support common means to manage devices enabled by different management technologies (e.g. OMA DM, BBF TR069).
6.5.2	OMA DM 1.3
6.5.3	BBF TR069
TR-069  ALLOWS  fulfilment of the requirement by Service Layer mechanisms.

The TR-069 family of specifications do not provide features that translate between TR-069 and other management protocols (e.g., OMA-DM, oneM2M). As such there is an expectation that the M2M System would translate between management protocols.
TR-069 provides access to manage devices through its Auto-configuration Server. The Auto-configuration Server has interfaces with the NMS/OSS and BSS systems of the Service provider. As such the ACS would have expected to interface with the M2M System.

6.5.4	OMA DM LWM2M
6.6	MGR-005
6.6.1	Requirement Description
The M2M System shall provide the capability to manage multiple devices in a grouped manner. [i.23]
6.6.2	OMA DM 1.3
6.6.3	BBF TR069
TR-069  provides PARTIAL support for this requirement.

The TR-069 family of specifications defines management actions that are destined for a single CWMP enabled device. The concepts of groups within the TR-069 family of specifications doesconcept of groups within the TR-069 family of specifications does not exist. Grouping, while not specified within the CWMP protocol is implemented within ACS or the NMS/OSS/BSS systems. As such, the M2M System would be required to implement the grouping feature.
6.6.4	OMA DM LWM2M
6.7	MGR-006
6.7.1	Requirement Description
The M2M System shall provide the capability for provisioning and configuration of devices in M2M Local Area Networks. [i.23]
6.7.2	OMA DM 1.3
6.7.3	BBF TR069
TR-069  provides FULL support for this requirement.

TR-069 provides support for provisioning and configuration of  devices in the Local Area Networks for CWMP enabled and non-CWMP enabled devices. TR-069 has the capability to manage a device through the device’s life-cylecycle (bootstrap through decommissioning). 
For CWMP enabled devices that reside behind a Gateway with Firewalls and Network Address Translation features enabled, the CWMP protocol provides a mechanism that allows the ACS to communicate those devices. This mechanism is described in as described in Annex G of TR-069 [i.13].
6.7.4	OMA DM LWM2M
6.8	MGR-007
6.8.1	Requirement Description
The M2M System shall provide the capability for monitoring and diagnostics of devices in M2M Local Area Networks. [i.23]
6.8.2	OMA DM 1.3
6.8.3	BBF TR069
TR-069  provides FULL support for this requirement.

TR-069 provides support for monitoring and diagnostics of  devices in the Local Area Networks for CWMP enabled and non-CWMP enabled devices. Monitoring can include notification support for devices that need immediate attention as well as passive monitoring of device information and statistics that may be collected in a periodic manner. Likewise, TR-069 provides the capability to execute diagnostics in a synchronous or asynchronous fashion; allowing for long lived diagnostics to be executed on a device,
For non-CWMP enabled devices, the device is implemented as a non-CWMP enabled Virtual Device where the procedure is documented in Appendix I of TR-069 [i.13]
CWMP and non-CWMP enabled Virtual and Embedded devices support the following diagnostic operations:
· Reboot
· Factory Reset
In addition CWMP enabled and non-CWMP enabled Virtual Devices also support the following standard diagnostics:
· IP Diagnostics (Ping, Trace Route, HTTP or FTP Download or Upload, UDP Echo)
· DNS – NS Lookup
· HPNA Diagnostics
· UPA Diagnostics
· Device Self Tests
· DSL Line
· ATM Interface
These tests are documented within the TR-181i2 data model [reference TR-181 Device Data Model for TR-069 Issue: 02 Amendment 6 November 2012].
6.8.4	OMA DM LWM2M
6.9	MGR-008
6.9.1	Requirement Description
The M2M System shall provide the capability for software management of devices in M2M Local Area Networks. [i.23]
6.9.2	OMA DM 1.3
6.9.3	BBF TR069
TR-069  provides FULL support for this requirement.

TR-069 provides support for software and firmware management of  devices in the Local Area Networks for CWMP enabled and non-CWMP enabled devices. Software and firmware management of non-CWMP enabled devices may be performed using Software modules within the CWMP enabled M2M Gateway or may be downloaded directly to device by implementing the non-CWMP enabled device as a Non-CWMP enabled Virtual Device.
6.9.4	OMA DM LWM2M
6.10	MGR-009
6.10.1	Requirement Description
The M2M System shall provide the capability for resetting devices in M2M Local Area Networks. [i.23]
6.10.2	OMA DM 1.3
6.10.3	BBF TR069
TR-069  provides FULL support for this requirement.

TR-069 provides support for resetting (boot, factory) of  devices in the Local Area Networks for CWMP enabled and non-CWMP enabled devices. For non-CWMP enabled devices, the device is implemented as a Non-CWMP enabled Virtual Device.
In the scenario where the device in the M2M Local Area network is a CWMP enabled device, TR-069 provides a mechanism where the device can communicate through a Gateway (which might be NAT or Firewall enabled) to the ACS. Annex G of TR-069 [i.13] describes this mechanism.
6.10.4	OMA DM LWM2M
6.11	MGR-010
6.11.1	Requirement Description
The M2M System shall provide the capability for authorizing devices to access M2M Local Area Networks. [i.23]
6.11.2	OMA DM 1.3
6.11.3	BBF TR069
TR-069  provides PARTIAL support for this requirement.

TR-069 does not provide direct support for authorizing devices for access to Local Area Networks but does allow for configuration of credentials and other properties that these networks utilize. TR-069 does this for CWMP and non-CWMP enabled devices. 
6.11.4	OMA DM LWM2M
6.12	MGR-011
6.12.1	Requirement Description
The M2M System shall provide the capability for modifying the topology of devices in M2M Local Area Networks. [i.23]
6.12.2	OMA DM 1.3
6.12.3	BBF TR069
TR-069  provides FULL support for this requirement.

TR-069 does allow for configuration  of properties for Local Area Networks that can determine which devices are to be included within a Local Area Network. TR-069 does this for CWMP and non-CWMP enabled devices.
6.12.4	OMA DM LWM2M
6.13	MGR-012
6.13.1	Requirement Description
Upon detection of a new device the M2M Gateway SHALL beis able to be provisioned by the M2M Service Infrastructure with an appropriate configuration which is required to handle the detected device. [i.23]
6.13.2	OMA DM 1.3
6.13.3	BBF TR069
TR-069  provides FULL support for this requirement.

TR-069 provides support for detection of new devices in the Local Area Networks. TR-069 has the capability to detect new devices via active and passive notification mechanisms described in Section 3.7.1.5 of TR-069 [i.13]  as well as using the CWMP protocol’s inform event (e.g., Bootstrap) mechanisms for CWMP enabled devices. 
In the most common M2M deployment scenarios, the M2M Gateway would include a CWMP Agent making the M2M Gateway a CWMP-enabled device with a CWMP Proxier as defined in Annex J of TR-069 [i.13]. 
In this scenario, the M2M Gateway’s CWMP agent could detect and report the new device to the ACS via the M2M Gateway’s CWMP agent. Once a device is reported to the ACS, the ACS can inform the M2M System about the device addition for further configuration and software/firmware management activities. Possible configuration activities could include:
· Software management (Annex H of TR-069[i.13])
· Device configuration via Proxy management (Appendix I of TR-069[i.13])
6.13.4	OMA DM LWM2M
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