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2.2
Informative references

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.

Use the EX style, add the letter "i" (for informative) before the number (which shall be in square brackets) and separate this from the title with a tab (you may use sequence fields for automatically numbering references, (see example).

[i.1]
RFC 2119: IETF “Key words for use in RFCs to Indicate Requirement Levels”
[i.2]
OMA-AD-DM-V1_3 “Device Management Architecture”
[i.3]
OMA-TS-DM_Protocol-V1_3 “OMA Device Management Protocol”
[i.4]
OMA-TS-DM_RepPro-V1_3 “OMA Device Management Representation Protocol”
[i.5]
OMA-TS-DM_StdObj-V1_3 “OMA Device Management Standardized Objects”
[i.6]
OMA-TS-DCMO-V1-0: “Device Capability Management Object”
[i.7]
OMA-TS-LAWMO-V1-0: “Lock and Wipe Management Object”
[i.8]
OMA-TS-DM-FUMO-V1-0: “Firmware Update Management Object”,.
[i.9]
OMA-TS-DM-SCOMO-V1-0: “Software Component Management Object”, Version 1.0.
[i.10]
OMA-TS-GwMO-V1-0: “Gateway Management Object Technical Specification”, Version 1.0.
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6
Gap analysis of existing relevant technologies

Editor’s Note: The chapter lists all the requirements related to management in oneM2M and analyzes how the technologies can fulfil the requirements and identifies potential gaps. The chapter also gives reference to the specification of the analyzed technologies. 

6.1
Management related requirements gap analysis reference

Editor’s Note: The table below gives cross reference to the requirements and the technologies. The matrix represents whether or not the technology can fulfil the requirement. At the same time, in the following chapters, detailed description of the depth of how well the technology can fulfil the requirement should be shown.
	
	OMA DM 1.3
	BBF TR069
	OMA DM LWM2M
	

	MGR-001
	Partial
	
	
	

	MGR-002
	Full
	
	
	

	MGR-003
	Full
	
	
	

	MGR-004
	Allowed
	
	
	

	MGR-005
	Partial
	
	
	

	MGR-006
	Full
	
	
	

	MGR-007
	Full
	
	
	

	MGR-008
	Full
	
	
	

	MGR-009
	Full
	
	
	

	MGR-010
	Partial
	
	
	

	MGR-011
	Full
	
	
	

	MGR-012
	Full
	
	
	


Table 6.1 Requirements fulfilment reference

6.2
MGR-001
Editor’s Note: This chapter gives descriptions in depth how the technologies can fulfil each management related requirements defined in oneM2M as well as the gaps related to the requirements.

6.2.1
Requirement Description
Editor’s note: This section is a copy paste of the requirement text in the requirement TS. Revision number of the requirement TS should be explicitly referenced.
M2M System shall support management and configuration of resource constrained devices.
6.2.2
OMA DM 1.3
OMA DM 1.3 can PARTIALLY fulfil the requirement.
The definition of resource constrained devices depends on the progress of the device classification work item.
OMA DM 1.3 requires an OMA DM compliance device shall have at least one of the protocol stacks among TCP/IP, IrDA or WSP. And the devices shall also have a capability to parse the xml file. Because the DM Representation OMA DM uses to deliver the DM Message is in the format of XML. The OMA DM devices shall also be capable of store a certain amount of information which is the MO trees to carry the management functions. For constrained devices that serve very simple functions and have the basic capability of parsing short XML and small amount of storage to store the MO, OMA DM 1.3 can be used for device management. As a result, OMA DM can be applied to some resource constrained devices but not those very limited in resources (no memory, cannot parse the XML, no communication module).
6.2.3
BBF TR069

6.2.4
OMA DM LWM2M
6.3
MGR-002
6.3.1
Requirement Description
The M2M System shall provide the capability to discover the M2M Local Area Networks including information about devices on those networks and the parameters (e.g. topology, protocol) of those networks.[i.23]
6.3.2
OMA DM 1.3
OMA DM 1.3 can FULLY fulfil the requirement.

In the setup phase of the OMA DM protocols. The MO DevInfo is transported from DM Client to DM Server. And the MO DevDetail can be requested by DM Server if necessary. In the MO DevInfo and DevDetail, information about how the device can be reached, the protocol, the address, port number, required security parameters is transferred from device to DM server. 
For devices in the local area network that are attached to the DM Gateway, GwMO can be used to get the address information.
Also some work has been done in ETSI M2M to define MANMO and MANDMO [i.24] to enable the DM Server to get the information about the topology and protocol of the local area network.

In this way, the DM Server can get to know the connection related parameters (protocol) from the device.
GwMO defines how DM Server can manage device in a local area network through DM Gateway. DM Gateway can work in three modes which are transparent mode, proxy mode and adaptor mode. OMA DM devices and non-OMA DM devices can all be managed using DM Gateway. Combined with other MOs defined by OMA DM, devices in the local area network can be managed by DM Server.
6.3.3
BBF TR069

6.3.4
OMA DM LWM2M

6.4
MGR-003
6.4.1
Requirement Description
The M2M System shall provide the capability to maintain and describe the management information model of devices and parameters (e.g. topology, protocol) of M2M Local Area Networks. [i.23]

6.4.2
OMA DM 1.3
OMA DM 1.3 can FULLY fulfil the requirement.

For devices in the local area network, some work has been done in ETSI M2M to define MANMO and MANDMO [i.24] to maintain and describe the information model about the topology and protocol of the local area network. The MANMO and MANDMO have been submitted for registration in OMA.
6.4.3
BBF TR069

6.4.4
OMA DM LWM2M
6.5
MGR-004

6.5.1
Requirement Description
The M2M System shall support common means to manage devices enabled by different management technologies (e.g. OMA DM, BBF TR069).
6.5.2
OMA DM 1.3
OMA DM 1.3 can ALLOW the fulfilment of the requirement.

OMA DM does not provide features that translate between OMA DM and other management protocols (e.g., BBF TR069, oneM2M). As such there is an expectation that the M2M System would translate between management protocols.
The management of devices defined by OMA DM is fulfilled by sending DM Messages from DM Server to DM Client. The management related information is carried by Management Objects. For the oneM2M system to support common means to manage devices through OMA DM, the oneM2M system could include the DM Server, DM Client and DM Gateway in the oneM2M system and could have some abstraction to include the MO trees in the oneM2M system to enable the device management in spite of the detailed technologies.
6.5.3
BBF TR069

6.5.4
OMA DM LWM2M
6.6
MGR-005

6.6.1
Requirement Description

The M2M System shall provide the capability to manage multiple devices in a grouped manner. [i.23]
6.6.2
OMA DM 1.3
OMA DM 1.3 can PARTIALLY fulfil the requirement.

The requirement can be fulfilled both in service layer and by OMA DM technology. 
For service layer, one DM Server could manage multiple DM Clients. The oneM2M system is able to manage multiple devices in a grouped manner by utilize one DM Server. The M2M System could have multiple devices in a group. When the M2M System needs to send identical DM Message to each device in the group, the M2M System could pass the command to DM Server to send DM Messages one by one or simultaneously.
For manage group of devices in OMA DM. GwMO is defined how to fan out DM Command to a group devices.
6.6.3
BBF TR069

6.6.4
OMA DM LWM2M
6.7
MGR-006

6.7.1
Requirement Description

The M2M System shall provide the capability for provisioning and configuration of devices in M2M Local Area Networks. [i.23]

6.7.2
OMA DM 1.3
OMA DM 1.3 can FULLY fulfil the requirement. 
For devices in the local area network, GwMO can be used to provision and configure End Devices that are attached to the DM Gateway. Gateway Config MO contains the information related to each attached End Device.
6.7.3
BBF TR069

6.7.4
OMA DM LWM2M
6.8
MGR-007

6.8.1
Requirement Description

The M2M System shall provide the capability for monitoring and diagnostics of devices in M2M Local Area Networks. [i.23]

6.8.2
OMA DM 1.3
OMA DM 1.3 can FULLY fulfil the requirement.

The capability of monitoring and diagnostics of OMA DM is mainly achieved by MO DiagMon. DiagMon supports diagnostics policies management, fault reporting, performance monitoring, device interrogation, remote diagnostics procedure invocation and remote device repairing. The monitoring and diagnostics of the devices in the local area network can be fulfilled by DiagMon plus GwMO.
6.8.3
BBF TR069

6.8.4
OMA DM LWM2M
6.9
MGR-008

6.9.1
Requirement Description

The M2M System shall provide the capability for software management of devices in M2M Local Area Networks. [i.23]

6.9.2
OMA DM 1.3
OMA DM 1.3 can FULLY fulfil the requirement.

Software management capability is fulfilled by the MO SCOMO (Software Component Management Object). SCOMO can be used to remotely manage a software component within a device. The functionalities provided by SCOMO includes delivery, download, installation, update, removal, activation, and de-activation of software. The software management of devices in local area network can be fulfilled by SCOMO plus GwMO.
6.9.3
BBF TR069

6.9.4
OMA DM LWM2M
6.10
MGR-009

6.10.1
Requirement Description

The M2M System shall provide the capability for resetting devices in M2M Local Area Networks. [i.23]

6.10.2
OMA DM 1.3
OMA DM 1.3 can FULLY fulfil the requirement.

The functionality for reset the device is provided by the MO LAWMO. LAWMO is for remotely locking and wiping the device. The functionality of rebooting a device is enabled by DiagMon. In this way, OMA DM can reset the device to its original state and reboot the device as well. The reset and reboot of a device in local area network can be enabled by DCMO or DiagMon plus GwMO.
6.10.3
BBF TR069

6.10.4
OMA DM LWM2M
6.11
MGR-010

6.11.1
Requirement Description

The M2M System shall provide the capability for authorizing devices to access M2M Local Area Networks. [i.23]

6.11.2
OMA DM 1.3
OMA DM 1.3 can PARTAILLY fulfil the requirement.

Configuration methods of OMA DM can be used to detach certain device from the network. Coordinator and router can also be configured to block the new access request to deny devices to be attached to the local area network. In this way, devices can be authorized to access M2M Local Area Network.
6.11.3
BBF TR069

6.11.4
OMA DM LWM2M
6.12
MGR-011

6.12.1
Requirement Description

The M2M System shall provide the capability for modifying the topology of devices in M2M Local Area Networks. [i.23]

6.12.2
OMA DM 1.3
OMA DM 1.3 can FULLY fulfil the requirement.

OMA DM can be used to modify the topology of devices in M2M Local Area Network by activate and de-activate devices that serve as coordinator or router in the area network. For example, if a coordinator or router is de-activated, devices attached to the coordinator or router will automatically find other coordinators or routers to access the local area network.
Configuration methods can also be used to configure the router or coordinator to accept or deny access request of new devices. The topology is modified.
6.12.3
BBF TR069

6.12.4
OMA DM LWM2M
6.13
MGR-012

6.13.1
Requirement Description

Upon detection of a new device the M2M Gateway SHALL be able to be provisioned by the M2M Service Infrastructure with an appropriate configuration which is required to handle the detected device. [i.23]
6.13.2
OMA DM 1.3
OMA DM 1.3 can FULLY fulfil the requirement.

In a DM Server assisted bootstrap procedure defined in GwMO. Whenever a new device is detected, DM Server will install the End Device credentials to the gateway through Gateway Config MO.
6.13.3
BBF TR069

6.13.4
OMA DM LWM2M
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