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1
Rationale

Device Management is one of the major requirements in the requirement TS. 
In M2M, device management is needed to manage M2M Device/Gateway and other device in the local area network. The proposed text is a general introduction to Device Management CSF.

6.
Functional Architecture

6.2
Functional Entities

6.2.1
Functional Entities comprising the set of CSFs

6.2.1.X
Device Management 

Device Management CSF enables the management of device capabilities including:
· Application Software installation and settings
· Configuration settings 

· Provisioning

· Firmware Updates

· Logging, Monitoring, Diagnostics

· Topology Management of Area Networks
· Devices within a Area Network Management
· Rebooting, Resetting, Pause, Turn-off
Note: These device capabilities may be assigned to one or more Execution Environments (i.e. Communication, Application) within the device and access is controlled through delegation via Role based permissions.

8.
Functional Description

8.1
General Concepts

8.1.x
Device Management

The Device Management Function (DMF) shall provide a mechanism to manage capabilities of M2M Devices, M2M Gateways and devices in the M2M Area Networks. The DMF exposes these management capabilities through the X and Y reference points where M2M Applications and other CSEs shall be able to manage devices by sending requests to a CSE.
The DMF in the CSE of Infrastructure Node shall be capable of utilizing the management server from the underlying network, an embedded management server or third party management server to perform management of devices with a management client.
The DMF in the CSE of the Intermediate Node and End Node shall be equipped with an embedded management client or a third party management client that is used to interact with management server.

A component function of the DMF is a management adapter that is responsible for translating the device management related requests from the X or Y reference point to requests that can be understood by the management server or to enable the communication between management client and the DMF. The DMF in the CSE of the Intermediate Node may be deployed with a proxy function for the purpose of management of devices in the M2M Area Network.

The DMF shall be capable of utilizing device management capabilities and technologies of the Underlying Network through the Z reference point. The technology is mapped into oneM2M architecture exposing the management capability provided by the technology. The management capability of the Underlying Network shall capable of being triggered from the X or Y reference points.
Management capability includes application software installation and settings, configuration settings, firmware updates, provisioning, rebooting, resetting, pause, power-off, logging, monitoring, diagnostics and topology management.
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