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***************change 1**************
2.2
Informative references

[i.29]
“DM Client Side API Framework (DMClientAPIfw)” OMA-ER-DMClientAPIfw-V1_0
***************change 2**************
5.1.2
Architecture

Editor’s Note: The chapter is to give the high level architecture of the technology and the corresponding description. 


[image: image1]Figure 5.1.3: Architecture and Reference Points

The architecture of OMA Device Management Enabler is shown in Figure 5.1.3 [i.2] . Functional components which are DM Server and DM Client compose the DM Enabler. Components Smart Card, OTA Provisioning Server and CP Enabler are outside of the DM Enabler. They are used to bootstrap the DM Client.

DM Server can also manage a device with DM Client through a DM Gateway. DM Gateway can be deployed in DM-1 interface in Transparent Mode, Proxy Mode or Adaption Mode [i.12].
5.1.3
Reference points

Editor’s Note: The chapter is to introduce the reference point.

1) 5.1.3.1
Introduction

This clause introduces the interfaces carried over the reference points between DM Server, DM Client, Smart Card, OTA Provision Server and CP Enabler. Also the procedures of packages exchanged via these interfaces are also briefly introduced.

2) 5.1.3.2
DM-1 DM Client-Server Notification

The DM-1 interface provides the ability for the DM Servers to send device management notifications to the DM Clients. Because devices with DM Clients may not be able to continuously listen for connection all the time, DM Server may send notifications to DM Client to start a DM session. More details can be referred to [i.2]

3) 5.1.3.3
DM-2 DM Client-Server Protocol

The interface provides the ability for the DM Servers and DM Clients to exchange DM commands and corresponding responses. The interface can be bound to different underlying protocols including HTTP and HTTPS. More details can be referred to [i.2].

4) 5.1.3.4
DM-3 DM Bootstrap Profile via Smart Card

Bootstrap via Smart Card is one way to provision a DM Client. The DM Client gets all the related configuration settings from the Smart Card. More details can be referred to [i.2].

5) 5.1.3.5
DM-4 DM Bootstrap Profile OTA

Bootstrap via push protocol over the air can provision necessary configuration setting file to DM Client. The file contains a series of DM Commands. More details can be referred to [i.2].

6) 5.1.3.6
CP-1 CP Bootstrap Profile

Bootstrap via CP enabler can provision necessary configuration setting file to DM Client. The file contains a series of DM Commands. More details can be referred to [i.2].

7) 5.1.3.7
DM-6 DM Server-Server Interface

DM Server-Server Interface enables one DM Server delegate the management of a device to another DM Server. More details can be referred to [i.2].
8) 5.1.3.8
DM-7,8,9 Client API

DM-7 is the interface that enables the local application of a device to register or deregister Management Object to the DM Client. [i.29]
DM-8 is the interface that enables the DM Client to send Management Object update notifications to local application. [i.29]
DM-9 is the interface that enables the local application to send Management Object manipulation and retrieve commands to the DM Client. [i.29]
Local application resides in the same execution environment with the DM Client.
9) 5.1.3.9
Procedures
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Figure 5.1.4: DM Phases
The interaction between Client and Server is achieved by Packages. OMA DM Protocol consists of two parts: setup phase (authentication and device information exchange) and management phase. Management phase can be repeated as many times as the DM Server wishes. The setup phase is composed of Pachage#0, Package#1 and Package#2. The management phase is composed of Package#3 and Package#4 as shown in Figure 5.1.4[i.3].
***************change 3**************
6.2.2
OMA DM 1.3

OMA DM 1.3 can PARTIALLY fulfil the requirement.

The definition of resource constrained devices depends on the progress of the device classification work item.

OMA DM 1.3 requires an OMA DM compliance device shall have at least one of the protocol stacks among TCP/IP, IrDA or WSP. And the devices shall also have a capability to parse the xml file. Because the DM Representation OMA DM uses to deliver the DM Message is in the format of XML. The OMA DM devices shall also be capable of store a certain amount of information which is the MO trees to carry the management functions. For constrained devices that serve very simple functions and have the basic capability of parsing short XML and small amount of storage to store the MO, OMA DM 1.3 can be used for device management. As a result, OMA DM can be applied to some resource constrained devices but not those very limited in resources (no memory, cannot parse the XML, no communication module).
OMA DM 1.3 can also configure devices with DM Client using the ClientAPI between DM Client and the local application. With the local application defined by oneM2M, devices can be configured using service layer protocols.
***************change 4**************
6.13.2
OMA DM 1.3 and OMA DM 2.0
OMA DM 1.3 can FULLY fulfil the requirement.

In a DM Server assisted bootstrap procedure defined in GwMO. Whenever a new device is detected, DM Server will install the End Device credentials to the gateway through Gateway Config MO.
In OMA DM 1.3, DM Gateways with DM Client can be also provisioned using the ClientAPI between DM Client and the local application. With the local application defined by oneM2M, devices can be configured using service layer protocols.
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Package 1: client initialization with client credentials and device information
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