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*******change 1***************
6.1
Management related requirements gap analysis reference

Editor’s Note: The table below gives cross reference to the requirements and the technologies. The matrix represents whether or not the technology can fulfil the requirement. At the same time, in the following chapters, detailed description of the depth of how well the technology can fulfil the requirement should be shown.

Some MGR requirements (e.g., MGR-004) target functionality outside the scope of the existing technology (e.g., TR-069, OMA-DM). In those cases the analysis of the technology against the requirement determines if the the functionality that is outside the scope of the technology is allowed. 

The definitions for the values in below table are:

FULL: the requirement can be fulfilled by the technology alone

PARTIAL: the requirement can be partially fulfilled by the technology

ALLOWED: Adopting this technology will allow this requirement to be implemented 

NOT ALLOWED: This technology does not fulfill the requirement AND adopting this technology would not allow the requirement to be implemented
	Requirement Support

	
	OMA DM 1.3
	BBF TR069
	OMA DM LWM2M
	OMA DM 2.0

	MGR-001
	Partial
	Partial
	Full
	Partial

	MGR-002
	Full
	Full
	Full
	Full

	MGR-003
	Full
	Full
	Full
	Full

	MGR-004
	Allowed
	Allowed
	Allowed
	Allowed

	MGR-005
	Partial
	Partial
	Partial
	Partial

	MGR-006
	Full
	Full
	Full
	Full

	MGR-007
	Full
	Full
	Full
	Full

	MGR-008
	Full
	Full
	Partial
	Full

	MGR-009
	Full
	Full
	Full
	Full

	MGR-010
	Partial
	Partial
	Partial
	Partial

	MGR-011
	Full
	Full
	Full
	Full

	MGR-012
	Full
	Full
	Partial
	Full

	MGR-013
	Not allowed
	
	
	

	MGR-014
	Full
	
	
	

	MGR-015
	Full
	
	
	

	MGR-016
	Full
	
	
	


Table 6.1.1: Requirements fulfilment reference

*******change 2***************
6.14
MGR-013

6.14.1
Requirement Description

The M2M System shall be able to identify and manage M2M Service status of M2M Devices. [i.23]
6.14.2
OMA DM 1.3
OMA DM 1.3 is NOT ALLOWED to fulfill the requirement.
There isn’t a concept of M2M Service defined in OMA DM 1.3. As a result, OMA DM 1.3 can neither fulfill the requirement alone nor support the fulfillment of the requirement.
6.15
MGR-014

6.15.1
Requirement Description

The M2M System shall be able to retrieve events and information logged by M2M Gateways/ Devices and other devices in M2M Area Networks. [i.23]
6.15.2
OMA DM 1.3
OMA DM 1.3 can FULLY fulfil the requirements.
Related technologies are defined in DiagMon:Trap which describes how the DM Client monitors the performance of the device. The DiagMon Client can send notification to DM Server or collect trap event together to response the retrieve request. As a result, OMA DM 1.3 can fully fulfill the requirement.
With regard to devices in the M2M Area Network, DiagMon is combined with GwMO to fulfill the requirement.
6.16
MGR-015

6.16.1
Requirement Description

The M2M System shall be able to support firmware management (e.g. update) of M2M Gateways/ Devices and other devices in M2M Area Networks.. [i.23]
6.16.2
OMA DM 1.3

OMA DM 1.3 can FULLY fulfil the requirement.
It is defined in FUMO about how to support firmware management. FUMO defined in OMA DM can be used to initiate firmware update, exchange device information, download update package, install update package, notify firmware update.

With regard to devices in the M2M Area Network, FUMO is combined with GwMO to fulfill the requirement.
6.17
MGR-016

6.17.1
Requirement Description

The M2M System shall be able to retrieve information related to the Static and Dynamic Device/Gateway Context for M2M Gateways/Devices as well as Device Context for other devices in M2M Area Networks. [i.23]

6.17.2
OMA DM 1.3

OMA DM 1.3 can FULLY fulfil the requirement.
DiagMon defined by OMA DM 1.3 enable the DM Server to acquire information related to the devices local context including battery level, available memory as well as some network capabilities.
DiagMon also defines Trap method which can be used to collect events related to the change of dynamic context in the device. The collected events can be retrieved by the DM Server.
ClientAPI defined in OMA DM 1.3 also provides interfaces that can be used to retrieve MO information from DM Client which can be static device context.
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