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====================== 1st Change========================

6.1 
Management related requirements gap analysis reference

Editor’s Note: The table below gives cross reference to the requirements and the technologies. The matrix represents whether or not the technology can fulfil the requirement. At the same time, in the following chapters, detailed description of the depth of how well the technology can fulfil the requirement should be shown.

Some MGR requirements (e.g., MGR-004) target functionality outside the scope of the existing technology (e.g., TR-069, OMA-DM). In those cases the analysis of the technology against the requirement determines if the the functionality that is outside the scope of the technology is allowed. 
The definitions for the values in below table are:
· FULL: the requirement can be fulfilled by the technology alone
· PARTIAL: the requirement can be partially fulfilled by the technology
· ALLOWED: Adopting this technology will allow this requirement to be implemented 
· NOT SUPPORTED: This technology does not fulfil the requirement AND adopting this technology would not allow the requirement to be implemented
	Requirement Support

	
	OMA DM 1.3
	BBF TR-069
	OMA DM LWM2M
	OMA DM 2.0

	MGR-001
	Partial
	Partial
	Full
	Partial

	MGR-002
	Full
	Full
	Full
	Full

	MGR-003
	Full
	Full
	Full
	Full

	MGR-004
	Allowed
	Allowed
	Allowed
	Allowed

	MGR-005
	Partial
	Partial
	Partial
	Partial

	MGR-006
	Full
	Full
	Full
	Full

	MGR-007
	Full
	Full
	Full
	Full

	MGR-008
	Full
	Full
	Partial
	Full

	MGR-009
	Full
	Full
	Full
	Full

	MGR-010
	Partial
	Partial
	Partial
	Partial

	MGR-011
	Full
	Full
	Full
	Full

	MGR-012
	Full
	Full
	Partial
	Full

	MGR-013
	Allowed
	Allowed
	Allowed
	Allowed

	MGR-014
	Full
	Full
	Full
	Full

	MGR-015
	Full
	Full
	Full
	Full

	MGR-016
	Full
	Full
	Full
	Full

	MGR-017
	Not Supported
	Not Supported
	
	Not Supported


====================== 2nd Change========================
6.18
MGR-017
6.18.1
Requirement Description

The M2M system shall support the capability to map M2M service subscription role(s) to roles used within technology specific Device Management protocols. [i.23]
6.18.2
OMA DM 1.3 and OMA DM 2.0
This requirement is NOT SUPPORTED by OMA DM 1.3 and 2.0.

OMA DM does provide security capabilities (ACLs) [i.39] within the DM Server to ensure authorized parties are permitted access control of a Management Object. However, OMA DM uses server identifier to distinguish different DM servers which cannot be mapped to any concept of roles. Since role is not supported by OMA DM, the requirement is not supported by OMA DM.
====================== 3rd Change========================
2.2
Informative references

[i.39]
OMA-TS-DM_Security-V1_2_1: “OMA Device Management Security”
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