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1. Background
At the conference call after the last TP-10 Berlin meeting, the meeting had discussed the proposed restructuring of the technical report on abstraction and semantics (ABS TR). We haven’t modified existing contents for Section 5 (Introduction on Abstraction and Semantic Capability Enablement in oneM2M). 
However, there are two points for further restructuring of Section 5:

· Section 5.1.2 Overview on Semantics: The current text of this section describes different levels of semantics in general from conceptual views. For semantics, there is the separate section on overview in Section 7.1. So, the sub-section title needs to be modified.
· Section 5.2 Use Cases: Regarding use cases, we could define additional use cases as many as possible for identifying important requirements and functionalities. At the last meeting, there was also the new use case proposal. In this case, it’s not a good way to include all detailed text including figures with too many pages in the beginning of the document. So, as informative materials, we suggest to move details of use cases into Appendix.
2. Proposal
In this contribution, we propose to slightly modify some contents of Section 5 of the ABS TR (v-0.8.0) as follows. 
	Current contents of Section 5
	Proposed contents of Section 5

	5. Introduction on Abstraction and Semantic Capability Enablement in oneM2M
	No change

	5.1 Overview
5.1.1 Motivation for Abstraction and Semantics

5.1.2. Overview on Semantics
	5.1 Overview
5.1.1 Motivation for Abstraction and Semantics

5.1.2. Basic Concept of Semantics

	5.2 Use Cases

5.2.1. An example of Home Environment Monitoring Service using semantic mash-up

5.2.2. Semantic Home Control

5.2.3. Gym Use Case

5.2.4. Intelligent Alarm Service using Semantic Discovery and Mash-up
	5.2. Use cases analysis

· Make a summary table of all use cases

· Move all details to Appendix

	5.3 Benefits of Abstraction and Semantics
	No change

	
	Appendix I. Use Cases (new section)

	
	· Add all details for use cases (from Section 5.2)


==== Proposed Revision =======

5
Introduction on Abstraction and Semantic Capability Enablement in oneM2M
Editor’s Note: The chapter is to introduce concepts, use cases, benefits, etc.

5.1
Overview

5.1.1
Motivation for Abstraction and Semantics

While M2M systems benefit from the variety of existing connectivity technologies to make any M2M Service work in almost any environment, M2M Applications developers don’t expect to get into deep knowledge of each of these technologies for developing their applications.  The abstraction of the technologies aims at hiding the complexity of the specific technologies by providing a single format to represent devices and unified methods directly usable by the applications.
Through Abstraction means, a M2M System decouples M2M applications from specific end device implementations – e.g. allows Home control Service to access a ‘switch’, whatever specific technology is used by the switch (be it KNX, or ZigBee, or DECT-ULE, or …) because the ‘switch’ interface is abstracted from any specific technology.

Going further in simplifying the life of the Application developer and of the end-user, Semantics approach consists in getting information on the ‘meaning’ of M2M data. Semantic mechanisms enable an application to find suitable M2M data / devices and use them (if permitted), and encourage the creation of an open market for M2M data. Moreover, Semantic is essential if the M2M System is expected to interact with real world entities (“things”) since a key role of Semantic is to provide a description of the relationship between things / data / information. 

The semantics of specific M2M data can be provided by the industry segment that uses these data.This is the reason why oneM2M expects a lot of synergy with vertical domain industries when analysing possible solutions to provide Semantic support to M2M applications data thanks to their semantic description.

Figure 1 is an illustrated example of what is meant by both Abstraction and Semantics in this oneM2M TR.
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Figure 1 – Abstraction versus Semantic for oneM2M

5.1.2
Basic Concept of Semantics
The current oneM2M approach treats data as black boxes, i.e. the content is opaque and applications have to a-priori know how to interpret the data. The result is a relatively tight coupling on the logical level (not the communication level) between the producers of data and the consumers of data. The consumer is programmed or configured for certain consumers. This typically requires a-priori agreement between the two regarding the meaning, i.e. the semantics of the data, which is then implicitly coded into the producer and the consumer.

Making the semantics explicit enables the platform to support additional functionalities like discovery, creation of mash-ups, and (big) data analysis.

However, there is not just one single level of semantics that could be attached to a raw data elment. Figure 5.1 shows different levels of meaningfulness that can be identified.
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Figure 5.1
The first level is the data type that defines how the raw data has to be interpreted to determine its value. In the example case, the raw data represents the float value 20,5. The physical type provides the meaning of the float value, i.e. that the float value represents a temperature given in Celsius. Finally, the thing type identifies the real-world thing and the aspect that is represented by the value. In the given case, the indoor temperature of the room with the name bedroomA.

Devices can also be semantically described. If a device produces data, the semantic description of the output directly corresponds to the semantic description of the data, as shown in Figure 5.X. In addition, other aspects can be semantically described, e.g. the device type, the manufacturer, the energy consumption, management information.

5.2 Use Cases Analysis
TBD: Make a summary table of all use cases







· 
· 
· 

· 







· 
· 
· 

· 
· 
· 

















































	

	

	

	

	









	
	
	

	
	
	

	
	
	

	
	
	

	
	
	








	
	

	
	

























· 
· 
· 
· 
· 
· 
· 





















	

	

	

	
















· 
· 
· 









· 
· 
· 

· 
· 









· 
· 
· 




· 
· 








0. 
1. 
2. 
3. 
4. 
a. 
b. 
c. 
5. 
a. 
b. 
c. 
6. 





· 
5.3
Benefits of Abstraction and Semantics
By hiding the complexity of underlying networks, the Abstraction feature simplifies M2M for users and Applications developers. As services become independent of  the various specialized technologies, it gives the opportunity to the Applications developers to focus on innovation of new services, which eventually fosters the development of the M2M market. 
Semantic support for M2M, by describing the meaning of M2M data, that will also re-use existing semantics from vertical domains, is a way to enhance interoperability between initially “siloed” applications. Another key benefit from Semantic is that it enables Applications to directly interact with real-world entities, through their virtual annotated-representation

Appendix I. Use Cases
Editor’s Note: The section is to introduce several use cases for abstraction&semantics. 

Editors Note: The following other use cases from TR-0001 [i.29] also have semantic aspects and therefore should be referenced and potentially enhanced:
- Use Case on Devices, Virtual Devices and Things  (see [i.29], Section 8.2)
- Semantic Device Plug and Play (see [i.29], Section 9.7)
- Vehicle Diagnostic & Maintenance Report (see [i.29], Section 10.1)
I.1
An example of Home Environment Monitoring Service using semantic mash-up
I.1.1
Description

Semantic mash-up provides functionalities to support new services through the creation of new virtual entities, which do not exist in physical world, by obtaining semantic information through semantic descriptions from existing M2M resources in the M2M System.

Semantic mash-up function in the M2M system may have the following advantages: 

· Communication efficiency: By using virtual entities created through mash-up, M2M Applications can obtain necessary information by  using only a single query to M2M system. It reduces communication overload between the M2M System and the applications.

· Reusability: Virtual entities created by mash-up can be used by multiple M2M applications.  It can improve a  reusability of  information.  

· Authentication/security: When a mash-up needs information of entities residing in several M2M systems, authentication/security issues can be solved by M2M systems rather than applications.

For mash-up, abstract entitiy is defined as follows: 

· Abstract entitiy: a resource represented in the M2M System through the abstraction of either a physical entitiy or a functionality implemented as a software.
Virtual entitiy is a new resource created by a mash-up of multiple abstract entities. Additionally, it also includes a composite virtual entitiy created by the mash-up of either other abstract entities or existing virtual entities. It is manipulated as a general M2M resource.

Virtual entities can provide new information which the existing resources do not contain. 

In general, the virtual entities are created in the M2M System by a  query from a M2M Application. They can be created through the composition of other existing virtual entities as well as physical and abstract entities. The M2M System manages the created virtual entities.  

For example, if a user in a home requests home environment information like Discomfort Index (DI) or Air Pollution Index (API), new virtual entitiy (i.e., ‘Home Environment Management’) is created through mash-up of data from home appliances (e.g., heater, air conditioner, humidifier, air cleaner, etc.) equipped with environment sensors (e.g., sensors for temperature, humidity, CO2 level, VOC(Volatile Organic Compound) level, etc.) in the home. The virtual entitiy-‘Home Environment Management’ provides users with DI or API calculated using average values of temperature, humidity, CO2 level or VOC level based on collected data from various environment sensors.  

I.1.2
Source (as applicable)

Modacom (TTA)

I.1.3
Actors

· M2M Application: An application to provide a M2M application service based on M2M resources to M2M application service users. 

· M2M System: A system to provide M2M service functions. 
· Physical Device: A physical M2M appliance equipped with environment sensors (e.g., fan/heater, air conditioner, composite sensor, humidifier, air cleaner, etc.) 

I.1.4
Pre-conditions

· A M2M System has capabilities for semantic processing. 

· Physical entities and abstract entities for home appliances equipped with environment sensors are registered in a M2M System.

· A M2M resource has semantic description for semantic based searching and discovery.

I.1.5
Triggers (if any)



none
I.1.6
Normal Flow (as applicable)

The following figure shows the procedure for creation and execution of a virtual entitiy for the request in case that a M2M Application sends a semantic query for DI or API. 
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1. A M2M Application sends a semantic query to a semantic engine in a M2M System (e.g., What’s DI or API inside home?). 
2. The Semantic Engine discovers virtual entitiy which can meet the semantic query in a CSE. 
3. The CSFs return the result that there is no appropriate resource (Not Found).
4. The Semantic Engine determines semantic description to create a virtual entitiy (e.g., i) information of temperature and humidity required for calculating DI, ii) the method for calculating DI from data on temperature and humidity, etc.).  

5. The Semantic Engine discovers related member resources (i.e., abstract entities). 
6. The CSFs return URIs of discovered member resources.
7.The Semantic Engine requests to create a virtual entitiy and associate member resources with the virtual entitiy. 
8. The CSFs return information for created virtual entitiy.
9. The Semantic Engine starts to run the virtual entitiy.
10. The Semantic Engine collects M2M data based on information from member resources of the virtual entitiy  (e.g., values of temperature and humidity obtained from sensors in a home, etc.) .
11. The CSFs return the result.
12.The Semantic Engine applies a service logic using the collected values (e.g., the calculation of average temperature and humidity in a home, the calculation of DI value, etc.).
13. The Semantic Engine returns the result to the M2M Application (e.g., the current DI value inside home). 

I.1.7
Post-conditions (if any)



none
I.1.8
High Level Illustration (as applicable)

In case that a M2M Application requests the information for DI or API, a M2M System creates a new virtual entitiy (i.e., ‘Home Environment Management’) through mash-up of related data after analysing the request and identifying required data. DI and AI are created as new attributes inside the ‘Home Environment Management’ virtual entitiy. To find a DI value, a Semantic Engine inside the M2M System calculates average values of temperature and humidity from the data obtained through mash-up. After that, the DI value calculated from the average values is provided to the M2M Application. Similarly to DI, the API value is also calculated through mash-up of data for CO2, VOC level and is provided to the M2M Application.


[image: image19]
I.2
Semantic Home Control

I.2.1
Description
The Semantic Home Control use case has been described in the oneM2M Use cases collection (see [i.29], Section 9.6). The complete use case description will not be repeated here. Instead the semantic aspects of it will be detailed. This includes an example of how the semantic aspects could be modelled and how the use case could be realized on this basis.

In the use case, there are two applications, a building management system (BMS) and a home energy management system (HEMS). The BMS has knowledge about all structural elements of the building, i.e. the apartments, rooms, doors, windows, etc. as well as equipment installed in the house like heaters, air conditioning systems, etc. The HEMS configures itself for a given apartment based on the information available in the BMS. This means it has to find out about the rooms and the heaters and air conditioning systems deployed there in order to control the temperature in the apartment.

In the following, we give an example how the use case could semantically be modelled based on an OWL [i.26] ontology. The example is used to illustrate the semantic approach – it is not claimed to be complete and there are surely other modelling options.

Figure 5.A shows the semantic concepts of Thing Type, i.e. describing real world things, modelled as ontology concepts. The relation between buidling and apartment, i.e. hasApartment, and the relation between apartment and room, i.e. hasRoom, are modelled as object properties of the ontology and are shown as dashed arrows in Figure 5.A.
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Figure 5.A Thing Types describing the structural elements of the building


[image: image21.emf]hasT-Sensor

hasT-Actuator

hasSubClass

hasAC

hasHeater

hasSubClass

hasSubClass

hasSubClass

hasSubClass


Figure 5.B Device Types describing the devices relevant for the HEMS

Figure 5.B shows the concepts of DeviceType, which are relevant for the HEMS. The Device Type has SimpleDeviceType, ComplexDeviceType and VirtualDeviceType as subclasses. A SimpleDeviceType can either be a Sensor or an Actuator. Relevant for HEMS are the TermperatureSensor and TemperatureActuator types. ComplexDeviceTypes represent more complex devices, which may contain simple devices. For the HEMS case, there are HVAC (heating, ventilation, air conditioning) devices, which contain temperature sensors and temperature actuators. The specific devices used are heaters  and ACs (air conditioning systems).  They inherit their relations to termperature sensors and actuators from the HVAC Device Type. VirtualDeviceTypes represent virtual devices, i.e. entities that can be accessed in the same way as real devices, but only consist of software. Virtual devices can be used to provide processed information, e.g. an average calculated from the output of a number of physical devices.
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FiFigure 5.C Visualization of example instances for HEMS use case.

Figure 5.C shows a visualization of example instances for the HEMS use case. Two apartments have been modelled with different levels of details. In Apartement 1 only the two main rooms are covered, whereas Apartment 2 provides the details for all the rooms. Icons also indicate which rooms where the heaters and ACs are installed.

Figure 5.D shows the ontology model corresponding to the visualization shown in Figure 5.C.

In addition to relationships among types it shows instantiation of the individual types (as “hasIndividual” relationship).
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Figure 5.D Ontology model with instances

Given that the Ontology shown above is available in a triple store [i.28], the following SPARQL [i.27] queries can be executed to find the rooms and devices that the HEMS application needs in order to control the temperature in apartment 2 of building Main Street 42.

PREFIX home: <http://onem2m.org/ExampleHomeOntology.owl#>

SELECT ?room


WHERE { 
home:MainStreet42Apartment2 home:hasRoom ?room .



}

	room

	MSA2BedRoom

	MSA2LivingRoom

	MSA2Bath

	MSA2Kitchen


With the following query, the heaters and ACs for the respective rooms can be found:

PREFIX home: <http://onem2m.org/ExampleHomeOntology.owl#>

SELECT ?room ?ac ?heater


WHERE { 
home:MainStreet42Apartment2 home:hasRoom ?room .



OPTIONAL { ?room home:hasAC ?ac }



OPTIONAL { ?room  home:hasHeater ?heater }



}

	room
	ac
	heater

	MSA2BedRoom
	MSA2BedRoomAC
	MSA2BedRoomHeater

	MSA2LivingRoom
	MSA2LivingRoomAC
	MSA2LivingRoomHeater

	MSA2Bath
	
	MSA2BathHeater

	MSA2Kitchen
	MSA2KitchenAC
	


Given the ACs and the Heaters, the respective temperature sensors and temperature actuators can be found, e.g.

PREFIX home: <http://onem2m.org/ExampleHomeOntology.owl#>

SELECT ?temp_sensor ?temp_actuator 


WHERE { 
OPTIONAL { home:MSA2BedRoomHeater home:hasTemperatureSensor ?temp_sensor }



OPTIONAL { home:MSA2BedRoomHeater home:hasTemperatureActuator ?temp_actuator }



}

	temp_sensor
	temp_actuator

	MSA2BedRoomHeaterTemperatureSensor
	MSA2BedRoomHeaterTemperatureActuator


I.2.1
Source
NEC (ETSI)

I.3
Gym Use Case
I.3.1
Description

In the gym use case, as shown in Figure 1 and Figure 2, a gym local area network is set up to provide capabilities enabled locally or, by a Service Provider, via a Service Layer, with which the gym CSE registers at set-up. Devices available in the area network host various applications and are used to enable services. For example, treadmill applications and ambient sensor applications discover the local network and register with it.

The local area network capabilities are used by the users/gym members through devices like a phone, which discover the network and connect to the Service Layer when the member/user arrives. The member also uses devices such as a watch to collect biometric data (pulse, blood pressure, etc.) and feed it to the phone, which might use it within different applications. In this use case an application from the insurance company gathers data to give him points for staying in shape, and another gym-specific application is used to find and schedule available training devices (such as treadmills) or as personal trainer to monitor goals.

In order for the gym application on the phone able to discover and select available training devices, their semantic descriptions should be known to the gym application. 
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Figure 1 Gym Use Case

Similarly, the health insurance application on the phone collects biometric measurements from the watch. It also collects the data from the gym ambient sensors (e.g. temperature, humidity), and the finished gym training program from the used training device via the gym CSE. The health score of the user can be calculated only based on the collected data and its associated semantics. 

The health insurance application on the phone shares its information with the health insurance company application, which can determine and adjust the user’s insurance premium based on it. In order to let the health insurance company application have the same interpretation of the data, the semantics of those resources need to be appropriately added and enabled. 
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Figure 2 Gym Use Case Architecture

In Figure 3 , we give the ontology model of the gym use case. In Figure 4, we give the ontology model of the treadmills in the gym.
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Figure 3 Ontology Model of Gym Use Case


[image: image27.emf]Treadmill 1

2012

7:00PM to 7:30 PM 

Y

e

a

r

a

v

a

i

l

a

b

i

l

i

t

y

Treadmill 2

2009

8:00PM to 8:30PM

Y

e

a

r

a

v

a

i

l

a

b

i

l

i

t

y

Treadmill 3

2011

7:30PM to 9:00PM

Y

e

a

r

a

v

a

i

l

a

b

i

l

i

t

y

Treadmill 4

2013

8:00PM to 9:00PM

Y

e

a

r

a

v

a

i

l

a

b

i

l

i

t

y


Figure 4 Ontology Model of Treadmills

I.3.2
Source 

InterDigital Communications

I.3.3
Actors 

· Gym area network:
The local area network in the gym that provides Internet connection to the gym members’ personal devices.

· Ambient sensors:
The ambient sensors that are deployed in the gym to measure the environmental parameter in the gym, such as the temperature, humidity. 

· Training devices:
The training devices that are deployed and available in the gym for the gym members, such as treadmills, elliptical. 

· Gym member:
The members of the gym who consumes services provided by the gym owners, such as the training devices, gym applications, network connection to their personal wireless devices.

· Gym member’s personal wireless devices:
The personal wireless devices that are carried with the gym member into the gym, such as phone, watch, which can measure the person’s vitals, collect the person’s training data, and calculate the person’s health score. 

· Health insurance company:
The health insurance company provides service to its members for any health insurance related information as well as keeps track of the members’ gym training history and health scores.

· M2M service platform: Gym and health insurance system host which collects, stores, manages and processes data from the user’ devices, the training devices used by the user. It accepts registration from the service providers (gym owner, health insurance company) and the users’ personal devices. It accepts/enforces policies governing data exchange and access from the M2M Service Providers.

I.3.4
Pre-conditions 

The person has membership contract with the gym service provider, the health insurance provider. The gym service provider and the health insurance provider have business relationship with the M2M Service Provider. 

The M2M Service Provider provides the mechanisms to govern the data exchange and access. 

I.3.5
Triggers 

A variety of triggers might be associated with the use case, for examples see flow.

I.3.6
Normal Flow 


See Error! Reference source not found.
1), 4), 6), 9) AEs register to the CSEs: watch AE, health insurance AE, gym AE on the phone registers to the phone CSE; ambient sensor AEs and device AEs (e.g. treadmills) register to the gym CSE. The registration message includes semantics associated with each application. 

2), 5), 7), 10) Applications create resources to store measurement data in the phone CSE and gym CSE. The semantics of the data needs to be published by the corresponding application as well, which may be linking to other resources on other locations such as the semantics repository. In order to understand it, the relevant resource representation needs to be retrieved by the phone CSE, gym CSE. 

3), 8), 11) Semantics relevant resources to the newly created resources (AEs, measurement resources) are retrieved by the phone CSE, gym CSE and made available. Resources will be made available together with the context included in resource representation and associated semantics. The phone CSE and the gym CSE are able to parse and interpret the newly created resources, and support semantics-based query on those resources.

12) Registered applications request actions based on available resources. In this case the gym application on the phone can query which treadmill will be unoccupied for a certain period of time. 

13) The gym CSE provides a value added service using semantics, for example through the treadmill availability query. From the OWL ontology shown in Figure 4, the following SPARQL queries can be processed to find the treadmills that are available from 8:00PM to 8:30PM. The query and its result are shown in Error! Reference source not found. and Table 1.

PREFIX gym:<coap://example.org/gym.owl#>

PREFIX  xsd:  <http://www.w3.org/2001/XMLSchema#>
SELECT ?treadmill 

WHERE { 

?treadmill gym:availability  ?availability .

FILTER(?availability  >= 20:00:00^^xsd:time   &&  ?availability  <= 20:30:00^^xsd:time ) .

}

Figure 5 Query

Table 1 Query Result

	treadmill

	treadmill2

	treadmill3

	treadmill4


14) The response to the semantics-based query is returned; in this case the query response may include the URI of the resources and associated semantics. 

15) The requesting application uses the response to the query, including the semantics associated with the resources in the response.

16) An application subscribes to data stored on the gym CSE and the phone CSE. Subscribed data such as ambient sensor measurements, user biometrics and finished gym training program are collected. 

17), 20) The subscribing application retrieves the relevant resource representation as well as its associated semantics from the gym CSE and the phone CSE. The resource associated semantics may link to other resources on the semantics repository, which need to be retrieved as well in order to provide data analysis. The semantic descriptions are parsed and interpreted.

18), 21) The application uses the data and associated semantics for analysis and computation.

19) An application subscribes to data stored on the gym CSE and the phone CSE. Subscribed data such as the health score computed by the health insurance application, the user finished gym training program.




I.3.7
Post-conditions 

N/A

I.3.8
High Level Illustration 
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Figure 6 Flow

I.3.9
Potential requirements 

· The M2M System shall provide the capability to publish semantic descriptions.

· The M2M System shall support parsing and interpreting semantic descriptions.

· The M2M System shall support resource discovery based on semantics.
References:

This use case refers to documents in [22], [30], [31], [32], [33], [34], [35]
I.4
Intelligent Alarm Service using Semantic Discovery and Mash-up
I.4.1
Description

Intelligent Alarm Service, as shown in figure 1, provides a user with a context-aware alarm service by a smart phone. The smart phone searches neighbouring nodes in order to find and select possible nodes to participate in the Intelligent Alarm Service. The selected nodes make a group. The group members consist in a smart phone, a smart TV, a smart audio device, and a camera in figure 1. They collaborate with each other based on service logic information provided by a service provider. It also provides a mash-up service according to user’s behaviour patterns.
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Figure 1 Intelligent Alarm Service Use Case

The Intelligent Alarm Service can be provided based on two scenarios below. 

Case#1: In the case of the user set up the alarm service on the smart phone in advance,

· At a designated time, the smart phone rings an alarm and a camera monitors the user and notifies the neighbor nodes of the user’s status.
· If the user does not wake up the camera sends the status information to the smart TV and the audio device to request for the cooperation.
· Then the smart TV turns on and audio device plays the user’s favorite music. 


Case#2: In the case of the user did not set up  the alarm service on the smart phone in advance,

· The smart phone checks the user’s schedule information in the phone

· Base on the morning schedule, the smart phone rings an alarm at the suitable time automatically.
Figure 2 shows the system architecture of the Intelligent Alarm Service. 

All nodes register abstract entities (such as AEs, abstract entities representing physical entities) to local ASN-CSEs. And then all nodes also register abstract entities to semantic information repository via a semantic engine in MN/IN-CSE including the device and service profile information. For the discovery and mash-up of the associated entities, the IntelligentAlarmService, a virtual entity in  the smart phone, requests a sematic query to the semantic information repository, obtains the associated abstract/virtual entities resources and analyses the results to select participating nodes.

The associated abstract entities (IntelligentAlarmService, HumanMonitoringServcie, SmartTVService, SmartAudioService) in the participating nodes (i.e., Camera, smart TV, smart audio device) fulfil the announcement and subscription of the associated resources in ASN-CSEs. The nodes notify the events with each other when related events occur in the nodes and provide the mash-up service through cooperation among the node’s own services.
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Figure 2 System Architecture of Intelligent Alarm Service Use Case

 Figure 3 shows the ontology model for the Intelligent Alarm Service Use Case in oneM2M system.
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Figure 3 Ontology model for the Intelligent Alarm Service Use Case

The oneM2M domain model consists of three primary classes whose definitions are as follows:

· Physical Entity: a tangible element that is intrinsic to the environment, and that is not specific to a particular M2M application in this environment. Depending on the environment, the physical entity may be a smart phone, a camera, a smart TV/audio, a piece of furniture, somebody, a room of a building, a car, a street of a city, etc.
· Abstract Entity: A resource represented in the M2M System through the abstraction of either a physical entity or functionality implemented as software.

· Virtual Entity: A new resource created by a mash-up of multiple abstract entities. Additionally, it also includes a composite virtual entity created by the mash-up of either other abstract entities or existing virtual entities.
Editor’s note: These terminologies need to be aligning with other commonly used terms.

I.4.2
Source

Modacom (TTA)

I.4.3
Actors

· M2M Application: An application to provide a M2M application service based on M2M resources to M2M application service users. 
(i.e. IntelligentAlarmServcieAE, HumanMonitoringServiceAE, SmartTV/AudioServiceAE)

· M2M System: A system to provide M2M service functions.
(i.e. SmartPhoneCSE, CameraCSE, SmartTV/AudioCSE, MN/IN-CSE) 

I.4.4
Pre-conditions (if any)

N/A

I.4.5
Triggers

The service is triggered when a user either set up the alarm or registers one’s schedule information on one’s smart phone with service logic for Intelligent Alarm Service.

I.4.6
Normal Flow

Figure 4 displays the flow diagram of the Intelligent Alarm Service Use Case.
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Figure 4 High Level Flow Diagram of Intelligent Alarm Service

7. Nodes are provided with some pre-provisioned materials such as a semantic description containing the device and service information related with Physical/Abstract Entities.

8. The M2M System takes the procedure of bootstrapping and initialization.
9. After creating physical entity-related resources into their local CSEs with the device information, all nodes register or update their device information to a semantic information repository via a semantic engine within MN/IN-CSE (Middle Node/Infrastructure Node – Common Service Entity).
10. After creating virtual entity-related resources into their local CSEs with the service information, all nodes register or update their service information to a semantic information repository via a semantic engine within MN/IN-CSE.
11. The smart phone searches for the nodes which are possible to attend the Intelligent Alarm Service.

d. After the smart phone extracts the information for discovering the nodes which are possible to join the Intelligent Alarm Service from the device and service information, it sends the request of semantic query to MN/IN.

e. The MN/IN fulfils the semantic discovery before responding to the requester with the searching results of the associated nodes.
f. Parsing and analyzing the results, the smart phone chooses the nodes possible to attend. (i.e., camera, smart TV and smart audio)


12. With the selected nodes cooperating with each other, they organize the group to join the Intelligent Alarm Service.
d. The selected nodes mutually register to each other.
e. The selected nodes take the action of announcement to interesting resources. The smart phone announces SmartPhone/IntelligentAlarmService/SmartPhoneUser resoruces to other selected nodes, The smart TV and smart audio to SmartTV/SmartAudio/SmartTVService/SmartAudioService ones and the camera to Camera/HumanMonitoringService ones.
f. The selected nodes subscribe to the interesting resources to be notified of the changes of ones. The smart phone, smart TV and smart audio subscribe to the HumanMonitroingService resource. 


13. The selected nodes provide the Intelligent Alarm Service to SmartPhoneUser through the semantic mash-up and cooperatively perform their own basic service in accordance with the service information. The smart phone informs the selected nodes (i.e., camera, smart TV and smart audio) of the information of the alarm service related with SmartPhoneUser. The camera monitors the status of SmartPhoneUser and notifies the selected nodes of the events’ information. According to the status information of SmartPhoneUser, the smart TV and audio analyzes the accumulated information on SmartPhoneUser (e.g., user’s favorite channels and music) and provide the context-adaptive alarm service to SmartPhoneUser.
I.4.7
Post-conditions (if any)

None

I.4.8
High Level Illustration (as applicable)

None

I.4.9
Potential requirements (as applicable)

· The M2M System shall provide capabilities to represent device and service information using ontology for service discovery, mash-up and data analysis.
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