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Introduction
Up to know semantic requests can only be based on information contained in <semanticDescriptor> resources. The information contained there is typically meta information that provides further information of what can be found in the described resources, in particular content instances – which is either attached to the <contentInstance> resource itself, or to the <container> resource, which contains the content instances.
The limitation of this approach is that no semantic request (semantic discovery or semantic query) can take into account the actual information itself. For example:

· Semantic discovery: discover the resources containing temperature information in Celsius, where the current temperature is above 30° 

· Semantic query: give me all the meeting rooms that are not occupied
As regular content instances can contain any base64-encoded content, there is no general way of accessing this content as part of a semantic request. Thus, this contribution proposes a special semantic content instance, that, like a <semanticDescriptor> resource has to provide the content as base64 encoded RDF triples. This enables the execution of semantic requests on semantic resources including semantic content resources.
-----------------------Start of change 1-------------------------------------------
7.3.X
Resource <semanticContentInstance>

The <semanticContentInstance> resource represents a data instance in the <container> resource that contains semantic information as RDF triples.

Like the <contentInstance> resource, it shall not be modified once created. An AE shall be able to delete a semanticContentInstance resource explicitly or it may be deleted by the platform based on policies. If the platform has rentention policies for contentInstance resources, these shall also apply to semanticContentInstance resources and be represented by the attributes maxByteSize, maxNrOfInstances and/or maxInstanceAge attributes in the <container> resource. If multiple policies are in effect, the strictest policy shall apply.

The <semanticContentInstance> resource inherits the same access control policies of the parent <container> resource, and does not have its own accessControlPolicyIDs attribute.
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Figure 7.3.X-1: Structure of <semanticContentInstance> resource
The <semanticContentInstance> resource shall contain the child resources specified in table 7.3.X-1.

Table 7.3.X-1: Child resources of <semanticContentInstance> resource

	Child Resources of <semanticContentInstance>
	Child Resource Type
	Multiplicity
	Description
	<semanticContentInstanceAnnc> Child Resource Types

	[variable]
	<semanticDescriptor>
	0..n
	See [i.3], clause 9.6.30
	<semanticDescriptor>, <semanticDescriptorAnnc>


The <semanticContentInstance> resource shall contain the attributes specified in table 7.3.X-2.

Table 7.3.X-2: Attributes of <semanticContentInstance> resource

	Attributes of <semanticContentInstance>
	Multiplicity
	RW/

RO/

WO
	Description
	<semanticContentInstanceAnnc> Attributes

	resourceType
	1
	RO
	See [i.3], clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See [i.3], clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See [i.3], clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See [i.3], clause 9.6.1.3.
	NA

	labels
	0..1 (L)
	WO
	See [i.3], clause 9.6.1.3.
	MA

	expirationTime
	1
	WO
	See [i.3], clause 9.6.1.3.
	NA

	creationTime
	1
	RO
	See [i.3], clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See [i.3], clause 9.6.1.3.
	NA

	stateTag
	1
	RO
	See [i.3], clause 9.6.1.3.

The stateTag attribute of the parent resource should be incremented first and copied into this stateTag attribute when a new instance is added to the parent resource.
	OA

	announceTo
	0..1 (L)
	WO
	See [i.3], clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	WO
	See [i.3], clause 9.6.1.3.
	NA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3.
	OA

	creator
	0..1
	RO
	See [i.3], clause 9.6.1.3.
	NA

	contentSize
	1
	RO
	Size in bytes of the semanticContent attribute.
	OA

	semanticContentRef
	0..1
	RW
	This attribute contains a list of name-value pairs. Each entry expresses an associative reference to a <semanticContentInstance> resource. The name of the entry indicates the relationship and the value of the entry the indicates reference (URI) to the resource.
	OA

	ontologyRef
	0..1
	WO
	A reference (URI) of the ontology used to represent the information that is stored in the semanticContentInstances resources of the <container> resource. If this attribute is not present, the semanticContentInstance resource inherits the ontologyRef from the parent <container> resource if present (see note).
	OA

	semanticRepresentation
	1
	RW
	Indicates the type used for the serialization of the semanticContent attribute, e.g. RDF serialized in XML
	OA

	semanticOpExec
	0..1
	RW
	This attribute cannot be retrieved. Contains a SPARQL query request for execution of semantic operations on the semanticContent attribute e.g. SPARQL update as described in [i.X].
	NA

	semanticContent
	1
	WO
	Actual content of the semanticContentInstance. Stores semantic content according to subject-predicate-object triples as defined in the RDF graph-based data model [i.Y]. The encoding of the RDF triples used in oneM2M is defined in oneM2M TS-0004 [i.X]. The elements of such triples may be provided according to ontologies.
	OA

	relatedSemantics
	0..1(L)
	WO
	List of URIs for resources containing related semantic information to be used in processing semantic queries. The URI(s) may reference either a <group> resource or other semantic resources, i.e. <semanticDescriptor> or <semanticContentInstance> resources.
	OA

	NOTE:
Access to this URI is out of scope of oneM2M.


-----------------------End of change 1-------------------------------------------
-----------------------Start of Changes to References Section -------------
2.2
Informative references
Clause 2.2 shall only contain informative references which are cited in the document itself.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules (http://www.onem2m.org/images/files/oneM2M-Drafting-Rules.pdf) 

[i.2]
oneM2M TS 0002: "onM2M Requirements".
[i.3]
oneM2M TS-0001: "Functional Architecture".

[i.X]
oneM2M TS-0004: "Service Layer Core Protocol Specification".
[i.Y]
W3C RDF 1.1 Concepts and Abstract Syntax
-----------------------End of Changes to References Section -------------
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