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6
Interworking Scenarios 
6.1
Scenario 1: Exposing oneM2M to WoT systems directly
Editor’s note: describing the scenario that oneM2M entities are exposed as WoT servients by WoT TD, so that a native WoT servient (client/server) may interact with the oneM2M system (AE/CSE), ideally without knowing technology specifics of oneM2M.
This scenario is for the case that oneM2M nodes (in physical form of devices, gateways or platforms) are exposed as WoT Servients (in the server role) based on the metadata description of WoT TD. The objective is to enable a native WoT Servient (i.e. in the client role) to interact with the oneM2M nodes and consume the services and data provided by the oneM2M service layer via Mca/Mcc reference point, while with minimal (ideally none) requirement on the knowledge of oneM2M interface specifications. In other words, a WoT Servient can become oneM2M compliant and consume oneM2M interfaces according to the WoT TD of the oneM2M interfaces.
The architectural view of this scenario is shown in Figure 6.1-1. A oneM2M ASN/MN/IN (containing CSE) can directly host services and data as oneM2M resources and exposes them via RESTful APIs (Mca/Mcc) over different protocol bindings. As long as the oneM2M resource model and protocol bindings can be well expressed in WoT TD, the ASN/MN/IN can be modelled as a WoT Servient (Server) and interact with a native WoT Servient (Client) based on the WoT specifications. From oneM2M perspective, the WoT Servient (Client) may act as either an AE or CSE depending on whether Mca or Mcc is used. The latter case implies the WoT Servient (Client) itself also hosts oneM2M resources and may expose a corresponding TD as well. An ADN (containing only AE) cannot host and expose resources directly, but may still be represented as a standalone WoT Servient based on its registered resource model on a registrar CSE in an ASN/MN/IN. 
The TD describing a oneM2M node as a WoT Servient can be hosted anywhere in the oneM2M system in theory. In this study, it’s recommended to co-locate the TD of a oneM2M node in the local CSE (for ASN/MN/IN) or the registrar CSE (for ADN).
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Figure 6.1-1 oneM2M-WoT Interworking Scenario 1: Exposing oneM2M to WoT systems directly
6.2
Scenario 2: Integrate WoT system into oneM2M using IPE
Editor’s note: describing the scenario that WoT servients are integrated into a oneM2M system via the IPE, so that WoT data can be exchanged within the oneM2M system as resources. 

This scenario is for the case that WoT Servients are represented as interworked devices in the oneM2M system via IPE. The objective is to enable a native oneM2M AE to interact with the WoT Servients and consume the services and data provided by the WoT Servients in the form of oneM2M resources mapped by the IPE, while with minimal (ideally none) requirement on the knowledge of WoT specifications. 
The architectural view of this scenario is shown in Figure 6.2-1. An oneM2M IPE acting as a WoT Servient (Client) can interact with a native WoT Servient (Server) based on the TD of the WoT Servient (Server). The IPE then maps the WoT resource model described in the TD into oneM2M resource model in a hosting CSE of a ASN/MN/IN. From that on, any oneM2M entity (AE/CSE) may consume the service and data provide by the WoT Servient as represented in the mapped oneM2M resources via Mca/Mcc reference points. In case the WoT Servient’s TD is changed/updated later, the IPE needs to update the previously mapped resource model in the hosting CSE accordingly. In the reverse direction, update to the mapped resource representation may also be reflected back by the IPE to the interworked WoT Servient (Server) accordingly. 
Depending on different mechanisms (e.g. transparent or semantic) of the resource model mapping between oneM2M and WoT TD, a oneM2M entity (AE/CSE) interworking with a WoT Servients may or may not need to understand the information model of WoT TD.
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Figure 6.1-1 oneM2M-WoT Interworking Scenario 2: Integrate WoT system into oneM2M using IPE
-----------------------End of change 1-------------------------------------------
WoT Servient - Client�(oneM2M AE/CSE)





Thing Description








Resource Model





Protocol Binding





AE





CSE





oneM2M ASN/MN/IN �(WoT Servient - Server)





Mca





WoT Servient�(Client)





Mca/Mcc





Protocol Binding





Resource Model





App Script





AE





oneM2M ADN�(WoT Servient - Server)





Mca





Thing Description








Resource Model





Protocol Binding





AE





CSE





oneM2M ASN/MN/IN �(WoT Servient - Server)





Mca





WoT i/f (Mca/Mcc)





Protocol Binding�(oneM2M)





Resource Model





App Script





AE





oneM2M ADN�(WoT Servient - Server)





Mca





AE





CSE





oneM2M ASN/MN/IN 





Mca





WoT Servient�(Server)





Protocol Binding





Resource Model





App Script





Thing Description








IPE�(WoT Servient - Client)





Mca





Mcc





WoT i/f





Resource Model





Protocol Binding








© 2017 oneM2M Partners






















Page 1 (of 2)

