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Introduction
This input contribution proposes to analyze the inconsistencies in TS-0001 and TS-0004 corresponding to following DMG related specialized <mgmtObj> resources.
· firmware
· software
· memory
· areaNwkInfo
· areaNwkDeviceInfo
· battery
· deviceInfo
· deviceCapability
· reboot
· eventLog
For all the specialized mgmt. resources in TS-0001, dynamicAuthorizationConsultationIDs attribute is missing. So, It should be added to all the resources in Annex. D in TS-0001.
For <firmware> resource:

1. In TS-0001, attribute name is used whereas in TS-0004 firmwareName is used.
2. At the time of creation of [firmware] resource, updateStatus shall be set to “uninitialized” status value.
TS-0001
D.2
Resource firmware

The [firmware] resource is used to share information regarding the firmware on the device. The [firmware] resource is a specialization of the <mgmtObj>resource.
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Figure D.2-1: Structure of [firmware] resource

The [firmware] resource shall contain the child resources specified in table D.2-1.

Table D.2-1: Child resources of [firmware] resource

	Child Resources of [firmware]
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 where the type of this resource is described.

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30


The [firmware] resource shall contain the attributes specified in table D.2-2.

Table D.2-2: Attributes of [firmware] resource

	Attributes of 
[firmware]
	Multiplicity
	RW/
RO/
WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1(L)
	RW
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	mgmtDefinition
	1
	WO
	See clause 9.6.15. Has fixed value "firmware" to indicate the resource is for firmware management.

	objectIDs
	0..1 (L)
	WO
	See clause 9.6.15.

	objectPaths
	0..1 (L)
	WO
	See clause 9.6.15.

	description
	0..1
	RW
	See clause 9.6.15.

	version
	1
	RW
	The version of the firmware. This attribute is a specialization of [objectAttribute] attribute.

	firmwareName
	1
	RW
	The name of the firmware to be used on the device. This attribute is a specialization of [objectAttribute] attribute.

	URL
	1
	RW
	The URL from which the firmware image can be downloaded. This attribute is a specialization of [objectAttribute] attribute.

	update
	1
	RW
	The action that downloads and installs a new firmware in a single operation. The action is triggered by assigning value "TRUE" to this attribute. This attribute is a specialization of [objectAttribute] attribute.

	updateStatus
	1
	RW
	Indicates the status of the update. This attribute is a specialization of [objectAttribute] attribute.


TS-0004
D.2. Resource [firmware]

D.2.3.  Introduction

The detailed description of the [firmware] resource can be found in clause D.2 of the oneM2M TS-0001 [6].

Table D.2.1‑1: Data Type Definition of [firmware]
	Data Type ID
	File Name
	Note

	firmware,

firmwareAnnc
	CDT-firmware-v3_4_0.xsd
	


Table D.2.1‑2: Resource specific attributes of [firmware]

	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	mgmtDefinition
	M
	NP
	See clause 7.4.15
	1001 (firmware)

	objectIDs
	O
	NP
	See clause 7.4.15
	

	objectPaths
	O
	NP
	See clause 7.4.15
	

	description
	O
	O
	See clause 7.4.15
	

	version
	M
	O
	xs:string
	

	firmwareName
	M
	O
	xs:string
	

	URL
	M
	O
	xs:anyURI
	

	update
	M
	O
	xs:boolean
	

	updateStatus
	NP
	O
	m2m:actionStatus
	


D.2.4.  Resource specific procedure on CRUD operations
D.2.2.0.
Introduction
When management is performed using technology specific protocols, the procedures defined in clause 7.4.15.2 <mgmtObj> specific procedures shall be used. The following clauses define additional procedures besides the generic procedure defined in clause 7.2.2.

D.2.4.1. Create

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

Primitive specific step after generic procedure defined in clause 7.2.2.2.
updateStatus shall be set to “uninitialized” by the receiver.
May start to download the firmware image from the location indicated by attribute URL in the firmware resource.

D.2.4.2. Update

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

Primitive specific operation additional to Recv-6.5 "Create/Update/Retrieve/Delete/Notify operation is performed":

When the attribute update of the firmware resource is updated to TRUE, download firmware image if it is not already downloaded else use the downloaded firmware image to update the current using firmware. The Receiver may need to update the fwVersion attribute of the [deviceInfo] resource if needed.

D.2.4.3. Retrieve

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.
D.2.4.4. Delete

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

Primitive specific step after generic procedure defined in clause 7.2.2.2:

Delete the downloaded firmware image locally.
TS-0001
For <software> resource:

1. In TS-0001, attribute name is used whereas in TS-0004 softwareName is used.
2. installStatus attribute In Update request optionality set to “O” as it can be modifiable.
3. activate, deactivate, activeStatus should have request optionality “O”, if we consider the case when the IPE is Originator 
D.3
Resource software

The [software] resource is used to share information regarding the software on the device. The [software] resource is a specialization of the <mgmtObj>resource.
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Figure D.3-1: Structure of [software] resource

The [software] resource shall contain the child resource specified in table D.3-1.

Table D.3-1: Child resources of [software] resource

	Child Resources of [software]
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 where the type of this resource is described.

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30


The [software] resource shall contain the attributes specified in table D.3-2.

Table D.3-2: Attributes of [software] resource

	Attributes of 
[software]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1(L)
	RW
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	mgmtDefinition
	1
	WO
	See clause 9.6.15. Has fixed value "software" to indicate the resource is for software management.

	objectIDs
	0..1 (L)
	WO
	See clause 9.6.15.

	objectPaths
	0..1 (L)
	WO
	See clause 9.6.15.

	description
	0..1
	RW
	See clause 9.6.15.

	version
	1
	RW
	The version of the software. This attribute is a specialization of [objectAttribute] attribute.

	softwareName
	1
	RW
	The name of the software to be used on the device. This attribute is a specialization of [objectAttribute] attribute.

	URL
	1
	RW
	The URL from which the software package can be downloaded. This attribute is a specialization of [objectAttribute] attribute.

	install
	1
	RW
	The action that downloads and installs new software in a single operation. The action is triggered by assigning value "TRUE" to this attribute. This attribute is a specialization of [objectAttribute] attribute.

	uninstall
	1
	RW
	The action that un-installs the software. The action is triggered by assigning value "TRUE" to this attribute. This attribute is a specialization of [objectAttribute] attribute.

	installStatus
	1
	RW
	Indicates the status of the install. This attribute is a specialization of [objectAttribute] attribute.

	activate
	0..1
	RW
	The action that activates software previously installed. The action is triggered by assigning value "TRUE" to this attribute. This attribute is a specialization of [objectAttribute] attribute.

	deactivate
	0..1
	RW
	The action that deactivates software. The action is triggered by assigning value "TRUE" to this attribute. This attribute is a specialization of [objectAttribute] attribute.

	activeStatus
	0..1
	RW
	The status of active or deactivate action. This attribute is a specialization of [objectAttribute] attribute.


The state machine for managing the software in oneM2M is shown in figure D.3-2.

 SHAPE  \* MERGEFORMAT 



Figure D.3-2: State machine for [software] management

Figure D.3-3 is the state machine after install starts from the deactivated state.
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Figure D.3-3: State machine for [software] management after install
TS-0004
D.3. Resource [software]

D.3.3.  Introduction

The detailed description of the [software] resource can be found in clause D.3 of TS-0001 [6].

Table D.3.1‑1: Data Type Definition of [software]
	Data Type ID
	File Name
	Note

	software, softwareAnnc
	CDT-software-v3_4_0.xsd
	


Table D.3.1‑2: Resource specific attributes of [software]

	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	mgmtDefinition
	M
	NP
	See clause 7.4.15
	1002 (software)

	objectIDs
	O
	NP
	See clause 7.4.15
	

	objectPaths
	O
	NP
	See clause 7.4.15
	

	description
	O
	O
	See clause 7.4.15
	

	version
	M
	O
	xs:string
	

	softwareName
	M
	O
	xs:string
	

	URL
	M
	O
	xs:anyURI
	

	install
	NP
	O
	xs:boolean
	Default value shall be set to ‘false’

	uninstall
	NP
	O
	xs:boolean
	Default value shall be set to ‘false’

	installStatus
	NP
	O
	m2m:actionStatus
	

	activate
	O
	O
	xs:boolean
	

	deactivate
	O
	O
	xs:boolean
	

	activeStatus
	O
	O
	m2m:actionStatus
	


D.3.4.  Resource specific procedure on CRUD operations

D.3.2.0.
Introduction
When management is performed using technology specific protocols, the procedures defined in clause 7.4.15.2 <mgmtObj> resource specific procedures shall be used. The following clauses define additional procedures besides the generic procedure defined in clause 7.2.2.

D.3.4.1. Create

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.
installStatus shall be set to “uninitialized” by the receiver.
May start to download the software package from the location indicated by attribute URL in the software resource.
D.3.4.2. Update

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

Primitive specific operation additional to Recv-6.5 "Create/Update/Retrieve/Delete/Notify operation is performed":

When the attribute install of the [software] resource is updated to TRUE, install the software package downloaded from the address indicated by attribute URL of the [software] resource.

When the attribute uninstall of the [software] resource is updated to TRUE, uninstall the corresponding software of the [software] resource.
When the attribute install and uninstall of the [software] resource are simultaneously set to TRUE in request, the CSE shall reject the request with a Response Status Code indicating "BAD_REQUEST" error.
When the attribute activate of the [software] resource is updated to TRUE, activate the corresponding software of the [software] resource.

When the attribute deactivate of the [software] resource is updated to TRUE, deactivate the corresponding software of the [software] resource.

When the attribute activate and deactivate of the [software] resource are simultaneously set to TRUE in request, the CSE shall reject the request with a Response Status Code indicating "BAD_REQUEST" error.
The Receiver may need to update the swVersion attribute of the [deviceInfo] resource if needed.

D.3.4.3. Retrieve

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.

D.3.4.4. Delete

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

Primitive specific step after generic procedure defined in clause 7.2.2.2.

Delete the downloaded software package locally.
------------------------------------------------------------------------------------------------------------------------

------------------------------------------------------------------------------------------------------------------------

For < areaNwkDeviceInfo > resource:

1. In TS-0001, attribute status is used whereas in TS-0004 devStatus is used.

D.6
Resource areaNwkDeviceInfo

The [areaNwkDeviceInfo] resource is a specialization of the <mgmtObj>resource.
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Figure D.6-1: Structure of [areaNwkDeviceInfo] resource

The [areaNwkDeviceInfo] resource shall contain the child resources specified in table D.6-1.

Table D.6-1: Child resources of [areaNwkDeviceInfo] resource

	Child Resources of [areaNwkDeviceInfo]
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 where the type of this resource is described.

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30


The [areaNwkDeviceInfo] resource shall contain the attributes specified in table D.6-2.

Table D.6-2: Attributes of [areaNwkDeviceInfo] resource

	Attributes of [areaNwkDeviceInfo]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1(L)
	RW
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	mgmtDefinition
	1
	WO
	See clause 9.6.15. Has fixed value "areaNwkDeviceInfo" to indicate the resource is for area network device information.

	objectIDs
	0..1 (L)
	WO
	See clause 9.6.15.

	objectPaths
	0..1 (L)
	WO
	See clause 9.6.15.

	description
	0..1
	RW
	See clause 9.6.15.

	devId
	1
	RW
	Indicates the id of the device. It could be the id of the hardware or nodeId. This attribute is a specialization of [objectAttribute] attribute.

	devType
	1
	RW
	Indicates the type of the device. The attribute also indicates the functions or services that are provided by the device. Examples include temperature sensor, actuator, Zigbee coordinator or Zigbee router. This attribute is a specialization of [objectAttribute] attribute.

	areaNwkId
	1
	RW
	The reference to an areaNwkInfo resource which this device associates with. This attribute is a specialization of [objectAttribute] attribute.

	sleepInterval
	0..1
	RW
	The interval between two sleeps. This attribute is a specialization of [objectAttribute] attribute.

	sleepDuration
	0..1
	RW
	The time duration of each sleep. This attribute is a specialization of [objectAttribute] attribute.

	devStatus
	0..1
	RW
	The status of the device (sleeping or waked up).

	listOfNeighbors
	1
	RW
	Indicates the neighbour devices of the same area network. When modified, the connection relationship of the devices shall be modified accordingly. This attribute is a specialization of [objectAttribute] attribute.


For < deviceInfo > resource:

1. Changes proposed in this contribution are taken MAS-2017-0236R01-modification_of_deviceInfo_access_mode.
2. Changes are proposed in TS-0004 considering changes proposed in MAS-2017-0236R01-modification_of_deviceInfo_access_mode.
3. Protocol attribute is added to TS-0004. 
TS-0001

D.8
Resource deviceInfo
The [deviceInfo] resource is used to share information regarding the device. The [deviceInfo] resource is a specialization of the <mgmtObj> resource.
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Figure D.8-1: Structure of [deviceInfo] resource

The [deviceInfo] resource shall contain the child resources specified in table D.8-1.

Table D.8-1: Child resources of [deviceInfo] resource

	Child Resources of [deviceInfo]
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 where the type of this resource is described.

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30


The [deviceInfo] resource shall contain the attributes specified in table D.8-2.

Table D.8-2: Attributes of [deviceInfo] resource

	Attributes of [deviceInfo]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1(L)
	RW
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	mgmtDefinition
	1
	WO
	See clause 9.6.15. This attribute shall have the fixed value "deviceInfo".

	objectIDs
	0..1 (L)
	WO
	See clause 9.6.15.

	objectPaths
	0..1 (L)
	WO
	See clause 9.6.15.

	description
	0..1
	RW
	See clause 9.6.15.

	deviceLabel
	1
	RW
	Unique device label assigned by the manufacturer. 
This attribute is a specialization of [objectAttribute] attribute.
The value of the attribute typically exposes the device’s serial number that is specific to a manufacturer and possibly further restricted within the manufacturer by a deviceType or model. 

This attribute shall be formatted as either single value-only string or a string format that contains a list of key-value pairs.

When this attribute contains a list of key-value pairs, the list of key-value pairs is identified by a  “|”(vertical line) character as the first character in the string. Within the list of key-value pairs, each key and value shall be separated by “:”(colon) and each pairs shall be separated by “ (SPACE(U+0020))”.
An example for the key-value string about OMA DWAPI is “|systemID:0123 serviceID:xyz”.

When using reserved characters (e.g., SPACE, “:”, “%”, or “|”) within a key or value element, the reserved characters are escaped by identifying the ascii value of the character with a percent escape character preceeding the ascii value.

For example if the previous examples systemID key’s value included a SPACE character the string is represented as “|systemID:01%2023 serviceID:xyz”.

It is also possible to use a list of URNs..

	manufacturer
	1
	WO
	The name/identifier of the device manufacturer. This attribute is a specialization of [objectAttribute] attribute.

	manufacturerDetailsLink
	0..1
	RW
	URL to manufacturer's website. This attribute is a specialization of [objectAttribute] attribute.

	manufacturingDate
	0..1
	WO
	Manufacturing date of device. This attribute is a specialization of [objectAttribute] attribute.

	model
	1
	WO
	The name/identifier of the device mode assigned by the manufacturer. This attribute is a specialization of [objectAttribute] attribute.

	subModel
	0..1
	WO
	Device sub-model name. This attribute is a specialization of [objectAttribute] attribute.

	deviceType
	1
	RW
	The type (e.g. cell phone, photo frame, smart meter) or product class (e.g. X-series) of the device. This attribute is a specialization of [objectAttribute] attribute.

	deviceName
	0..1
	RW
	Device name. This attribute is a specialization of [objectAttribute] attribute.

	fwVersion
	0..1
	RW
	The firmware version of the device (see note).

	swVersion
	0..1
	RW
	The software version of the device. This attribute is a specialization of [objectAttribute] attribute.

	hwVersion
	0..1
	WO
	The hardware version of the device. This attribute is a specialization of [objectAttribute] attribute.

	osVersion
	0..1
	RW
	Version of the operating system (defined by manufacturer). This attribute is a specialization of [objectAttribute] attribute.

	country
	0..1
	WO
	Country code of the device. It could be manufacturing country, deployment country or procurement country where the device was manufactured, first deployed or first procured. This attribute is a specialization of [objectAttribute] attribute.

	location
	0..1
	RW
	Location where the device is installed. It may be configured via the user interface provided by  the ‘presentationURL' property or any other means. This attribute is a specialization of [objectAttribute] attribute.

	systemTime
	0..1
	RW
	Reference time for the device. This attribute is a specialization of [objectAttribute] attribute.

	supportURL
	0..1
	RW
	URL that points to product support information of the device. This attribute is a specialization of [objectAttribute] attribute.

	presentationURL
	0..1
	RW
	To quote UPnP: "the control point can retrieve a page from this URL, load the page into a web browser, and depending on the capabilities of the page, allow a user to control the device and/or view device status. The degree to which each of these can be accomplished depends on the specific capabilities of the presentation page and device". This attribute is a specialization of [objectAttribute] attribute.

	protocol
	0..1(L)
	RW
	A list of MIME types for all supported communication protocol(s) of the device. Example: application/x-alljoyn;version=1.0 application/x-echonet-lite;version=1.0 indicates the device supports both AllJoyn v1.0 and Echonet Lite v1.0. This attribute is a specialization of [objectAttribute] attribute.

	NOTE:
If the device only supports one kind of Software this is identical to swVersion. This attribute is a specialization of [objectAttribute] attribute.


TS-0004 
D.4. Resource [deviceInfo]

D.4.3.  Introduction

The resource [deviceInfo] is used to provide information regarding the device. 

The detailed description of the [deviceInfo] resource can be found in clause D.8 of oneM2M TS-0001 [6].
Table D.8.1‑1: Data Type Definition of [deviceInfo]
	Data Type ID
	File Name
	Note

	deviceInfo,

deviceInfoAnnc
	CDT-deviceInfo-v3_4_0.xsd
	


Table D.8.1‑2: Resource specific attributes of [deviceInfo]

	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	mgmtDefinition
	M
	NP
	See clause 7.4.15
	1007 (deviceInfo)

	objectIDs
	O
	NP
	See clause 7.4.15
	

	objectPaths
	O
	NP
	See clause 7.4.15
	

	description
	O
	O
	See clause 7.4.15
	

	deviceLabel
	M
	O
	xs:string
	

	manufacturer
	M
	NP
	xs:string
	

	manufacturerDetailsLink
	O
	O
	xs:string
	

	manufacturingDate
	O
	NP
	m2m:timestamp
	

	model
	M
	NP
	xs:string
	

	subModel
	O
	NP
	xs:string
	

	deviceType
	M
	O
	xs:string
	

	deviceName
	O
	O
	xs:string
	

	fwVersion
	O
	O
	xs:string
	

	swVersion
	O
	O
	xs:string
	

	hwVersion
	O
	NP
	xs:string
	

	osVersion
	O
	O
	xs:string
	

	country
	O
	NP
	xs:string
	

	location
	O
	O
	xs:string
	

	systemTime
	O
	O
	m2m:timestamp
	

	supportURL
	O
	O
	xs:anyURI
	

	presentationURL
	O
	O
	xs:anyURI
	

	protocol
	O
	O
	See clause 6.3.3
	


D.4.4.  Resource specific procedure on CRUD operations

D.8.2.0.
Introduction
When management is performed using technology specific protocols, the procedures defined in clause 7.4.15.2 <mgmtObj> specific procedures shall be used. The following clauses define additional procedures besides the generic procedure defined in clause 7.2.2.

D.4.4.1. Create

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.

D.4.4.2. Update

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.

D.4.4.3. Retrieve

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.

D.4.4.4. Delete

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.
Change 2(what is to be added in oneM2M data types corresponding to protocol?)
------------------------------------------------------------------------------------------------------------------------------------------

6.2.1 oneM2M simple data types

Table 6.3.3‑1 describes oneM2M-specific simple data type definitions. XML Schema data type definitions for these data types can be found in the XSD file called CDT-commonTypes-v3_4_0.xsd.

The types in table 6.3.3‑1 are either:

· Atomic data types derived from XML Schema data types by restrictions (other than enumeration) or union.
· List data types constructed from other XML Schema or oneM2M-defined atomic data types.

The oneM2M-defined enumeration data types are defined in clause 6.3.4.

Table 6.3.3‑1: oneM2M Simple Data Types

	XSD type name
	Type Name
	Examples
	Description

	m2m:resourceName
	Resource name 
	myLightBulb

123Sensor


	Used for resource name attribute. This shall be formed by  (ALPHA / DIGIT) *(ALPHA / DIGIT / "-" / "." / "_") as described in 6.2.3.

	m2m:ID
	Generic ID
	//globalm2m.org
	Used to represent generic IDs generated and used within oneM2M (M2M-SP-ID)

	
	
	//globalm2m.org/C190XX7T
	(CSE-ID)

	
	
	//globalm2m.org/CSE1/123A38ZZY
	(AE-ID)

	m2m:nodeID
	Node ID
	urn:gsma:imei:90420156-025763-0;svn=42
	Used for Node IDs. The constraints on this type are different from those on Generic IDs
(IMEI as node ID)

	m2m:deviceID
	Device ID
	urn:dev:ops:012345-Set%2DTop%2DBox-0123456789
	A Device ID uniquely identifies a device using a URN. The format of the URN is one of IETF RFC 4122([35]) UUID, OPS URN, OS URN, IMEI URN, ESN URN, or MEID URN.A 

	m2m:externalID
	M2M-EXT-ID
	urn:gsma:imei:90420156-025763-0;vers=0
	The External Identifier allows the Underlying Network to identify the M2M Device (e.g. ASN, MN) associated with the CSE-ID or AE-ID.In 3GPP case, the accessID is mapped to External Identifier as specified in TS 23.003 [17].

	m2m:requestID
	Request ID
	ab3f124a, CSE1/98821
	Used for Request IDs. This type may include the ID of the target CSE as well as a part that varies for each ID

	m2m:nhURI
	Non Hierarchical Identifier
	/CSE090112/ C190XX7T
	Used where a resourceID is required to be non-hierarchical

	m2m:acpType
	List of ACP Resource IDs
	//IN-CSEID.m2m.myoperator.org/93405
	Used to represent a list of AccessControlPolicy identifiers. 

	m2m:labels
	list of xs:token
	printers networkwifi1 home_energy (key-only)
domain:home color:red (key-value pair)
	A list of tokens used for describing and discovering resources (searching wifi connected printer from vendor 1)
Each token can have two formats, key-only and key-value pair. In the case of key-value pair, key and value are separated by “:”. The key portion doesn’t contain “:”.

	m2m:triggerRecipientID
	Trigger Recipient Identifier
	3010
	Used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. Defined as port number in the range 0 to 65535.

	m2m:listOfM2MID
	List of M2M identifiers
	
	xs:list of elements of data type m2m:ID

	m2m:listOfMinMax
	List of Time Limits
	10  2560 
	xs:list of two xs:long values defining min and max limits of time intervals in units of milliseconds (value -1 representing infinite time)

	
	
	
	

	m2m:ipv4
	IPv4 address string with optional CIDR suffix
	10.125.0.0/16,122.77.12.1
	Used in m2m:accessControlRules specified in the section 6.3.5.26

	m2m:ipv6
	IPv6 address string with optional CIDR suffix
	::/0,  Fadf:ddd0::/32,  abcd:ffff:abb0:aaaa::/64
	Used in m2m:accessControlRules specified in the section 6.3.5.26

	m2m:countryCode
	Country Code
	KR
	2-character country code as defined by ISO 3166-1 [40]

	m2m:poaList
	List of PointOfAccess strings
	http://172.25.0.10:8080,

coap://m2m.sp.com:5683,

mqtt://172.25.0.10:1883
	list of xs:string. Each pointOfAccess entry in list is represented as a string containing the underlying transport protocol as well as the IP address and port (or an FQDN in all lowercase). 

	m2m:timestamp
	Time stamp string
	20141003T112032
	DateTime string using 'Basic Format' specified in ISO8601 [27]. Time zone shall be interpreted as UTC timezone. See below for more details.

	m2m:absRelTimestamp
	absolute or relative time stamp string
	20141003T112032 (absolute time),or 3600000 (relative time)
	defined as xs:union of m2m:timestamp and xs:duration data types

	m2m:typeOfContent
	Type of Content
	application/xml
	The media type shall be an IANA registered Media Types name, or an experimental Media Type (See [26]) ':'

	m2m:serializations
	Serialization types
	application/xml application/json application/cbor
	A list of IANA registered media types that can be used for serialization of primitives. The permitted values are 

· application/xml

· application/json

· application/cbor 

	m2m:contentInfo
	Content Information
	application/xml:1

application/xml:1:0

application/xml:1:5
	A string consisting of a media type followed by a m2m:encodingType and optional m2m:contentSecurity, each separated by ':' character. If the m2m:contentSecurity value is not present, then the preceding ':' shall also be not present. If the m2m:contentSecurity value is not present then this has the same interpretation as a value of 0 for m2m:contentSecurity.

See note.

	m2m:eventCat
	Event Category
	2
	Either

1. One of the values from m2m:stdEventCats or

2. A user-defined category in the range 100-999

	m2m:eventCatWithDef
	Event Category with default
	0
	Either
1. A value from m2m:eventCat , or

2. The value 0 which has the special meaning "default"

	m2m:listOfEventCat
	List of (applicable) Event Categories
	1 101

	xs:list of elements of data type m2m:eventCat

	m2m:listOfEventCatWithDef
	List of m2m:eventCatWithDef
	0 1 101
	

	m2m:scheduleEntry
	Schedule Entry
	* 0-5 2,6,10 * * * *
	The string is used to describe a duration of enablement. The string format is described in clause 7.4.9.1

	m2m:attributeList
	List of xs:NCName
	poa rr
	Used for the Content parameter of Retrieve request primitives and in m2m:eventNotificationCriteria. Attributes represented with their short names.

	m2m:roleID
	Role-ID
	1234abcd@role-issuer.com
	A string pattern consisting of a name (the issuerRelativeID) and an FQDN in all lowercase  (the issuerID) separated by the ‘@' character, not including any whitespace characters. The issuerRelativeID shall be comprised of any combination of the Roman alphabet, numerals, '.', '_' and '-' characters.

	m2m:descriptorRepresentation
	Semantic content representation
	application/rdf+xml:1
	A string consisting of a media type followed by a m2m:encoding separated by ':' character. The only permitted value is application/rdf+xml:1

	m2m:sparql
	SPARQL content
	SELECT ?functionality 

WHERE {  

?functionality rdf:type base:Measuring.
 ?functionality base:refersTo ?aspect.
?aspect rdf:type instance:Temperature  }
	The string is used for SPARQL content, e.g. in semanticsFilter

	 m2m:missingDataList
	List of 

absolute timestamp or

list of relative timestamp


	absolute time:
20141103T111832 ,  
20141103T112435 ,
20141103T113633

or

relative time:
10000 , 

10005 ,
10020
	Used for storing the time information of missing data points in Time Series.

defined as xs:union of list of m2m:timestamp and list of xs:duration data types

	m2m:tokenID
	Token-ID
	1234abcd@token-issuer.com
	A string pattern consisting of a name (the issuerRelativeID) and an FQDN in all lowercase  (the issuerID) separated by the ‘@' character, not including any whitespace characters. See constraints above for the issuerRelativeID.

	m2m:dynAuthJWT
	JSON Web Token  (JWT), which uses either JSON Web Encryption (JWE) Compact Serialization JSON Web Signature (JWS) Compact Serialization
	See m2m:e2eCompactJWE and m2m:e2eCompactJWS
	Defined as xs:union of m2m:e2eCompactJWE and m2m:e2eCompactJWS

	m2m:e2eCompactJWS
	JSON Web Signature (JWS) Compact Serialization, used in End-to-End Security Features TS-0003 [7]
	eyJ0eXAiOiJK.

eyJpc3MiOiJqb2UiLA0KIC.

dBjftJeZ4CVP

(line breaks for display purposes only)
	Of the form [a].[b].[c], where components [a] and [c] are non-empty, while component [b] can be either empty or not empty. When not empty, each component is base64url encoded (IETF RFC 4648 [9]). See [i.7]

	m2m:e2eCompactJWE
	JSON Web Encryption (JWE) Compact Serialization, used in End-to-End Security Features TS-0003 [7]
	eyJ0eXAiOiJK.

eyJpc3MiOiJqb2UiLA0KIC.

dBjftJeZ4CVP.

5eym8TW_c8SuK.

SdiwkIr3a.

XFBoMYUZo

(line breaks for display purposes only)


	Of the form [a].[b].[c].[d].[e], where components [a] and [d] are non-empty, while components [b],[c] and [e] can be empty or not empty. When not empty, each component is base64url encoded (IETF RFC 4648 [9]). See [i.8]

	m2m:signatureList
	List of signatures generated using a certificate or MIC generated using a symmetric key.

It is used in Authorization Relationship Mapping 
	i6watmQQQ1y3GB+VsWq5fJKzQcBB4jRfH1bfJFj0JtFVtLotttzYyA== 
IWijxQjUrcXBYoCei4QxjWo9Kg8D3p9tlWoT4t0/gyTE96639In0FZFY2/rvP+/bMJ01EArmKZsR5VW3rwoPxw= 
(line breaks for display purposes only)
	Each signature or MIC in the list is represented as a string which is base64url encoded(IETF RFC 4648 [9]).

	m2m:locationTargetID
	The identifier to be used for retrieving the location information of a remote Node or device of underlying network
	urn:gsma:imei:90420156-025763-0;vers=0 or urn:gsma:imei:90420156-025763-0;svn=42 or 8617791450839
	defined as xs:union of m2m:nodeID and m2m:externalID and MSISDN

	NOTE: The media type and m2m:encodingType in m2m:contentInfo describe the content data to which the End-to-End Security of Data (ESData) processing, if any, was applied as indicated by m2m:contentSecurity. The m2m:contentInfo indicates a sequence of processes to be applied to the content after being obtained from the CSE. First, the ESData processing (if any) as indicated by m2m:contentSecurity is applied. The result of this processing then has transfer decoding (if any) applied as indicated by m2m:encodingType. The result of this processing is then processed according to the media type.


-------------------------------------------------------------------------------------------------------------------------------
-------------------------------------------------------------------------------------------------------------------------------

For < deviceCapability> resource:

1. In TS-0001, access mode of attributes changed.
2. In TS-0004, capabilityName attribute update request optionality changed.
D.9
Resource deviceCapability

The [deviceCapability] resource represents each device's capability. The [deviceCapability] resource is a specialization of the <mgmtObj> resource.
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Figure D.9-1: Structure of [deviceCapability] resource

The [deviceCapability] resource shall contain the child resources specified in table D.9-1.

Table D.9-1: Child resources of [deviceCapability] resource

	Child Resources of [deviceCapability]
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 where the type of this resource is described.

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30


The [deviceCapability] resource shall contain the attributes specified in table D.9-2.

Table D.9-2: Attributes of [deviceCapability] resource

	Attributes of [deviceCapability]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1(L)
	RW
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	mgmtDefinition
	1
	WO
	See clause 9.6.15. This attribute shall have the fixed value "deviceCapability".

	objectIDs
	0..1 (L)
	WO
	See clause 9.6.15.

	objectPaths
	0..1 (L)
	WO
	See clause 9.6.15.

	description
	0..1
	RW
	See clause 9.6.15.

	capabilityName
	1
	WO
	The name of the capability. This attribute is a specialization of [objectAttribute] attribute.

	attached
	1
	RW
	Indicates whether the capability is attached to the device or not. This attribute is a specialization of [objectAttribute] attribute.

	capabilityActionStatus
	1
	RW
	Indicates the status of the Action (including a performed action and the corresponding final state). This attribute is a specialization of [objectAttribute] attribute.

	currentState
	1
	RW
	Indicates the current state of the capability (e.g. enabled or disabled). This attribute is a specialization of [objectAttribute] attribute.

	enable
	0..1
	RW
	The action that allows enabling the device capability. This attribute is a specialization of [objectAttribute] attribute.

	disable
	0..1
	RW
	The action that allows disabling the device capability. This attribute is a specialization of [objectAttribute] attribute.


D.5. Resource [deviceCapability]

D.5.3.  Introduction

The resource [deviceCapability] is used to provide information regarding the device. 

The detailed description of the [deviceCapability] resource can be found in clause D.9 of oneM2M TS-0001 [6].

Table D.9.1‑1: Data Type Definition of [deviceCapability]

	Data Type ID
	File Name
	Note

	deviceCapability,

deviceCapabilityAnnc
	CDT-deviceCapability-v3_4_0.xsd
	


Table D.9.1‑2: Resource specific attributes of [deviceCapability]

	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	mgmtDefinition
	M
	NP
	See clause 7.4.15
	1008 (deviceCapability)

	objectIDs
	O
	NP
	See clause 7.4.15
	

	objectPaths
	O
	NP
	See clause 7.4.15
	

	description
	O
	O
	See clause 7.4.15
	

	capabilityName
	M
	NP
	xs:string
	

	attached
	M
	O
	xs:boolean
	1. true: currently attached to the device

2. false: currently detached to the device

	capabilityActionStatus
	M
	O
	m2m:actionStatus
	The action (i.e. enable, disable) and the related status. See Table 6.3.5.14‑1.

	currentState
	M
	O
	xs:boolean
	· true: the device capability is enabled

· false: the device capability is disabled

	enable
	O
	O
	xs:boolean
	the value of this attribute is always "true"

	disable
	O
	O
	xs:boolean
	the value of this attribute is always "true"


D.5.4.  Resource specific procedure on CRUD operations

D.5.4.1. Introduction

When management is performed using technology specific protocols, the procedures defined in clause 7.4.15.2 <mgmtObj> specific procedures shall be used. The following clauses define additional procedures besides the generic procedure defined in clause 7.2.2.

D.5.4.2. Create

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.

D.5.4.3. Update

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

Primitive specific operation additional to Recv-6.5 "Create/Update/Retrieve/Delete/Notify operation is performed":

When the attribute enable of the [deviceCapability] resource is updated to TRUE, enable the device capability of the [deviceCapability] resource.

When the attribute disable of the [deviceCapability] resource is updated to TRUE, disable the device capability of the [deviceCapability] resource.

When the attribute enable and disable of the [deviceCapability] resource are simultaneously set to TRUE in request, the CSE shall reject the request with a Response Status Code indicating "BAD_REQUEST" error.
D.5.4.4. Retrieve

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.
D.5.4.5. Delete

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.
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