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Introduction
This CR introduces the <mgmtObj> specializations into TS-0005 which are specified in TS-0022.
-----------------------Start of change 1 (new section)-----------------------------------
5.3.13
Resource related to Field Device Configuration
5.3.13.1
Introduction

The Resource Types addressed in the present clause represent <mgmtObj> specializations required to configure ADN, ASN and MN in the field domain. These resource types and the related specific procedures are specified in oneM2M TS-0022 [20]. The subclauses below define the mapping to and from a M2M FieldDeviceConfig MO (MFDCMO) (urn:oma:mo:ext-onem2m-mfdcmo:1.0).  which is applicable to both, OMA DM 1.3 and OMA DM 2.0. The root node of the MFDCMO is denoted in the following by the leftmost placeholder node <x>.
5.3.13.2
Resource [registration]
The Resource [registration] is used to convey the service layer configuration information needed to register an AE or CSE with a Registrar CSE, see clause 7.1.2 of TS-0022 [20].
Regardless of OMA DM 1.3 and OMA DM 2.0, this resource shall be mapped to M2M FieldDeviceConfig MO (MFDCMO) (urn:oma:mo:ext-onem2m-mfdcmo:1.0).
The Resource [registration] is a multi-instance Resource where each instance of the Resource shall map to an instance of the <x>/registration/<x> node of MFDCMO.

The attributes of an instance of [registration] shall be mapped to nodes of the MFDCMO as shown in Table 5.3.13.2-1. 
The mgmtLink attribute of the [registration] resource points to an [authenticationProfile] resource instance which itself is mapped to a <x>/authenticationProfile/<x> node in MFDCMO.  The original value of this mgmtLink attribute  needs to be translated such that it points to the <x>/authenticationProfile/<x> node  in MFDCMO which corresponds to the linked [authenticationProfile] resource instance. The respective node identifier <x>/authenticationProfile/<x> of this [authenticationProfile] resource instance shall be set as the value of the <x>/dataCollection/<x>/authenticationProfile leaf node.

Table 5.3.13.2-1: Resource [registration]

	Attribute Name of [registration]
	Mapping to Nodes in Management Object

	originatorID
	<x>/registration/<x>/originatorID

	poA
	<x>/registration/<x>/poA

	appID
	<x>/registration/<x>/appID

	externalID
	<x>/registration/<x>/externalID

	triggerRecipientID
	<x>/registration/<x>/triggerRecipientID

	mgmtLink [authenticationProfile]
	<x>/registration/<x>/authenticationProfile


5.3.13.3
Resource [dataCollection]

The Resource [dataCollection] is used to convey the application configuration information needed by an AE to collect data and then transmit the data to a Hosting CSE, see clause 7.1.3 of TS-0022 [20].
Regardless of OMA DM 1.3 and OMA DM 2.0, this resource shall be mapped to M2M FieldDeviceConfig MO (MFDCMO) (urn:oma:mo:ext-onem2m-mfdcmo:1.0).
The Resource [dataCollection] is a multi-instance Resource where each instance of the Resource shall map to an instance of the <x>/dataCollection/<x> node of MFDCMO.

The attributes of an instance of [dataCollection] shall be mapped to nodes of the MFDCMO as shown in Table 5.3.13.3-1. 
The mgmtLink attribute of the [dataCollection] resource points to an [authenticationProfile] resource instance which itself is mapped to a <x>/authenticationProfile/<x> node in MFDCMO.  The original value of this mgmtLink attribute needs to be translated such that it points to the <x>/authenticationProfile/<x> node in MFDCMO which corresponds to the linked [authenticationProfile] resource instance. The respective node identifier <x>/authenticationProfile/<x> of this [authenticationProfile] resource instance shall be set as the value of the <x>/dataCollection/<x>/authenticationProfile leaf node.
Table 5.3.13.3-1: Resource [dataCollection]

	Attribute Name of [dataCollection]
	Mapping to Nodes in Management Object

	containerPath
	<x>/dataCollection/<x>/containerPath

	reportingSchedule
	<x>/dataCollection/<x>/reportingSchedule

	measurementSchedule
	<x>/dataCollection/<x>/measurementSchedule

	mgmtLink [authenticationProfile]
	<x>/dataCollection/<x>/authenticationProfile


5.3.13.4
Resource [authenticationProfile]

The Resource [authenticationProfile] is used to convey the configuration information regarding establishing mutually-authenticated secure communications, see clause 7.1.4 of TS-0022 [20]. 
Regardless of OMA DM 1.3 and OMA DM 2.0, this resource shall be mapped to M2M FieldDeviceConfig MO (MFDCMO) (urn:oma:mo:ext-onem2m-mfdcmo:1.0).
The Resource [authenticationProfile] is a multi-instance Resource where each instance of the Resource shall map to an instance of the <x>/authenticationProfile /<x> node of MFDCMO.

The attributes of an instance of [authenticationProfile] shall be mapped to nodes of the MFDCMO as shown in Table 5.3.13.4-1. 
A mgmtLink attribute of the [authenticationProfile] has one or more instantiations. The value of mgmtLink attribute either points to a [trustAnchorCred] resource, or to a [MAFClientRegCfg] resource. An [authenticationProfile] resource does not include mgmtLink attributes to both [trustAnchorCred] and [MAFClientRegCfg] resources. If there are more than one mgmtLink attribute in the [authenticationProfile] resource, these point all to [trustAnchorCred] resource instances.
For a mgmtLink attribute pointing to a [trustAnchorCred] resource, the linked [trustAnchorCred] resource instance itself is mapped to a <x>/trustAnchorCred/<x> node in MFDCMO. The respective node identifier <x>/trustAnchorCred/<x> of this [trustAnchorCred] resource instance shall be set as the value of the <x>/authenticationProfile/<x>/trustAnchorCred leaf node.
For a mgmtLink attribute pointing to a [MAFClientRegCfg] resource, the linked [MAFClientRegCfg] resource instance itself is mapped to a <x>/MAFClientRegCfg/<x> node in MFDCMO. The respective node identifier <x>/MAFClientRegCfg/<x> of this [MAFClientRegCfg] resource instance shall be set as the value of the <x>/authenticationProfile/<x>/trustAnchorCred leaf node.
Editor’s note: this doesn’t seem to be correct described in TS-0006. mgmtLink attribute to [trustAnchorCred] is missing there.
Table 5.3.13.4-1: Resource [authenticationProfile]

	Attribute Name of [authenticationProfile]
	Mapping to Nodes in Management Object

	SUID
	<x>/authenticationProfile/<x>/SUID

	TLSCiphersuites
	<x>/authenticationProfile/<x>/TLSCiphersuites

	symmKeyID
	<x>/authenticationProfile/<x>/symmKeyID

	symmKeyValue
	<x>/authenticationProfile/<x>/symmKeyValue

	MAFKeyRegLabels
	<x>/authenticationProfile/<x>/MAFKeyRegLabels

	MAFKeyRegDuration 
	<x>/authenticationProfile/<x>/MAFKeyRegDuration

	mycertFingerprint
	<x>/authenticationProfile/<x>/mycertFingerprint

	rawPubKeyID
	<x>/authenticationProfile/<x>/rawPubKeyID

	mgmtLink [trustAnchorCred]
	<x>/authenticationProfile/<x>/trustAnchorCred

	mgmtLink [MAFClientRegCfg]
	<x>/authenticationProfile/<x>/MAFClientRegCfg


5.3.13.5
Resource [trustAnchorCred]

The Resource [trustAnchorCred] represents configuration information regarding certificates provided by certificate authorities used be managed entities to authenticate peer endpoints, see clause 7.1.6 of TS-0022 [20].
Regardless of OMA DM 1.3 and OMA DM 2.0, this resource shall be mapped to M2M FieldDeviceConfig MO (MFDCMO) (urn:oma:mo:ext-onem2m-mfdcmo:1.0).
The Resource [trustAnchorCred] is a multi-instance Resource where each instance of the Resource shall map to an instance of the <x>/trustAnchorCred/<x> node of MFDCMO.

The attributes of an instance of [trustAnchorCred] shall be mapped to nodes of the MFDCMO as shown in Table 5.3.13.5-1. 

Table 5.3.13.5-1: Resource [trustAnchorCred]

	Attribute Name of [trustAnchorCred]
	Mapping to Nodes in Management Object

	certFingerprint
	<x>/trustAnchorCred/<x>/certFingerprint

	URI
	<x>/trustAnchorCred/<x>/URI


5.3.13.6
Resource [myCertFileCred]

The Resource [myCertFileCred] represents configuration information regarding certificates presented by the managed entity to remote entities for the establishment of secure communications, see clause 7.1.5 of TS-0022 [20].
Regardless of OMA DM 1.3 and OMA DM 2.0, this resource shall be mapped to M2M FieldDeviceConfig MO (MFDCMO) (urn:oma:mo:ext-onem2m-mfdcmo:1.0).
The Resource [myCertFileCred] is a multi-instance Resource where each instance of the Resource shall map to an instance of the <x>/myCertFileCred/<x> node of MFDCMO.

The attributes of an instance of [myCertFileCred] shall be mapped to nodes of the MFDCMO as shown in Table 5.3.13.6-1. 

Table 5.3.13.6-1: Resource [myCertFileCred]

	Attribute Name of [myCertFileCred]
	Mapping to Nodes in Management Object

	SUIDs
	<x>/myCertFileCred/<x>/SUIDs

	myCertFileFormat
	<x>/myCertFileCred/<x>/myCertFileFormat

	myCertFileContent
	<x>/myCertFileCred/<x>/myCertFileContent


5.3.13.7
Resource [MAFClientRegCfg]

The Resource [MAFClientRegCfg] represents configuration information that permits a MAF client to register with a MAF, see clause 7.1.7 of TS-0022 [20].
Regardless of OMA DM 1.3 and OMA DM 2.0, this resource shall be mapped to M2M FieldDeviceConfig MO (MFDCMO) (urn:oma:mo:ext-onem2m-mfdcmo:1.0).
The Resource [MAFClientRegCfg] is a multi-instance Resource where each instance of the Resource shall map to an instance of the <x>/MAFClientRegCfg/<x> node of MFDCMO.

The attributes of an instance of [MAFClientRegCfg] shall be mapped to nodes of the MFDCMO as shown in Table 5.3.13.7-1. 
The mgmtLink attribute of the [MAFClientRegCfg] resource points to an [authenticationProfile] resource instance which itself is mapped to a <x>/authenticationProfile/<x> node in MFDCMO.  The original value of this mgmtLink attribute needs to be translated such that it points to the <x>/authenticationProfile/<x> node in MFDCMO which corresponds to the linked [authenticationProfile] resource instance. The respective node identifier <x>/authenticationProfile/<x> of this [authenticationProfile] resource instance shall be set as the value of the <x>/dataCollection/<x>/authenticationProfile leaf node.

Table 5.3.13.7-1: Resource [MAFClientRegCfg]

	Attribute Name of [MAFClientRegCfg]
	Mapping to Nodes in Management Object

	fqdn
	<x>/MAFClientRegCfg/<x>/fqdn

	adminFQDN
	<x>/MAFClientRegCfg/<x>/adminFQDN

	httpPort
	<x>/MAFClientRegCfg/<x>/httpPort

	coapPort
	<x>/MAFClientRegCfg/<x>/coapPort

	websocketPort
	<x>/MAFClientRegCfg/<x>/websocketPort

	mgmtLink [authenticationProfile]
	<x>/MAFClientRegCfg/<x>/authenticationProfile


Editor’s note: Why is common attribute expirationTime included in TS-0006?
5.3.13.8
Resource [MEFClientRegCfg]

The Resource [MEFClientRegCfg] represents configuration information that permits a MEF client to register with a MEF, see clause 7.1.8 of TS-0022 [20].

Regardless of OMA DM 1.3 and OMA DM 2.0, this resource shall be mapped to M2M FieldDeviceConfig MO (MFDCMO) (urn:oma:mo:ext-onem2m-mfdcmo:1.0).
The Resource [MEFClientRegCfg] is a multi-instance Resource where each instance of the Resource shall map to an instance of the <x>/MEFClientRegCfg/<x> node of MFDCMO.

The attributes of an instance of [MEFClientRegCfg] shall be mapped to nodes of the MFDCMO as shown in Table 5.3.13.7-1. 
The mgmtLink attribute of the [MEFClientRegCfg] resource points to an [authenticationProfile] resource instance which itself is mapped to a <x>/authenticationProfile/<x> node in MFDCMO.  The original value of this mgmtLink attribute needs to be translated such that it points to the <x>/authenticationProfile/<x> node in MFDCMO which corresponds to the linked [authenticationProfile] resource instance. The respective node identifier <x>/authenticationProfile/<x> of this [authenticationProfile] resource instance shall be set as the value of the <x>/dataCollection/<x>/authenticationProfile leaf node.

Table 5.3.13.8-1: Resource [MEFClientRegCfg]

	Attribute Name of [MEFClientRegCfg]
	Mapping to Nodes in Management Object

	fqdn
	<x>/MEFClientRegCfg/<x>/fqdn

	adminFQDN
	<x>/MEFClientRegCfg/<x>/adminFQDN

	httpPort
	<x>/MEFClientRegCfg/<x>/httpPort

	coapPort
	<x>/MEFClientRegCfg/<x>/coapPort

	websocketPort
	<x>/MEFClientRegCfg/<x>/websocketPort

	mgmtLink [authenticationProfile]
	<x>/MEFClientRegCfg/<x>/authenticationProfile


Editor’s note: Why is common attribute expirationTime included in TS-0006?
-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2-------------------------------------------

5.6.2
M2M FieldDeviceConfig (MFDCMO)

The M2M FieldDeviceConfig MO (MFDCMO) resides in the Management Tree of any ADN, ASN or MN which supports Device Management via OMA DM 1.3 and OMA DM 2.0. This MO corresponds to instances of the Field Device Configuration resources specified in oneM2M TS-0022 [20] which all represent specializations of the mgmtObj resource type.

This MO maintains information required for registration of AEs and CSEs to their registrar CSE,  application configuration parameters which ma be needed by AEs, as well information required to configure security profiles for communication over the Mca and Mcc reference points defined in oneM2M TS-0001 [1], and over the Mmaf and Mmef reference points defined in TS-0032 [20] .

Figure 5.6.1-1 gives the pictorial description of the MFDCMO.

[image: image1]
Figure 5.6.1-1: Structure of OMA-DM compatible M2M FieldDeviceConfig MO (MFDCMO)
The various nodes within this MO are described as follows.
	<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This placeholder node is the root node for the MFDCMO which includes MOs related to field device configuration. The parent node of this node defines the location of this MO in the Management Tree. The Management Object Identifier for the MFDCMO shall be: "urn:oma:mo:ext-onem2m-mfdcmo:1.0".  Detailed information about each of the individual MOs  included in the MFDCMO can be found in oneM2M specification TS-0022 "Field Device Configuration".

	
	

	
	

	<x>/registration
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	Required
	One
	node
	Get
	

	
	This interior node is the parent node of instances of registration MOs. 

	
	

	
	

	<x>/registration/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrMore
	node
	Get
	

	
	This placeholder interior node represents the specific instances of registration MOs. 

	
	

	<x>/registration/<x>/originatorID

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the originatorID attribute of a registration resource instance.

	
	

	
	

	<x>/registration/<x>/poA

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node contains the poA attribute of a registration resource instance.

	
	

	
	

	<x>/registration/<x>/appID

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the appID attribute of a registration resource instance.

	
	

	
	

	<x>/registration/<x>/externalID

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the externalID attribute of a registration resource instance.


	
	

	
	

	<x>/registration/<x>/triggerRecipientID

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	chr
	Get
	

	
	This leaf node contains the triggerRecipientID attribute of a registration resource instance.

	
	

	
	

	<x>/registration/<x>/authenticationProfile

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node includes a reference (mgmtLink) to an instance of a authenticationProfile node.

	
	

	
	

	<x>/dataCollection

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the parent node of a dataCollection MO instance. 

	
	

	
	

	<x>/dataCollection/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrMore
	node
	Get
	

	
	This placeholder node represents an instance of a dataCollection MO. 

	
	

	
	

	<x>/dataCollection/<x>/containerPath

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node contains the containerPath attribute of a dataCollection resource instance.

	
	

	
	

	<x>/dataCollection/<x>/reportingSchedule

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	This interior node is the parent node of the reportingSchedule attribute of a dataCollection resource instance.

	
	

	
	

	<x>/dataCollection/<x>/reportingSchedule/scheduleEntry

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	chr
	Get
	

	
	Each of these leaf nodes contains a scheduleEntry element of the reportingSchedule attribute of the dataCollection resource instance.

	
	

	
	

	<x>/dataCollection/<x>/measurementSchedule

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	This interior node is the parent node of the measurementSchedule attribute of a dataCollection resource instance.


	
	

	
	

	<x>/dataCollection/<x>/measurementSchedule/scheduleEntry

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	chr
	Get
	

	
	Each of these leaf nodes contains a scheduleEntry element of the measurementSchedule attribute of the dataCollection resource instance.

	
	

	
	

	<x>/dataCollection/<x>/authenticationProfile

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node includes a reference (mgmtLink) to an instance of a authenticationProfile node.

	
	

	
	

	<x>/authenticationProfile

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the parent node of a authenticationProfile MO instance. 

	
	

	
	

	<x>/authenticationProfile/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrMore
	node
	Get
	

	
	This placeholder node represents an instance of a authenticationProfile MO. 

	
	

	
	

	<x>/authenticationProfile/<x>/SUID

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	int
	Get
	

	
	This leaf node contains the SUID attribute of a authenticationProfile resource instance.

	
	

	
	

	<x>/authenticationProfile/<x>/TLSCiphersuites

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	This interior node is the parent node of the TLSCiphersuites attribute of a authenticationProfile resource instance.

	
	

	
	

	<x>/authenticationProfile/<x>/TLSCiphersuites/ciphersuite

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	chr
	Get
	

	
	Each of these leaf nodes contains a ciphersuite element in hexchar format of the TLSCiphersuites attribute of the authenticationProfile resource instance.

	
	

	
	

	<x>/authenticationProfile/<x>/symmKeyID

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the symmKeyID attribute of a authenticationProfile resource instance.

	
	

	
	

	<x>/authenticationProfile/<x>/symmKeyValue

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the symmKeyValue attribute of a authenticationProfile resource instance.

	
	

	
	

	<x>/authenticationProfile/<x>/MAFKeyRegLabels

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	This interior node is the parent node of the MAFKeyRegLabels attribute of a authenticationProfile resource instance.

	
	

	
	

	<x>/authenticationProfile/<x>/MAFKeyRegLabels/label

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	chr
	Get
	

	
	Each of these leaf nodes contains a label element of the MAFKeyRegLabels attribute of the authenticationProfile resource instance.

	
	

	
	

	<x>/authenticationProfile/<x>/MAFKeyRegDuration

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the MAFKeyRegDuration attribute of a authenticationProfile resource instance.

	
	

	
	

	<x>/authenticationProfile/<x>/myCertFingerprint

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the myCertFingerprint attribute of a authenticationProfile resource instance.

	
	

	
	

	<x>/authenticationProfile/<x>/rawPubKeyID

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the rawPubKeyID attribute of a authenticationProfile resource instance.

	
	

	
	

	<x>/authenticationProfile/<x>/trustAnchorCred

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrMore
	chr
	Get
	

	
	This leaf node includes a reference (mgmtLink) to an instance of a trustAnchorCred node.


	
	

	
	

	<x>/authenticationProfile/<x>/MAFClientRegCfg

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node includes a reference (mgmtLink) to an instance of a MAFClientRegCfg node.

	
	

	
	

	<x>/trustAnchorCred

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the parent node of a trustAnchorCred MO instance. 

	
	

	
	

	<x>/trustAnchorCred/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrMore
	node
	Get
	

	
	This placeholder node represents an instance of a trustAnchorCred MO. 

	
	

	
	

	<x>/trustAnchorCred/<x>/certFingerprint

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node contains the certFingerprint attribute of a trustAnchorCred resource instance.

	
	

	
	

	<x>/trustAnchorCred/<x>/URI

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node contains the URI attribute of a trustAnchorCred resource instance.

	
	

	
	

	<x>/myCertFileCred

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the parent node of a myCertFileCred MO instance. 

	
	

	
	

	<x>/myCertFileCred/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrMore
	node
	Get
	

	
	This placeholder node represents an instance of a myCertFileCred MO. 

	
	

	
	

	<x>/myCertFileCred/<x>/SUIDs

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the parent node of the SUIDs attribute of a myCertFileCred resource instance.

	
	

	
	

	<x>/myCertFileCred/<x>/SUIDs/SUID

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	int
	Get
	

	
	Each of these leaf nodes contains a SUID element of the SUIDs attribute of the myCertFileCred resource instance.

	
	

	
	

	<x>/myCertFileCred/<x>/myCertFileFormat

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node contains the myCertFileFormat attribute of a authenticationProfile resource instance.

	
	

	
	

	<x>/myCertFileCred/<x>/myCertFileContent

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node contains the myCertFileContent attribute of a myCertFileCred resource instance.

	
	

	
	

	<x>/MAFClientRegCfg

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the parent node of instances of MAFClientRegCfg MOs. 

	
	

	
	

	<x>/MAFClientRegCfg/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrMore
	node
	Get
	

	
	This placeholder interior node represents the specific instances of MAFClientRegCfg MOs. 

	
	

	
	

	<x>/MAFClientRegCfg/<x>/fqdn

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node contains the fqdn attribute of a MAFClientRegCfg resource instance.

	
	

	
	

	<x>/MAFClientRegCfg/<x>/adminFQDN

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node contains the adminFQDN attribute of a MAFClientRegCfg resource instance.

	
	

	
	

	<x>/MAFClientRegCfg/<x>/httpPort

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the httpPort attribute of a MAFClientRegCfg resource instance.

	
	

	
	

	<x>/MAFClientRegCfg/<x>/coapPort

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the coapPort attribute of a MAFClientRegCfg resource instance.

	
	

	
	

	<x>/MAFClientRegCfg/<x>/websocketPort

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the websocketPort attribute of a MAFClientRegCfg resource instance.

	
	

	
	

	<x>/MAFClientRegCfg/<x>/authenticationProfile

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node includes a reference (mgmtLink) to an instance of a authenticationProfile node.

	
	

	
	

	<x>/MEFClientRegCfg

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the parent node of instances of MEFClientRegCfg MOs. 

	
	

	
	

	<x>/MEFClientRegCfg/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrMore
	node
	Get
	

	
	This placeholder interior node represents the specific instances of MEFClientRegCfg MOs. 

	
	

	
	

	<x>/MEFClientRegCfg/<x>/fqdn

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node contains the fqdn attribute of a MEFClientRegCfg resource instance.

	
	

	
	

	<x>/MEFClientRegCfg/<x>/adminFQDN

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node contains the adminFQDN attribute of a MEFClientRegCfg resource instance.

	
	

	
	

	<x>/MEFClientRegCfg/<x>/httpPort

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the httpPort attribute of a MEFClientRegCfg resource instance.

	
	

	
	

	<x>/MEFClientRegCfg/<x>/coapPort

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the coapPort attribute of a MEFClientRegCfg resource instance.

	
	

	
	

	<x>/MEFClientRegCfg/<x>/websocketPort

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the websocketPort attribute of a MEFClientRegCfg resource instance.

	
	

	
	

	<x>/MEFClientRegCfg/<x>/authenticationProfile

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node includes a reference (mgmtLink) to an instance of a authenticationProfile node.

	
	

	
	


-----------------------End of change 2---------------------------------------------

-----------------------Start of change 3-------------------------------------------

2.1
Normative references

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

The following referenced documents are necessary for the application of the present document.

[1]
oneM2M TS-0001: "Functional Architecture".
[2]
oneM2M TS-0004: "Service Layer Core Protocol Specification".
[3]
Open Mobile Alliance™: "OMA Device Management Protocol", Version 1.3.

NOTE:
Available at http://openmobilealliance.org/release/DM/
[4]
Open Mobile Alliance™: "OMA Device Management Protocol", Version 2.0.

NOTE:
Available at http://openmobilealliance.org/release/DM/.
[5]
Open Mobile Alliance™: "OMA LightweightM2M", Version 1.0..

NOTE:
Available at http://openmobilealliance.org/release/LightweightM2M/ .
[6]
Open Mobile Alliance™: "OMA Diagnostics and Monitoring Management Object Framework".
NOTE:
Available at http://openmobilealliance.org/release/DiagMon/.
[7]
Open Mobile Alliance™: "OMA Firmware Update Management Object".
NOTE:
Available at http://openmobilealliance.org/release/FUMO/.
[8]
Open Mobile Alliance™: "OMA Software Component Management Object".
NOTE:
Available at http://openmobilealliance.org/release/SCOMO/.
[9]
ETSI TS 103 092: "Machine-to-Machine communications (M2M); OMA DM compatible Management Objects for ETSI M2M".
[10]
Open Mobile Alliance™: "OMA Device Capability Management Object".
NOTE:
Available at http://openmobilealliance.org/release/DCMO/.
[11]
Open Mobile Alliance™: "OMA Management Interface to M2M Requirements".
NOTE:
Available at http://openmobilealliance.org/release/M2Minterface/ .
[12]
ISO 8601:2000: "Data elements and interchange formats -- Information interchange -- Representation of dates and times".

NOTE:
Available at http://www.iso.ch/.
[13]
W3C Recommendation: "XML Schema Part 2: Datatypes", 02 May 2001.

NOTE:
Available at http://www.w3.org/TR/2001/REC-xmlschema-2-20010502/.
[14]
IETF RFC 4122 (July 2005): "A Universally Unique Identifier (UUID) URN Namespace", P. Leach, et al..

NOTE:
Available at http://www.ietf.org/rfc/rfc4122.txt.
[15]
3GPP TS 23.003: "Numbering, addressing and identification".
[16]
BBF TR-069: "CPE WAN Management Protocol", Issue: 1 Amendment 5, November 2013.
[17]
IETF RFC 7252: "The Constrained Application Protocol (CoAP)".
[18]
Open Mobile Alliance™ (Version 1.0): "OMA LightweightM2M - Software Management Object".

NOTE:
Available at http://openmobilealliance.org/release/LWM2M_SWMGMT/

[19]
Open Mobile Alliance™: "OMA LightweightM2M - Device Capability Management Object".

NOTE:
Available at http://openmobilealliance.org/release/LWM2M_DevCapMgmt/ 

[20]
oneM2M TS-0022: "Field Device Configuration".
-----------------------End of change 3---------------------------------------------

CHECK LIST

Does this Change Request include an informative introduction containing the problem(s) being solved, and a summary list of proposals.?
Does this CR contain changes related to only one particular issue/problem?
Have any mirror CRs been posted?
Does this Change Request  make all the changes necessary to address the issue or problem?  E.g. A change impacting 5 tables should not include a proposal to change only 3 tables?Does this Change Request follow the drafting rules?
Are all pictures editable?
Have you checked the spelling and grammar?
Have you used change bars for all modifications?
Does the change include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change? (Additions of complete clauses need not show surrounding clauses as long as the proposed clause number clearly shows where the new clause is proposed to be located.)
Are multiple changes in this CR clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.?
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