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1 Introduction

This contribution proposes CoAP protocol binding related part to TS-0008. 
--------------------- Start of proposed modified text -------------------
5
Overview

5.1 CoAP Overview
Editor’s note: reference list shows CoAP version. 

5.1.1 CoAP Message Model  
CoAP provides four message types for message correlation, including CON, NON, ACK, and RST. CoAP request and response semantics are carried in CoAP messages.   
	Messaging Model
	CON (Confirmable)
	Reliable message transmission

	
	NON (Non-confirmable)
	Non-reliable message transmission

	
	ACK (Acknowledgement)
	Acknowledge sender the reception of CON message

	
	RST (Reset)
	Used for replying to sender that recipient is not ableto process a CON or NON message, or used in “CoAP ping” as an inexpensive check of the liveness of an endpoint 

	Request/ Response Model
	Request
	Carried by CON or NON message

	
	Response
	Carried by CON, NON, ACK, or RST message


5.1.2 CoAP Methods
CoAP makes use of GET, PUT, POST and DELETE request methods in a similar manner to HTTP as following. 
	GET
	Retrieve a representation for the information that currently corresponds to the resource identified by the request URI

	POST
	Request that the representation enclosed in the request be processed

	PUT
	Request that the resource identified by the request URI be updated or created with the enclosed representation

	DELETE
	Request that the resource identified by the request URI be deleted


Each response code is described below: 
	Success 2.xx
	2.01 Created
	Response to POST and PUT requests

	
	2.02 Deleted
	Response to requests that cause the resource to cease being available, DELETE and POST requests

	
	2.03 Valid
	Indicates that the response identified by the entity-tag identified by the included ETag Option is valid

	
	2.04 Changed
	Response to POST and PUT requests

	
	2.05 Content
	Response to GET requests

	Client Error 4.xx
	4.00 Bad Request
	Request could not be understood by server due to malformed syntax

	
	4.01 Unauthorized
	The client is not authorized to perform the requested action

	
	4.02 Bad Option
	The request could not be understood by the server due to one or more unrecognized or malformed options

	
	4.03 Forbidden
	The server understood the request, but is refusing to fulfill it

	
	4.04 Not Found
	The server has not found anything matching the request URI

	
	4.05 Method Not Allowed
	The request method is not allowed for the resource identified by the request URI

	
	4.06 Not Acceptable
	The response could not be accepted 

	
	4.12 Precondition Failed
	The precondition given in one or more request fields evaluated to false when it was tested on the server

	
	4.13 Request Entity Too Large
	The server is refusing to process a request because the request entity is larger than the server is willing or able to process

	
	4.15 Unsupported Content-Format
	The server is refusing to service the request because the entity of the request is in a format not supported by the requested resource for the requested method

	Server Error 5.xx
	5.00 Internal Server Error
	The server encountered an unexpected condition which prevented it from fulfilling the request

	
	5.01 Not Implemented
	The server does not support the functionality required to fulfill the request

	
	5.02 Bad Gateway
	The server, while acting as a gateway or proxy, received an invalid response from the upstream server it accessed in attempting to fulfill the request

	
	5.03 Service Unavailable
	The server is currently unable to handle the request due to a temporary overloading or maintenance of the server

	
	5.04 Gateway Timeout
	The server, while acting as a gateway or proxy, did not receive a timely response from the upstream server specified by the URI it needs to access in attempting to complete the request

	
	5.05 Proxying Not Supported
	The server is unable or unwilling to act as a forward-proxy for the URI specified in the Proxy-Uri Option


5.1.3 Options
CoAP defines a single set of options that are used in both requests and responses: 
	Uri-Host, Uri-Port, Uri-Path and Uri-Query
	Uri-Host
	Specifies the Internet host of the resource being requested

	
	Uri-Port
	Specifies the transport layer port number of the resource

	
	Uri-Path
	Specifies one segment of the absolute path to the resource

	
	Uri-Query
	Specifies one argument parameterizing the resource

	Proxy-Uri and Proxy-Scheme
	Proxy-Uri
	Used to make a request to a forward-proxy

	
	Proxy-Scheme
	Used to construct the absolute-URI

	Content-Format
	Content-Format
	Indicates the representation format of the message payload

	Accept
	Accept
	Indicates which Content-Format is acceptable to the client

	Max-Age
	Max-Age
	Indicates the maximum time a response may be cached before it is considered not fresh

	ETag
	ETag
	A resource-local identifier for differentiating between representation of the same resource that vary over time

	Location-Path and Location-Query
	Location-Path
	Indicates a relative URI that consists of an absolute path

	
	Location-Query
	Indicates a relative URI that consists of a query string

	Conditional Request Options
	If-Match
	Used to make a request conditional on the current existence or value of an ETag for one or more representations of the target resource

	
	If-None-Match
	Used to make a request conditional on the non-existence of the target resource

	Size Option
	Size1
	Provides size information about the resource representation in a request


5.2 oneM2M Protocol Mapping  
5.2.1 Primitive Types Mapping 
The CoAP request method shall be mapped into oneM2M primitive types as following: 
	CoAP Methods
	oneM2M Primitive Types
	Additional information 

	POST
	
	

	GET
	
	

	PUT
	
	

	DELETE
	
	


Editor’s note: primitive types are for FFS, and detailed parts will be added when related TS finished. Additional information indicates if it is a perfect mapping and related comments. 
5.2.2 Response Codes Mapping 
If the CoAP response code is in the range 2.01 to 2.05, then the response shall be considered as a successful case. 
	CoAP Response Code
	oneM2M Primitive Types 
	Additional information 

	Success 2.xx
	2.01 Created
	
	

	
	2.02 Deleted
	
	

	
	2.03 Valid
	
	

	
	2.04 Changed
	
	

	
	2.05  Content
	
	


If the CoAP response code is in the range of 4.00 to 4.15 or 5.00 to 5.05, then the response shall be considered as unsuccessful. Additional information about the error should be included. 
	CoAP Response Code
	oneM2M Primitive Types 
	Additional information 

	Client Error 4.xx
	
	Additional information about the error

	Server Error 5.xx
	
	Additional information about the error


--------------------- End of proposed modified text ---------------------

The following referenced documents are necessary for the application of the present document. Particular note should be made of references’ version and stability as indicated by “experimental”, “draft”, or “approved standard”
[1]
IETF draft: "Constrained Application Protocol (CoAP)", draft-ietf-core-coap-18.

[2]
oneM2M TS-0004: Protocol TS (on going work)
[3]
oneM2M-PRO-2014-0018R01: CoAP Binding TS Baseline (on going work)
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