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Fundamental part of HTTP protocol binding should be discussed based on proposed basic flow.
5.
Overview

<Text>

5.1
Actors

<Text>

The following text is to be used when appropriate:
5.2
Basic Flow (Blocking Request) 
The basic communication flow for ‘Blocking Request’ case between HTTP Client and HTTP Server,  is shown below.
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Figure 1 Basic Flow (Blocking Request)
In ‘Blocking Request’ case, the HTTP Client will receive final result(s) of request(s) from HTTP Server.
The Basic Flow is performed by following steps:

1. [Step 1] The HTTP Client connects to the targeted HTTP Server. 
2. [Step 2] The TLS session between HTTP Client and HTTP Server is optionally established.
Note: Applying TLS on HTTP transport is strongly recommended.
3. [Step 3] The HTTP Client issues a HTTP request to targeted HTTP Server. 
4. [Step 4] The HTTP Client should wait for a response from HTTP Server. 
5. [Step 5] The HTTP Client may issue further HTTP Requests one by one, if those Requests is targeted on same HTTP Server.
6. [Step 6] The HTTP Client should wait for HTTP Server’s response until all issued requests are processed. 
7. [Step 7] When HTTP Client receives all responses for issued request, HTTP Client can disconnect the connection to the HTTP Server.


5.2
Basic Flow (Non-Blocking Request) 
The basic communication flow for ‘Non-Blocking Request’ case between HTTP Client and HTTP Server, is shown below.
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Figure 2 Basic Flow (Non-Blocking Request)
For ‘Non-Blocking Request’ case, the HTTP Client will not receive final result(s) of request(s) from HTTP Server. Instead, if the request was determined as acceptable, the status  code ‘202 Accepted’  will be returned.
The Basic Flow is performed by following steps:
1. [Step 1] The HTTP Client connects to the targeted HTTP Server. 
2. [Step 2] The TLS session between HTTP Client and HTTP Server is optionally established.
Note: Applying TLS on HTTP transport is strongly recommended.

3. [Step 3] The HTTP Client issues a HTTP request to targeted HTTP Server.
4. [Step 4] The HTTP Client should wait for a response (‘202 Accepted’) from HTTP Server. 
5. [Step 5] The HTTP Client may issue further HTTP Requests one by one, if those Requests is targeted on same HTTP Server.
6. [Step 6] The HTTP Client should wait for HTTP Server’s response to confirm acceptance of non-blocking request(s). 
7. [Step 7] When HTTP Client receives all responses for issued request, HTTP Client can disconnect the connection to the HTTP Server. 
Note that the HTTP Client does not need to specify the request to be processed as non-blocking manner. When the Server determined the result of request cannot be return in short time period, the Server may returns ‘202 Accepted’ to let Client know the final response has to be retrieved by separate request. The HTTP Client may request the operation as ‘non-blocking request’ explicitly, but the HTTP Server may reject the request to avoid abuse of ‘non-blocking request’.
When the request was accepted by HTTP Server with ‘202 Accepted’ status code. The HTTP Client can get final result of non-blocking request(s) by ‘Non-Blocking Result Retrieval’.
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Figure 3 Basic Flow (Non-Blocking Result Retrieval)

The current status, or final result of ‘accepted non-blocking Request’ is performed by following steps:

1. [Step 1] The HTTP Client connects to the targeted HTTP Server. 
2. [Step 2] The TLS session between HTTP Client and HTTP Server is optionally established.
Note: Non-expired TLS session may be reused.

3. [Step 3] The HTTP Client issues a HTTP request to targeted HTTP Server.
4. [Step 4] The HTTP Client should wait for a response (i.e. current status of request) from HTTP Server.
5. [Step 5] The HTTP Client may issue further HTTP Request to retrieve final result of non-blocking request from the HTTP Server.
6. [Step 6] The HTTP Client should wait for HTTP Server’s response to receive final result data for non-blocking request. 
Note: If the Request was still on processing, ‘503 Service Unavailable’ should be returned.
7. [Step 7] When HTTP Client receives all responses for issued request, HTTP Client can disconnect the connection to the HTTP Server. [Step 7]
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