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Introduction
Change1: reference cleanup
Change2/4: terminology cleanup and reference text addition

Change3: unused sub-clause deletion
----------------------- Start of change 1 -----------------------
2.1
Normative references

 [1]
 RFC2617: “HTTP Authentication: Basic and Digest Access Authentication”, IETF, June 1999
[2]
RFC6750: “The OAuth 2.0 Authorization Framework: Bearer Token Usage”, IETF, October 2012.
[3]
RFC6455:“The WebSocket Protocol”, IETF, December 2011.
[4]
IETF RFC2616 Hypertext Transfer Protocol - HTTP/1.1
[5]
oneM2M TS-0001: Architecture TS 

[6]
oneM2M TS-0004: Core Protocol TS
2.2
Informative references

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.

[i.1]
oneM2M Drafting Rules  (http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0.doc)

----------------------- End of change 1 -----------------------
----------------------- Start of change 2 -----------------------
5
Overview

This clause describes fundamental procedures which are required to a CSE, when it processes requests for performing CRUD+N operations against the resource [5], using HTTP-REST binding. The CSE implements the mechanism to accept Notification messages on behalf of the AE. This mechanism is enabled with AE registration(clause 10.2.1.1 in [5]) at the begging of the system use.

The Registrar CSE also works to guard of the oneM2M system against unauthorized access from AEs, such as DoS attacks. The CSE will heck the identity of an AE, and should allow the request to operate upon only from successfully registered AE.


The issued request on HTTP-REST binding should be processed in one of two ways. There is Blocking Request and Non-Blocking Request (clause 8.2 in [5]). The Hosting CSE should return a final result for Blocking Request as an HTTP responses, and it should not return a final result for Non-Blocking Request. In case of Non-blocking Request , the Hosting CSE should return a response only if the request is accepted (e.g. 202 Accepted status) or not, then Originator should fetch the final result of the request when the request were completed. 
----------------------- End of change 2 -----------------------
----------------------- Start of change 3 -----------------------



----------------------- End of change 3 -----------------------
----------------------- Start of change 4 -----------------------
5.5
Authentication on HTTP Request Message

When sending the credential to be checked by Registrar CSE, “Proxy-Authorization” header should be used as specified in HTTP/1.1 (see RFC2617).
When sending the credential to be checked by Hosting CSE, ‘Authorization’ header should be used as specified in HTTP/1.1.

When the credential to be checked by Hosting CSE was the access_token which is compatible with OAuth 2.0 framework, the authentication schema ‘Bearer’ shall be used as specified in RFC6750.
----------------------- End of change 4 -----------------------
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