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1 Introduction

This contribution proposes new sub-section for CoAP Caching mechanism. 
--------------------- Start of proposed modified text -------------------
5.3
Caching  
CoAP [1] supports caching of responses to fulfill future equivalent requests to the same resource. Caching is supported using freshness and validity information carried with CoAP [1] responses.
5.3.1
Freshness
· CoAP server shall use Max-Age CoAP Option to specify the explicit expiration time for the CoAP Response’s resource representation. This indicates that the response is not fresh after its age is greater than the specified number of seconds.
· Max-Age Option defaults to a value of 60 (seconds). In case, Max-Age Option is not present in the cacheable response, the response shall not be considered fresh after its age is greater than 60 seconds.
· The CoAP server shall set the Max-Age Option value to 0 (zero) to prevent or disable caching. 
· The CoAP client, having a fresh stored response, can make new request matching the request for that stored response. In this case, the new response shall invalidate the old response.
5.3.2
Validity

· A CoAP endpoint with stored responses but not able to satisfy subsequent requests (for example, the response is not fresh), shall use the ETag Option to perform a conditional request to the CoAP server where the resource is hosted.
· If the cached response with the CoAP client is still valid, the server shall include the Max-Age Option in the response along with a code of 2.03 - Valid. This shall update the freshness of the cached response at the CoAP client.
· If the cached response with the CoAP client is not valid, the server shall respond with an updated representation of the resource with response code 2.05 – Content. The CoAP client shall use the updated response to satisfy request and may also replace/update the stored or cached response.
--------------------- End of proposed modified text ---------------------
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