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M2M-Ext-ID associated with ASN/MN-CSE is used for device triggering by IN-CSE. M2M-Ext-ID includes two parts in the current TS. One is “UNetwork-ID” which is the identifier of the underlying network, the other is “id” which is the identifier of node.

If the underlying network is 3GPP, “id” is External Identifier. The form of this id is Network Access Identifier which is specified at IETF RFC4282. This contribution intends to add a new data type to support External Identifier.
The following text is the description of External Identifier at TS 23.003.  
------------------------------------------------------------------------------------

An External Identifier identifies a subscription associated to an IMSI. A subscription associated to an IMSI may have one or several External Identifier(s) that are stored in the HSS. 
The External Identifier is used at:

-
the Tsp reference point; 
-
the T4 reference point; 
-
the S6m reference point;

-
the Gi/SGi reference point;

The External Identifier shall have the form username@realm as specified in clause 2.1 of IETF RFC 4282 [53].

The username part format of the External Identifier shall contain a Local Identifier as specified in 3GPP TS 23.682 [98]. The realm part format of the External Identifier shall contain a Domain Identifier as specified in 3GPP TS 23.682 [98]. As specified in subclause 4 of IETF RFC 4282 [53], the Domain Identifier shall be a duly registered Internet domain name. The combination of Local Identifier and Domain Identifier makes the External Identifier globally unique. 

The result of the External Identifier form is:

"<Local Identifier>@<Domain Identifier>"

An example of an External Identifier is:


Local Identifier in use: "123456789";


Domain Identifier = "domain.com";

Which gives the External Identifier as: 

123456789@domain.com
----- Start of change 1----
6.3 Common Data Types

For wide acceptance by industrial markets, the present document describes structured and non-structured data for oneM2M Protocol using XML Schema Language (aka XSD) [3].

Note that the actual data format is depends on chosen Protocol Bindings. Each protocol binding specification will specify the mapping rule between XSD version of data definitions and its native data format.

Any Data Types and XML elements defined for use in oneM2M protocols shall use the namespace:

· http://www.onem2m.org/xml/protocols.
The present document, and any XML or XML Schema Documents produced by oneM2M shall use the prefix m2m: to refer to that namespace.
6.3.1 Simple Data Types incorporated from XML Schema

Following 'built-in data types' are incorporated from XML Schema definition [3].

Note that name space identifier for 'http://www.w3.org/2001/XMLSchema' shall be described as 'xs:' in the present document.
Table 6.3.2.1‑1: Simple Data Types incorporated from XML Schema
	Data Type
	Description
	Notes

	xs:string
	The string datatype represents character strings in XML
	

	xs:boolean
	boolean represents the values of two-valued logic.
	

	xs:decimal
	decimal represents a subset of the real numbers, which can be represented by decimal numerals. The value space· of decimal is the set of numbers that can be obtained by dividing an integer by a non-negative power of ten, i.e. expressible as i / 10 n where i and n are integers and n ≥ 0. Precision is not reflected in this value space; the number 2.0 is not distinct from the number 2.00. The order relation on decimal is the order relation on real numbers, restricted to this subset.
	

	xs:float
	The float datatype is patterned after the IEEE single-precision 32-bit floating point datatype IEEE 754-2008 [8]. Its value space is a subset of the rational numbers. Floating point numbers are often used to approximate arbitrary real numbers.
	

	xs:double
	The double datatype is patterned after the IEEE double‑precision 64-bit floating point datatype IEEE 754‑2008 [8]. Each floating point datatype has a value space that is a subset of the rational numbers. Floating point numbers are often used to approximate arbitrary real numbers.
	

	xs:duration
	duration is a datatype that represents durations of time.
	

	xs:dateTime
	dateTime represents instants of time, optionally marked with a particular time zone offset. Values representing the same instant but having different time zone offsets are equal but not identical.
	

	xs:time
	time represents instants of time that recur at the same point in each calendar day, or that occur in some arbitrary calendar day.
	

	xs:date
	date represents top-open intervals of exactly one day in length on the timelines of dateTime, beginning on the beginning moment of each day, up to but not including the beginning moment of the next day). For non-timezoned values, the top-open intervals disjointly cover the non‑timezoned timeline, one per day.  For timezoned values, the intervals begin at every minute and therefore overlap.
	

	xs:hexBinary
	hexBinary represents arbitrary hex-encoded binary data.
	

	xs:base64Binary
	base64Binary represents arbitrary Base64-encoded binary data. For base64Binary data the entire binary stream is encoded using the Base64 Encoding defined in RFC 3548 [9], which is derived from the encoding described in RFC 2045 [10].
	

	xs:anyURI
	anyURI represents an Internationalized Resource Identifier Reference (IRI).  An anyURI value can be absolute or relative, and may have an optional fragment identifier (i.e. it may be an IRI Reference). This type should be used when the value fulfills the role of an IRI, as defined in RFC 3987 [11] or its successor(s) in the IETF Standards Track.
	

	xs:normalizedString
	normalizedString represents white space normalized strings.  The ·value space· of normalizedString is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters. The lexical space· of normalizedString is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters. The base type·of normalizedString is string.
	

	xs:token
	token represents tokenized strings. The ·value space· of token is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters, that have no leading or trailing spaces (#x20) and that have no internal sequences of two or more spaces. The lexical space· of token is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters, that have no leading or trailing spaces (#x20) and that have no internal sequences of two or more spaces. The base type·of token is normalizedString.
	

	xs:language
	language represents formal natural language identifiers, as defined by BCP 47[12].
	

	xs:integer
	integer is derived from decimal by fixing the value of fractionDigits·to be 0 and disallowing the trailing decimal point. This results in the standard mathematical concept of the integer numbers.  The ·value space· of integer is the infinite set {...,-2,-1,0,1,2,...}. The·base type of integer is decimal.
	

	xs:nonNegativeInteger
	nonNegativeInteger has a lexical representation consisting of an optional sign followed by a non-empty finite-length sequence of decimal digits (#x30-#x39).  If the sign is omitted, the positive sign ('+') is assumed. If the sign is present, it must be "+" except for lexical forms denoting zero, which may be preceded by a positive ('+') or a negative ('-') sign. For example: 1, 0, 12678967543233, +100000.
	

	xs:positiveInteger
	positiveInteger is·derived·from nonNegativeInteger by setting the value of minInclusive·to be 1. This results in the standard mathematical concept of the positive integer numbers.  The ·value space· of positiveInteger is the infinite set {1,2,...}. The base type·of positiveInteger is nonNegativeInteger.
	

	xs:unsignedLong
	unsignedLong is derived· from nonNegativeInteger by setting the value of ·maxInclusive· to be 18446744073709551615. The base type·of unsignedLong is nonNegativeInteger.
	

	xs:unsignedInt
	unsignedInt is ·derived·from unsignedLong by setting the value of·maxInclusive·to be 4294967295. The base type·of unsignedInt is unsignedLong.
	

	xs:unsignedShort
	unsignedShort is ·derived· from unsignedInt by setting the value of maxInclusive· to be 65535. The·base type·of unsignedShort is unsignedInt.
	

	xs:dateTimeStamp
	The dateTimeStamp datatype is derived·from dateTime by giving the value required to its explicitTimezone facet. The result is that all values of dateTimeStamp are required to have explicit time zone offsets and the datatype is totally ordered.
	

	xs:networkAccessIdentifier
	The networkAccessIdentifier is a standard way of identifying users who request access to a network as specified at IETF RFC 4282. The standard syntax is "user@realm". 
	


----- End of change 1----
----- Start of change 2----
6.3.2 Additional Data Types used in oneM2M

This clause defines the  data types that are defined by oneM2M for use in the oneM2M API.

6.3.2.1 oneM2M Data Types

Table 6.3.2.1‑1 describes oneM2M-specific Data Type definitions.
Table 6.3.2.1‑1: oneM2M Simple Data Types

	XSD type name
	Type Name
	Description

	m2m:id
	Generic ID
	Used to represent generic IDs generated and used within oneM2M

	m2m:nodeId
	Node ID
	Used for Node IDs. The constraints on this type are different from those on Generic IDs

	m2m:requestId
	Request ID
	Used for Request IDs. This type includes the ID of the target CSE as well as a part that varies for each ID

	m2m:externalId
	External ID
	Used for External IDs. This type includes the ID of the underlying network provider as well as a part that varies for each ID

	m2m:acpType
	ACP Type
	Used to represent an AccessControlPolicy identifier. This can be either a URI or an opaque token

	m2m:nhURI
	Non-hierarchical URI
	This is used to indicate that the URI cannot be interpreted in an hierarchical manner

	m2m:resourceType
	Resource Type
	A Resource Type as defined in [6]. It is defined as an xs:string enumeration.


6.3.2.2 ExternalID

This type represents the M2M-Ext-ID.
Table 6.3.2.2‑1: oneM2M External IDs

	Name
	Type
	Description

	UNetwork-ID
	m2m:id 
	The identifier of the underlying network provider for which the external Identifier can be used.

	Id
	networkAccessIdentifier
	The identifier of the node for the underlying network provider

	MSISDN
	string
	The identifier of the node as specified in TS 29.329


6.3.2.3 Id


The Id is mapped to External Identifier in case the underlying network is 3GPP.
 The External Identifier contains two components as specified at TS23.682. One is Domain Identifier which identifies a domain that is under the control of a Mobile Network Operator (MNO), the other is Local Identifier which is used to derive or obtain the IMSI. 
The External Identifier form is “<Local Identifier>@<Domain Identifier>“since it shall follow the principle Network Access Identifier as specified at IETF RFC 4282.
Editor’s Note: how to map Id to the External ID of 3GPP2 is FFS.
----- End of change 2----
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