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Proposal

Make the changes described below.
These changes include:

1. Update the references
2. Fix a badly worded paragraph
3. Reduce the recommendation on maximum message size
======================== START 1ST CHANGE ===========================

Normative references

Clause 2.1 only shall contain normative (essential) references which are cited in the document itself. These references have to be publicly available and in English. 
The following referenced documents are necessary for the application of the present document.
· Use the EX style, enclose the number in square brackets and separate it from the title with a tab (you may use sequence fields for automatically numbering references, see clause A.4: "Sequence numbering") (see example).

[1]
MQTT Version 3.1.1. Edited by Andrew Banks and Rahul Gupta. 5 June 2014. Candidate OASIS Specification.  
http://docs.oasis-open.org/mqtt/mqtt/v3.1.1/cos01/mqtt-v3.1.1-cos01.doc.
[2]
oneM2M TS-0001: Functional Architecture-V1_0_0
[3]
oneM2M TS-0004: Core Protocol Specification (on going work)

[4]
IETF RFC 793. Postel, J. Transmission Control Protocol. September 1981. http://www.ietf.org/rfc/rfc793.txt

[5]
IETF RFC 5246. Dierks, T. The Transport Layer Security (TLS) Protocol V1.2, August 2008 http://tools.ietf.org/html/rfc5246
[6]
IETF RFC 6455. Fette, I. The WebSocket Protocol, December 2011 http://tools.ietf.org/html/rfc6455

======================== END 1ST CHANGE ===========================

======================== START 2ND CHANGE ===========================
5.1
Use of MQTT

This clause profiles the way that the MQTT protocol is used by the Binding. For more information on MQTT itself see Appendix A or refer to the MQTT specification [1].

MQTT includes reliability features which allow recovery from loss of network connectivity without requiring explicit involvement of the applications that are using it, however to do this it requires an 
underlying network protocol that provides ordered, lossless, bi-directional connections. The MQTT specification [1] does not mandate a particular underlying protocol, so this binding specification restricts the choice of underlying protocol: it shall be one of the following:

· Raw TCP/IP [3]

· TCP/IP with Transport Level Security (TLS)  [4]

· WebSocket [5] – either with or without the use of TLS

======================== END 2ND CHANGE ===========================

======================== START 3RD CHANGE ===========================

6.2.1 
Request and Response Messages

……
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Figure 6.2.1-3 Flags for the PUBLISH packet
Figure 6.2.1-3 shows the flags specific to MQTT PUBLISH packet. The QoS field represents the QoS level of the PUBLISH packet with possible values of 1, 2 or 3. However, since oneM2M messages are idempotent, they should be sent with MQTT QoS 1. 

Note: MQTT packets are subjected to a theoretical maximum message size of 256M, but it is good practice not to send packets that are bigger than 100 kilobytes. If a larger amount of data needs to be sent, it should be segmented into multiple PUBLISH packets. 

NOTE: This is FFS and is something that might need to be addressed in the Core Protocol specification  

======================== END 3RD CHANGE ===========================











© oneM2M Partners Type 1 (ARIB, ATIS, CCSA, ETSI, TIA, TTA, TTC)
Page 3 of 3

[image: image1.png]


