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Make the changes described below.
These changes include:

1. Replace some occurences of “must” 
2. Fix references
======================== START 1ST CHANGE ===========================

5.2.3 Configurations

5.2.3.1

AE to IN

This configuration, illustrated in Figure 5.2.3.1-1, allows an AE to connect to an IN via MQTT. 
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Figure 5.2.3.1-1 Using MQTT between AE and IN-CSE

The MQTT server is co-located with the IN-CSE and allows connection of the ADN-AEs (typically devices) and/or IN-AEs.   It can store and forward messages if there’s a gap in the connectivity with the devices. Note that the AEs each establish their own separate TCP/IP connection with the MQTT server. Thus the server shall have an accessible IP address, but AE’s need not have.

5.2.3.2

AE to MN

This configuration, illustrated in Figure 5.2.3.2-1, allows an ADN-AE to connect to an IN via MQTT. 
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Figure 5.2.3.2-1 Using MQTT between AE and MN-CSE

This configuration is very similar to the AE-IN configuration shown in 5.2.3.1, except that the MQTT server is hosted on the MN rather than the IN.  Onwards connection to the IN-CSE is via a different transport protocol.

5.2.3.3

MN to IN

This configuration, illustrated in Figure 5.2.3.3-1, allows an MN to connect to an IN via MQTT. 
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Figure 5.2.3.3-1 Mcc using MQTT between MN and IN

The MQTT server is co-located with the IN-CSE and allows connection of the MNs (typically in-field gateway boxes).   It can store and forward messages if there’s a gap in the connectivity with the gateways. Note that the MNs each establish their own separate TCP/IP connections with the MQTT server. Thus the server shall have an accessible IP address, but MNs need not have.

======================== END 1ST CHANGE ===========================

======================== START 2ND CHANGE ===========================

6.2 Use of MQTT

MQTT includes reliability features which allow recovery from loss of network connectivity without requiring explicit involvement of the applications that are using it, however to do this it requires an underlying network protocol that provides ordered, lossless, bi-directional connections. The MQTT specification [1] does not mandate a particular underlying protocol, so this binding specification restricts the choice of underlying protocol: it shall be one of the following:

· Raw TCP/IP [4]

· TCP/IP with Transport Level Security (TLS)  [5]

· WebSocket [6] – either with or without the use of TLS

======================== END 2ND CHANGE ===========================

======================== START 3RD CHANGE ===========================

6.4.3 Listening for and responding to a Request

A Receiver listens for requests arriving via MQTT by subscribing to its Topic (as described in the previous clause). In the case or Read, Update or Delete this is straightforward, as there should be a resource already in existence. In the case of Create, the Originator will publish to a topic that hasn’t previously been used, so in order to see that (and thus be able to process the Create), the CSE will subscribe using the wildcarded topic filter /oneM2M/req/#. 
When it receives a request, the receiver shall check the request expiration timestamp (if any) contained in the request, since it is possible that that time might have passed while the message was being stored by MQTT.

It then transmits a response by sending an MQTT PUBLISH packet to a response topic. This takes the form 

/oneM2M/resp/<to>

· “oneM2M” is a literal string identifying the topic as being used by oneM2M

· <to> is the URI of the originator of the request (or the rd information from the request) 

· “resp” is a literal string identifying this as a response. 

The originator shall subscribe to this topic in order to see the response.

The payload of the MQTT PUBLISH packet is used to carry the response primitive, as described in clause 6.5. 
======================== END 3RD CHANGE ===========================
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