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Introduction
This CR adds specific procedures and definitions regarding a <semanticDescriptor> resource including CREATE, RETRIEVE, UPDATE, and, DELETE. 
-----------------------Start of change 1-------------------------------------------

6.3.3 
oneM2M simple data types

Table 6.3.3‑1 describes oneM2M-specific simple data type definitions. XML Schema data type definitions for these data types can be found in the XSD file called CDT-commonTypes-v2_4_0.xsd.

The types in table 6.3.3‑1 are either:

· Atomic data types derived from XML Schema data types by restrictions other than enumeration

· List data types constructed from other XML Schema or oneM2M-defined atomic data types.

The oneM2M-defined enumeration data types are defined in clause 6.3.4.

Table 6.3.3‑1: oneM2M Simple Data Types

	XSD type name
	Type Name
	Examples
	Description

	m2m:ID
	Generic ID
	//globalm2m.org
	Used to represent generic IDs generated and used within oneM2M (M2M-SP-ID)

	
	
	//globalm2m.org/C190XX7T
	(CSE-ID)

	
	
	//globalm2m.org/CSE1/123A38ZZY
	(AE-ID)

	m2m:nodeID
	Node ID
	urn:gsma:imei:90420156-025763-0;svn=42
	Used for Node IDs. The constraints on this type are different from those on Generic IDs
(IMEI as node ID)

	m2m:deviceID
	Device ID
	urn:dev:ops:012345-Set%2DTop%2DBox-0123456789
	A Device ID identifies a device using a Universally Unique IDentifier (UUID). A valid hex digit character string of UUID and the format of the URN is one of OPS URN, OS URN, IMEI URN, ESN URN, or MEID URN.

	m2m:externalID
	M2M-EXT-ID
	urn:gsma:imei:90420156-025763-0;vers=0
	The External Identifier allows the Underlying Network to identify the M2M Device (e.g. ASN, MN) associated with the CSE-ID.In 3GPP case, the accessID is mapped to External Identifier as specified in TS 23.003 [17].



	m2m:requestID
	Request ID
	ab3f124a, CSE1/98821
	Used for Request IDs. This type may include the ID of the target CSE as well as a part that varies for each ID

	m2m:nhURI
	Non Hierarchical Identifier
	/CSE090112/ C190XX7T
	Used where a resourceID is required to be non-hierarchical

	m2m:acpType
	List of ACP Resource IDs
	//IN-CSEID.m2m.myoperator.org/93405
	Used to represent a list of AccessControlPolicy identifiers. 

	m2m:labels
	list of xs:token
	printers networkwifi1  home_energy
	A list of tokens used as keys for discovering resources (searching wifi connected printer from vendor 1)

	m2m:triggerRecipientID
	Trigger Recipient Identifier
	3010
	Used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. Defined as port number in the range 0 to 65535.

	m2m:listOfM2MID
	List of M2M identifiers
	
	xs:list of elements of data type m2m:ID

	m2m:listOfMinMax
	List of Time Limits
	10  2560 
	xs:list of two xs:long values defining min and max limits of time intervals in units of milliseconds (value -1 representing infinite time)

	m2m:backOffParameters
	List of Backoff Parameters
	100 100 2000
	Ordered sequence of 3 values of data type xs:nonNegativeInteger representing backoffTime, backoffTimeIncrement, maximumBackoffTime  (in units of milliseconds)

	m2m:ipv4
	IPv4 address string with optional CIDR suffix
	10.125.0.0/16,122.77.12.1
	Used in m2m:accessControlRules specified in the section 6.3.5.26

	m2m:ipv6
	IPv6 address string with optional CIDR suffix
	::/0,  Fadf:ddd0::/32,  abcd:ffff:abb0:aaaa::/64
	Used in m2m:accessControlRules specified in the section 6.3.5.26

	m2m:countryCode
	Country Code
	KR
	2-character country code as defined by ISO-3166

	m2m:poaList
	List of PointOfAccess strings
	http://172.25.0.10:8080,

coap://m2m.sp.com:5683,

mqtt://172.25.0.10:1883
	list of xs:string.  Each pointOfAccess entry in list is represented as a string containing the underlying transport protocol as well as the IP address and port (or an FQDN).  

	m2m:timestamp
	Time stamp string
	20141003T112032
	DateTime string using 'Basic Format' specified in ISO8601 [27]. Time zone shall be interpreted as UTC timezone. See below for more details.

	m2m:absRelTimestamp
	absolute or relative time stamp string
	20141003T112032 (absolute time),or 3600000 (relative time)
	defined as xs:union of m2m:timestamp and xs:duration data types

	m2m:typeOfContent
	Type of Content
	application/xml
	The media type shall be an IANA registered Media Types name,  or an experimental Media Type (See [26]) ':'

	m2m:serializations
	Serialization types
	application/xml  application/json
	A list of IANA registered media types that can be used for serialization of primitives. The permitted values are 

· application/xml

· application/json 

	m2m:contentInfo
	Content Information
	application/xml:2
	A string consisting of a media type optionally followed by a m2m:encoding separated by ':' character. 

See Note-1.

	m2m:eventCat
	Event Category
	2
	Either

1. One of the values from m2m:stdEventCats or

2. A user-defined category in the range 100-999

	m2m:eventCatWithDef
	Event Category with default
	0
	Either
1. A value from m2m:eventCat , or

2. The value 0 which has the special meaning "default"

	m2m:listOfEventCat
	List of (applicable) Event Categories
	1 101

	xs:list of elements of data type m2m:eventCat

	m2m:listOfEventCatWithDef
	List of m2m:eventCatWithDef
	0 1 101
	

	m2m:scheduleEntry
	Schedule Entry
	* 0-5 2,6,10 * * * * *
	The string is used to describe a duration of enablement. The string format is described in clause 7.4.9.1

	m2m:attributeList
	List of xs:NCName
	poa rr
	Used for the Content parameter of Retrieve request primitives. Attributes represented with their short names.

	m2m:serviceRoles
	List of SRole-IDs
	“01-001” (NOTE: This is an enumeration of String value)
	Used to represent a list of SRole-IDs.

	m2m:descriptorRepresentation
	Semantic content representation
	application/rdf+xml:1
	A string consisting of a media type optionally followed by a m2m:encoding separated by ':' character. The only permitted value is application/rdf+xml:1 


	NOTE: The encoding in m2m:contentInfo may be omitted when the value was ''0 (plain)". But since default value of encoding is not allowed in future releases, it is recommended not to omit the encoding.


The m2m:timestamp datatype uses ISO8601 [27] Complete Representation using the Basic Format as described here:

· The timestamp shall be a string containing Year, Month, Day, Hours, Minutes and Seconds components using the format YYYYMMDDThhmmss as defined in [27]. In this representation the character “T” is to indicate the start of the time of day portion.   

· All these components shall appear in the string; reduced representations are not permitted.

· The Seconds component may optionally contain a decimal fraction. In this case the string shall contain two integer digits, followed by a comma and then one or more fractional digits, up to a maximum of six. For example YYYYMMDDThhmmss,ssssss

· The timestamp string shall not contain Timezone information. All timestamps shall be interpreted as being in UTC.

A receiving or Hosting CSE shall accept a timestamp that contains fractional seconds, but it need not act on a timestamp with the level of  precision that is implied by its fractional part. For example it is acceptable for a Hosting CSE to round up an expiration time when interpreting it.

NOTE 1. Care should be taken when developing an application that compares timestamps. This is because AE’s and CSE’s are not required to have their clocks synchronized.

NOTE 2. As the m2m:timestamp is expressed in UTC, an AE has to be aware of the Timezone in which it is operating if it is to be able to relate the timestamp to its local time.
-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2-------------------------------------------
6.3.4.2 Enumeration type definitions
6.3.4.2.1 m2m:resourceType

Table 6.3.4.2.1‑1: Interpretation of resourceType

	Value
	Interpretation
	Note

	1
	accessControlPolicy
	

	2
	AE
	

	3
	Container
	

	4
	contentInstance
	

	5
	CSEBase
	

	6
	Delivery
	

	7
	eventConfig
	

	8
	execInstance
	

	9
	Group
	

	10
	locationPolicy
	

	11
	m2mServiceSubscriptionProfile
	

	12
	mgmtCmd
	

	13
	mgmtObj
	

	14
	Node
	

	15
	pollingChannel
	

	16
	remoteCSE
	

	17
	Request
	

	18
	Schedule
	

	19
	serviceSubscribedAppRule
	

	20
	serviceSubscribedNode
	

	21
	statsCollect
	

	22
	statsConfig
	

	23
	Subscription
	

	xx
	semanticDescriptor
	

	10001
	accessControlPolicyAnnc
	

	10002
	AEAnnc
	

	10003
	containerAnnc
	

	10004
	contentInstanceAnnc
	

	10009
	groupAnnc
	

	10010
	locationPolicyAnnc
	

	10013
	mgmtObjAnnc
	

	10014
	nodeAnnc
	

	10016
	remoteCSEAnnc
	

	10018
	scheduleAnnc
	

	yy
	semanticDescriptorAnnc
	

	NOTE: See clause 6.4.1 "Request message parameter data types"


-----------------------End of change 2---------------------------------------------

-----------------------Start of change 3-------------------------------------------
6.5.4
announceableResource

6.5.4.1
Description

This type definition includes the universal and common attributes used by M2M resource types that are capable of being announced.  In addition to the attributes of a regularResource, it includes (as optional) the common attributes that are used by the announcement mechanism.

6.5.4.2
Reference

See Table 6.3.6 2.

6.5.4.3
Usage

This type is used by the following resource types:

AE>, <container>, <group>, <locationPolicy>, <node>, <remoteCSE>, <semanticDescriptor>
It is also used by the specializations of <mgmtObj>.
-----------------------End of change 3---------------------------------------------

-----------------------Start of change 4-------------------------------------------

6.5.5
announcedResource
6.5.5.1

Description

This type definition includes the universal and common attributes used by a resource that is announcing an announceable resource. In addition to the attributes of a regularResource, it includes (as optional) the link common attribute.

6.5.5.2
Reference

See Table 6.3.6 2.

6.5.5.3
Usage

This type is used by the following resource types:

<AEAnnc>, <containerAnnc>, <groupAnnc>, <locationPolicyAnnc>, <nodeAnnc>, <remoteCSEAnnc>, <semanticDescriptorAnnc> 

It is also used by the xxxAnnc variants of the <mgmtObj> specializations.
-----------------------End of change 4---------------------------------------------
-----------------------Start of change 5-------------------------------------------

Table 6.3.2‑1: Data Types incorporated from XML Schema
	Data Type
	Description
	Notes

	xs:anyType
	A special complex type definition whose name is anyType in the XSD namespace, is present in each XSD schema. The definition of anyType serves as default type definition for element declarations whose XML representation does not specify one.
	

	xs:anySimpleType
	The anySimpleType is considered to have an unconstrained lexical space for all built-in simple datatypes.
	

	xs:string
	The string data type represents character strings in XML
	

	xs:boolean
	boolean represents the values of two-valued logic.
	

	xs:decimal
	decimal represents a subset of the real numbers, which can be represented by decimal numerals. The value space of decimal is the set of numbers that can be obtained by dividing an integer by a non-negative power of ten, i.e. expressible as i / 10 n where i and n are integers and n ≥ 0. Precision is not reflected in this value space; the number 2.0 is not distinct from the number 2.00. The order relation on decimal is the order relation on real numbers, restricted to this subset.
	

	xs:float
	The float data type is patterned after the IEEE single-precision 32-bit floating point data type IEEE 754-2008 [8]. Its value space is a subset of the rational numbers. Floating point numbers are often used to approximate arbitrary real numbers.
	

	xs:double
	The double data type is patterned after the IEEE double‑precision 64-bit floating point data type IEEE 754‑2008 [8]. Each floating point data type has a value space that is a subset of the rational numbers. Floating point numbers are often used to approximate arbitrary real numbers.
	

	xs:duration
	duration is a data type that represents durations of time.
	

	
	
	

	
	
	

	
	
	

	xs:hexBinary
	hexBinary represents arbitrary hex-encoded binary data.
	

	xs:base64Binary
	base64Binary represents arbitrary Base64-encoded binary data. For base64Binary data the entire binary stream is encoded using the Base64 Encoding defined in RFC 4648 [9], which is derived from the encoding described in RFC 2045 [10].
	

	xs:anyURI
	anyURI represents an Internationalized Resource Identifier Reference (IRI).  An anyURI value can be absolute or relative, and may have an optional fragment identifier (i.e. it may be an IRI Reference). This type should be used when the value fulfils the role of an IRI, as defined in RFC 3987 [11] or its successor(s) in the IETF Standards Track.
	

	xs:normalizedString
	normalizedString represents white space normalized strings.  The ·value space· of normalizedString is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters. The lexical space· of normalizedString is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters. The base type of normalizedString is string.
	

	xs:token
	token represents tokenized strings. The ·value space· of token is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters, that have no leading or trailing spaces (#x20) and that have no internal sequences of two or more spaces. The lexical space· of token is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters, that have no leading or trailing spaces (#x20) and that have no internal sequences of two or more spaces. The base type·of token is normalizedString.
	

	xs:NCName
	The·value space of NCName is the set of all strings which can be used as XML element names, omitting strings that contain : characters.
	

	xs:language
	language represents formal natural language identifiers, as defined by BCP 47[12].
	

	xs:integer
	integer is derived from decimal by fixing the value of fractionDigits·to be 0 and disallowing the trailing decimal point. This results in the standard mathematical concept of the integer numbers.  The ·value space· of integer is the infinite set {...,-2,-1,0,1,2,...}. The ·base type of integer is decimal.
	

	xs:nonNegativeInteger
	nonNegativeInteger has a lexical representation consisting of an optional sign followed by a non-empty finite-length sequence of decimal digits (#x30-#x39).  If the sign is omitted, the positive sign ('+') is assumed. If the sign is present, it shall be "+" except for lexical forms denoting zero, which may be preceded by a positive ('+') or a negative ('-') sign. For example: 1, 0, 12678967543233, +100000.
	

	xs:positiveInteger
	positiveInteger is ·derived· from nonNegativeInteger by setting the value of minInclusive·to be 1. This results in the standard mathematical concept of the positive integer numbers.  The ·value space· of positiveInteger is the infinite set {1,2,...}. The base type·of positiveInteger is nonNegativeInteger.
	

	xs:unsignedLong
	unsignedLong is derived· from nonNegativeInteger by setting the value of ·maxInclusive· to be 18446744073709551615. The base type·of unsignedLong is nonNegativeInteger.
	

	xs:unsignedInt
	unsignedInt is ·derived·from unsignedLong by setting the value of·maxInclusive·to be 4294967295. The base type·of unsignedInt is unsignedLong.
	

	xs:unsignedShort
	unsignedShort is ·derived· from unsignedInt by setting the value of maxInclusive· to be 65535. The ·base type·of unsignedShort is unsignedInt.
	


-----------------------End of change 5---------------------------------------------

-----------------------Start of change 6-------------------------------------------

7.3.1 Resource Type <AE>
7.3.1.1 Introduction

The <AE> resource represents information about an Application Entity known to a given Common Services Entity.
The detailed description can be found in clause 9.6.5 in TS-0001 [6].

Table 7.4.5.1‑1: Data type definition of <AE> resource
	Data Type ID
	File Name
	Note

	AE
	CDT-AE-v2_4_0.xsd
	XSD schema for AE resource


Table 7.4.5.1‑2: Universal/Common Attributes of <AE> resource
	Attribute Name
	Request Optionality 

	
	Create
	Update

	@resourceName
	O
	NP

	resourceType
	NP
	NP

	resourceID
	NP
	NP

	parentID
	NP
	NP

	accessControlPolicyIDs
	O
	O

	creationTime
	NP
	NP

	expirationTime
	O
	O

	lastModifiedTime
	NP
	NP

	Labels
	O
	O

	announceTo
	O
	O

	announcedAttribute
	O
	O


Table 7.4.5.1‑3: Resource Specific Attributes of <AE> resource
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	appName
	O
	O
	xs:string
	No default

	App-ID
	M
	NP
	xs:string
	No default

	AE-ID
	NP
	NP
	m2m:ID
	No default

	pointOfAccess
	O
	O
	m2m:poaList
	No default

	ontologyRef
	O
	O
	xs:anyURI
	No default

	nodeLink
	NP
	NP
	xs:anyURI
	No default

	requestReachability
	M
	O
	xs:boolean
	No default

	contentSerialization
	O
	O
	m2m:serializations
	No default


Table 7.4.5.1‑4: Child resources of <AE> resource
	Child Resource Type 
	Child Resource Name
	Multiplicity
	Ref. to Resource Type Definition

	<subscription>
	[variable]
	0..n
	Clause 7.4.8

	<container>
	[variable]
	0..n
	Clause 7.4.6

	<group>
	[variable]
	0..n
	Clause 7.4.13

	<accessControlPolicy>
	[variable]
	0..n
	Clause 7.4.2

	<pollingChannel>
	[variable]
	0..n
	Clause 7.4.21

	<schedule>
	[variable]
	0..n
	Clause 7.4.9

	<semanticDescriptor>
	[variable]
	0..n
	Clause 7.4.x


-----------------------End of change 6---------------------------------------------
-----------------------Start of change 7-------------------------------------------

7.3.2 Resource Type <container>
7.3.2.1 Introduction

This resource represents a container for data instances. It is used to share information among other entities and potentially to track the data. A <container> resource has no associated content, only attributes and child resources.

The detailed description can be found in clause 9.6.6 in TS-0001 [6].

Table 7.4.6.1‑1: Data type definition of <container> resource
	Data Type ID
	File Name
	Note

	container
	CDT-container-v2_4_0.xsd
	


Table 7.4.6.1‑2: Universal/Common Attributes of <container> resource
	Attribute Name
	Request Optionality 

	
	Create
	Update

	@resourceName
	O
	NP

	resourceType
	NP
	NP

	resourceID
	NP
	NP

	parentID
	NP
	NP

	accessControlPolicyIDs
	O
	O

	creationTime
	NP
	NP

	expirationTime
	O
	O

	lastModifiedTime
	NP
	NP

	stateTag
	NP
	NP

	Labels
	O
	O

	announceTo
	O
	O

	announcedAttribute
	O
	O


Table 7.4.6.1‑3: Resource Specific Attributes of <contianer> resource
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	creator
	O
	NP
	m2m:ID
	No default

	maxNrOfInstances
	O
	O
	xs:nonNegativeInteger
	No default

	maxByteSize
	O
	O
	xs:nonNegativeInteger
	No default

	maxInstanceAge
	O
	O
	xs:nonNegativeInteger
	No default

	currentNrOfInstances
	NP
	NP
	xs:nonNegativeInteger
	No default

(This is generated by the hosting CSE and limited by the maxNrOfInstances)

	currentByteSize
	NP
	NP
	xs:nonNegativeInteger
	No default

(This is generated by the hosting CSE and limited by the maxByteSize)

	locationID
	O
	O
	xs:anyURI
	No default

	ontologyRef
	O
	O
	xs:anyURI
	No default


Table 7.4.6.1‑4: Child resources of <container> resource
	Child Resource Type 
	Child Resource Name
	Multiplicity
	Ref. to in Resource Type Definition

	<contentInstance>
	[variable]
	0..n
	Clause 7.4.7

	<subscription>
	[variable]
	0..n
	Clause 7.4.8

	<container>
	[variable]
	0..n
	Clause 7.4.6

	<latest>
	Latest
	1
	Clause 7.4.27

	<oldest>
	Oldest
	1
	Clause 7.4.28

	<semanticDescriptr>
	[variable]
	0..n
	Clause 7.4.x


-----------------------End of change 7---------------------------------------------

-----------------------Start of change 8-------------------------------------------

7.3.3 Resource Type <contentInstance>
7.3.3.1 Introduction

The <contentInstance> resource represents a data instance in the container.
The detailed description can be found in clause 9.6.7 in TS-0001 [6].

Table 7.4.7.1‑1: Data type definition of <contentInstance> resource
	Data Type ID
	File Name
	Note

	contentInstance
	CDT-contentInstance-v2_4_0.xsd
	


Table 7.4.7.1‑2: Universal/Common Attributes of <contentInstance> resource
	Attribute Name
	Request Optionality

	
	Create

	@resourceName
	O

	resourceType
	NP

	resourceID
	NP

	parentID
	NP

	expirationTime
	O

	creationTime
	NP

	lastModifiedTime
	NP

	stateTag
	NP

	Labels
	O

	announceTo
	O

	announcedAttribute
	O


Table 7.4.7.1‑3: Resource Specific Attributes of <contentInstance> resource
	Attribute Name
	Request Optionality
	Data Type
	Default Value and Constraints

	
	Create
	
	

	creator
	O
	m2m:ID
	

	contentInfo
	O
	m2m:contentInfo
	No default

	contentSize
	NP
	xs:nonNegativeInteger
	No default

	ontologyRef
	O
	xs:anyURI
	No default

	content
	M
	xs:anySimpleType
	No default (Transfer encoding may be applied, and indicated applied encoding as part of the contentInfo attribute)


The contentInfo attribute shall provide meta information about the stored data in content. m2m:encodingType (0;plain, 1:base64 encoded string, 2:base64 encoded binary), and is optional.
Table 7.4.6.1‑4: Child resources of <contentInstance> resource
	Child Resource Type 
	Child Resource Name
	Multiplicity
	Ref. to in Resource Type Definition

	<semanticDescriptor>
	[variable]
	0..n
	Clause 7.4.x


-----------------------End of change 8---------------------------------------------


7.3.4 
7.3.4.1 


	
	
	

	
	
	



	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	
	
	
	
	

	
	
	
	
	



	
	
	
	

	
	
	
	

	
	
	
	




7.4.16 
7.4.16.1 


	
	
	

	
	
	



	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	

	
	
	
	


	
	
	
	



-----------------------Start of change 9-------------------------------------------
7.4.30 Resource Type <semanticDescriptor>

7.4.30.1 Introduction

The <semanticDescriptor> resource is used to store a semantic description pertaining to a resource and potentially sub-resources. Such a description shall be according to subject-predicate-object triples as defined in the RDF graph-based data model [4]. The detailed description can be found in the clause 9.6.30 in TS-0001 Functional Architecture [6].

Table 7.4.30.1‑1: Data type definition of <semanticDescriptor> resource
	Data Type ID
	File Name
	Note

	semanticDescriptor
	CDT-subscription-v2_5_0.xsd
	



Table 7.4.30.1‑2: Universal/Common Attributes of <semanticDescriptor> resource


	Attribute Name
	Request Optionality 

	
	Create
	Update

	@resourceName
	O
	NP

	resourceType
	NP
	NP

	resourceID
	NP
	NP

	parentID
	NP
	NP

	accessControlPolicyIDs
	O
	O

	creationTime
	NP
	NP

	expirationTime
	O
	O

	lastModifiedTime
	NP
	NP

	Labels
	O
	O


Table 7.4.30.1‑3: Resource Specific Attributes of <semanticDescriptor> resource
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	creator
	O
	NP
	m2m:ID
	No default

	descriptorRepresenation
	M
	O
	m2m:descriptorRepresentation
	application/rdf+xml:1

	semanticOpExec
	NP
	O
	m2m:sparql
	No default

	descriptor
	M
	O
	xs:base64Binary
	No default

	ontologyRef
	O
	O
	xs:anyURI
	No default

	relatedSemantics
	O
	O
	List of xs:anyURI
	No default


Table 7.4.30.1‑4: Child resources of <semanticDescriptor> resource 
	Child Resource Type 
	Child Resource Name
	Multiplicity
	Ref. to Resource Type Definition

	<subscription>
	[variable]
	0..n
	Clause 7.3.8


7.4.30.2 <semanticDescriptor> resource specific procedure on CRUD operations

This clause describes <semanticDescriptor> resource specific primitive behaviour for CRUD operations.

7.4.30.2.1 Create

Originator:

No change from the generic procedures in clause 7.2.2.1

Receiver:

No change from the generic procedures in clause 7.2.2.2 with the following exception:
1) Primitive specific operation on Recv-6.4 “Check validity of resource representation for the given resource type”:

a) The hosting CSE shall check that the descriptor attribute comforms to the RDF/XML syntax as defined in RDF 1.1 XML Syntax [x]

b) If the descriptor attribute does not conform, the hosting CSE shall return failure information with additional error information as defined in clause 7.2.1.2. 

7.4.30.2.2 Retrieve

Originator:

No change from the generic procedures in clause 7.2.2.1

Receiver:

No change from the generic procedures in clause 7.2.2.2 with the following exception:

· The semanticOpExec attribute is never returned in the response.
7.4.30.2.3 Update

Originator:

 No change from the generic procedures in clause 7.2.2.1 with the following exception:

· In order to update the content of descriptor attribute using SPARQL update statements:

1) Primitive specific operation on Orig-1.0 “Compose Request primitive”: the semantic triples with SPARQL update statements including INSERT, DELETE, and DELETE/INSERT with conditional SPQARL statements as defined in the SPARQL query language [w] are included in semanticOpExec attribute
1. 
2) 
a) 
Receiver:

No change from the generic procedures in clause 7.2.2.2 with the following exception:
1) Primitive specific operation on Recv-6.4 “Check validity of resource representation for the given resource type”:

a) The hosting CSE shall check that the descriptor attribute comforms to the RDF/XML syntax as defined in RDF 1.1 XML Syntax [x]

b) If the descriptor attribute does not conform, the hosting CSE shall return failure information with additional error information as defined in clause 7.2.1.2. 

2) Primitive specific operation on Recv-6.5 “Create/Update/Retrieve/Delete/Notify operation is performed”:
a) If both descriptor attribute and semanticOpExec attribute exist in the Request, first the descriptor attribute is updated, and then the semanticOpExec is handled according to following steps:
b) If the semanticOpExec attribute exists in the targeted <semanticDescriptior> resource, the hosting CSE shall update the semantic triples in the descriptor attribute according to SPARQL update request in the semanticOpExec attribute.
c) If the SPARQL update request in the semanticOpExec attribute can not be executed, the hosting CSE shall return failure information with additional error information as defined in clause 7.2.1.2
a) 
1. 
3) 
d) 
e) 
7.4.30.2.4 Delete

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2
-----------------------End of change 9---------------------------------------------
-----------------------Start of Changes to References Section -------------

2.1. Normative references

The following referenced documents are necessary for the application of the present document.

[1]
W3C, Extensible Markup Language (XML) 1.0 (Fifth Edition), W3C Recommendation 26 November 2008.

[2]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[3]
W3C XMLSchemaP2: "W3C Recommendation (2004), XML Schema Part 2:Datatypes Second Edition.".

[4]
oneM2M TS-0005 “Management Enablement (OMA)”  
[5]
oneM2M TS-0006 “Management Enablement (BBF)” 

[6]
oneM2M TS-0001 "Functional Architecture"

[7]
oneM2M TS-0003 “Security Solutions”

[8]
IEEE 754-2008: IEEE. IEEE Standard for Floating-Point Arithmetic. 29 August 2008. http://ieeexplore.ieee.org/servlet/opac?punumber=4610933

[9]
IETF RFC 4648: "The Base16, Base32, and Base64 Data Encodings". 2006.

[10]
IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies". 1996.

[11]
IETF RFC 3987:" Internationalized Resource Identifiers (IRIs)" . January 2005.

[12]
IETF BCP 47: "Best Current Practices 47". Concatenation of RFC 4646:" Tags for Identifying Languages"(2006) and RFC 4647: "Matching of Language Tags"( 2006).

[13]
IETF RFC 3588: "Diameter Base Protocol". September 2003.

[14]
IETF RFC 6733: "Diameter Base Protocol". October 2012.

[15]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications" Release 11.

[16]
3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS)" Release 11.

[17]
3GPP TS 23.003: "Numbering, addressing and identification".

[18]
(void)
[19]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".

[20]
IETF RFC 4234: "Augmented BNF for Syntax Specifications: ABNF"
[21]
IETF RFC 3629: " UTF-8, a transformation format of ISO 10646".

[22]
oneM2M TS-0008 CoAP Protocol Binding

[23]
oneM2M TS-0009 HTTP Protocol Binding

[24]
oneM2M TS-0010 MQTT Protocol Binding

[25]
oneM2M TS-0011 Common Terminology 
[26]
IETF RFC 6837: " Media Type Specifications and Registration Procedures".

[27]
ISO 3601:2004; "Data elements and interchange formats -- Information interchange -- Representation of dates and times".

[28]
OMA-TS-REST-NetAPI_TerminalLocation-V1_0-20130924-A: "RESTful Network API for Terminal Location", Version 1.0.
[29]
IETF RFC 4632: " Classless Inter-domain Routing (CIDR): The Internet Address Assignment and Aggregation Plan".

[30]
IETF RFC 5952: "A Recommendation for IPv6 Address Text Representation".
[31]
3GPP TS 32.299: " Telecommunication management;Charging management;Diameter charging applications" Release 11.

[32]
IETF RFC 4006: " Diameter Credit-Control Application". Auguest 2005. 
[w]
W3C SPARQL 1.1 Query Language
[x]
W3C RDF 1.1 XML Syntax
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