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1. Introduction
Introduces stage 3 for semantic discovery using <semanticFanOutPoint>. This is a first draft for discussion only, there are several issues for discussion.
R01 adds <semanticDescriptor> to <group> and <node>
R02 has additional semantic procedure descriptions/clarifications.
R03:

· Added changes to section 6.4
· Specified logical OR between filters in 7.3.3.17
· Corrected the name of <semanticDescriptor> resources in parent resources
· Simplified/clarified text in 7.3.3.18, including validation of SPARQL filter and text clarifying that the annotation andf the resource-link methods are processed separately
· Introduced some references
R04:

· Updated the m2m:filterCriteria with a new data type
· Introduced new change to section 6.3. with the new data type
· Updated SPARQL checks
· Clarified that onem2m:resourceDescriptorLink annotation does not affect the resouce-link method
R05:
· Removed unnecessary paragraph from 7.3.3.18.1
· Minor corrections
R06 – updated cosigners
-----------------------Start  of change 1---------------------------------------------
6.2.1 oneM2M simple data types

Table 6.3.3‑1 describes oneM2M-specific simple data type definitions. XML Schema data type definitions for these data types can be found in the XSD file called CDT-commonTypes-v2_4_0.xsd.

The types in table 6.3.3‑1 are either:

· Atomic data types derived from XML Schema data types by restrictions other than enumeration

· List data types constructed from other XML Schema or oneM2M-defined atomic data types.

The oneM2M-defined enumeration data types are defined in clause 6.3.4.

Table 6.3.3‑1: oneM2M Simple Data Types

	XSD type name
	Type Name
	Examples
	Description

	m2m:ID
	Generic ID
	//globalm2m.org
	Used to represent generic IDs generated and used within oneM2M (M2M-SP-ID)

	
	
	//globalm2m.org/C190XX7T
	(CSE-ID)

	
	
	//globalm2m.org/CSE1/123A38ZZY
	(AE-ID)

	m2m:nodeID
	Node ID
	urn:gsma:imei:90420156-025763-0;svn=42
	Used for Node IDs. The constraints on this type are different from those on Generic IDs
(IMEI as node ID)

	m2m:deviceID
	Device ID
	urn:dev:ops:012345-Set%2DTop%2DBox-0123456789
	A Device ID identifies a device using a Universally Unique IDentifier (UUID). A valid hex digit character string of UUID and the format of the URN is one of OPS URN, OS URN, IMEI URN, ESN URN, or MEID URN.

	m2m:externalID
	M2M-EXT-ID
	urn:gsma:imei:90420156-025763-0;vers=0
	The External Identifier allows the Underlying Network to identify the M2M Device (e.g. ASN, MN) associated with the CSE-ID.In 3GPP case, the accessID is mapped to External Identifier as specified in TS 23.003 [17].



	m2m:requestID
	Request ID
	ab3f124a, CSE1/98821
	Used for Request IDs. This type may include the ID of the target CSE as well as a part that varies for each ID

	m2m:nhURI
	Non Hierarchical Identifier
	/CSE090112/ C190XX7T
	Used where a resourceID is required to be non-hierarchical

	m2m:acpType
	List of ACP Resource IDs
	//IN-CSEID.m2m.myoperator.org/93405
	Used to represent a list of AccessControlPolicy identifiers. 

	m2m:labels
	list of xs:token
	printers networkwifi1  home_energy
	A list of tokens used as keys for discovering resources (searching wifi connected printer from vendor 1)

	m2m:triggerRecipientID
	Trigger Recipient Identifier
	3010
	Used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. Defined as port number in the range 0 to 65535.

	m2m:listOfM2MID
	List of M2M identifiers
	
	xs:list of elements of data type m2m:ID

	m2m:listOfMinMax
	List of Time Limits
	10  2560 
	xs:list of two xs:long values defining min and max limits of time intervals in units of milliseconds (value -1 representing infinite time)

	m2m:backOffParameters
	List of Backoff Parameters
	100 100 2000
	Ordered sequence of 3 values of data type xs:nonNegativeInteger representing backoffTime, backoffTimeIncrement, maximumBackoffTime  (in units of milliseconds)

	m2m:ipv4
	IPv4 address string with optional CIDR suffix
	10.125.0.0/16,122.77.12.1
	Used in m2m:accessControlRules specified in the section 6.3.5.26

	m2m:ipv6
	IPv6 address string with optional CIDR suffix
	::/0,  Fadf:ddd0::/32,  abcd:ffff:abb0:aaaa::/64
	Used in m2m:accessControlRules specified in the section 6.3.5.26

	m2m:countryCode
	Country Code
	KR
	2-character country code as defined by ISO-3166

	m2m:poaList
	List of PointOfAccess strings
	http://172.25.0.10:8080,

coap://m2m.sp.com:5683,

mqtt://172.25.0.10:1883
	list of xs:string.  Each pointOfAccess entry in list is represented as a string containing the underlying transport protocol as well as the IP address and port (or an FQDN).  

	m2m:timestamp
	Time stamp string
	20141003T112032
	DateTime string using 'Basic Format' specified in ISO8601 [27]. Time zone shall be interpreted as UTC timezone. See below for more details.

	m2m:absRelTimestamp
	absolute or relative time stamp string
	20141003T112032 (absolute time),or 3600000 (relative time)
	defined as xs:union of m2m:timestamp and xs:duration data types

	m2m:typeOfContent
	Type of Content
	application/xml
	The media type shall be an IANA registered Media Types name,  or an experimental Media Type (See [26]) ':'

	m2m:serializations
	Serialization types
	application/xml  application/json
	A list of IANA registered media types that can be used for serialization of primitives. The permitted values are 

application/xml

application/json 

	m2m:contentInfo
	Content Information
	application/xml:2
	A string consisting of a media type optionally followed by a m2m:encoding separated by ':' character. 

See Note-1.

	m2m:eventCat
	Event Category
	2
	Either

One of the values from m2m:stdEventCats or

A user-defined category in the range 100-999

	m2m:eventCatWithDef
	Event Category with default
	0
	Either
A value from m2m:eventCat , or

The value 0 which has the special meaning "default"

	m2m:listOfEventCat
	List of (applicable) Event Categories
	1 101

	xs:list of elements of data type m2m:eventCat

	m2m:listOfEventCatWithDef
	List of m2m:eventCatWithDef
	0 1 101
	

	m2m:scheduleEntry
	Schedule Entry
	* 0-5 2,6,10 * * * * *
	The string is used to describe a duration of enablement. The string format is described in clause 7.4.9.1

	m2m:attributeList
	List of xs:NCName
	poa rr
	Used for the Content parameter of Retrieve request primitives. Attributes represented with their short names.

	m2m:serviceRoles
	List of SRole-IDs
	“01-001” (NOTE: This is an enumeration of String value)
	Used to represent a list of SRole-IDs.

	m2m:sparql
	SPARQL content
	SELECT ?functionality 
WHERE {  
?functionality rdf:type base:Measuring .
 ?functionality base:refersTo ?aspect .

?aspect rdf:type instance:Temperature  }
	The string is used for SPARQL content, e.g. in semanticsFilter

	NOTE: The encoding in m2m:contentInfo may be omitted when the value was ''0 (plain)". But since default value of encoding is not allowed in future releases, it is recommended not to omit the encoding.


The m2m:timestamp datatype uses ISO8601 [27] Complete Representation using the Basic Format as described here:

· The timestamp shall be a string containing Year, Month, Day, Hours, Minutes and Seconds components using the format YYYYMMDDThhmmss as defined in [27]. In this representation the character “T” is to indicate the start of the time of day portion.   

· All these components shall appear in the string; reduced representations are not permitted.

· The Seconds component may optionally contain a decimal fraction. In this case the string shall contain two integer digits, followed by a comma and then one or more fractional digits, up to a maximum of six. For example YYYYMMDDThhmmss,ssssss

· The timestamp string shall not contain Timezone information. All timestamps shall be interpreted as being in UTC.

A receiving or Hosting CSE shall accept a timestamp that contains fractional seconds, but it need not act on a timestamp with the level of  precision that is implied by its fractional part. For example it is acceptable for a Hosting CSE to round up an expiration time when interpreting it.

NOTE 1. Care should be taken when developing an application that compares timestamps. This is because AE’s and CSE’s are not required to have their clocks synchronized.

NOTE 2. As the m2m:timestamp is expressed in UTC, an AE has to be aware of the Timezone in which it is operating if it is to be able to relate the timestamp to its local time.
-----------------------End of change 1---------------------------------------------
-----------------------Start of change 2---------------------------------------------
6.3.5.8  m2m:filterCriteria
Used indirectly in the <request> resource and for the  Filter Criteria parameter in a request.
Table 6.3.5.8‑1: Type Definition of m2m:filterCriteria

	Element Path
	Element Data Type 
	Multiplicity
	Note

	createdBefore
	m2m:timestamp
	0..1
	

	createdAfter
	m2m:timestamp
	0..1
	

	modifiedSince
	m2m:timestamp
	0..1
	

	unmodifiedSince
	m2m:timestamp
	0..1
	

	stateTagSmaller
	xs:positiveInteger
	0..1
	

	stateTagBigger
	xs:nonNegativeInteger
	0..1
	

	expireBefore
	m2m:timestamp
	0..1
	

	expireAfter
	m2m:timestamp
	0..1
	

	Labels
	m2m:labels
	0..1
	

	resourceType
	list of m2m:resourceType
	0..1
	

	sizeAbove
	xs:nonNegativeInteger
	0..1
	

	sizeBelow
	xs:positiveInteger
	0..1
	

	contentType
	m2m:typeOfContent
	0..n
	

	Attribute
	m2m:attribute
	0..n
	

	filterUsage
	m2m:filterUsage
	0..1
	

	Limit
	xs:nonNegativeInteger
	0..1
	

	semanticsFilter
	m2m: sparql
	0..n
	


-----------------------End  of change 2---------------------------------------------
-----------------------Start  of change 3---------------------------------------------
6.4 Virtual Resources

A virtual resource is used to trigger processing and/or retrieve results, but does not have a permanent representation in a CSE. Table 6.8‑1 lists the Virtual Resources

Table 6.8‑1: Virtual Resources

	Virtual Resource Type
	resourceName
	Parent Resource
	Notes

	<latest>
	latest
	<container>
	See clause 7.4.27

	<oldest>
	oldest
	<container>
	See clause 7.4.28

	<fanOutPoint>
	fanOutPoint
	<group>
	See clause 7.4.14

	<semanticFanOutPoint>
	semanticFanOutPoint
	<group>
	See clause 7.4.14a

	<pollingChannelURI>
	pollingChannelURI
	<pollingChannel>
	See clause 7.4.22


Each resource instance listed in "Parent Resource" column of Table 6.8‑1has one virtual resource child of each type listed against it in the table. These child resource instances have fixed resourceNames, as shown in the second column.

The parent resources contain named references, whose names match  the virtual child's resourceNames. Each reference is a URI to the corresponding virtual resource. In the <container> case, there are two such references, one called latest and one called oldest. The URI returned stays valid for the lifetime of the virtual resource.

A virtual resource can also be addressed using a hierarchical URI formed by taking the hierarchical URI of the parent resource and appending a / followed by the resourceName of the virtual resource.

-----------------------End  of change 3 ---------------------------------------------
-----------------------Start  of change 4---------------------------------------------

7.3.1.1 Using Filter Criteria for identification of target resources

When the Filter Criteria primitive parameter is present in a request primitive, it shall be applied for identification of the applicable target resources of the respective operation. This may apply to Retrieve, Delete,Discovery and Semantic Resource Discovery operations as specified in clauses 7.3.3.6, 7.3.3.8  and 7.3.3.14 and 7.3.3.18  respectively.

The Filter Criteria primitive parameter defines conditions on resource attributes. Resources matching the conditions shall be selected as target of the operation. Table 7.3.3.17‑1 summarizes the various filter criteria and conditions. Each row in the table represents a different filter condition type. 

If multiple conditions of different type (i.e. different condition tags) are present in the Filter Criteria parameter, these shall be satisfied all to pass the overall combined filter condition, i.e. the combined condition shall be derived by applying Boolean AND operation across each individual condition. 

If multiple conditions of the same type (i.e. same condition tag) are present in the Filter Criteria parameter, these shall be combined by applying Boolean OR operation. This applies to condition tags labels, resourceType, contentType or attribute for multiplicity n > 1.

Table 7.3.3.17‑1: Summary on Filter conditions

	Condition Tag
	Multiplicity
	Targeted Resource Attribute
	Matching Condition

	createdBefore, 
	0..1
	creationTime
	creationTime < createdBefore, see clause 7.3.3.17.1

	createdAfter
	0..1
	
	createdAfter ≤ creationTime , see clause 7.3.3.17.1

	lastModifiedBefore 
	0..1
	lastModifiedTime
	lastModifiedTime < lastModifiedBefore, see clause 7.3.3.17.2

	lastModifiedAfter
	0..1
	
	lastModifiedAfter ≤ lastModifiedTime, see clause 7.3.3.17.2

	stateTagSmaller 
	0..1
	stateTag
	stateTagSmaller < stateTag, see clause 7.3.3.17.3

	stateTagBigger
	0..1
	
	stateTag ≤ stateTagBigger, see clause 7.3.3.17.3

	expireBefore 
	0..1
	expirationTime
	expirationTime < expireBefore, see clause 7.3.3.17.4

	expireAfter
	0..1
	
	expireAfter ≤ expirationTime , see clause 7.3.3.17.4

	Labels
	0..n
	Labels
	see clause 7.3.3.17.5

	resourceType
	0..n
	resourceType
	see clause 7.3.3.17.6

	sizeBelow
	0..1
	contentSize
	contentSize < sizeBelow, see clause 7.3.3.17.7

	sizeAbove
	0..1
	
	sizeAbove ≤ contentSize, see clause 7.3.3.17.7

	typeOfContent
	0..n
	contentInfo
	matched with typeOfContent component in contentInfo, see clause 7.3.3.17.8

	Attribute
	0..n
	(variable)
	name and value of Filter Criteria attribute matches resource attribute, see clause 7.3.3.17.9

	Limits
	0..1
	(not applicable)
	Constraint on maximum number of targeted resources, see clause 7.3.3.17.10

	filterUsage
	0..1
	(not applicable)
	Indicator specifying the use case of Filter Criteria parameters

	semanticsFilter
	0..n
	(not applicable)
	
Filtering conditions expressed in SPARQL [i.6]. These are applicable to the descriptor attribute of <semanticDesciptor> children associated with discoverable resources. When multiple semanticsFilter elements are provided, the matching condition is fulfilled if any of the individual conditions is matched.


-----------------------End of change 4-------------------------------------------
-----------------------Start of change 5-------------------------------------------
7.3.3.18
Semantic resource discovery
Semantic resource discovery is used to find resources in a CSE based on the semantic descriptions contained in the content attribute of <semanticDescriptor> resources. Since an overall semantic description (forming a graph [i.5]) may be distributed across a set of <semanticDescriptor> resources, the semantic descriptions have to be retrieved (before or as needed) during the execution of the discovery request .

Semantic resource discovery is initiated by sending a Retrieve request with the discovery criteria in the semanticsFilter parameter(s) with two alternatives:

a. Targeting a <semanticFanOutPoint> virtual resource, see section 7.4.14a
b. Targeting a resource other than <semanticFanOutPoint>. In this alternative the semantic resource discovery request procedure shall be comprised of the following actions:

Originator:

The Originator shall follow the steps from Orig-1.0 to Orig-6.0 specified in clause 7.2.2.1 Generic Resource Request Procedure for Originator.

In addition to Orig-1.0, the following steps shall be performed.

The To parameter in the Retrieve Request shall indicate the root of where the semantic discovery begins.

The filterCriteria of the Retrieve Request shall include the filterUsage parameter configured as "discovery" and the semanticsFilter parameter.
Receiver:

The Receiver shall follow the steps from Recv-1.0 to Recv-7.0 specified in clause 7.2.2.2 Generic Resource Request Procedure for Receiver.
After Recv-1.0 “Check the validity of received request primitive”: check that the syntax of the semanticsFilter corresponds to a valid SPARQL query request [36]. If the semanticsFilter content does not correspond to a valid SPARQL query request, the Receiver shall generate a Response Status Code indicating a "NOT_ACCEPTABLE" error.
The Hosting CSE shall follow the steps from Recv-1.0 to Recv-6.2 specified in clause 7.2.2.2.

The Hosting CSE shall not perform steps from Recv-6.3 to Recv-6.6 and perform the following steps instead:

1) The Hosting CSE shall find the <semanticDescriptor> resource(s) to which the Originator has "Discover" access right, under the addressed resource.

If the relatedSemantics attribute  does not exist, the “Annotation-based method” (using resourceDescriptorLink) detailed in clause 7.3.3.18.1 shall be used.
If the relatedSemantics attribute exists  the “Resource link-based method” (using the relatedSemantics attribute) detailed in clause 7.3.3.18.2 shall be used.
2) The Hosting CSE shall perform Recv-6.7 “Create a success response" where the Response shall include the resources matched based on the SPARQL engine result.
7.3.3.18.1 Annotation-based method

In the annotation-based method, related <semanticDescriptor> resources are identified within the RDF semantic description itself using a special annotation property called onem2m:resourceDescriptorLink. This property points to another <semanticDescriptor> resource which may contain relevant information for matching the semantic filter. Whenever, during the execution of the SPARQL request (on the semantic description in the descriptor attribute of the <semanticDescriptor>) such an annotation property is found, the execution is halted, the content of the descriptor attribute of the referred to <semanticDescriptor> is retrieved, and the execution is continued on the combined content of the already present and the just retrieved semantic information.

7.3.3.18.2  Resource link-based method

In this option, the relatedSemantics attribute contains the list of <semanticDescriptor> resources which shall be retrieved for the purpose of creating the overall graph against which the SPARQL request is executed.
The Hosting CSE retrieves the <semanticDescriptor> child resource of the request target and the addresses provided in the relatedSemantics attribute. For each address from the relatedSemantics list the Hosting CSE:

· checks that the Originator has "Discover" access rights, and the existence of the addressed resource.
· retrieves the description in the descriptor attribute under the addressed resource.
The Hosting CSE shall aggregate all the retrieved descriptors and deliver the content for SPARQL request processing, along with the semanticFilter content. 
Note: In the resource link-based method, no actions need to be performed during the execution of the SPARQL request if the notation property onem2m:resourceDescriptorLink is encountered.
Afterwards, the Hosting CSE performs Recv-6.7 “Create a success response" where the Response shall include the resources matched based on the SPARQL engine result..
-----------------------End of change 5 -------------------------------------------

-----------------------Start of change 6-------------------------------------------
7.4.13 Resource Type <group>

7.4.13.1 Introduction

The <group> resource represents a group of resources of the same or mixed types. The <group> resource can be used to do bulk manipulations on the resources represented by the memberIDs attribute. The <group> resource contains an attribute that represents the members of the group and a virtual resource (the <fanOutPoint>) that allows operations to be applied to the resources represented by those members. The detailed description can be found in clause 9.6.13 in TS-0001 [6].

Table 7.4.13.1‑1: Data type definition of <group> resource

	Data Type ID
	File Name
	Note

	group
	CDT-group-v2_4_0.xsd
	


Table 7.4.13.1‑2: Universal/Common Attributes of <group> resource
	Attribute Name
	Request Optionality 

	
	Create
	Update

	@resourceName
	O
	NP

	resourceType 
	NP
	NP

	resourceID
	NP
	NP

	parentID
	NP
	NP

	accessControlPolicyIDs
	O
	O

	creationTime
	NP
	NP

	expirationTime
	O
	O

	lastModifiedTime
	NP
	NP

	labels
	O
	O

	announceTo
	O
	O

	announcedAttribute
	O
	O


Table 7.4.13.1‑3: Resource Specific Attributes of <group> resource
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	creator
	O
	NP
	m2m:ID
	

	memberType
	O
	NP
	m2m:memberType
	Default value is set to 'MIXED'

	currentNrOfMembers
	NP
	NP
	xs:positiveInteger
	No default

(This is generated by the hosting CSE and limited by the maxNrOfMembers attribute of the <group> resource)

	maxNrOfMembers
	M
	O
	xs:positiveInteger
	No default

	memberIDs
	M
	O
	list of xs:anyURI
	No default

	membersAccessControlPolicyIDs
	O
	O
	list of xs:anyURI
	No default

	memberTypeValidated
	NP
	NP
	xs:boolean
	No default

(This is generated by the hosting CSE)

	consistencyStrategy
	O
	NP
	m2m:consistencyStrategy
	Default value is set to 'ABANDON_MEMBER'

	groupName
	O
	O
	xs:string
	No default


Table 7.4.13.1‑4: Child resources of <group> resource

	Child Resource Type
	Child Resource Name
	Multiplicity
	Ref. to in Resource Type Definition

	<subscription>
	[variable]
	0..n
	Clause 7.4.8

	<semanticDescriptor>
	[variable]
	0..n
	Clause 7.4.30

	<fanOutPoint>
	fanOutPoint
	1
	Clause 7.4.14

	<semanticFanOutPoint>
	semanticFanOutPoint
	0..1
	Clause 7.4.14a


-----------------------End of change 6---------------------------------------------

-----------------------Start of change 7-------------------------------------------
7.4.14a  Resource Type <semanticFanOutPoint> 

7.4.14a.1  Introduction
The <semanticFanOutPoint> resource is a virtual resource because it does not have a representation; there are no common attributes, resource specific attributes or xsd. It is the child resource of a <group> resource. 

A <semanticFanOutPoint> can be addressed in one of two ways:

· Using the URI retrieved from its parent <group> resource;  or

· Using a hierarchical URI formed by taking the hierarchical URI of the parent <group> and appending the string /semanticFanOutPoint to that URI

Only Retrieve requests to the <semanticFanOutPoint> resource are valid, the other operations are not allowed based on the syntax check step at the Receiver. When a Retrieve request is received by the <semanticFanOutPoint> it triggers a semantic discovery procedure. 
Semantic resource discovery is used to find resources in a CSE based on the semantic descriptions contained in the content attribute of <semanticDescriptor> resources. Since an overall semantic description (forming a graph [i.5]) may be distributed across a set of <semanticDescriptor> resources, the semantic descriptions have to be retrieved (before or as needed) during the execution of the discovery request .

When using <semanticFanOutPoint>, the graph is distributed across the descriptors of the members of the parent <group> resource. The Group Hosting CSE indicates support for and availability of semantic functionality by setting the semanticSupportIndicator attribute of the <group> resource to TRUE. 

Targeting the <semanticFanOutPoint> virtual resource results in creating and distributing retrieve operations to all the member resources.  The results of the retrieve requests are used to form  an aggregated semantic description containing the overall graph, on which the graph pattern matching is performed.

7.4.14a.2 <semanticFanOutPoint> resource specific procedure on CRUD operations
7.4.14a.3.1 Create

Originator:

The < semanticFanOutPoint> resource shall not support Create operations via API.

Receiver:

Primitive specific operation on Recv-1.0 "Check the syntax of received message":

If the request is received, the Receiver CSE shall execute the following steps in order.

a)
"Create an unsuccessful Response primitive" with the Response Status Code indicating "OPERATION_NOT_ALLOWED" error.

g)
"Send the Response primitive".
7.4.14a.3.2 Retrieve

Originator:

No primitive specific operations.

Receiver:

The Receiver shall follow the steps from Recv-1.0 to Recv-6.2 specified in clause 7.2.2.2 Generic Resource Request Procedure for Receiver, with the following primitive specific operations: 
After Recv-1.0 “Check the validity of received request primitive”: check that the syntax of the semanticsFilter corresponds to a valid SPARQL query request [36]. If the semanticsFilter entry does not correspond to a valid SPARQL query request, the Receiver shall generate a Response Status Code indicating a "NOT_ACCEPTABLE" error.
After Recv-6.2 "Check existence of the addressed resource" :
1) Check that the semanticSupportIndicator of the parent <group> resource is set to TRUE.
2) Check the authorization of the Originator based on the membersAccessControlPolicyIDs of the parent group resource. In the case the membersAccessControlPolicyIDs is not provided, the accessControlPolicyIDs of the parent group resource shall be used.

3)
Fanout <semanticDescriptor> Retrieve Requests to each CSE hosting sub-groups or members as follows:
For each group member, the hosting CSE shall perform the following steps:

a) The primitive parameters From and To shall be mapped to corresponding Retrieve Requests to be sent out to each member of the group. The primitive parameter From shall be directly used. The prefix of primitive parameter To i.e. <URI of group resource>/semanticFanOutPoint shall be replaced by hierarchical URIs derived from the attribute memberIDs of the group resource. 

b) The group hosting CSE shall execute "Compose Request primitives" using the primitive parameter semanticsFilter set to FALSE.
c)
"Send the Request to the receiver CSE".

d)
"Wait for Response primitives".
Once the Responses to the Retrieve Requests have been received, proceed to the following step.

4) Aggregate the descriptors from the Retrieve Responses and deliver the content for SPARQL processing, along with the semanticFilter content
5) Wait for a SPARQL processing response.
6) Perform Recv-6.7 “Create a success response" where the Response shall include the SPARQL processing result.

7) Perform Recv-6.8 and the procedure is terminated.
7.4.14a.3.3 Update
Originator:

The < semanticFanOutPoint> resource shall not support Update operations via API.

Receiver:

Primitive specific operation on Recv-1.0 "Check the syntax of received message":

If the request is received, the Receiver CSE shall execute the following steps in order.

a)
"Create an unsuccessful Response primitive" with the Response Status Code indicating "OPERATION_NOT_ALLOWED" error.

g)
"Send the Response primitive".
7.4.14a.3.4 Delete
Originator:

The < semanticFanOutPoint> resource shall not support Delete operations via API.

Receiver:

Primitive specific operation on Recv-1.0 "Check the syntax of received message":

If the request is received, the Receiver CSE shall execute the following steps in order.

a)
"Create an unsuccessful Response primitive" with the Response Status Code indicating "OPERATION_NOT_ALLOWED" error.

g)
"Send the Response primitive".
-----------------------End of change 7---------------------------------------------

-----------------------Start of change 8-------------------------------------------

7.4.16 Resource Type <node>

7.4.16.1 Introduction

The <node> resource represents specific information that provides properties of an oneM2M Node that can be utilized by other oneM2M operations. The <node> resource has <mgmtObj> as its child resources.
Table 7.4.18.1‑1: Data type definition of <node> resource

	Data Type ID
	File Name
	Note

	node
	CDT-node-v2_4_0.xsd
	


Table 7.4.18.1‑2: Universal/Common Attributes of <node> resource
	Attribute Name
	Request Optionality 

	
	Create
	Update

	@resourceName
	O
	NP

	resourceType 
	NP
	NP

	resourceID
	NP
	NP

	parentID
	NP
	NP

	accessControlPolicyIDs
	O
	O

	creationTime
	NP
	NP

	expirationTime
	O
	O

	lastModifiedTime
	NP
	NP

	labels
	O
	O


Table 7.4.18.1‑3: Resource Specific Attributes of <node> resource
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	nodeID
	M
	O
	m2m:nodeID
	

	hostedCSELink
	O
	NP
	m2m:ID
	


Table 7.4.18.1‑4: Child resources of <node> resource

	Child Resource Type 
	Child Resource Name
	Multiplicity
	Ref. to Resource Type Definition

	<mgmtObj>
	[variable]
	0..n
	7.4.15,

See Annex D

	<subscription>
	[variable]
	0..n
	7.4.8

	<semanticDescriptor>
	[variable]
	0..n
	Clause 7.4.30


7.4.16.2 <node> resource specific procedure on CRUD operations 

7.4.16.2.1 Create
Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.

7.4.16.2.2 Retrieve
Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.

7.4.16.2.3 Update
Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2
7.4.16.2.4 Delete
Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2.

-----------------------End of change 8---------------------------------------------

-----------------Start of change to Refences Section----------------------------------

2 References

2.1. Introduction

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the reference document (including any amendments) applies.

2.2. Normative references

The following referenced documents are necessary for the application of the present document.

[1]
W3C, Extensible Markup Language (XML) 1.0 (Fifth Edition), W3C Recommendation 26 November 2008.

[2]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[3]
W3C XMLSchemaP2: "W3C Recommendation (2004), XML Schema Part 2:Datatypes Second Edition.".

[4]
(void) 

[5]
(void) 

[6]
oneM2M TS-0001 "Functional Architecture"

[7]
oneM2M TS-0003 "Security Solutions"

[8]
IEEE 754-2008: "IEEE Standard for Floating-Point Arithmetic". 29 August 2008. 

NOTE: http://ieeexplore.ieee.org/servlet/opac?punumber=4610933

[9]
IETF RFC 3548: "The Base16, Base32, and Base64 Data Encodings".

[10]
IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies". 

[11]
IETF RFC 3987:" Internationalized Resource Identifiers (IRIs)" . 

[12]
IETF BCP 47: "Best Current Practices 47". Concatenation of IETF RFC 4646:" Tags for Identifying Languages" (2006) and IETF RFC 4647: "Matching of Language Tags" ( 2006).

[13]
IETF RFC 3588: "Diameter Base Protocol". 

[14]
IETF RFC 6733: "Diameter Base Protocol". 

[15]
3GPP TS 23.682: " Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; Architecture enhancements to facilitate communications with packet data networks and applications (3GPP TS 23.682 Release 11)".

[16]
3GPP TS 29.368: " Universal Mobile Telecommunications System (UMTS); LTE; Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS) (3GPP TS 29.368 Release 11)".

[17]
3GPP TS 23.003: " Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); Numbering, addressing and identification (3GPP 23.003)".

[18]
(void)

[19]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".

[20]
IETF RFC 4234: "Augmented BNF for Syntax Specifications: ABNF"

[21]
IETF RFC 3629: " UTF-8, a transformation format of ISO 10646".

[22]
oneM2M TS-0008 CoAP Protocol Binding

[23]
oneM2M TS-0009 HTTP Protocol Binding

[24]
oneM2M TS-0010 MQTT Protocol Binding

[25]
oneM2M TS-0011 Common Terminology 

[26]
IETF RFC 6837: " Media Type Specifications and Registration Procedures".

[27]
ISO 8601:2004; "Data elements and interchange formats -- Information interchange -- Representation of dates and times".

[28]
OMA-TS-REST-NetAPI_TerminalLocation: "Open Mobile Alliance; RESTful Network API for Terminal Location", Version 1.0.

[29]
IETF RFC 4632: " Classless Inter-domain Routing (CIDR): The Internet Address Assignment and Aggregation Plan".

[30]
IETF RFC 5952: "A Recommendation for IPv6 Address Text Representation".

[31]
3GPP TS 32.299: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE;  Telecommunication management;Charging management; Diameter charging applications (3GPP TS 32.299) Release 11".

[32]
IETF RFC 4006: " Diameter Credit-Control Application". 
[33]
W3C SPARQL 1.1 Query Language

[34]
W3C RDF 1.1 XML Syntax
2.3. Informative references

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules.

NOTE: Available at http://ftp.onem2m.org/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0_1.doc .

[i.2]
Fielding, Roy Thomas (2000): "Architectural Styles and the Design of Network-based Software Architectures", Doctoral dissertation, University of California, Irvine.

[i.3]
OMA-TS-REST_NetAPI_NotificationChannel:_"Open Mobile Alliance; RESTful Network API for Notification Channel", OMA-TS-REST_NetAPI_NotificationChannel-V1_0.

[i.4]
OMA-TS-MLP: "Open Mobile Alliance; Mobile Location Protocol", OMA-TS-MLP-V3_4-20130226-C Version 3.4.
[i.5]
W3C Resource Description Framework  https://www.w3.org/RDF/
[i.6]
W3C SPARQL Query Language for RDF  https://www.w3.org/TR/rdf-sparql-query/
-----------------End of change to Refences Section -----------------------------------

CHECK LIST

· Does this change request include an informative introduction containing the problem(s) being solved, and a summary list of proposals?
· Does this CR contain changes related to only one particular issue/problem?
· Have any mirror crs been posted?
· Does this change request make all the changes necessary to address the issue or problem?  E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable?
· Does this change request follow the drafting rules?
· Are all pictures editable?
· Have you checked the spelling and grammar?
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