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Introduction
This contribution introduces a issue regarding the mapping of elements defined as xs:list type between XML and JSON serialization. Elements defined as xs:list type in XSD are represented in XML serialization as a string where any two values next to each other are separated with a single space, while it is represented in JSON as an array where values are enclosed in a square brackets ([]). 
In current oneM2M specification, an element that is defined as having an xs:list type in the corresponding XSD is represented as a string with a single space to separate different value for containing array type data. Taking labels attribute as an example,  it is represented as 
<labels>VALUE_1 VALUE_2 VALUE_3</labels>. 
However, standard XML represents array type data as a list which is not clearly defined in oneM2M specification, it represents labels attribute as: 

<labels>VALUE_1</labels>
<labels>VALUE_2</labels>.
In addition, oneM2M specification defines that if an element is defined as having an xs:list type in the corresponding XSD then it is serialized in the JSON member as an array. If that is the case, the labels attribute in JSON can be represented as “labels”: [“VALUE_1”, “VALUE_2”, “VALUE_3”].





	
	
	
	


The below table summarizes definitions from standard XML, JSON, and oneM2M specification (TS-0004). 

	
	Standard XML
	oneM2M XML Serialization 
	oneM2M JSON Serialization

	Specification for xs: list 
	a sequence of elements encloded in an angle brackets(<>), e.g. 

<labels>VALUE_1</labels>

<labels>VALUE_2</labels>

	an unbounded list of strings of any length separated by a space, e.g.

<labels>VALUE_1 VALUE_2</labels>

	Array of list strings enclosed in a square brackets ([]), e.g. 

“labels”: [“VALUE_1”, “VALUE_2”]


For an oneM2M implementation e.g. an IN-CSE, which supports only JSON serialization, the IN-CSE has to handle the convertion from JSON to XML when IN-CSE receives requests represented in XML (e.g. HTTP POST request) and is requested to get response in XML serialization, and vice versa. 
During the 2nd oneM2M interoperability event, we found that different oneM2M implementations especially IN-CSE or ASN-CSE have different representation on the xs:list type attributes in request/response and they have different rules to parse the received request either in XML or JSON representation. The different representation and different parsing rules for the xs:list type attributes are thought the main reason that caused the parsing failure of interoperability tests. 
Based on these ambiguity issues, we think there is great need to clearly specify the xs:list type attributes including examples to be present in Annex section of TS-0004 so that all oneM2M implementations are able to follow a consistent representation rule for xs:list type attributes, and handling procedures for those request/response that are not represented in correct way as defined in oneM2M XML/JSON serialization, e.g. reject the requests or respond with error message etc. We propose to add examples for xs:list type attributes in XML and JSON serialization, specifically in Annex J in TS-0004.

8.4 
8.4.2 

1. 

	
	


-----------------------Start of change----------------------------------------------------

Annext J (informative): Examples for list type attributes in XML and JSON serialization
The representation of xs:list type attributes are clarified into two categories:
· Element defined as a complex xs:list type contains sub-elements with specific data type, e.g. accessControlRule which contains a xs:list type element accessControlOriginator, should be represented as a sequence of elements in XML serialization and as an array of elements in JSON serialization, respectively, e.g. 
(XML serialization)
…
<accessControlRule>
<accessControlOriginator>/in-cse/cae123 /in-cse/mn-cse/cae345</accessControlOriginator>
<accessControlOperation>63</accessControlOperation>

</accessControlRule>
<accessControlRule>
<accessControlOriginator>/in-cse/cae456 /in-cse/mn-cse/cae789</accessControlOriginator>

<accessControlOperation>63</accessControlOperation>

</accessControlRule>
…
Or (JSON serialization)
...
“accessControlRule”: [
{ 
“accessControlOriginator”: [”/in-cse/cae123”, “/in-cse/mn-cse/cae345”], 
“accessControlOperation”:63
},
{
“accessControlOriginator”: [”/in-cse/cae456”, “/in-cse/mn-cse/cae789”], 
“accessControlOperation”:63
}]
… 
· Element defined as a xs:list type containing a list of string values, e.g. accessControlOriginator includes a list of URIs, should be represented in an unbounded list of strings separated by a space and as an array of elements in JSON serialization, respectively, e.g. 
(XML serialization)
…

<accessControlOriginator>/in-cse/cae123 /in-cse/mn-cse/cae345</accessControlOriginator>
…
Or (JSON serialization)
…

“accessControlOriginator”: [”/in-cse/cae123”, “/in-cse/mn-cse/cae345”]
…
· Element defined as a xs:list type containing a single value should be represented as a string, and as an array of elements in JSON serialization, respectively, e.g.

(XML serialization)

…
<labels>VALUE_1</labels>
…
Or (JSON serialization)

...
“labels”:[“VALUE_1”]
...

	
	XML
	JSON
	Status in oneM2M Specification

	
	Representation of xs:list type attributes
	Status in oneM2M Specification
	Representation of mapping from XML
	

	
	
	
	Option-1
	Status
	Option-2
	

	labels

	<labels>VALUE_1 VALUE_2 VALUE_3</labels>
	Defined
	N/A
	N/A
	“labels”: “VALUE_1 VALUE_2 “VALUE_3”
	Not Allowed*

	
	<labels>VALUE_1</labels>

<labels>VALUE_2</labels>
<labels>VALUE_3</labels>
	Not Allowed*
	“labels”: [“VALUE_1”, “VALUE_2”, “VALUE_3”]
	Defined
	N/A
	N/A

	
	<labels>VALUE_1</labels>
	Not Allowed* 
	“labels”: [“VALUE_1”]  
	To be Defined
	“labels”: “VALUE_1”
	Not Allowed*

	
	<labels>[“VALUE_1”, “VALUE_2”, “VALUE_3”]</labels>
	Not Allowed*
	N/A
	N/A
	N/A
	N/A

	privileges
	<accessControlRule>

<accessControlOriginator>
/in-cse/cae123 /in-cse/mn-cse/cae345

</accessControlOriginator>

<accessControlOperation>63
</accessControlOperation>
</accessControlRule>
	Defined
	“accessControlRule”: 
[{ 

“accessControlOriginator”: 
[
”/in-cse/cae123”, “/in-cse/mn-cse/cae345”

], 

“accessControlOperation”:63

}]
	Defined
	“accessControlRule”: 
[{ 

“accessControlOriginator”: 

”/in-cse/cae123 /in-cse/mn-cse/cae345”, 
“accessControlOperation”:63

}]

	Not Allowed*

	accessControlPolicy
	<privileges>
<accessControlRule> <accessControlOriginator>
/in-cse/cae123 /in-cse/mn-cse/cae345

</accessControlOriginator>

<accessControlOperation>63

</accessControlOperation>
</accessControlRule>
<accessControlRule>
<accessControlOriginator>
/in-cse/cae456 /in-cse/mn-cse/cae789

</accessControlOriginator>

<accessControlOperation>63
</accessControlOperation>
</accessControlRule>

</privileges>
<selfPrivileges>

<accessControlRule>
<accessControlOriginator>
/in-cse/cae123 /in-cse/mn-cse/cae345

</accessControlOriginator>

<accessControlOperation>63
</accessControlOperation>
</accessControlRule>

<accessControlRule>
<accessControlOriginator>
/in-cse/cae456 /in-cse/mn-cse/cae789

</accessControlOriginator>

<accessControlOperation>63</accessControlOperation>
</accessControlRule>

</selfPrivileges>
	Defined
	“privileges”: {
“accessControlRule”:

[{ 

“accessControlOriginator”: [

”/in-cse/cae123”, “/in-cse/mn-cse/cae345” ],“accessControlOperation”:63

},

{ 

“accessControlOriginator”: [

”/in-cse/cae456”, “/in-cse/mn-cse/cae789” ],“accessControlOperation”:63

}]

},

“selfPrivileges”: {
“accessControlRule”: 

[{ 

“accessControlOriginator”: [

”/in-cse/cae123”, “/in-cse/mn-cse/cae345” ],“accessControlOperation”:63

},

{ 

“accessControlOriginator”: [

”/in-cse/cae456”, “/in-cse/mn-cse/cae789” ],“accessControlOperation”:63

}]

}


	Defined
	“privileges”: {
“accessControlRule”:

[{ 

“accessControlOriginator”: [

”/in-cse/cae123”, “/in-cse/mn-cse/cae345” ],“accessControlOperation”:63

}],

“accessControlRule”:

[{ 

“accessControlOriginator”: [

”/in-cse/cae456”, “/in-cse/mn-cse/cae789” ],“accessControlOperation”:63

}]
},

“selfPrivileges”: {
“accessControlRule”: 

[{ 

“accessControlOriginator”: [

”/in-cse/cae123”, “/in-cse/mn-cse/cae345” ],“accessControlOperation”:63

}],

“accessControlRule”: 

[{ 

“accessControlOriginator”: [

”/in-cse/cae456”, “/in-cse/mn-cse/cae789” ],“accessControlOperation”:63

}]
}


	Not Allowed*


*: Not Allowed: indicates ineffective representations to xs:list type attributes. When the hosting CSE receives requests in ineffective representation, the hosting CSE should reject the request with an specific error message, e.g. “Ineffective request representation” something like should be clearly defined in TS-0004.
-----------------------End of change---------------------------------------------------------------------------------------------------------
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