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Introduction
This change was previously part of in PRO-2016-0183, but concerns were raised that this change alters how contentInfo is being used. This change was moved to the present CR so the other changes in PRO-2016-0183 could be agreed independently.

The references in the notes are already provided in PRO-2016-0183.

-----------------------Start of change 1 ---------------
6.3.4.2.28 m2m:encodingType

Used for describing encoding type which is applied on the content attribute of the contentInstance resource.
Table 6.3.4.2.28‑1: Interpretation of encodingType
	Value
	Interpretation
	Note

	0
	Plain - no transfer encoding is applied
	

	1
	base64 encoding (see [9]) is applied on string data 
	

	2
	base64 encoding (see [9]) is applied on binary data
	

	10
	JWE Compact Serialization for Encryption-Only End-to-End Security of Data (ESData) Security Class
	See [i.RFC7516]

	11
	JWS Compact Serialization for Signature-Only ESData Security Class 
	See [i.RFC7515]

	12
	JWE Compact Serialization for Nested-Sign-then-Encrypt ESData Security Class
	See [i.RFC7516]

	20
	Plain JWE JSON Serialization for Encryption-Only ESData Security Class- no transfer encoding is applied
	See [i.RFC7516]

	21
	Plain Plain JWS JSON Serialization for Signature-Only ESData Security Class- no transfer encoding is applied 
	See [i.RFC7515]

	22
	JWE JSON Serialization for Nested-Sign-then-Encrypt ESData Security Class- no transfer encoding is applied
	See [i.RFC7516]

	30
	base64 encoding (see [9]) applied on JWE JSON Serialization for Encryption-Only ESData Security Class
	See [i.RFC7516]

	31
	base64 encoding (see [9]) applied on JWS JSON Serialization for Signature-Only ESData Security Class 
	See [i.RFC7515]

	32
	base64 encoding (see [9]) applied on JWE JSON Serialization for Nested-Sign-then-Encrypt ESData Security Class
	See [i.RFC7516]

	40
	Plain XML Encryption v1.1 Serialization for Encryption-Only ESData Security Class - no transfer encoding is applied 
	See [i.XML-ENCv1.1]

	41
	Plain XML Encryption v1.1 Serialization for Signature-Only ESData Security Class - no transfer encoding is applied
	See [i.XML-SIGv1.1]

	42
	Plain XML Encryption v1.1 for Nested-Sign-then-Encrypt ESData Security Class - no transfer encoding is applied
	See [i.XML-ENCv1.1]

	50
	base64 encoding (see [9]) is applied on XML Encryption v1.1 Serialization for Encryption-Only ESData Security Class
	See [i.XML-ENCv1.1]

	51
	base64 encoding (see [9]) applied on XML Encryption v1.1 Serialization for Signature-Only ESData Security Class 
	See [i.XML-SIGv1.1]

	52
	base64 encoding (see [9]) applied on XML Encryption v1.1 for Nested-Sign-then-Encrypt ESData Security Class
	See [i.XML-ENCv1.1]
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