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Introduction
In PRO-2016-0184R01, it was suggested to include binary serialization for WebSocket protocol binding as an Annex of TS-0020. WG3 agreed that the binary serizalization would be benefical, but felt that it would be more appropriate to specify this in TS-0004 rather than TS-0020.

This CR proposes a new clause to define CBOR serizalization in TS-0004.
----------------------- Start of change 1 (new text) -----------------------------------------

8.5 CBOR serialization
8.5.1 Method
Concise Binary Object Representation (CBOR) is a binary serialization format of structured data specified in RFC7049 [37]. CBOR provides unambiguous encoding of structured data into a binary representation and reverse decoding.

The specifics on how CBOR can be negotiated between protocol endpoints is protocol specific and defined by the individual bindings. 
This clause defines the relationship between JSON objects as defined in clause 8.4 and CBOR representations.




Section 2 of RFC7049 [37] specifies the applicable CBOR encoding rules.
In particular, the following rules shall apply when using CBOR serialization:

· Text strings (i.e. any names/keys and text string values) shall be encoded as UTF-8 strings, CBOR major type 3.

· Integer numbers shall be encoded as CBOR major types 0 or 1.
· Floating point numbers shall be encoded as CBOR major type 7 with Additional Information 26 for single precision (32-bit) and Additional Information 27 for double precision (64-bit) formats.
Note that CBOR ignores whitespace characters (including space, LF/CR) if used for formatting of JSON objects in textual representations.


If decoding of CBOR serializations results in values not compliant with the underlying XSD, this shall be interpreted as an error by the receiver of the primitive. 

8.5.2 Examples
This clause presents some examples of CBOR serialized primitives. Note that due to given encoding options, a CBOR encoder may produce somewhat different binary serializations. However, in any case the CBOR decoding shall produce an equivalent representation in JSON format as shown in the examples below.

Example 1:

JSON representation (a request primitive of message length: 173 bytes):

{"m2m:rqp":{"op":1,"to":"//example.net/mncse1234","rqi":"A1000", "rcn":7,"pc":{"m2m:ae":{"rn":"SmartHomeApplication", "api":"Na56", "apn":"app1234"}},"ty":2}}
CBOR representation as sequence of hexadecimal characters (length: 117 bytes):

a1476d326d3a727170a6427063a1466d326d3a6165a342726e54536d617274486f6d654170706c69636174696f6e43617069444e6135364361706e47617070313233344274790242746f572f2f6578616d706c652e6e65742f6d6e637365313233344372636e07426f700143727169454131303030

Example 2:

JSON representation (a response primitive of message length: 234 bytes):

{"m2m:rsp":{"rsc":2001,"rqi":"A1000","pc":{"m2m:ae":{"rn":"SmartHomeApplication","ty":2,"ri":"ae1","api":"Na56","apn":"app1234","pi":"cb1","ct":"20160506T153208", "lt":"20160506T153208","acpi":["acp1","acp2"],"et":"20180506T153208", "aei":"S_SAH25"}}}}
CBOR representation as sequence of hexadecimal characters (length: 187 bytes):

a1476d326d3a727370a3427063a1466d326d3a6165ab43617069444e6135364361706e47617070313233344265744f3230313830353036543135333230384263744f3230313630353036543135333230384274790242726943616531426c744f3230313630353036543135333230384361656947535f534148323542726e54536d617274486f6d654170706c69636174696f6e427069436362314461637069824461637031446163703243727169454131303030437273631907d1


Example 3:

JSON representation (request primitive of message length: 187 bytes):

{"m2m:rsp":{"rsc":2001,"rqi":"A1000","pc":{"m2m:ae":{"rn":"SmartHomeApplication","ty":2,"ri":"ae1","api":"Na56","apn":"app1234","pi":"cb1","ct":"20160506T153208", "lt":"20160506T153208","acpi":["acp1","acp2"],"et":"20180506T153208", "aei":"S_SAH25"}}}}
CBOR representation as sequence of hexadecimal characters (length: 133 bytes):

a1476d326d3a727170a6427063a1476d326d3a636e74a3436d6e691901f442726e52536d617274486f6d65436f6e7461696e6572436d62731a000186a04274790342746f582c2f2f6578616d706c652e6e65742f6d6e637365313233342f536d617274486f6d654170706c69636174696f6e4372636e07426f700143727169454131303031


Example 4:

JSON representation (response primitive of message length: 306 bytes):

{"m2m:rsp":{"rsc":2001,"rqi":"A1001","pc":{"m2m:cnt":{"rn":"SmartHomeContainer", "ty":3,"ri":"cnt1","pi":"ae1","ct":"20160506T154048", "lt":"20160506T154048","acpi":["acp1"],"et":"20180506T154048","cr":" S_SAH25","st":0,"mni":500,"mbs":100000,"cni":0,"cbs":0,"mia":3600}}}}
CBOR representation as sequence of hexadecimal characters (length: 197 bytes):

a1476d326d3a727370a3427063a1476d326d3a636e74af436362730042726944636e7431436d6e691901f442637247535f53414832354265744f3230313830353036543135343034384263744f323031363035303654313534303438436d62731a000186a042747903436d6961190e1042737400426c744f32303136303530365431353430343842726e52536d617274486f6d65436f6e7461696e657242706943616531446163706981446163703143636e690043727169454131303031437273631907d1

----------------------- End of change 1---------------------------------------------

----------------------- Start of change 2 --------------------------------------------

2.2. Normative references

The following referenced documents are necessary for the application of the present document.

[1]
W3C, Extensible Markup Language (XML) 1.0 (Fifth Edition), W3C Recommendation 26 November 2008.

[2]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[3]
W3C XMLSchemaP2: "W3C Recommendation (2004), XML Schema Part 2:Datatypes Second Edition.".

[4]
(void) 
[5]
(void) 

[6]
oneM2M TS-0001 "Functional Architecture"

[7]
oneM2M TS-0003 "Security Solutions"
[8]
IEEE 754-2008: "IEEE Standard for Floating-Point Arithmetic". 29 August 2008. 
NOTE: http://ieeexplore.ieee.org/servlet/opac?punumber=4610933

[9]
IETF RFC 4648: "The Base16, Base32, and Base64 Data Encodings".

[10]
IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies". 

[11]
IETF RFC 3987:" Internationalized Resource Identifiers (IRIs)" . 

[12]
IETF BCP 47: "Best Current Practices 47". Concatenation of IETF RFC 4646:" Tags for Identifying Languages" (2006) and IETF RFC 4647: "Matching of Language Tags" ( 2006).

[13]
IETF RFC 3588: "Diameter Base Protocol". 

[14]
IETF RFC 6733: "Diameter Base Protocol". 

[15]
3GPP TS 23.682: " Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; Architecture enhancements to facilitate communications with packet data networks and applications (3GPP TS 23.682 Release 11)".

[16]
3GPP TS 29.368: " Universal Mobile Telecommunications System (UMTS); LTE; Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS) (3GPP TS 29.368 Release 11)".

[17]
3GPP TS 23.003: " Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); Numbering, addressing and identification (3GPP 23.003)".

[18]
(void)
[19]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".

[20]
IETF RFC 4234: "Augmented BNF for Syntax Specifications: ABNF"
[21]
IETF RFC 3629: " UTF-8, a transformation format of ISO 10646".

[22]
oneM2M TS-0008 CoAP Protocol Binding

[23]
oneM2M TS-0009 HTTP Protocol Binding

[24]
oneM2M TS-0010 MQTT Protocol Binding

[25]
oneM2M TS-0011 Common Terminology 
[26]
IETF RFC 6837: " Media Type Specifications and Registration Procedures".

[27]
ISO 8601:2004; "Data elements and interchange formats -- Information interchange -- Representation of dates and times".

[28]
OMA-TS-REST-NetAPI_TerminalLocation: "Open Mobile Alliance; RESTful Network API for Terminal Location", Version 1.0.
[29]
IETF RFC 4632: " Classless Inter-domain Routing (CIDR): The Internet Address Assignment and Aggregation Plan".

[30]
IETF RFC 5952: "A Recommendation for IPv6 Address Text Representation".
[31]
3GPP TS 32.299: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE;  Telecommunication management;Charging management; Diameter charging applications (3GPP TS 32.299) Release 11".

[32]
IETF RFC 4006: " Diameter Credit-Control Application". 
[33]
W3C SPARQL 1.1 Query Language.
[34]
W3C RDF 1.1 XML Syntax.[35]
IETF RFC 4122: "A Universally Unique IDentifier (UUID) URN Namespace".
[35]
oneM2M TS-0012 oneM2M Base Ontology

[36]
oneM2M TS-0021 AllJoyn Interworking
[37]
IETF RFC 7049: "Concise Binary Object Representation (CBOR)", October 2013. 

----------------------- End of change 2 ---------------------------------------------

----------------------- Start of change 3 --------------------------------------------

6.7 oneM2M specific MIME media types
The present sub-clause defines oneM2M specific MIME media types which may be used by protocol bindings.

The oneM2M specific MIME media types are defined under the vendor tree of "application" mediate type which is prefixed with 'application/vnd.onem2m-'.

Table 6.7‑1: oneM2M specific MIME media types

	oneM2M specific MIME subtype
	mapped oneM2M data type
	Note

	vnd.onem2m-res+xml
	m2m:resource
	For oneM2M resource operation.The type of oneM2M resource in content shall be indicated by "ty" parameter. XML serialization rule is applied.

(See clause 7.5.2)

	vnd.onem2m-res+json
	m2m:resource
	Same information of above. JSON serialization rule is applied.

(See clause 7.5.2)

	vnd.onem2m-res+cbor
	m2m:resource
	Same information of above. CBOR serialization rule is applied.

(See clause 7.5.2)

	vnd.onem2m-ntfy+xml
	m2m:notification or

m2m:aggregatedNotification
	For Notify operation for resource subscription. XML serialization rule is applied.

(See clause 7.5.1)

	vnd.onem2m-ntfy+json
	m2m: notification or

m2m:aggregatedNotification
	Same information of above. JSON serialization rule is applied.
(See clause 7.5.1)

	vnd.onem2m-ntfy+cbor
	m2m: notification or

m2m:aggregatedNotification
	Same information of above. CBOR serialization rule is applied.
(See clause 7.5.1)

	vnd.onem2m-preq+xml
	m2m:requestPrimitive
	For exchanging serialized oneM2M request primitive. XML serialization rule is applied.

(See clause 6.4.1 and 7.2.1.1)

	vnd.onem2m-preq+json
	m2m:requestPrimitive
	Same information of above. JSON serialization rule is applied.

(See clause 6.4.1 and 7.2.1.1)

	vnd.onem2m-preq+cbor
	m2m:requestPrimitive
	Same information of above. CBOR serialization rule is applied.

(See clause 6.4.1 and 7.2.1.1)

	vnd.onem2m-prsp+xml
	m2m:responsePrimitive
	For exchanging Response parameters. XML serialization rules is applied.

(See clause 6.4.2 and 7.2.1.2)

	vnd.onem2m-prsp+json
	m2m:responsePrimitive
	Same information of above. JSON serialization rule is applied.

(See clause 6.4.2 and 7.2.1.2)

	vnd.onem2m-prsp+cbor
	m2m:responsePrimitive
	Same information of above. CBOR serialization rule is applied.

(See clause 6.4.2 and 7.2.1.2)


----------------------- End of change 3 ---------------------------------------------

----------------------- Start of change 4 --------------------------------------------

6.2.1 oneM2M simple data types

Table 6.3.3‑1 describes oneM2M-specific simple data type definitions. XML Schema data type definitions for these data types can be found in the XSD file called CDT-commonTypes-v2_6_0.xsd.

The types in table 6.3.3‑1 are either:

· Atomic data types derived from XML Schema data types by restrictions other than enumeration

· List data types constructed from other XML Schema or oneM2M-defined atomic data types.

The oneM2M-defined enumeration data types are defined in clause 6.3.4.

Table 6.3.3‑1: oneM2M Simple Data Types

	XSD type name
	Type Name
	Examples
	Description

	m2m:ID
	Generic ID
	//globalm2m.org
	Used to represent generic IDs generated and used within oneM2M (M2M-SP-ID)

	
	
	//globalm2m.org/C190XX7T
	(CSE-ID)

	
	
	//globalm2m.org/CSE1/123A38ZZY
	(AE-ID)

	m2m:nodeID
	Node ID
	urn:gsma:imei:90420156-025763-0;svn=42
	Used for Node IDs. The constraints on this type are different from those on Generic IDs
(IMEI as node ID)

	m2m:deviceID
	Device ID
	urn:dev:ops:012345-Set%2DTop%2DBox-0123456789
	A Device ID uniquely identifies a device using a URN. The format of the URN is one of RFC4122([35]) UUID, OPS URN, OS URN, IMEI URN, ESN URN, or MEID URN.A 

	m2m:externalID
	M2M-EXT-ID
	urn:gsma:imei:90420156-025763-0;vers=0
	The External Identifier allows the Underlying Network to identify the M2M Device (e.g. ASN, MN) associated with the CSE-ID.In 3GPP case, the accessID is mapped to External Identifier as specified in TS 23.003 [17].



	m2m:requestID
	Request ID
	ab3f124a, CSE1/98821
	Used for Request IDs. This type may include the ID of the target CSE as well as a part that varies for each ID

	m2m:nhURI
	Non Hierarchical Identifier
	/CSE090112/ C190XX7T
	Used where a resourceID is required to be non-hierarchical

	m2m:acpType
	List of ACP Resource IDs
	//IN-CSEID.m2m.myoperator.org/93405
	Used to represent a list of AccessControlPolicy identifiers. 

	m2m:labels
	list of xs:token
	printers networkwifi1  home_energy
	A list of tokens used as keys for discovering resources (searching wifi connected printer from vendor 1)

	m2m:triggerRecipientID
	Trigger Recipient Identifier
	3010
	Used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. Defined as port number in the range 0 to 65535.

	m2m:listOfM2MID
	List of M2M identifiers
	
	xs:list of elements of data type m2m:ID

	m2m:listOfMinMax
	List of Time Limits
	10  2560 
	xs:list of two xs:long values defining min and max limits of time intervals in units of milliseconds (value -1 representing infinite time)

	m2m:backOffParameters
	List of Backoff Parameters
	100 100 2000
	Ordered sequence of 3 values of data type xs:nonNegativeInteger representing backoffTime, backoffTimeIncrement, maximumBackoffTime  (in units of milliseconds)

	m2m:ipv4
	IPv4 address string with optional CIDR suffix
	10.125.0.0/16,122.77.12.1
	Used in m2m:accessControlRules specified in the section 6.3.5.26

	m2m:ipv6
	IPv6 address string with optional CIDR suffix
	::/0,  Fadf:ddd0::/32,  abcd:ffff:abb0:aaaa::/64
	Used in m2m:accessControlRules specified in the section 6.3.5.26

	m2m:countryCode
	Country Code
	KR
	2-character country code as defined by ISO-3166

	m2m:poaList
	List of PointOfAccess strings
	http://172.25.0.10:8080,

coap://m2m.sp.com:5683,

mqtt://172.25.0.10:1883
	list of xs:string.  Each pointOfAccess entry in list is represented as a string containing the underlying transport protocol as well as the IP address and port (or an FQDN).  

	m2m:timestamp
	Time stamp string
	20141003T112032
	DateTime string using 'Basic Format' specified in ISO8601 [27]. Time zone shall be interpreted as UTC timezone. See below for more details.

	m2m:absRelTimestamp
	absolute or relative time stamp string
	20141003T112032 (absolute time),or 3600000 (relative time)
	defined as xs:union of m2m:timestamp and xs:duration data types

	m2m:typeOfContent
	Type of Content
	application/xml
	The media type shall be an IANA registered Media Types name,  or an experimental Media Type (See [26]) ':'

	m2m:serializations
	Serialization types
	application/xml  application/json  application/cbor
	A list of IANA registered media types that can be used for serialization of primitives. The permitted values are 

· application/xml

· application/json
· application/cbor 

	m2m:contentInfo
	Content Information
	application/xml:2
	A string consisting of a media type optionally followed by a m2m:encodingType separated by ':' character. 

See Note-1.

	m2m:eventCat
	Event Category
	2
	Either

1. One of the values from m2m:stdEventCats or

2. A user-defined category in the range 100-999

	m2m:eventCatWithDef
	Event Category with default
	0
	Either
1. A value from m2m:eventCat , or

2. The value 0 which has the special meaning "default"

	m2m:listOfEventCat
	List of (applicable) Event Categories
	1 101

	xs:list of elements of data type m2m:eventCat

	m2m:listOfEventCatWithDef
	List of m2m:eventCatWithDef
	0 1 101
	

	m2m:scheduleEntry
	Schedule Entry
	* 0-5 2,6,10 * * * * *
	The string is used to describe a duration of enablement. The string format is described in clause 7.4.9.1

	m2m:attributeList
	List of xs:NCName
	poa rr
	Used for the Content parameter of Retrieve request primitives. Attributes represented with their short names.

	m2m:roleID
	Role-ID
	1234abcd@role-issuer.com
	An xs:NCName (the issuerRelativeID) and an FQDN (the issuerID) separated by the ‘@’ character

	m2m:descriptorRepresentation
	Semantic content representation
	application/rdf+xml:1
	A string consisting of a media type followed by a m2m:encoding separated by ':' character. The only permitted value is application/rdf+xml:1

	m2m:sparql
	SPARQL content
	SELECT ?functionality 

WHERE {  

?functionality rdf:type base:Measuring .

 ?functionality base:refersTo ?aspect .

?aspect rdf:type instance:Temperature  }
	The string is used for SPARQL content, e.g. in semanticsFilter

	 m2m:missingDataList
	List of 

absolute timestamp or

list of relative timestamp

	absolute time:
20141103T111832 ,  
20141103T112435 ,
20141103T113633

or

relative time:
10000 , 

10005 ,
10020
	Used for storing the time information of missing data points in Time Series.
defined as xs:union of list of m2m:timestamp and list of xs:duration data types

	m2m:tokenID
	Token-ID
	1234abcd@token-issuer.com
	An xs:NCName (the issuerRelativeID) and an FQDN (the issuerID) separated by the ‘@’ character

	m2m:dynAuthJWT
	JSON Web Token  (JWT), which uses either JSON Web Encryption (JWE)  Compact Serialization JSON Web Signature (JWS)  Compact Serialization
	See m2m:e2eCompactJWE and m2m:e2eCompactJWS
	Defined as xs:union of m2m:e2eCompactJWE and m2m:e2eCompactJWS

	NOTE: The encoding in m2m:contentInfo may be omitted when the value was ''0 (plain)". But since default value of encoding is not allowed in future releases, it is recommended not to omit the encoding.


The m2m:timestamp datatype uses ISO8601 [27] Complete Representation using the Basic Format as described here:

· The timestamp shall be a string containing Year, Month, Day, Hours, Minutes and Seconds components using the format YYYYMMDDThhmmss as defined in [27]. In this representation the character “T” is to indicate the start of the time of day portion.   

· All these components shall appear in the string; reduced representations are not permitted.

· The Seconds component may optionally contain a decimal fraction. In this case the string shall contain two integer digits, followed by a comma and then one or more fractional digits, up to a maximum of six. For example YYYYMMDDThhmmss,ssssss

· The timestamp string shall not contain Timezone information. All timestamps shall be interpreted as being in UTC.

A receiving or Hosting CSE shall accept a timestamp that contains fractional seconds, but it need not act on a timestamp with the level of  precision that is implied by its fractional part. For example it is acceptable for a Hosting CSE to round up an expiration time when interpreting it.

NOTE 1. Care should be taken when developing an application that compares timestamps. This is because AE’s and CSE’s are not required to have their clocks synchronized.

NOTE 2. As the m2m:timestamp is expressed in UTC, an AE has to be aware of the Timezone in which it is operating if it is to be able to relate the timestamp to its local time.
----------------------- End of change 4 ---------------------------------------------

----------------------- Start of change 5 --------------------------------------------

8 Representation of primitives in data transfer
8.1 Introduction

This clause defines the representation of request and response primitives as XML documents, JSON texts or CBOR data format. The process of translating objects (i.e. primitives in the present context) into a format that can be stored or exchanged between network entities is commonly denoted as serialization or marshalling.

The serialization described here is used in two places:
1) It can be used when transmitting primitives over communication protocols such as HTTP, CoAP or MQTT. When applying a particular protocol binding, it is permitted to adapt the serialization approach, in order to make use of protocol-specific features. For example, a particular protocol binding may require that one or more primitive parameters  be mapped to protocol-specific header fields rather than being included in the protocol-specific serialized JSON, XML or CBOR which represents the message body. 
2) Certain instances of resource types, e.g. instances of the <delivery> resource, include serialized primitives embedded in one of their resource attributes. 
In order to enable efficient communication, the short names introduced in clause 8.2 shall be applied in XML and JSON serializations to identify primitive parameters and resource attribute names. This implies that short names are applied in any communication over the Mca, Mcc and Mcc' reference points. 

----------------------- End of change 5 ---------------------------------------------
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