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Introduction
This CR provides following corrections to datatypes used for parameters in security procedures:
1)    Datatypes m2m:roleID and m2m:tokenID used for Role-ID and and Token-ID primitive parameters, respectively, were defined based on xs:NCName. However this base type is inappropriate as it doesn’t allow names starting with numeral characters. It is therefore proposed to change the base type to either xs:anyURI or a suitable specific pattern that allows validation of the string. Whitespace characters shall not be allowed as data of this type should be included into space-separated xs:list types.
2)    At PRO#23 a new primitive parameter securityInfo of datatype m2m:securityInfo was agreed which includes the  subelement esprimObject. This esprimObject subelement is referred to as “ESPrim Object” in TS-0004 and it contains the JWE Components of an encypted JWE object  TS-0004 lacks the definition of the datatype m2m:esprimObject.  It is proposed here to replace the undefined datatype with already defined datatype m2m:e2eCompactJWE. This is the currently only applicable form the “ESPrim Object” defined in TS-0004 can take. If at a later stage other representatations (e.g. XML-enc objects) should be allowed, this datatype could be extended in a future release in a backward compatible way by combining with other types as  xs:union.

-----------------------Start of change 1---------------------------------------------

6.2.1 oneM2M simple data types

Table 6.3.3‑1 describes oneM2M-specific simple data type definitions. XML Schema data type definitions for these data types can be found in the XSD file called CDT-commonTypes-v2_6_0.xsd.

The types in table 6.3.3‑1 are either:

· Atomic data types derived from XML Schema data types by restrictions other than enumeration

· List data types constructed from other XML Schema or oneM2M-defined atomic data types.

The oneM2M-defined enumeration data types are defined in clause 6.3.4.

Table 6.3.3‑1: oneM2M Simple Data Types

	XSD type name
	Type Name
	Examples
	Description

	m2m:ID
	Generic ID
	//globalm2m.org
	Used to represent generic IDs generated and used within oneM2M (M2M-SP-ID)

	
	
	//globalm2m.org/C190XX7T
	(CSE-ID)

	
	
	//globalm2m.org/CSE1/123A38ZZY
	(AE-ID)

	m2m:nodeID
	Node ID
	urn:gsma:imei:90420156-025763-0;svn=42
	Used for Node IDs. The constraints on this type are different from those on Generic IDs
(IMEI as node ID)

	m2m:deviceID
	Device ID
	urn:dev:ops:012345-Set%2DTop%2DBox-0123456789
	A Device ID uniquely identifies a device using a URN. The format of the URN is one of RFC4122([35]) UUID, OPS URN, OS URN, IMEI URN, ESN URN, or MEID URN.A 

	m2m:externalID
	M2M-EXT-ID
	urn:gsma:imei:90420156-025763-0;vers=0
	The External Identifier allows the Underlying Network to identify the M2M Device (e.g. ASN, MN) associated with the CSE-ID.In 3GPP case, the accessID is mapped to External Identifier as specified in TS 23.003 [17].



	m2m:requestID
	Request ID
	ab3f124a, CSE1/98821
	Used for Request IDs. This type may include the ID of the target CSE as well as a part that varies for each ID

	m2m:nhURI
	Non Hierarchical Identifier
	/CSE090112/ C190XX7T
	Used where a resourceID is required to be non-hierarchical

	m2m:acpType
	List of ACP Resource IDs
	//IN-CSEID.m2m.myoperator.org/93405
	Used to represent a list of AccessControlPolicy identifiers. 

	m2m:labels
	list of xs:token
	printers networkwifi1  home_energy
	A list of tokens used as keys for discovering resources (searching wifi connected printer from vendor 1)

	m2m:triggerRecipientID
	Trigger Recipient Identifier
	3010
	Used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. Defined as port number in the range 0 to 65535.

	m2m:listOfM2MID
	List of M2M identifiers
	
	xs:list of elements of data type m2m:ID

	m2m:listOfMinMax
	List of Time Limits
	10  2560 
	xs:list of two xs:long values defining min and max limits of time intervals in units of milliseconds (value -1 representing infinite time)

	m2m:backOffParameters
	List of Backoff Parameters
	100 100 2000
	Ordered sequence of 3 values of data type xs:nonNegativeInteger representing backoffTime, backoffTimeIncrement, maximumBackoffTime  (in units of milliseconds)

	m2m:ipv4
	IPv4 address string with optional CIDR suffix
	10.125.0.0/16,122.77.12.1
	Used in m2m:accessControlRules specified in the section 6.3.5.26

	m2m:ipv6
	IPv6 address string with optional CIDR suffix
	::/0,  Fadf:ddd0::/32,  abcd:ffff:abb0:aaaa::/64
	Used in m2m:accessControlRules specified in the section 6.3.5.26

	m2m:countryCode
	Country Code
	KR
	2-character country code as defined by ISO-3166

	m2m:poaList
	List of PointOfAccess strings
	http://172.25.0.10:8080,

coap://m2m.sp.com:5683,

mqtt://172.25.0.10:1883
	list of xs:string.  Each pointOfAccess entry in list is represented as a string containing the underlying transport protocol as well as the IP address and port (or an FQDN).  

	m2m:timestamp
	Time stamp string
	20141003T112032
	DateTime string using 'Basic Format' specified in ISO8601 [27]. Time zone shall be interpreted as UTC timezone. See below for more details.

	m2m:absRelTimestamp
	absolute or relative time stamp string
	20141003T112032 (absolute time),or 3600000 (relative time)
	defined as xs:union of m2m:timestamp and xs:duration data types

	m2m:typeOfContent
	Type of Content
	application/xml
	The media type shall be an IANA registered Media Types name,  or an experimental Media Type (See [26]) ':'

	m2m:serializations
	Serialization types
	application/xml  application/json
	A list of IANA registered media types that can be used for serialization of primitives. The permitted values are 

· application/xml

· application/json 

	m2m:contentInfo
	Content Information
	application/xml:2
	A string consisting of a media type optionally followed by a m2m:encodingType separated by ':' character. 

See Note-1.

	m2m:eventCat
	Event Category
	2
	Either

1. One of the values from m2m:stdEventCats or

2. A user-defined category in the range 100-999

	m2m:eventCatWithDef
	Event Category with default
	0
	Either
1. A value from m2m:eventCat , or

2. The value 0 which has the special meaning "default"

	m2m:listOfEventCat
	List of (applicable) Event Categories
	1 101

	xs:list of elements of data type m2m:eventCat

	m2m:listOfEventCatWithDef
	List of m2m:eventCatWithDef
	0 1 101
	

	m2m:scheduleEntry
	Schedule Entry
	* 0-5 2,6,10 * * * * *
	The string is used to describe a duration of enablement. The string format is described in clause 7.4.9.1

	m2m:attributeList
	List of xs:NCName
	poa rr
	Used for the Content parameter of Retrieve request primitives. Attributes represented with their short names.

	m2m:roleID
	Role-ID
	1234abcd@role-issuer.com
	A string pattern consisting of a name (the issuerRelativeID) and an FQDN (the issuerID) separated by the ‘@’ character, not including any whitespace characters

	m2m:descriptorRepresentation
	Semantic content representation
	application/rdf+xml:1
	A string consisting of a media type followed by a m2m:encoding separated by ':' character. The only permitted value is application/rdf+xml:1

	m2m:sparql
	SPARQL content
	SELECT ?functionality 

WHERE {  

?functionality rdf:type base:Measuring .

 ?functionality base:refersTo ?aspect .

?aspect rdf:type instance:Temperature  }
	The string is used for SPARQL content, e.g. in semanticsFilter

	 m2m:missingDataList
	List of 

absolute timestamp or

list of relative timestamp


	absolute time:
20141103T111832 ,  
20141103T112435 ,
20141103T113633

or

relative time:
10000 , 

10005 ,
10020
	Used for storing the time information of missing data points in Time Series.

defined as xs:union of list of m2m:timestamp and list of xs:duration data types

	m2m:tokenID
	Token-ID
	1234abcd@token-issuer.com
	A string pattern consisting of a name (the issuerRelativeID) and an FQDN (the issuerID) separated by the ‘@’ character, not including any whitespace characters

	m2m:dynAuthJWT
	JSON Web Token  (JWT), which uses either JSON Web Encryption (JWE)  Compact Serialization JSON Web Signature (JWS)  Compact Serialization
	See m2m:e2eCompactJWE and m2m:e2eCompactJWS
	Defined as xs:union of m2m:e2eCompactJWE and m2m:e2eCompactJWS

	NOTE: The encoding in m2m:contentInfo may be omitted when the value was ''0 (plain)". But since default value of encoding is not allowed in future releases, it is recommended not to omit the encoding.


The m2m:timestamp datatype uses ISO8601 [27] Complete Representation using the Basic Format as described here:

· The timestamp shall be a string containing Year, Month, Day, Hours, Minutes and Seconds components using the format YYYYMMDDThhmmss as defined in [27]. In this representation the character “T” is to indicate the start of the time of day portion.   

· All these components shall appear in the string; reduced representations are not permitted.

· The Seconds component may optionally contain a decimal fraction. In this case the string shall contain two integer digits, followed by a comma and then one or more fractional digits, up to a maximum of six. For example YYYYMMDDThhmmss,ssssss

· The timestamp string shall not contain Timezone information. All timestamps shall be interpreted as being in UTC.

A receiving or Hosting CSE shall accept a timestamp that contains fractional seconds, but it need not act on a timestamp with the level of  precision that is implied by its fractional part. For example it is acceptable for a Hosting CSE to round up an expiration time when interpreting it.

NOTE 1. Care should be taken when developing an application that compares timestamps. This is because AE’s and CSE’s are not required to have their clocks synchronized.

NOTE 2. As the m2m:timestamp is expressed in UTC, an AE has to be aware of the Timezone in which it is operating if it is to be able to relate the timestamp to its local time.
-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2---------------------------------------------

6.3.5.48
m2m:securityInfo
Used for the Global Element m2m:securityInfo included into the Content primitive parameter.
Table 6.3.5.48‑1: Type Definition of m2m:securityInfo
	Element Path
	Element Data Type 
	Multiplicity
	Note

	securityInfoType
	m2m:securityInfoType
	1
	

	dasRequest
	m2m:dynAuthDasRequest
	0..1
	This element shall only be present if securityInfoType is set to a value of “1” (Dynamic Authorization Request)  

	dasResponse
	m2m:dynAuthDasResponse
	0..1
	This element shall only be present if securityInfoType is set to a value of “2” (Dynamic Authorization Response)  

	e2eRandObject
	m2m:receiverE2ERandObject 
	0..1
	This element shall only be present if securityInfoType is set to a value of “4” (Receiver E2E Rand Object Response)  

	esprimObject
	m2m:e2eCompactJWE 

	0..1
	This element shall only be present if securityInfoType is set to a value of “5” (ESPrim Object)  

	escertkeMessage
	xs:base64Binary
	0..1
	This element shall only be present if securityInfoType is set to a value of “6” (ESCertKE Message)  


-----------------------End of change 2---------------------------------------------
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