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1
Scope

The present document is a collection of use cases presented by oneM2M members and agreed to for documentation within WG1. 
The Scope shall not contain requirements.

2
References

The following text block applies. 

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references,only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

2.1
Normative references

As a Technical Report (TR) is entirely informative it shall not list normative references.
The following referenced documents are necessary for the application of the present document.
Not applicable.

2.2
Informative references
Clause 2.2 shall only contain informative references which are cited in the document itself.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
· Use the EX style, add the letter "i" (for informative) before the number (which shall be in square brackets) and separate this from the title with a tab (you may use sequence fields for automatically numbering references, (see example).

EXAMPLE:

[i.1]
ETSI TR 102 473: "<Title>".

3
Definitions, symbols, abbreviations  and acronyms
Delete from the above heading the word(s) which is/are not applicable.
3.1
Definitions

Clause numbering depends on applicability.

· A definition shall not take the form of, or contain, a requirement. 

· The form of a definition shall be such that it can replace the term in context. Additional information shall be given only in the form of examples or notes (see below). 

· The terms and definitions shall be presented in alphabetical order. 
For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply:

Definition format

<defined term>: <definition>

If a definition is taken from an external source, use the format below where [N] identifies the external document which must be listed in Section 2 References.
<defined term>[N]: <definition>

example 1: text used to clarify abstract rules by applying them literally

NOTE:
This may contain additional information.

3.2
Symbols

Clause numbering depends on applicability.

For the purposes of the present document, the [following] symbols [given in ... and the following] apply:

Symbol format

<symbol>
<Explanation>

<2nd symbol>
<2nd Explanation>

<3rd symbol>
<3rd Explanation>

3.3
Abbreviations

Abbreviations should be ordered alphabetically.

Clause numbering depends on applicability.

For the purposes of the present document, the [following] abbreviations [given in ... and the following] apply:

Abbreviation format

<ABBREVIATION1>
<Explanation>

<ABBREVIATION2>
<Explanation>

<ABBREVIATION3>
<Explanation>

3.4
Acronyms

Acronyms should be ordered alphabetically.

Clause numbering depends on applicability.

For the purposes of the present document, the [following] abbreviations [given in ... and the following] apply:

Acronym format

<ACRONYM1>
<Explanation>

<ACRONYM2>
<Explanation>

<ACRONYM3>
<Explanation>

4
Conventions, 

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED",  "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [1].
5
Street Light Automation
1.0 Description

Street Light Automation can be considered as part of the City Automation (ETSI classifier) vertical industry segment – and related to others e.g. Energy, Intelligent Transportation Systems, etc.
Industry segment organisations: none known
Industry segment standards: none known
Deployed: with varying functionality, in multiple countries
Street Light Automation Goals
· Improve public safety
· Reduced energy consumption / CO2 emissions
· Reduce maintenance activity
Methods
· Sensing and control
· Communications
· Analytics
A street light automation service provider, provides services to control the luminosity of each street light dependent upon (resulting in 10 sub-use cases):
· 
Local (street level)

1.
Light sensors

2.
Power quality sensors

3.
Proximity sensors (civilian or emergency vehicles, pedestrians)

· Street light automation service provider operation center

4.
Policies (regulatory & contractual)

5.
Ambient light analytics (sunrise/sunset, weather, moonlight, etc.)

6.
Predictive analytics (lights parts of streets predicted to be used, etc.)

· Communications received from other service providers

7.
Traffic light service (emergency vehicle priority)

8.
Emergency services (vehicle routing, police action, etc.)

9.
Road maintenance service (closures and/or diversions)

10.
Electricity service (power overload)
1.1 Source (as applicable)
1. Cisco Systems – from public document research

2. “Street Light Control” use case identified in ETSI TR 102 897
1.2 Target Industry 

1.3 Actors (as applicable)

1. Street light automation application service provider, has the aim is to adjust street light luminosity.
2. Street light devices have the aim is to sense, report, execute local and remote policies, illuminate street.
3. Traffic light application service provider, has the aim is to enhance their emergency vehicle service using street lighting.
4. Emergency services application services provider, have the aim is to brightly illuminate police action areas and brightly illuminate planned path of emergency vehicles.
5. Road maintenance application service provider, has the aim is to obtain extra street light signalling near closed roads.
6. Electricity application service provider, has the aim is to have electricity consumers reduce their load when an overload is declared.
1.4 Pre-conditions (if any)

See sub-case flows.
1.5 Triggers (if any)

See sub-case flows.
1.6 Normal Flow (as applicable)
1.6.1  Sub use case 1 - Local: Light sensors
Summary: (no atomic action steps)

Trigger: Detected light level moves below/above threshold

Action: Increase/decrease luminosity in a set of street lights

Detailed flow (no confirmation, etc. – actors in “quotes”, system under study in italics)

1)
“Street lights” message the Street light system that  street light sensors have detected light level movement below/above threshold

2)
Street light system  informs the “street light operation centre” with the street light sensor information

3)
“Street light operation centre” messages the Street light system with a street light control message to increase/decrease luminosity according to “street light operation centre” policy.

4)
Street light system messages the “street lights” with a street light control message to increase/decrease luminosity according to “street light operation centre” policy.

5)
Optionally (normal case), if “street lights” receive a control command from the Street light system within some time, then, “street lights” increase/decrease luminosity in a set of street lights according to “street light operation centre” policy.

6)
Optionally (alternative case), if “street lights” do not receive a control command from the Street light system within some time, then, “street lights” increase/decrease luminosity in a set of street lights, according to local policy

Note that the terminology “policy” refers to a set of rules which may be dependent upon variables output from analytics algorithms.

1.6.2 Sub use case 2 - Local: Light sensors
Local: Power quality sensors

Summary: (no atomic action steps)

Trigger: Detected input voltage level moves above/below threshold

Action 1: Send alert message to electricity service provider

Action 2: Decrease/increase energy applied to a set of street lights

Detailed flow (no confirmation, etc. – actors in “quotes”, system under study in italics)

1)
“Street lights” message the Street light system that street light power sensors have detected input voltage level movement above/below threshold

2)
Street light system  informs the “street light operation centre” with the street light sensor information

3)
“Street light operation centre” messages the Street light system with an alert message to “electricity service provider” according to “street light operation centre” policy.

4)
Street light system informs “electricity service provider” of alert message.

5)
“Street light operation centre” messages the Street light system with a street light control message to increase/decrease luminosity according to “street light operation centre” policy.

6)
Optionally (normal case), if “street lights” receive a control command from the Street light system within some time, then, “street lights” increase/decrease luminosity in a set of street lights according to “street light operation centre” policy.

7)
Optionally (alternative case), if “street lights” do not receive a control command from the Street light system within some time, then, “street lights” increase/decrease luminosity in a set of street lights, according to local policy
1.6.3 Sub use case 3 - Local: proximity sensors (civilian or emergency vehicles, pedestrians)

Summary: (no atomic action steps)

Trigger: Civilian or emergency vehicle or pedestrian detected entering/leaving street section

Action: Increase/decrease luminosity in a set of street lights

Detailed flow (no confirmation, etc. – actors in “quotes”, system under study in italics)

1)
“Street lights” message the Street light system that street light power sensors have detected civilian or emergency vehicle or pedestrian detected entering/leaving street section

2)
Street light system  informs the “street light operation centre” with the street light sensor information

3)
“Street light operation centre” messages the Street light system with a control message to increase/decrease luminosity according to “street light operation centre” policy.

4)
Street light system messages the “street lights” with a street light control message to increase/decrease luminosity according to “street light operation centre” policy.

5)
Optionally (normal case), if “street lights” receive a control command from the Street light system within some time, then “street lights” increase/decrease luminosity in a set of street lights according to “street light operation centre” policy.

6)
Optionally (alternative case), if “street lights” do not receive a control command from the Street light system within some time, then, “street lights” increase/decrease luminosity in a set of street lights, according to local policy
1.6.4 Sub use case 4 – Operation Centre: Policies (regulatory & contractual)
Summary: (no atomic action steps)

Trigger: SLA non-conformity for low intensity imminent

Action: Increase luminosity in a set of street lights to keep within SLA

Detailed flow (no confirmation, etc. – actors in “quotes”, system under study in italics)

1)
The “street light operation centre” detects through analytics that an SLA regarding minimum street light intensity is in danger of not being met 

2)
“Street light operation centre” messages the Street light system with a control message to increase luminosity according to “street light operation centre” policy.

3)
Street light system messages the “street lights” with a street light control message to increase luminosity according to “street light operation centre” policy.

1.6.5 Sub use case 5 - Operation centre: Ambient light analytics (sunrise/sunset, weather, moonlight)

Summary: (no atomic action steps)

Trigger 5a: A band of rain moves across an area of street lights

Action 5a: Increase/decrease luminosity in a rolling set of street lights

Trigger 5b: Sunrise/sunset is predicted to occur area in 30 minutes

Action 5b: Decrease/increase luminosity in a rolling set of street lights

Detailed flow (no confirmation, etc. – actors in “quotes”, system under study in italics)

1)
The “street light operation centre” detects through analytics that  (5a) a band of rain is moving across an area of street lights, or (5b) Sunrise/sunset is predicted to occur area in 30 minutes

2)
“Street light operation centre” messages the Street light system with a street light control message to increase/decrease luminosity according to “street light operation centre” policy.

3)
The Street light system messages the “street lights” to increase/decrease luminosity in a set of street lights according to “street light operation centre” policy.
1.6.6 Sub use case 6 - Operation centre:  Predictive analytics (lights parts of streets predicted to be used)
Summary: (no atomic action steps)
Precondition: Vehicle paths are tracked via proximity sensors and a route model is generated

Trigger: A vehicle enters a street section which has 85% probability of taking the next left turn

Action: Increase luminosity on current street section ahead and also on street on next left

Detailed flow (no confirmation, etc. – actors in “quotes”, system under study in italics)

1)
“Street lights” message the Street light system that street light power sensors have detected civilian or emergency vehicle entering street section

2)
Street light system  informs the “street light operation centre” with the street light sensor information

3)
“Street light operation centre” messages the Street light system with a control message to increase/decrease luminosity according to “street light operation centre” policy.

4)
Street light system messages the “street lights” with a street light control message to increase/decrease luminosity according to “street light operation centre” policy.

1.6.7 Sub use case 7 - From other service providers: Traffic light service input (emergency vehicle priority)

Summary: (no atomic action steps)
Trigger: An emergency vehicle is approaching a junction

Action: Increase luminosity in street lights along streets leading away from junction

Detailed flow (no confirmation, etc. – actors in “quotes”, system under study in italics)

1)
“Traffic light service provider” messages the Street light system that emergency vehicle approaching street junction from certain direction.

2)
Street light system  informs the “street light operation centre” with the street junction information

3)
“Street light operation centre” messages the Street light system with a control message to increase luminosity according to “street light operation centre” policy.

4)
Street light system messages the “street lights” with a street light control message to increase luminosity according to “street light operation centre” policy.
1.6.8 Sub use case 8 - From other service providers: Emergency services input (vehicle routing, police action)
Summary: (no atomic action steps)
Trigger 8a: An emergency vehicle route becomes active

Action 8a: Increase luminosity in street lights along vehicle route

Trigger 8b: An area is declared as having an active police action

Action 8b: Increase luminosity in street lights within police action area

Detailed flow (no confirmation, etc. – actors in “quotes”, system under study in italics)

1)
“Emergency services provider” messages the Street light system that (8a) emergency vehicle street route is active, or (8b) an area is declared as having an active police action

2)
Street light system  informs the “street light operation centre” with the street junction information

3)
“Street light operation centre” messages the Street light system with a control message to increase luminosity according to “street light operation centre” policy.

4)
Street light system messages the “street lights” with a street light control message to increase luminosity according to “street light operation centre” policy.
1.6.9 Sub use case 9 - From other service providers: Road maintenance service input (closures and/or diversions)

Summary: (no atomic action steps)
Trigger 9a: A road is closed

Action 9a: Program a changing luminosity pattern in street lights near to closed road

Trigger 9b: A route diversion is activated

Action 9b: Program a changing luminosity pattern in street lights along the streets of the diversion

Detailed flow (no confirmation, etc. – actors in “quotes”, system under study in italics)

1)
“Road Maintenance service provider” messages the Street light system that (9a) a road is closed, or (9b) a route diversion is activated

2)
Street light system  informs the “street light operation centre” with the road maintenance information

3)
“Street light operation centre” messages the Street light system with a control message to set lights to changing luminosity pattern according to “street light operation centre” policy.

4)
Street light system messages the “street lights” with a street light control message to set lights to changing luminosity pattern according to “street light operation centre” policy.

1.6.10 Sub use case 10 - From other service providers: Electricity service input (power overload)
Summary: (no atomic action steps)
Trigger: A power overload situation is declared

Action: Decrease luminosity in a set of street lights

Detailed flow (no confirmation, etc. – actors in “quotes”, system under study in italics)

1)
“Electricity service provider” messages the Street light system that (9a) that an overload condition exists across some area.

2)
Street light system  informs the “street light operation centre” with the overload condition information

3)
“Street light operation centre” messages the Street light system with a control message to decrease luminosity according to “street light operation centre” policy.

4)
Street light system messages the “street lights” with a street light control message to decrease luminosity according to “street light operation centre” policy.
1.6.11 Alternative flow (if any)
In the case of loss of communications, street lights have local policies which they obey.
1.7 Post-conditions (if any)
Street light luminosity or luminosity pattern is adjusted as needed.
1.8 High Level Illustration (as applicable)
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1.9 Potential requirements
Generic (needed by two or more verticals or applications)

1.
The M2M solution shall support the ability to collect information from M2M devices

2.
The M2M solution shall support the ability to deliver collected information from M2M devices to M2M applications

3.
The M2M solution shall support  control commands (for devices) from M2M applications

4.
The M2M solution shall support control commands  for groups of M2M devices

5.
The M2M solution shall support the ability to receive device application software from M2M applications

6.
The M2M solution shall support the ability to deliver device application software to M2M devices

7.
The M2M solution shall provide mechanisms for information sharing, i.e. receiving information from M2M applications (information providing) to be consumed by other M2M applications (information consuming). 

8.
The M2M solution shall provide charging mechanisms for information sharing among M2M applications 

9.
The M2M solution shall support the ability to provide an estimate of the time period from when a device sent a message to the M2M solution until when it responded with a message to the device.

10.
The M2M solution shall provide security context (authentication, encryption, integrity protection) for secure connection between entities.  The security context shall include mechanisms and techniques on how to setup a security connection , and where the security connection information is stored and how to establish the secure connection

11.
The M2M service layer shall provide security mechanisms to facilitate the end to end security of M2M applications

12.
The M2M service layer shall provide security mechanisms to avoid compromising the end to end security of M2M applications  

Specific (to this vertical/use case)

None

Note that the terminology: 

· “Device application software” refers to application software that runs on a device including programs, patches, program data, configuration, etc., 

· “M2M application” is any application that makes use of the M2M service layer - some form of prior agreement may be needed
<Editor’s Note: should these be moved to ”Terminology”?>
1.10 Security Considerations
<Editor’s Note: Added this section to capture Security Considerations topic from Cisco’s contribution as the UC Template did not have a placeholder for it. Need a discussion in WG1 to address housing such a section going forward>

 Attack vectors and example impacts:

· By sending false reports of sensors to applications
· Energy provider overdriving voltage

2.
By sending false control commands to devices

· Blackout to obscure crime
3. By blocking valid messages

· Energy wastage
6
Wide area Energy related measurement/control system for advanced transmission and distribution automation
1.11 Description

Background:

•
Phase Measurement Units (PMUs, aka Synchrophasors )  in power electrical systems , is a technology that provides a tool for power system operators and planners to measure the state of the electrical system and manage power quality. 

•
PMUs are positioned across the high voltage (HV) transmission and Medium voltage (MV) distribution network, operated by transmission and distribution system operators (TSO/DSO) respectively, typically in a sub station where network node connections are made and the distribution of load is of importance.

•
PMUs usually generate bulk statistical information transmitted hourly or daily or event based. They are capable of continuously monitoring the wide-area network status online, so continuous information streaming data will be available to control centres from hundreds of PMUs at once which requires a stable communication network with sufficient capacity and quality.

•
The communications network that is used to collect, monitor and control electricity power systems (HV transmission and MV Distribution power systems) are usually owned by Electricity TSO/DSO and are very secure and reliable.

•
PMUs are sampled from widely dispersed locations in the power system network and synchronized from the common time source of a global positioning system (GPS) radio clock.  PMUs measure voltages and currents at diverse locations on a power grid and output accurately time-stamped voltage and current phasors, allowing for synchronized comparison of two quantities in real time. These comparisons can be used to assess system conditions.

 Description:

•
This use case shows the feasibility of High voltage /MV supervision through the interconnection of PMUs especially via mobile broadband communication networks. Thus not requiring any additional TSO/DSO internal network extensions especially in remote sites.

•
Through analysis of PMU power state information collected in operator control centres (TSO/DSO), the TSO/DSO can send control information to PMUs, in the same mobile broadband communication network, to control the power flow in the power system.

•
Transmission delay of less than a second for the transmission of PMU measurements in near real time to TSO/DSO in the case of control centres.

•
Black-out causes propagates within minutes and sometimes only seconds through entire national and even international transport & distribution networks. So the transmission of control is critical in the range of less than seconds 
1.12 Source (as applicable)

Fujitsu, from ETSI TR 102 935 v2.1.1
1.13 Target Industry 

<One or more industry segments that this use case or scenario is relevant to>
1.14 Actors (as applicable)

· Energy system operators: 

· Transmission System Operator (TSO) is responsible for operation, maintenance and development of the transmission network in its own control area and at interconnections with other control areas, long-term power system ability to meet the demand, and grid connection of the transmission grid users, including the DSOs.

· Distribution System Operator (DSO) is responsible for operation, maintenance and development of its own distribution grid and where applicable at the connections with other grids, ensuring the long-term ability to meet the distribution demand, regional grid access and grid stability, integration of renewables at the distribution level and regional load balancing (if that is not done by the balance responsible party).

· Communication operator (s) provider of the  access network  (telcos)

· System operators and/or providers of service layer platform(s) which can provide services/common functionalities for applications that are independent of the underlying network(s).  
1.15 Pre-conditions (if any) 
Communication/connectivity networks (phase network) to collect the measurements from PMUs to centers.
1.16 Triggers (if any)

System conditions deducted from the analysis of collected data trigger a counter measure action for example to curtail or reduce power flow in a HV/MV transmission.
1.17 Normal Flow (as applicable)

Interactions between actors and system required for successful execution of the use case or scenario
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An example flow for the TSO scenario:

1.
WAMS application subscribes to PMU data which is owed by the Transmission System Operator 

2.
Measurements requested are sent back through (service provider) telco operator and System Operator to TSO centre for the WAM application 

3.
Measurements sent to the system operator are collected and can be stored by the operator.  

4.
Notification message is sent to WAMS application in TSO control centre when the system operator receives the measurement. 
WAMS application/TSO control centre can pull/push the data measurements

5.
Based on measurements collected, WAMS  application/ TSO control centre initiates a control command to shut down a transmission line under its controlled area

6.
The Control  command is sent to system operator   where an appropriate communication network is selected to send the control command

7.
Then control command is sent by system operator to the PMU under TSO controlled area to initiate the execution of the command e.g. the shut down of  a specific transmission line
An example flow for DSO scenario:
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1.
WAMS application subscribes to the PMU data

2.
Measurements are sent through telco operator

3.
Measurements sent to system operator where they are stored.

4.
Notification sent to WAMS  application  in DSO control centre when the measurements are received by system operator.
WAMS application in DSO control centre pulls the measurements

5.
Based on measurements collected WAMS  application in DSO control centre,  initiates a control command to reduce flow in a particular region under its controlled area

6.
Control command  sent to system operator where an appropriate communication network is selected to send the control command

7.
Then control command is sent to the PMU under DSO control to initiate the execution of the command e.g. the change of power flow.
1.17.1  Alternative flow (if any)
1.18 Post-conditions (if any)

Corrective or Restricted operation of power electrical network as a result of the preventive action because of the shut-down of (a part) power network
1.19 High Level Illustration (as applicable)
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1.20 Potential requirements

Extracted from ETSI service requirements (Ref TS102 689 V1.1.1) but suitable for this use case. 

1.
Data collection and reporting capability/function

The M2M System (e.g be owned by System Operator) shall support the reporting from a specific M2M Device (e,g PMU) or group of M2M Devices or group of M2M collectors in the way requested by the M2M Application (e.g WAM) as listed below:

• a periodic reporting with the time period being defined by the M2M application;

• an on-demand reporting with two possible modes. One is an instantaneous collecting and reporting of data, the other one is a reporting of the data that were pre-recorded at the indicated specific time period;

• an event-based reporting e.g. transient fault (Note {specific time requirements FFS)
2.
Remote control of M2M Devices

The M2M System shall support the capability for an Application to remotely control M2M Devices that support this capability; e.g. control power flow or shut down a regional power network to prevent a black-out event

3.
Information collection & delivery to multiple applications

The M2M System shall support the ability for multiple M2M Applications (in this use case the WAM) to interact with multiple applications on the same M2M Devices (in this case can interact with many PMUs) simultaneously

4.  Data store and share

The M2M System shall be able to store data to support the following requirements:

• Provide functionality to store and retrieve data.

• Establish storage policies for stored data (e.g. define maximum byte size of the stored data).

• Enable data sharing of stored data subjected to access control

5.
Security requirements

· Authentication of M2M system with M2M devices/ /collectors

The M2M system shall support mutual authentication with M2M Device or M2M Gateway/collector. For example mutual authentication may be requested between a service providers/operators and the entity requesting the service. The parties may choose the strength of authentication to ensure appropriate level of security.

· Authentication of applications on M2M devices with M2M applications on the network
When there is a request for data access or for M2M Device/Gateway access, the M2M Device or M2M Gateway access, the application on M2M Device or M2M Gateway shall be able to mutually authenticate or M2M Applications on the Network from which the access request is received.

· Data integrity

     The M2M System shall be able to support verification of the integrity of the data exchanged.

· Prevention of abuse of network connection

M2M security solution shall be able to prevent unauthorized use of the M2M Device/Gateway.

·  Privacy

The M2M System shall be able to protect confidentiality of collected information.

· 

· Security credential and software upgrade at the Application level.

Where permitted by the security policy, M2M System shall be able to remotely provide the following features, at the Application level:

· Secure updates of application security software and firmware of the M2M Device/Gateway.

· Secure updates of application security context (security keys and algorithms) of the M2M Device/Gateway.

· This functionality should be provided by a tamper-resistant Secured Environment (which may be an independent Security Element) in M2M Devices/Gateways supporting this functionality.

· Continuous connectivity

The M2M System shall support continuous connectivity, for M2M applications requesting the same M2M service on a regular and continuous basis. This continuous connectivity may be de-activated upon request of the Application or by an internal mechanism in the M2M system

· 

7 
M2M Healthcare Gateway
1.21 Description

<Editor’s Note: The figures in this entire section still contain the term “cellular”, this is because the original figures were pasted as a picture due to formatting issues.  This will be corrected once the original use case author provides updated figures>

This use case addresses a healthcare gateway to transport healthcare sensor data from a patient to a backend server, and to also support bidirectional communications between a backend server via a gateway that uses cellular connectivity,and the cellular healthcare gateway. The use case results in a set of potential requirements out of which some are specific to the fact that cellular connectivity is assumed between gateway and backend. Other than that, this use case is not restricted to cellular connectivity.
1.22 Source (as applicable)

Qualcomm.
Several scenarios also supported by guidelines defined in Continua Health Alliance should be covered by this use case.
1.23 Target Industry 

<One or more industry segments that this use case or scenario is relevant to>
1.24 Actors (as applicable)

· Patients using healthcare sensors

· Health care providers, operating healthcare enterprise backend servers

· Care givers and authorized users that could eventually access health sensor data  
1.25 Pre-conditions (if any) 
•
Operational healthcare sensor(s) that requires occasionally or periodically transport of sensor data to a backend server.

•
A local healthcare gateway is available that can be used to transport data from the healthcare sensor to a backend server. It is open who owns and/or operates this local gateway. Different scenarios shall be possible supported (patient, healthcare provider, care-giver, M2M service provider, cellular network operator). 

•
Cellular network connectivity is available for transporting healthcare sensor data from the local gateway to the backend server.

•
A backend server that is hosting applications to collect measurement data and makes it available to care-givers, healthcare-providers or the patient.
1.26 Triggers (if any)

The following triggers could initiate exchange of information according to the flows described further-below:

•
Creation of new patient healthcare data that requires transport to a backend server.

•
Availability of new patient healthcare data at a backend server that requires sharing with authenticated users such as a nurse/doctor (healthcare provider) and a patient’s relative (such as a child care-giver)

•
Health care service provider needing to contact patient to take measurements

•
Analysis of healthcare patient sensor info or trends that triggers the need to take action on behalf of patient (for example determination of a deteriorating health condition).

Network dynamic access constraints or network utilization constraints or prior network access policy constraints or device energy minimization considerations can cause delay tolerant sensor data to be buffered (and aggregated if needed) at the gateway and transmitted at a later time.
1.27 Normal Flow (as applicable)

1. A measurement of the healthcare sensor is initiated. Patient can initiate the generation of sensor data such as taking a glucometer measurement. The measurement may also be initiated based on some pre-defined schedule. 
2. The  healthcare sensor data is forwarded to a backend server. 
3. Measured data needs to be forwarded to authorized subscribers – such as care-giver or nurse/doctor – via notifications.
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1.27.1  Alternative Flow 1
This flow is the same as the regular flow with the following exceptions: The healthcare sensor data may need be stored on the gateway and forwarded at a future time based on one or more of the following factors:

•
delay tolerances associated with the data

•
network policy constraints (efficiency, avoidance of peak loads, protection of spectrum)

•
device constraints (energy consumption, data tariff).

•
temporary lack of coverage of cellular connectivity
Multiple measurements can be aggregated and transmitted together at a future time.
[image: image19.png]Z Air Conditioner

%

I
&

Air Conditioner

R |
K

sl

Power Outlet
Adopter

=, <
/j/\
- N

Smart Meter
L‘ghti”gx

Gateway
Device

Remote
Management
Server

Application
Server

surveillance
monitor

Smartphone

mee-vam | Asee-

ON/OFF

) sxaer | orees





[image: image8]
1.27.2 Alternative Flow 2
The backend server may expect the patient to submit sensor data periodically or with an pre-defined schedule. In the absence of a typically expected sensor data event, the backend server can trigger an event to request the patient to take a measurement.
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1.27.3 Alternative Flow 3
The local gateway node can continuously process the data that it forwards. It can have smart algorithms to detect health anomalies associated with the patient. In case no anomalies are detected, the health sensor data may only be forwarded occasionally (see also alternative flow 1). In case an anomaly is detected, the local gateway needs to send an alert to the health care provider or the care-giver or to the patient if desired.
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1.28 Post-conditions (if any)
1.28.1 Normal flow 
Sensor data is stored in a database associated with the backend server. Healthcare provider and care-giver observe data to ascertain status of patient’s health.

1.28.2 Alternative flow 1

Data is buffered and transmitted when the network constraints or policy constraints or energy minimization constraints allow the transmission of delay-tolerant data

1.28.3 Alternative flow 2

Patient takes measurement and sends data to backend server

1.28.4 Alternative flow 3

Local data analysis with indication of abnormal condition results in an alert message sent to the health care provider and optionally to the patient.
1.29 High Level Illustration (as applicable)
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1.30 Potential requirements

Rationale

This use case sets out from the presence of a gateway between one or more healthcare sensor(s) and a backend server. Even though the use case is assuming a cellular gateway, this restriction is not needed in general. Resulting requirement:

1.
The M2M system shall be capable of supporting gateway nodes that are capable of transporting sensor measurements to back end servers.

Rationale

Sensors can measure patient data with or without patient initiation. Therefore, new measurement data may become available at any time. Resulting requirement:

2.
Whenever a healthcare sensor has measurement data available, it shall be possible for the sensor to send a request to the local healthcare gateway to transport new measurement data to the backend server.

Rationale

Incoming requests from the healthcare sensor to the healthcare gateway may not result in immediate forwarding of the data to the backend server if any of the following is applicable: Dynamically changing cellular network availability (coverage); cellular network utilization constraints (policies); device energy consumption or memory constraints. In one of the flows also the quality of the data to be transported (alert=high priority) was relevant for determining when the connection needs to be triggered. Resulting requirements:

3.
The local healthcare gateway needs to be capable to buffer incoming requests from the healthcare sensor for transporting data to the backend server and support forwarding them at a later time – which could potentially be a very long time in the order of hours, days or even more – depending on cellular network availability, cellular network utilization policies, device constraints

4.
The local healthcare gateway needs to be capable to accept parameters with incoming requests from the healthcare sensor which define a delay tolerance for initiating the delivery of the sensor measurements or parameters for categorizing sensor measurements into different levels of priority

5.
The local healthcare gateway needs to be cable of receiving policies which express cellular network utilization constraints and which shall govern the decision making in the gateway when initiating connectivity over cellular networks.

6.
The local healthcare gateway needs to be capable to trigger connections to the cellular network in line with the parameters given by the request to transport data and in line with configured policies regarding utilization of the cellular network 

A subscription and notification mechanism was described in this use case. Only authenticated and authorized users (e.g. care-giver, relatives, doctors) shall be able to subscribe to healthcare sensor measurement data and get notifications and access to the measured data. These authenticated and authorized stakeholders are typically using applications that use the M2M system to access the measured data. Resulting requirement:

7.
The M2M system shall be capable of supporting a mechanism to allow applications (residing on the local gateway, on the backend server or on the sensor itself) to subscribe to data of interest and get notifications on changes or availability of that data.

8.
The M2M system needs to be able to allow access to data that is being transported or buffered only to authenticated and authorized applications

Rationale

The use case also describes a flow in which the backend server could initiate an action on the local healthcare gateway. Resulting requirements:

9.
The M2M system shall support transport of data from the backend server to the cellular healthcare gateway.

10.
The M2M system shall support of triggering a cellular connection to the local healthcare gateway in case the gateway supports such functionality.
8
Plug-In Electrical Charging Vehicles and power feed in home scenario
1.31 Description
•
The aim of the Plug-In Electric Vehicle (PEV) Charging and Power feed use case is to show the interaction between the different actors that can be involved in the charging of Electric Vehicle in  home scenario.

•
The scenario include engagement of  various actors:

o
 Electricity-Network Service Provider (El.-N/W-SP), 

o
Dedicated Electric Vehicle Charging SP (EVC-SP) who takes care of special functions like the Demand Response (DR) enablement (cost effective PEV Charging and Power Feed),

o
PEV-SP in charge of functions related to PEV service and maintenance (providing a data connection for PEV health purposes such as managing Power Feed cycles, PEV-SW upgrading & remote fault analysis, etc.)  

o
PEV manufacturer in charge of replacing faulty parts for the PEV

•
PEV can be considered as a load and also as power storage ( DER resource). In the latter case, a Power Feed from the PEV's battery into the Electricity-N/W is required.

•
The El.-N/W-SP is responsible for the residential homes (smart) metering. Depending on local laws, the metering for the (Electrical Vehicle Charging Equipment) EVCE may be independent and might be a physical part of the EVCE. 

•
Depending on the PEV's brand, a parallel wired data connection may be included in the EVCE charging plug to enable the PEV's controller to access its agreed service and maintenance provider (PEV-SP). In case of no wired connection (high data rate, e.g. Ethernet), a short reach link, e.g. via ZigBee® or even Bluetooth® may be established (medium data rate ~2 Mb/s). This connection will then be routed via the EVCE's mobile broadband link to the PEV-SP's control centre in parallel to the charging and power feed control data, which is routed to the EVC-SP's control centre. 

•
Related Standard activities:

o
TC 69 committee: working on ISO/ IEC 15118 parts 1-4, vehicle to grid communication; currently under development

o
EU standardisation Mandate 486 to CEN, CENELEC and ETSI (for further information refer to Mandate 486)

o
Open 2G: using DIN specification70121and IEC15118

o
DIN specification70121 defines the requirements for the communications between the electric vehicle (EV) and the charging station(EVCE).
1.32 Source (as applicable)

Fujitsu, from ETSI TR 102 935 v2.1.1
1.33 Target Industry 

<One or more industry segments that this use case or scenario is relevant to>
1.34 Actors (as applicable)
•
Electricity Network service provider (El.-N/W-SP/DSO) is responsible for the residential homes smart metering. 

•
Electricity vehicle charging service provider (EVC-SP) takes care of special functions like the Demand Response (DR) enablement (cost effective PEV Charging and Power Feed) 

•
PEV service provider (PEV SP) offering functions in conjunction with PEV service and maintenance (PEV health check and management such as management of power feed cycles, PEV-SW upgrading & remote fault analysis, etc.)

•
Communication operator /provider provide the public wireless data service to PEV-SP and EVC SP control centres.

1.35 Pre-conditions (if any) 
Connection from PEV to EVCE through a wired EVCE plug ( data communication) or wirelessly (zigbee or bluetooth or any short range technology.

Public communication network from EVCE to PEV SP and EVCE SP control centres.

Public communication between EVCE metering and El. N/W SP
1.36 Triggers (if any)
Control and pricing announcements from El. N/W SP to for example balance the power N/W

Control and pricing trigger/initiate PEV being charged at a particular time with a specific power feed cycle that is appropriate/economical for consumer (cheaper) and for El. N/W SP (balance power system). 

PEV health management through PEV control link to EVCE

e.g. PEV SP initiates health check when PEV is plugged into EVCE for charging; if there is a problem detected or a PEV part status is over a certain limit, this will trigger a corrective measure according to health check result (e.g. PEV SP place an order for a part replacement to PEV manufacturer, or  SW upgrade, etc.)

EVCE SP will control and manage EVCE through EVCE control link;

1.37 Normal Flow (as applicable)

An example flow to show the interaction between PEV SP (PEV health check), PEV manufacturer (PEV defect part replacement) and EVC SP (metering/charging):

•
Red colour to refer to  flow related to EVC charging application 

•
Green colour refer to flow related to PEV SP application

•
Blue colour refer to flow related to PEV manufacturer application
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1. PEV management application and EVC metering/charging application subscribe to information related to PEV. 

2a. PEV is plugged to EVCE

2b. PEV related information (eg PEV1) is sent to communication operator

2c. PEV charging related information (eg .charging period) 

2. Information sent in step 2 are sent to system operator which trigger the notification in step 4 

3. Notifications are sent to the subscribed applications.  

4. PEV charging parameters pulled/pushed to the EVC-SP

5. PEV management application sent an initiation of health check message to system operator 

6. Initiation message is sent by system operator through communication operator to PEV to start the health check

8.-9. A PEV part defect is detected and a message is sent to the system operator, which triggers the notification of the PEV SP

10. System operator is sent a defect Notification to PEV SP application of the car part.

11. Which in turn send an order of the defected part to system operator

12. System operator sends the order to a PEV manufacturer

1.37.1  Alternative Flow 1
1.38 Post-conditions (if any)
1.39 High Level Illustration (as applicable)
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1.40 Potential requirements

Secure communication of the following transactions: 

•
SW upgrade by PEV manufacturer, 

•
Collecting PEV status info for health check, will trigger control or command (e.g. order new part, trigger to do a car service)  to another SP  

•
Collecting charging information (metering) from EVCE i.e power feed cycle and time and charging period to the EVC-SP control centercentre (the metering could be home owned smart meter or Utility owned)

•
Collection metering info from EVCE (PEV considered as a load or resource), to Electric N/W provider for billing purposes. Controlling EVCE e.g. SW upgrade, part order 

•
Pricing info from EL.SP to EVC SP

•
Fleet management control centre to collect location information of PEV

Potential requirements are similar to those of WAMS:

Similar to that of WAMS use case summarized as follows:

•
Data collection and reporting capability/function including data delivery to multiple application

•
Remote control of M2M Devices

•
Data store and share

•
Authentication of M2M system with M2M devices/ /collectors

•
Authentication of M2M devices with M2M applications

•
Data integrity

•
Prevention of abuse of network connection

•
Privacy

•
Security credential and software upgrade at the Application level.
9 Home Energy Management
1.41 Description
This use case is to manage energy consumption at home so that consumers can be aware of their daily home energy consumptions and able to control this consumption by remote actions on home appliances.  Innovative services can be developed from the data (energy) collection and sent to either the consumers/ equipment or to Business-to-Business market

The use case focuses on a home Energy GateWay (EGW) that collects energy information from the electrical home network and communicates it to an M2M system for aggregating and processing of the data. Services can then be developed from the collected data. 

The EGW performs an initial treatment of the data received from various sources (sensors, context) as follows: 

•
aggregating and processing the obtained information: 

•
sending some information to the remote M2M system e.g. sending alerts through the M2M system

•
using some information locally for immediate activation of some actuators/appliances

•
Is connected (wirelessly or via wireline) to home devices, including the home electrical meter, for information on global or individual consumption of the appliances 

•
Providing displayable consumed energy-related information to the end-user/consumer terminals (PC, mobile phone, tablet, TC screen, etc)

Ref: {HGI-GD017-R3 (Use Cases and Architecture for a Home Energy Management Service}
1.42 Source (as applicable)

Fujitsu, from ETSI TR 102 935 v2.1.1
1.43 Target Industry 

<One or more industry segments that this use case or scenario is relevant to>
1.44 Actors (as applicable)
•
User: user of home appliance

•
Communication operators: in charge of communicating the collected information via any protocol (eg .zigbee, PLC, BT…)  to EGW and from the EGW to the M2M system

•
Energy gateway SP: in charge of  collecting & transmitting securely energy information  from appliances to the M2M system and receiving remote controls/commands from the M2M system

•
System operators/providers of service layer platform(s): in charge of providing services/common functionalities for applications (e.g. HEM) that are independent of the underlying network(s); e.g. They are in charge of collecting the status information of home devices and controlling them via the energy gateway . 

•
Application Service Provider: Provides Home Energy Management (HEM) Application for the user through the M2M system
1.45 Pre-conditions (if any) 

1.46 Triggers (if any)
1.47 Normal Flow (as applicable)
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An example flow of HEM:

1.
HEM application (M2M device) subscribe to System Operator/SP for  information from home device(s)

2.
Information from devices which could be M2M devices (smart meters, electric lightening, fridge, washing machine etc) at home are collected by the Energy Gateway Operator (EGW) via communication network operator. . Information may include room, temperature, occupancy, energy consumption.

3.
Collected information is stored in the EGW SP and may be processed at energy gateway. As a result, control message may be sent back to device from the energy GW depending on policies stored in the energy gateway.

4.
Collected information may also be  sent to system operator which contains the M2M service platform for storage via communication network.

5-6. Subscribed application (HEM) is notified information is available for processing. Its subscribe M2M operator can process the information before sending to HEM application depending on subscription profile. 

7. HEM application reacts to the shared /collected information and can send control message (eg. To switch a home device e.g light /appliance or washing machine) via the   system operator

8-10. control is propagated back through different operator to appropriate M2M device(s)
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1.47.1  Alternative Flow 1
1.48 Post-conditions (if any)
1.49 High Level Illustration (as applicable)
1.50 Potential requirements
Similar to that of WAMS use case summarized as follows:

•
Data collection and reporting capability/function

•
Remote control of M2M Devices

•
Information collection & delivery to multiple applications

•
Data store and share

•
Authentication of M2M system with M2M devices/ /collectors

•
Authentication of M2M devices with M2M applications

•
Data integrity

•
Prevention of abuse of network connection

•
Privacy

•
Security credential and software upgrade at the Application level.

 In addition the following requirements are needed:

The M2M system shall support a Gateway 

•
The Gateway can be per home or per multiple home e.g a Gateway Concentrator.

Configuration Management

•
Pre provisioning  of the M2M Devices and Gateways:

o
The M2M System shall support mechanisms to perform simple and scalable pre provisioning of M2M Devices/Gateways. 

Management of multiple M2M Devices/Gateways

•
The M2M Application e.g the HEM application shall be able to interact with one or multiple M2M Devices/Gateways, e.g. for information collection, control, either directly or through using M2M Service Capabilities. 

•
The HEM application shall would be able to share anonymous data with energy partners to provide the consumer with special energy rates.

Support for subscribing to receive notification

•
The M2M System shall support a mechanism for allowing applications to subscribe and being notified of changes. 

•
The M2M System operator shall be is able to support subscription of the HEM application to subscribe 

Support for optimizing notification

•
The M2M System shall be able to may support a mechanism for delaying notification of ying Connected Devices in the case of a congested communication network.

Support for store and forward

•
The M2M System shall be able tomay support a mechanism to manage a remote access of information from other Connected Devices. When supported the M2M system shall be able to aggregate requests and delay to perform the request depending on a given delay and/or category e.g. the M2M application does not have to connect in real time with the devices. 

10 Home Energy Management System (HEMS)
1.51 Description
This use case introduces several services based on HEMS technologies. 

Home appliances from multiple vendors are connected to a LAN or PAN, and controlled by the gateway device.

The gateway device aggregates functionalities of home appliances by getting their status and sending this to the management server.

The gateway device is also upgradable to host newly released home appliance(s).

The gateway device provides an API for remote control which takes privacy and authorization issues into account.
1.52 Source (as applicable)

Fujitsu(TTC), KDDI
1.53 Target Industry 

<One or more industry segments that this use case or scenario is relevant to>
1.54 Actors (as applicable)
•
User: user(owner) of the home appliances

•
Home Appliance: appliances which may be from multiple vendors and are monitored and/or controlled energy consumption

•
Gateway Device: a device installed in the user’s home and receives remote control commands from the management server

•
Management Server: the server which is in charge of collecting the status of appliances and controlling the appliances via the gateway device

•
HEMS Application Server: the server which provides HEMS service for the user through the remote management server
1.55 Pre-conditions (if any) 

•
WAN connectivity to the Gateway Device is installed

•
Service contract is required, and authentication credentials for the Management Service are installed on the Gateway device.
1.56 Triggers (if any)
New Air Conditioner (for example) is installed
1.57 Normal Flow (as applicable)
1.
User operates the Gateway Device to identify newly installed Air Conditioner (A/C) on the LAN.

2.
The newly installed A/C is identified by the Gateway Device.

3.
The Gateway Device requests the Management Server to provide support software for the A/C.

4.
The support software is installed on the Gateway Device.

5.
The Gateway Device registers the functionalities of the A/C to the Management Server.

6.
The Management Server notifies the event of the installation of the A/C to the HEMS Application Server .
7.
The HEMS Application Server is reconfigured with the newly installed A/C.

8.
The HEMS Application Server receives the latest status of all of the Home Appliances including the newly installed A/C from the Management Server.

9.
The HEMS Application Server sends management command(s) to the Management Server to minimize energy consumption.
1.57.1  Alternative Flow 1
1.58 Post-conditions (if any)
Energy consumption within the home is minimized by monitoring and controlling Home Appliances.
1.59 High Level Illustration (as applicable)

[image: image16]
1.60 Potential requirements
Gateway Device shall have the following requirements.

· to detect the newly installed Home Appliance.

· to be provided with appropriate pre provisioning configuration which is required to host the Home Appliances.

· to support Home Appliances from multiple vendors as an abstracted object model.
· to allow control to be overridden of the Home Appliances by User’s direct operation.
11  Vehicle Diagnostic & Maintenance Report
1.61 Description
The Vehicle Service Centre wants to help the vehicle owner to be aware of the status of the vehicle and remind them to maintain the vehicle in a timely manner to avoid any damages. 

Hence tThe Vehicle Service Centre needs to obtain and analyse data from the vehicle periodically. Based on the analysis result, it will notify to the vehicle owner showing what's going on with the vehicle —in simple language and imagestogether with some maintenance suggestions.
1.62 Source (as applicable)

HUAWEI Technologies Co., Ltd.
1.63 Target Industry 

<One or more industry segments that this use case or scenario is relevant to>
1.64 Actors (as applicable)
Vehicle Owner:

By reading the Vehicle Diagnostic & Maintenance Report sent from the Vehicle Service Centre, the vehicle owner will decide whether to maintain his/her vehicle.

Vehicle Service Centre: 

It is operates a service platform which for diagnostics and maintenance of vehicles, . obtains and analyzes theperforms the  diagnosticsthe diagnostics data from the vehicle. It will also send vehicle Diagnostic & Maintenance Report in e-mailtogether with maintenance suggestions to the vehicle owner. 

Mobile Communication Network Operator:

As the transmission medium, it supports the network services between Vehicle Service Centre and Vehicle for the information transmission. 

M2M Device: 

It is embedded in a vehicle, which is used to send information to Vehicle Service Centre and implement diagnostics function from Vehicle Service Centre.
1.65 Pre-conditions (if any) 

1. The vehicle supports the diagnosticsis pre-configured to report the diagnostics data collected from sensors within the vehicle periodically.

2. The vehicle is already ignited
1.66 Triggers (if any)
1.67 Normal Flow (as applicable)
[image: image17.png]Vehicle Detection Vehicle Resolution M2M
M2M Application Application

Vehicle Service Centre

Mobile Communication
Operator

M2M Device




1. The vehicle collects the diagnostics data from sensors within the vehicle and sends it to the Vehicle Service Centre. The diagnostics data includes information from Engine and Transmission System, Stability Control System, Air Bag System, Emission System, Antilock Brake System and so on. The information includes tyre pressure, odometer data, life of engine oil, engine and gear-box status, antilock braking system status etc.

2. The Vehicle Service Centre sends the diagnostics data to the “Vehicle Detection M2M Application”. This M2M application receives and analyzes the diagnostics data, .

3. The “Vehicle Detection M2M Application” finds that the Brake pads need to be replaced. It queries the maintenance services provided by “Vehicle Resolution M2M Application” and gets the information of the company who can provide the components.

4. The “Vehicle Detection M2M Application” sends and finally sends the Diagnostic & Maintenance Report to the vehicle owner together with the suggested component providers. either by email or alert message displayed in the vehicle terminal.

5. The vehicle owner will decide whether to maintain his/her vehicle based on the Diagnostic & Maintenance Report.
1.67.1  Alternative Flow 1
None
1.68 Post-conditions (if any)
For normal flow, the vehicle owner maintains his/her vehicle according to the Diagnostic & Maintenance report in time.
1.69 High Level Illustration (as applicable)
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1.70 Potential requirements
1.
The M2M application System shall enableallow the M2M Devices to exchangesend M2M application  to diagnosediagnostics data periodically withto the M2M Application in the network domain.

2.
The M2M System shall aenable llow the M2M Application to configure the notification interval in the M2M Devices.

3.
The M2M system System shall support a mechanism to describe the syntax and semantics format of the M2M application diagnostics data exchanged between sent from the M2M Devices toand  the M2M Application in the network domain.
12 Use Case on Devices, Virtual devices and Things
1.71 Description
The municipality of a Smart City operates an Application Service that monitors traffic flow and switches traffic lights depending on traffic. This “traffic application” controls the traffic lights and a couple of surveillance cameras to observe traffic flow. 

The traffic application makes several of the surveillance cameras discoverable in the M2M System and potentially allows access to the data (the video streams) of these cameras. The surveillance cameras can be searched and discovered in the M2M System based on search criteria such as type (e.g. video camera for traffic) and other meta-data (e.g. location or activation state)

In addition to (physical) devices the traffic application publishes “virtual devices” that act similar to sensors and provide derived data such as: number of vehicles that passed during the last minute/hour, average speed of vehicles …

Also these “virtual devices” can be searched and discovered in the M2M System based on type and other meta-data. 

However, in contrast to the previous case (real devices) virtual devices only implemented as software and do not require a Connectivity Layer. They are data structures published by the traffic application.

The traffic application charges other applications to receive data from these virtual devices.

Finally, the traffic application also publishes “things” in the M2M System like roads and intersections. Other “things” the traffic application might publish are phased traffic lights (green wave).

“Things” are similar to “virtual devices” but have relations to other “things” (e.g. a section of a road lies between two intersections).

A “street”, published by the traffic application, provides information on the average speed of traffic, congestion level, etc. A “series of phased traffic lights” provides information about which traffic lights are in phase, the current minimal/maximal/optimal speed, etc.

The “traffic application” of the Smart City charges other applications to access data from its published “things”.

A second Application Service, a “logistics application” is operated by a company that manages a fleet of trucks to deliver goods all over the country. This “logistics application” provides an optimal route for each truck at any time.

One of the trucks is currently driving in the Smart City. The logistics application has a service level agreement with the traffic application of the Smart City. 

The logistics application discovers all things (streets, intersections…) that are relevant to calculate an optimal route for the truck, based on type and location. It uses the published data and is charged for the access to these data.
1.72 Source (as applicable)

NEC
1.73 Target Industry 

<One or more industry segments that this use case or scenario is relevant to>
1.74 Actors (as applicable)
•
The municipality of a Smart City (Application Service Provider) 

•
The fleet management company (Application Service Provider

•
The M2M Service provider (M2M Service provider)
1.75 Pre-conditions (if any) 

•
The municipality of a Smart City operates a “traffic application” that monitors traffic flow and switches traffic lights.

•
The fleet management company operates a “logistics application” that manages a fleet of trucks.

•
Both Applications are using the same MSCN operated by the M2M Service provider

•
The traffic application allows the logistics application to access some of its Devices, Virtual devices and Things
1.76 Triggers (if any)
1.77 Normal Flow (as applicable)
•
The traffic application creates Virtual devices (e.g. traffic sensors) and Things (e.g. streets, series of phased traffic lights…) for use by other M2M applications in the MSCN of the M2M Service operator.

•
The traffic application publishes the semantic description (types, relations, meta-data) of its Devices (e.g. cameras), Virtual devices and Things in the MSCN of the M2M Service operator. The traffic application restricts discoverability of its Virtual devices and Things to applications provided by business partners of the municipality of a Smart City

•
The traffic application enables access to the data of some of its traffic cameras to all M2M applications, but access to the data of virtual devices and things is restricted to applications of business partners (e.g. the logistics application).

•
The logistics application searches the MSCN of the M2M Service operator for things and virtual devices in the vicinity of the truck. Based on the semantic search criteria (described by reference to a taxonomy or ontology) only the things and virtual devices that are useful for calculating the route of the truck are discovered.

•
The logistics application reads the data from relevant things and virtual devices and calculates the optimal route for the truck

•
The logistics application is charged by the MSCN of the M2M Service operator for reading the data from things and virtual devices of the traffic application.

•
The traffic application is reimbursed for usage of its things and virtual devices.

1.77.1  Alternative Flow 1
None.
1.78 Post-conditions (if any)
1.79 High Level Illustration (as applicable)
1.80 Potential requirements
•
The M2M System shall provide a capability to an Application shall be able to create Virtual Devices and Things in the M2M Service Capability Network.

•
The M2M System shall provide a capability to an Application shall be able to publish semantic descriptions and meta-data (e.g. location) of its Devices, Virtual Devices and Things in the M2M Service Capability Network.

•
The M2M System shall provide a capability to an Application to search for and discover Devices, Virtual Devices and Things in the M2M Service Capability Network based on their semantic descriptions and meta-data. The supported formats of semantic descriptions shall be described in the oneM2M standard.

•
The M2M System shall provide a capability to an Application shall be able to control, via the M2M Service Capability Network, access to semantic descriptions and meta-data of its Devices, Virtual Devices and Things.

•
The M2M System shall provide a capability to an Application shall be able to allow, via the M2M Service Capability Network , access to its Devices, Virtual Devices and Things to individual other applications.

13 Title
1.81 Description
1.82 Source (as applicable)

1.83 Target Industry 

<One or more industry segments that this use case or scenario is relevant to>
1.84 Actors (as applicable)
1.85 Pre-conditions (if any) 

1.86 Triggers (if any)
1.87 Normal Flow (as applicable)
1.87.1  Alternative Flow 1
1.88 Post-conditions (if any)
1.89 High Level Illustration (as applicable)
1.90 Potential requirements
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