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1.0 Title
Use case of infrastructure retrofit
1.1 Description
Due to the global demand for saving maintenance cost and natural resources, businesses, governments and individuals are increasingly focusing on retrofitting infrastructures such as buildings, factories and streets. (See references in 1.10 [1],[2],[3].)
Examples of infrastructure retrofits are as follows: 

1. Adopting new end devices (e.g. LED lights, energy harvesting devices, high-efficient air handling units)
2. Operational optimization (e.g. building energy management system - BEMS, personalized heating and air conditioning)

3. Inter-domain convergence (e.g. BEMS coupled with smart grid or weather forecasts)
It is essential for the retrofit business to reduce installation cost and  offer short payback period  to customers. We describe a use case of oneM2M  standard to reduce the cost of those activities above. That is, 1) Device installation process can be eased by using guidelines of oneM2M such as device models and security frameworks, and 2) Development cost of software for operational optimization or inter-domain convergence can be reduced by oneM2M guidelines on device models, service layer APIs, and application deployment.
1.2 Source (as applicable)
Samsung SDS (TTA)
1.3  Actors (as applicable)
· User: a business entity, government, or an individual that uses infrastructure,  e.g. as an owner, a tenant, or a visitor
· Manager: an authorized entity that manages and operates the infrastructure, e.g. as an owner.
· Device: a hardware entity composed of sensors and/or actuators that exchanges data and control messages,  and may or may NOT have communication and processing functionality. Here, the term ‘communication’ denotes that the device is accessed through media/communication protocol such as RS-232, RS-485, BACnet, KNX, Ethernet, or WiFi, rather than  through digital/analog controls.
· PLC (Programmed Logic Controller): a hardware entity that performs communication and processing for other devices that does not have such functionalities. In this document, for convenience, this term also refers to the direct digital controller (DDC) devices. Here, the term ‘communication’ denotes that the device is accessed through media/protocol such as RS-232, RS-485, BACnet, KNX, Ethernet, or WiFi, rather than through digital/analog controls.
· Virtualized Device: a software entity located outside the device hardware and offers oneM2M service layer API to access and control a device. This entity may comprises the RESTful web interface, an OS process/service, executable file, and DB entry and maybe located in the local server (in the infrastructure) or somewhere outside the infrastructure, e.g. the cloud. Note that, some devices may offer these features on its own and may not require Virtualized Devices outside their hardware.
· Device Virtualization Service Provider: an entity that retains  standardized (based on oneM2M) device models, provides methods for creating and managing Virtualized Devices, and provides hosting of Virtualized Devices. 
· Application: An M2M application, in this use case, for operational optimization or inter-domain convergence of an infrastructure. The application can be locally hosted or hosted somewhere outside the infrastructure, e.g. the cloud.
· Application Provider: an entity that develops and sells applications and may run an application market server and application hosting server
1.4 Pre-conditions (if any)
· As shown in Figure 1 in Section 1.9, white colored box components are installed/existing around the infrastructure 
1.5 Triggers (if any)
· User wants to install three new devices and two new applications for the infrastructure
1.6 Normal Flow (as applicable)
1. User adds new Devices in a building. 
· Method of connecting devices to the infrastructure is not limited. Devices can be connected to PLC, control network (via field buses such as BACnet, KNX) or to global/local communication networks (such as IP over LAN/cellular/satellite).
· Manager of the infrastructure may demand a method of authenticating a newly added device for genuineness check or policy enforcement. Note that, 1) the computing and messaging overhead in the authentication process should be low because there can be lots of devices in an infrastructure. (e.g. Typically, there are thousands of lighting, security, and HVAC(heating, ventilating and air-conditioning) devices in a building.), 2) often, the authentication process needs to be done offline, i.e. without connection to Internet, due to Manager’s policy.
· User of the newly added device may demand a method of encrypting the communication between the device and applications, due to privacy or other reasons. Note that, often, the encryption process needs to be done offline, i.e. without connection to Internet, due to Manager’s policy.
2. Virtualized Devices (VD) are created for applications to access some of these new Devices.
· VDs can be locally hosted. For this purpose, User can install a server (software or hardware). See ‘Device API Server’ in the infrastructure site in Figure 1.
· VDs can be hosted in cloud, i.e. hosted by the ‘Device API Server’ outside the infrastructure site as in Figure 1. For this purpose User uses the service offered by the Device Virtualization Service Provider. 
· If the communication between device and application needs to be encrypted, VD may provide an API for that.
3. User installs new Applications. 
· Application can be installed in local site. For this purpose, User can install a server (software or hardware) that hosts M2M application in a standardized manner (oneM2M standard). See ‘Application Hosting Server’ in the infrastructure site in Figure 1.
· Application can be installed in the cloud. The Application can be purchased from an application market and hosted in an application hosting server, where those services and servers may be offered by Application Providers. See ‘Application Hosting Server’ and ‘Application Market Server’ outside the infrastructure site in Figure 1.
· If the communication between device and application needs to be encrypted, application may provide the functionality.
4. Devices (including the newly added ones) and Applications (including the newly added ones) interact with each other for better performance and functionality of the infrastructure
1.6.1  Alternative flow (if any)
(TBD)
1.7 Post-conditions (if any)
· As shown in Figure 1 in Section 1.9, red colored (shaded) components are additionally installed around the infrastructure 
1.8 High Level Illustration (as applicable)
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Figure 1. Software and Hardware components around an infrastructure
1.9 Potential requirements (as applicable)
Note that, following list is written not considering overlaps with requirements from other contributions. Consideration on distinction was made in other input contributions of us: ‘oneM2M-REQ-2013-req_for_MAS_from_infrastructure_retrofit.doc’ and ‘oneM2M-REQ-2013-req_for_SEC_from_peer_communication_and_infrastructure_retrofit.doc’.
1. OneM2M service layer shall support an API for application developers to access and control devices.
2. OneM2M service layer shall support an API for access to and control of devices that is decoupled from vendor-specific device implementations in terms of accessing and controlling the sensors and actuators in the device.
· For example, if a programmer want to deal with a ‘temperature’ resource, there should be a common way of accessing ‘temperature’ data from thermometers (or devices that includes thermometers) from various vendors.
3. OneM2M service layer shall support a method of writing and packaging machine-readable meta-data for a device.
· Examples of the meta-data are: vendor information, model number, connectivity, and sensors or actuators of a device. Note that, as for the connectivity, the meta-data should be able to support various connection methods of devices. That is, devices can be connected to PLC, control network (field buses such as BACnet, KNX) or to global/local communication networks (such as IP over LAN/cellular/satellite).
4. OneM2M service layer shall support a method of writing and packaging machine-readable meta-data for an application.
· Examples of the meta-data are: owners/users of the application and related/connected sensors/actuators of the application.
5. OneM2M service layer shall support a method of packaging an application that can be executed in either local servers or in a cloud.
6. OneM2M security function shall support a secure communication between devices, gateways and servers in an offline environment, i.e. without connection to Internet.
7. OneM2M security function shall support security mechanisms that do not incur large overhead of computation, communication or storage in the oneM2M system or in M2M devices.
1.10 References for “infrastructure retrofit”
[1]. World Bank, Social Infrastructure Retrofitting Project

“…for energy efficiency improvements in social sector buildings (schools and hospitals) across…”
http://www.worldbank.org/projects/P044748/social-infrastructure-retrofitting-project?lang=en
[2]. U.S. Department of energy, Energy Efficiency Retrofits, 

“Energy efficiency retrofits can revitalize the infrastructure of cities, counties, and tribal governments by stimulating new green-growth in existing buildings, on streets, and within government facilities.”
http://www1.eere.energy.gov/wip/solutioncenter/buildings/ee_retrofits.html,
[3]. Federal Housing Administration (FHA): Notice of FHA PowerSaver Home Energy Retrofit Loan Pilot Program
“HUD will target communities that have already developed a robust home energy efficiency retrofit infrastructure…”
https://www.federalregister.gov/articles/2011/03/31/2011-7551/federal-housing-administration-fha-notice-of-fha-powersaver-home-energy-retrofit-loan-pilot-program
© 2013 oneM2M Partners

Page 1 (of 8)


[image: image2.png][image: image3.png]New
Application

Application
Hosting Server

Virtualized
Device

Application Market

Device API Server Server
Internet
New
, Virtualized Virtualized Application
l\:lanager s Servers Device Device
or managements
( 2 operagtions) Application Gateway (optional)
Device API Server Hosting Server (local <> global)
Gateway (optional) New
(control network <> data communication network) Device
. PLC PLC PLC PLC New
Device Device
Device Device Device Device New
Device

Infrastructure, e.g. a building

—— 1/0 wiring, e.g. Analog Input, Digital Output
Control network, field bus, e.g. BACnet, KNX
= Global/local data communication network e.g. IP over LAN/cellular/satellite

[ Pre-existing entities
[ ] Newly added entities




